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	#
	DOC
	ART

/

ITEM
	FORMER TEXT
	SHALL READ AS NEW TEXT

	1
	TS
	1.1.1
	47U 600x1200 mm cabinets shall be provided for the data center of which figure is given in Figure 1.1 
	47U or 48U 600x1200 mm cabinets shall be provided for the data center of which figure is given in Figure 1.1

	2
	TS
	1.1.2
	The cabinets should have an aluminium frame construction based on aluminium profiles and self locking corner joint mechanism.
	The cabinets should have an aluminium/steel frame construction based on aluminium/steel profiles and self-locking corner joint mechanism.

	3
	TS
	1.1.6
	The cabinets shall have UL certification.
	DELETED

	4
	TS
	1.2.1
	47U 800x1200 mm cabinets shall be provided for the data center of which figure is given in Figure 1.1.
	47U or 48U 800x1200 mm cabinets shall be provided for the data center of which figure is given in Figure 1.1.

	5
	TS
	1.2.2
	The cabinets should have an aluminium frame construction based on aluminium profiles and self locking corner joint mechanism.
	The cabinets should have an aluminium/steel frame construction based on aluminium/steel profiles and self-locking corner joint mechanism.



	6
	TS
	1.2.6
	The cabinets shall have UL certification.
	DELETED

	7
	TS
	1.4.5
	The fans shall be electronically commuted and they shall be easily removable & hot swappable.
	DELETED

	8
	TS
	1.4.6
	The cooling system shall provide the cooling need of the datacenter in full capacity operation (All the rack capacity is used). Technical specification of indoor unit shall support minumum below requirements.
· Cooling Capacity up to 28 kW

· Air Temperature Inlet max. 32° C

· Fans min. 3 pcs. EC radial
· Air Flow min. 3800 m³/h
	The cooling system shall provide the cooling need of the datacenter in full capacity operation (All the rack capacity is used). Technical specification of indoor unit shall support minimum below requirements.

· Cooling Capacity at least 28 kW

· Fans min. 3 pcs
· Air Flow minimum 3800 m³/h

	9
	TS
	1.5.4
	Each module shall have minimum 20kW/20kVA or  25kW/25kVA or 50kW/50kVA capacity.  
	Each module shall have minimum 16 kW/16kVA or 20kW/20kVA or 25kW/25kVA or 30 kW/30kVA or 50kW/50kVA capacity.

	10
	TS
	1.8.1
	CEMS shall allow to consolidate information from many units like Cooling Units, UPS, EMU.
	CEMS shall allow consolidating information from many units at least for Cooling Units and EMU.  

	11
	TS
	1.11.1
	19” rack cabinet systems shall have a TSE Certificates.
	DELETED

	12
	TS
	1.11.4
	Rack cabinets shall have UL certification.
	DELETED

	13
	TS
	1.12.1
	2 input sockets of ATS shall be provided in IEC 320 standard.
	2 input sockets of ATS shall be provided.

	14
	TS
	1.12.2
	There shall be at least 4 pcs. C13 and 2 pcs. C19 sockets on the ATS.
	There shall be at least 4 pcs. C13 and 1 pc. C19 sockets on the ATS.

	15
	TS
	1.12.3
	The ATS shall be rack type, 19 "1U high.
	The ATS shall be rack type, 19 "1U or 2U high.

	16
	TS
	1.15.1
	The secured room shall provide both physical, electromagnetic and acoustic insulation.
	The secured room shall comply with the requirements of Facility Security Clearance of the Ministry of National Defense (including the fire safety). The secured room shall provide physical, electromagnetic and acoustic insulation. 



	17
	TS
	1.15.6
	The access door shall not disturb the shielding performance of the system. The net apeture of the door shall be at least 90x100cm.
	The access door shall not disturb the shielding performance of the system. The net apeture of the door shall be at least 90x100cm. The doors shall comply with the requirements of the Facility Security Clearance of the Ministry of National Defense.

	18
	TS
	2.0.5
	Within the lot, in case an item is subject to license, the license shall be given as unlimited. In case the item includes a management software, the software shall be provided with unlimited license.
	Within the lot, in case an item is subject to license, the license shall be given in sufficient number to operate the NACORAC IT system comprised of the IT equipment in all the lots. The licenses shall be unlimited in terms of duration.

	19
	TS
	2.1.2
	Shall have two CPUs each of which shall have minimum 28.000 Passmark score and minimum 28 cores
	Shall have two CPUs each of which shall have minimum 24.000 Passmark score and minimum 28 cores. (In case the proposed CPU does not have published Passmark score, the most recent model of the same family shall satisfy the above requirement)

	20
	TS
	2.3.4
	The proposed system will support SAS disk types and the system must have at least 12 internal units, each with 8 TB SAS-3 7200 rpm disk units.
	The proposed system will support SAS disk types and the system must have at least 12 internal units, each with 8 TB SAS disk units.

	21
	TS
	2.3.5
	The system must have at least 4 1/10 Gigabit Ethernet outputs and at least 2 ports of QDR Infiniband adapter.
	The system must have at least 4 1/10 Gigabit Ethernet outputs and at least 2 ports of QDR or FDR Infiniband adapter

	22
	TS
	2.3.8
	The operating system shall be offered with the hardware.
	DELETED

	23
	TS
	2.3.9
	Shall have InfiniBand (IB) network compatibility with the specifications below:

· At least 3 IB Keys shall be provided.

· The IB Keys to be provided shall be in Full Nonblocking architecture.

· Such keys shall belong to the same manufacturer with the servers.

· There shall be at least 32 QDR Infiniband outputs and 4 10Gb Ethernet outputs on 2 of the switches. The servers in the cabin shall be connected to each other and relayed via these two keys. There will be at least 36 QDR infiniband outputs on one of the keys.
	Shall have InfiniBand (IB) network compatibility with the specifications below:

· At least 3 IB Keys shall be provided.
· There shall be at least 32 QDR or FDR Infiniband outputs and 4 10Gb Ethernet outputs on 2 of the switches. The servers in the cabin shall be connected to each other and relayed via these two keys. There will be at least 36 QDR or FDR infiniband outputs on one of the keys.

	24
	TS
	2.5.3
	Proposed storage system shall support storage virtualization.
	DELETED

	25
	TS
	2.5.4
	Proposed storage system shall support replication over virtualized storages
	DELETED

	26
	TS
	2.5.7
	Proposed system shall be able to replicate synchronous and asynchronous between different storage arrays. (Remote replication shall be licensed for full array capacity.)
	Proposed system shall be able to replicate synchronous and asynchronous between same brand storage arrays. (Remote replication shall be licensed for full array capacity.)

	27
	TS
	2.5.9
	Proposed system shall be delivered after RAID 6 configuration with at least 12 TB 3,5 inch 7,2K rpm Disks
	Proposed system shall be delivered with 12 TB total usable capacity after RAID 6 configuration with 3,5 inch 7,2K rpm disks.

	28
	TS
	2.7.3
	FC Ports: Shall have at least 48 ports enabled and all ports shall be licenced.
	FC Ports: Shall have at least 48 x 16Gbps ports enabled and all ports shall be licensed

	29
	TS
	2.8.1
	Proposed Firewalls must have application control, IPS, Anti-Virus, Anti-Spyware , URL Filtering, IPSEC VPN and SSL VPN features. 
	In addition to 2.0.5 (license provision), security and improvement updates of the software with at least 3 years duration shall also be provided including all the features.

	30
	TS
	2.8.2
	In addition to 2.0.5 (license provision), security and improvement updates of the software with at least 3 years duration shall also be provided including all the features.
	Firewall must have at least 30 Gbps production throughput performance.  



	31
	TS
	2.8.3
	Firewall hardware must have FPGA based architecture.
	Firewall must have redundant power supplies that allow uncut operation on production in case of failure of one power supply.

	32
	TS
	2.8.4
	Firewalls must work in Active-Passive or Active-Active mode for high availibility.  Firewall’s must have dedicated High Availibility ports other than data ports.
	Firewall must work in Active-Passive or Active-Active mode for high availibility.

	33
	TS
	2.8.5
	Firewall must have seperated data plane and management plane on itself. Management plane must its own cpu, ram and Ethernet port. Management Plane can be restarted without affecting data plane functions.
	Firewall must support at least 50 virtual systems. License for this must be added.

	34
	TS
	2.8.6
	Firewall must have 4 100/1000/10000 Mbps Cupper port, 16  1/10 Gbps SFP+, 4 adet 40 Gbps QSFP fiber  slot on it. Total of 24 1000BaseSX and 20 10G-SR SFPs must be proposed with  4 firewalls.
	Firewall must have 4 100/1000/10000 Mbps Cupper port, 16  1/10 Gbps SFP+, 4 40 Gbps QSFP fiber slot on it. 6x 1000BaseSX and 5x 10G-SR SFP+ modules must be provided with each firewall.

	35
	TS
	2.8.7
	Firewalls must have 9 Gbps performance with application control, IPS, Anti-Spyware Anti-Virus features and logging service on itself enabled. This performance must be measured with at most 64KB HTTP packets.
	DELETED

	36
	TS
	2.8.8
	Firewall interfaces can be configured as Layer3, Layer2, Layer1 (vwire) and monitoring (TAP mode) mode. These interface modes must work at the same time on firewall even on same virtual firewall.
	DELETED

	37
	TS
	2.8.9
	Firewall must support user identity and user group based policies. Firewall must have the Active-Directory integration, Captive Portal, Syslog parser, XML-API methods  to get user identity.
	DELETED

	38
	TS
	2.8.10
	Firewall must have its own WEB management GUI on it. Without need of extra device or software management, reporting functions must be done through firewall’s web management GUI.
	DELETED

	39
	TS
	2.8.11
	Configuration changes on firewall must be activated after a commit / install process. In every commit/install configuration must be backed up automatically on Firewall for configuration rollback. During configuration rollback  process there must be no need to restart the firewall.
	DELETED

	40
	TS
	2.8.12
	Firewall must have Logging and reporting functions on it. Custom reports can be generated on firewall.
	DELETED

	41
	TS
	2.8.13
	Firewall must have ssl decryption broker feature. Firewall enabled as a decryption broker forwards clear text traffic to security chains (sets of inline, third-party appliances) for additional enforcement.
	DELETED

	42
	TS
	2.9.1
	Firewall must have application control, IPS, Anti-Virus, Anti-Spyware , URL Filtering, IPSEC VPN and SSL VPN features. 
	In addition to 2.0.5 (license provision), security and improvement updates of the software with at least 3 years duration shall also be provided including all the features.



	43
	TS
	2.9.2
	In addition to 2.0.5 (license provision), security and improvement updates of the software with at least 3 years duration shall also be provided including all the features.
	Firewall must have at least 80 Gbps production throughput performance.

	44
	TS
	2.9.3
	Firewall hardware must have  FPGA based architecture.
	Firewall must have 4 100/1000/10000 Mbps Cupper port, 16 1/10 Gbps SFP+, 4 40/100 Gbps QSFP fiber slot on it. 12x 10G-SR SFPs must be provided with each firewall.



	45
	TS
	2.9.4
	Firewalls must work in Active-Passive or Active-Active mode for high availibility.  Firewall’s must have dedicated High Availibility ports other than data ports.
	Firewalls must work in Active-Passive or Active-Active mode for high availability.



	46
	TS
	2.9.5
	Firewalls must work in Active-Passive or Active-Active mode for high availibility.  Firewall’s must have dedicated High Availibility ports other than data ports.
	Firewall must support at least 80 virtual systems. License for this must be added.



	47
	TS
	2.9.6
	Firewall must have seperated data plane and management plane on itself. Management plane must its own cpu, ram and Ethernet port. Management  Plane can be restarted without affecting data plane functions.
	Firewall must have redundant power supplies that allow uncut operation on production in case of failure of one power supply.

	48
	TS
	2.9.7
	 Firewall must have 4 100/1000/10000 Mbps Cupper port, 16  1/10 Gbps SFP+, 4 40/100 Gbps QSFP fiber slot on it. Total of 24 10G-SR SFPs must be proposed with  2 firewalls.
	DELETED

	49
	TS
	2.9.8
	Firewalls must have 30 Gbps performance with application control, IPS, Anti-Spyware Anti-Virus features and logging service on itself enabled. This performance must be measured with at most 64KB HTTP packets.
	DELETED

	50
	TS
	2.9.9
	Firewall interfaces can be configured as Layer3, Layer2, Layer1 (vwire) and monitoring (TAP mode) mode. These interface modes must work at the same time on firewall even on same virtual firewall.
	DELETED

	51
	TS
	2.9.10
	Firewall must support user identity and user group based policies. Firewall must have the Active-Directory integration, Captive Portal, Syslog parser, XML-API methods  to get user identity.
	DELETED

	52
	TS
	2.9.11
	Firewall must have its own WEB management GUI on it. Without need of extra device or software management, reporting functions must be done through firewall’s web management GUI.
	DELETED

	53
	TS
	2.9.12
	Configuration changes on firewall must be activated after a commit / install process. In every commit/install configuration must be backed up automatically on Firewall for configuration rollback. During configuration rollback  process there must be no need to restart the Firewall.
	DELETED

	54
	TS
	2.9.13
	Firewall must have logging and reporting functions on it. Custom reports can be generated on firewall.
	DELETED

	55
	TS
	2.9.14
	Firewall must have ssl decryption broker feature. Firewall enabled as a decryption broker forwards clear text traffic to security chains (sets of inline, third-party appliances) for additional enforcement.
	DELETED

	56
	TS
	2.10.1
	The device shall have managing, loggging and reporting capabilities of all Firewall devices.
	In addition to 2.0.5 (license provision), security and improvement updates of the software with at least 3 years duration shall also be provided including all the features.

	57
	TS
	2.10.2
	Device shall have 12 TB log disk space after RAID1 configuration.
	Proposed item must be compatible with Firewall A and B.

	58
	TS
	2.10.3
	Device shall have dual power supply on it.
	Product must collect logs from Firewall A and B.

	59
	TS
	2.10.4
	Device shall have 20.000 log/second log collection performance when configured dedicated log collector.
	Product must be able to manage at least 25 Firewall A and B in total from a central console/web gui.

	60
	TS
	2.10.5
	Device  shall install common security rules to firewalls.
	At least 25 Firewall connection licenses must be proposed with this product.

	61
	TS
	2.10.6
	Device shall generate reports and these reports can be sent via email to administrators.
	DELETED

	62
	TS
	2.11.2
	Each Load Balancer shall provide minimum 10 Gbps Layer 7 HTTP Throughput. This performance value shall be upgradeable up to 33 Gbps by software license add-on.
	Each Load Balancer shall provide minimum 10 Gbps Layer 7 HTTP Throughput.

	63
	TS
	2.11.4
	Each Load Balancer shall support min. 13.000 SSLnTPS for RSA 2048 Bit encryption. It shall be upgradeable to 40.000 SSLTPS for 2048 RSA by software license add-on. It shall also support ECC type encryption and performance shall be minimum 6.000 SSL TPS with upgrade option to 16.000. Each Load Balancer shall provide min. 10Gbps SSL throughput performance.
	Each Load Balancer shall support min. 13.000 SSLnTPS for RSA 2048 Bit encryption. It shall also support ECC type encryption and performance shall be minimum 6.000 SSL TPS. Each Load Balancer shall provide min. 10Gbps  SSL throughput performance.

	64
	TS
	2.11.5
	Each Load Balancer shall support Round Robin, Ratio, Fastest, Least Connection load balancing algoritms. It should redirection based on the active subscription informations or least connection carrying server informations.
	Each Load Balancer shall support Round Robin, Ratio, Least Connection load balancing algoritms. It should redirection based on the active subscription informations or least connection carrying server informations.

	65
	TS
	2.11.6
	Web Application firewall and IP Reputation modules shall be included and licenced in each load balancer device. WAF module shall support positive and negative protection modes. WAF module shall provide protection to OWASP top10 listed attacks; Firewall SYN Flood, DNS flood, tear drop, zombie, XSS, SQL Injection. XML message validation.
	Web Application firewall module shall be included and licenced in each load balancer device. WAF module shall support positive and negative protection modes. WAF module shall provide protection to OWASP top10 listed attacks; Firewall SYN Flood, DNS flood, tear drop, zombie, XSS, SQL Injection, XML message validation.

	66
	TS
	2.12.1
	Device shall have minimum 16 units of I/O slots for its linecard modules.
	Device shall have minimum 7 units of I/O slots for its linecard modules or minimum 40 tape drive slots.

	67
	TS
	2.12.5
	Shall have at least 700 cartridge slots and all slots shall be licenced and lifelong licenses shall be given.
	Shall have at least 550 cartridge slots and all slots shall be licenced and lifelong licenses shall be given.

	68
	TS
	2.14.1
	There will be at least 48 10G SFP+ and 6 40G QSFP+ ports on the device and all ports will be actively usable as proposed. The device must be provided with at least 4 1G SX SFP, 12 SR SFP+ and 2 40G QSFP+ modules.
	There will be at least 48 10G SFP+ and 6 40G QSFP+ ports on the device and all ports will be actively usable as proposed. The device must be provided with at least 4 1G SX SFP, 12 SR SFP+ and 2 40G QSFP+ modules. QSFP+ modules will be multimode.

	69
	TS
	2.14.4
	Shall support at least 288000 mac addresses.
	DELETED

	70
	TS
	2.14.7
	Shall support PVST+/PVRST+ and port isolation.
	DELETED

	71
	TS
	2.14.8
	Shall support IEEE 802.3ad link aggregation and at least 16 ports must be able to combine in one channel.
	Shall support IEEE 802.3ad link aggregation and at least 8 ports must be able to combine in one channel.

	72
	TS
	2.14.9
	Shall support unicast, multicast and broadcast storm control. Also it shall support umbo frame and at least packegas of 9216 bytes
	Shall support unicast, multicast and broadcast storm control. Also it shall support jumbo frame and at least packages of 9000 bytes

	73
	TS
	2.14.10
	Shall support  Virtual Port Channel (vPC)
	Shall support  Virtual Port Channel (vPC) or Multi-chassis link aggregation or E-Trunk

	74
	TS
	2.14.13
	Shall support strict priority queuing ve Weighted Round-Robin (WRR) algoritms
	DELETED

	75
	TS
	2.14.14
	Shall support L2, L3, L4 standart, extendend, port based, VLAN based, named
	DELETED

	76
	TS
	2.15.2
	The device shall support a switching capacity of 140Gbps and a throughput of 104Mpps.
	The device shall support a switching capacity of 136Gbps and a throughput of 104Mpps.

	77
	TS
	2.15.3
	Shall support at least 288000 mac addresses.
	DELETED

	78
	TS
	2.15.4
	Shall have at least 512MB RAM and 128MB flash RAM.
	Shall have at least 512MB RAM and 128MB flash or eMMC RAM.

	79
	TS
	2.15.6
	Shall support MSTP or PVST+ or PVRST+ RapidPvSTP+
	DELETED

	80
	TS
	2.15.8
	Shall support at least one of the following: Port Isolation, Private VLAN, Private VLAN Edge
	DELETED

	81
	TS
	2.15.11
	Shall support DHCP snooping, DHCP relay ve DHCP server
	DELETED

	82
	TS
	2.16.1
	The software shall be able to create application consistent image-level backups & replicas of Vmware vSphere & Microsoft Hyper-V Virtual Machines (VM) without installing any agents in the VM, Host or Management Servers.
	The software shall be able to create application consistent image-level backups & replicas of Vmware vSphere & Microsoft Hyper-V Virtual Machines (VM) without or with installing any agents in the VM, Host or Management Servers.

	83
	TS
	2.18.7
	Power Supply Unit: at least 700W PSU.
	Power Supply Unit: at least 690W PSU

	84
	TS
	2.18.9
	3.0, 2x USB2.0, 1x microphone/audio-in, 1x headphone/audio-out, 1x RJ-45 LAN connector.
	4 x USB 3.0 or higher, 2 x USB 2.0 or higher, 1x microphone/audio-in, 1x headphone/audio-out, 1x RJ-45 LAN connector.

	85
	TS
	3.0.17
	The software to be prepared will be platform independent (database and the operating system).
	DELETED

	86
	TS
	4.1.1
	An Electronic Learning System shall be developed for NACORAC staff and staff involved in NACORAC-related processes in the stakeholder organizations. The system shall consist of a web based e-learning management tool (software) and training contents (curriculum and lessons). Once NACORAC is activated, the institutional staff shall be able to develop and add training modules into the E-learning system.
	An Electronic Learning System shall be developed for NACORAC staff and staff involved in NACORAC-related processes in the stakeholder organizations. The system shall consist of a web based e-learning management tool (software) and training contents (curriculum and lessons). Once NACORAC is activated, the institutional staff shall be able to develop and add training modules into the E-learning system. 

Target group for the e-learning system shall reach the training content via NACORAC network and get the courses individually (in an asynchronous way).

	87
	TS
	4.1.2
	E-Learning Management Tool shall be a WEB based, SCORM Compliant, Open Source e-learning management software with content development capability.
	E-Learning Management Tool shall be a WEB based, SCORM Compliant, Open Source based e-learning management software with content development capability.

	88
	TS
	4.2.0
	NACORAC E-Learning System (NACORAC competency academy) curriculum shall be developed at the requirement analysis phase. Learning objectives for each lesson shall be defined at this stage.  All learning material shall be designed and produced in accordance with specified curriculum and learning objectives/outcomes. 

Each lesson shall consist of text, pictures, original animation, interactive animation, video and question (reinforcement) sections to suit the educational objectives to be defined. The portion of the animations at least about 10% of the lesson duration (The Beneficiary has right to reduce this ratio). The distribution of the rest of the content types shall be balanced and in conformity of the lesson subject. The content types (as well as their duration in the lesson duration) and content shall be subject to the approval of the Beneficiary. After the contents of the raw courses are approved by the Beneficiary, lesson productions will be realized. Lesson dubbings shall conducted in professional quality with full synchronization. The licensing rights for use of all content that is used in lessons shall be transferred to Beneficiary.

Lessons to be developed and the net lesson durations (without learning interaction) are given below.
	NACORAC E-Learning System (NACORAC competency academy) curriculum, raw content and scenarios shall be developed at the requirement analysis phase. Learning objectives for each lesson shall be defined at this stage.  All learning material shall be designed and produced in accordance with specified curriculum and learning objectives/outcomes. 

Each lesson shall consist of text, pictures, original animation, interactive animation, video and question (reinforcement) sections to suit the educational objectives to be defined. 1 hour lesson duration shall contain at least 40 animations of which are 40-60 seconds (The number of the animations will be proportioned according to the total duration of the lesson). For each lesson, at least 10 minutes interactive animations shall be provided. The videos shall be used in the animations that should not exceed 50% of the duration of animations. In-course and end-course questions and exams shall be developed for fortifying the learning process. The lessons shall be prepared in English and Turkish and studio vocalisation shall be performed professionally. 

The distribution of the rest of the content types shall be balanced and in conformity of the lesson subject. The content types (as well as their duration in the lesson duration) and content shall be subject to the approval of the Beneficiary. After the contents of the raw courses are approved by the Beneficiary, lesson productions will be realized. Lesson dubbings shall conducted in professional quality with full synchronization. The licensing rights for use of all content that is used in lessons shall be transferred to Beneficiary.

Lessons to be developed and the net lesson durations (without learning interaction) are given below.

	89
	TS
	4.2.14


	NA
	ADDED:

The assessment methods shall at least include in-course and end-course questions/exams. The exact format of the assessment methods shall be determined by the Beneficiary in the implementation period. 

The solution shall include at least below question types:

· Multiple choice

· True-False

· Drag and drop

· Fill in the blanks

· Matching

The exact format of the questions shall be determined by the Beneficiary in the implementation period.

	90
	TS
	5.1.14
	Dashboards to present information of the VC sessions (like number of participants present on the session, the names of the participants, duration of the session, active speaker, etc.)
	Dashboards
to
present information of the VC sessions

	91
	TS
	5.1.15
	Shall possibility to manage VC sessions (like inviting participants, blocking participants, muting audio, etc.)
	Shall possibility to manage VC sessions

	92
	TS
	5.1.28
	Support for unicast and multicast
	Support for unicast or multicast

	93
	TS
	5.2.9
	Audio

Echo cancellation
	DELETED

	94
	TS
	5.2.22
	Brightness: 500 nit
	Brightness: 350 nit

	95
	TS
	6.1.1.7
	There shall be at least 2 pieces ethernet, 2 pieces DVI, 1 piece displayport, 1 piece HMDI and 1 piece USB input on the screens.
	There shall be at least 2 pieces Ethernet, 1 piece DVI, 1 piece displayport, 1 piece HMDI and 1 piece USB input on the screens.

	96
	TS
	6.1.3.1
	Desired amount of MPEG2, MPEG4, MxPEG, MJPEG, H.263, V2D, H.264, VNC IP stream (HD or SD) shall be assigned as a resource.
	Desired amount of MPEG2, MPEG4, MxPEG, MJPEG, H.263, H.264, VNC IP stream (HD or SD) shall be assigned as a resource.

	97
	TS
	7.1.1
	Planks shall be 120 mm wide and in random length comprising of 5 ply including top veneer with a total thickness of 10.5 mm. The   top   2mm   veneer   / laminate Finish.
	Planks shall be between 125 mm – 140 mm wide and in random length comprising of 3 ply including top veneer with a total thickness of 10mm-14 mm. The   top   shall be veneer/laminate finish.

	98
	TS
	7.11.2
	The acoustic panels shall be grooved, hard wood on black moisture resistant MDF backing. The panels have to be installed on galvanized steel stud fixing, fixed on the existing walls, as per manufacturer’s instructions and recommendations, and in the locations indicated by the Beneficiary and as indicated in Floor Plans.
	The acoustic panels shall be grooved, hard wood on MDF backing. The panels have to be installed on galvanized steel stud fixing, fixed on the existing walls, as per manufacturer’s instructions and recommendations, and in the locations indicated by the Beneficiary and as indicated in Floor Plans.

	99
	TS
	8.1.1
	The lighting fixture shall be recessed, with a surface mounted body. The case size shall be 600 mm (w) x 600 mm (d). Class A+ energy efficient LED (40W T5 FC lamps) with a lumen output between 2800 - 4500 lm (3000K - 4000K (CCT)) shall be included.
	The lighting fixture shall be recessed. The case size shall be 600 mm (w) x 600 mm (d). Class A+ energy efficient LED with a lumen output between 2800 - 4500 lm (3000K - 4000K (CCT)) shall be included.

	100
	TS
	8.2.1
	The lighting fixture shall be recessed, with a surface mounted body. The case size shall be 300 mm (w) x 300 mm (d). Class A+ energy efficient LED (25W T5 FC lamps) with a lumen output between 2800 - 4500 lm (3000K - 4000K (CCT)) shall be included.
	The lighting fixture shall be recessed. The case size shall be 300 mm (w) x 300 mm (d). Class A+ energy efficient LED with a lumen output between 2800 - 4500 lm (3000K - 4000K (CCT)) shall be included.

	101
	TS
	8.4.1
	All sockets, 5A and 15A ratings shall be of flush mounting type with combined control switches of the same rating as that of the sockets. All sockets outlet shall be of 3 /5 pin type.
	All sockets, 5A and 15A ratings shall be of flush mounting type with combined control switches of the same rating as that of the sockets. All sockets outlet shall be of 2 pin type.

	102
	TS
	8.30.1
	Supply and installation of wash basins of size as specified in the floor plans (Figures 8). Sinks shall be stainless steel with anti-splash rim with tap holes, overflow split. The size of sinks must comply with the dimensions presented in the floor plans. All fittings and accessories must be included and all the necessary installation required for satisfactory working shall be performed.
	Sinks shall be stainless steel with tap holes, overflow split. The size of sinks must comply with the dimensions presented in the floor plans. All fittings and accessories must be included and all the necessary installation required for satisfactory working shall be performed.

	103
	TS
	8.31.1
	The mini fridge capacity shall be minimum 70 liters. The item must be frost free.
	The mini fridge capacity shall be minimum 70 liters.

	104
	TS
	8.33.1
	The wash basin shall be in vitreous Chinaware with anti-splash rim with tap holes, overflow split. The item shall include 12mm chromium plated tap with appropriate marks for cold or hot water, and mirrors.  All fittings and accessories must be included and all the necessary installation required for satisfactory working shall be performed.
	The wash basin shall be in vitreous Chinaware with tap holes, overflow split. The item shall include 12mm chromium plated tap with appropriate marks for cold or hot water, and mirrors.  All fittings and accessories must be included and all the necessary installation required for satisfactory working shall be performed. Wash basin size shall be as specified in the floor plans (Figures 8).

	105
	TS
	8.35.1
	The water closet shall be white glazed or colored earthenware with integral "P" or "S" trap as specified. The closet must have a low-level flushing cistern of 15 liters’ capacity, porcelain enameled with all fittings and accessories with 32mm flush chromium plated flush bend. All the necessary installation required for satisfactory working shall be performed.
	The water closet shall be white glazed or colored earthenware with integral "P" or "S" trap as specified. The closet must have a flushing cistern, porcelain enameled with all fittings and accessories with 32mm flush chromium plated flush bend. All the necessary installation required for satisfactory working shall be performed.

	106
	TS
	9.2.2
	A client presentation application shall be provided to allow users to view and manage live and recorded video.
	A client presentation application shall be provided to allow users to view and manage live and recorded video. The storage duration shall be at least 1 month.

	107
	TS
	9.4.6
	The turnstile's tripod arms shall detect its position with 2 optical switches.
	The turnstile's tripod arms shall detect its position with 2 optical switches or touchless direction sensors.

	108
	TS
	9.5.1
	Screen Size: 40"
	Screen Size: Minimum 40"

	109
	TS
	9.6.1
	Screen Size: 55"
	Screen Size: Minimum 55"

	110
	TS
	9.6.4
	USB: Min 3
	USB: Min 2

	111
	TS
	10.1.6
	Ink Technology: shall be pigment ink for all colors.
	DELETED

	112
	TS
	10.3.1.2
	Actual Resolution: at least 1280x800 (WXGA), WUXGA (1920X1200)
	Actual Resolution: It should support at least up to 1920X1200 resolution

	113
	TS
	10.3.1.3
	Light Source Life: at least 20,000 hours
	Light Source Life: at least 10,000 hours

	114
	TS
	11.1.4
	The Anti virus system shall include Data Loss Prevention features to prevent data leakeage.
	The Anti virus system shall include Data Loss Prevention features to prevent data leakage. This functionality shall be ensured by the antivirus software or by the same brand compatible software.

	115
	TS
	11.2.4
	Software shall support all the operating systems to be used in this project (operating within all the lots).
	DELETED

	116
	TS
	12.1.1
	The mobile data center shall provide a protected housing for the server and network cabinets, cooling system, modular UPS system, power distribution system, monitoring system, CCTV and access control system, fire control system and lighting system. Cabinet, INROW air conditioner, UPS, IP PDU and Environmental Monitoring systems shall be used in an integrated structure. The items below shall be integrated to the container.

(Equipment quantitities below are given for explanation of the container configuration.) 

· Container 45 ft. HC ISO (1 pcs)

· Rack Cabinets (11 pcs)

*10 pcs 42 600x1000

*1 pcs 42 800x1000

· DX Based In-Row Cooler (4 pcs)

· Outside Compressor & Condenser Unit (4 pcs) 

· Modular UPS System (2 pcs)

· Battery Cabinet (2 sets)

· Power Distribution Panel (2 sets)

· Novec1230 Based Fire Suppression Unit (1 set) 

· Environmental Monitoring System (1 Set)

· CCTV and Access Control system (1 set) 

· Sliding System for All Cabinets 
There shall be 10pcs 42U 600mm*1000mm rack and 1 pcs 42U 800mm*1000mm rack cabinets. Cooling of the container shall be done via 4 pieces of 28 kW DX based front (in row) cooler units (N+1) which shall be placed in between rack cabinets to ensure 7 kW/rack cooling capacity. The external 4 pcs compressor & condenser units shall be placed outside the container on the right panel.
	The mobile data center shall provide a protected housing for the server and network cabinets, cooling system, modular UPS system, power distribution system, monitoring system, CCTV and access control system, fire control system and lighting system. Cabinet, INROW air conditioner, UPS, IP PDU and Environmental Monitoring systems shall be used in an integrated structure. The items below shall be integrated to the container.

(Equipment quantities below are given for explanation of the container configuration.) 

Container at least 40 ft. (1 pcs)

Rack Cabinets (11 pcs)

*10 pcs 42 600x1000

*1 pcs 42 800x1000

DX Based In-Row Cooler (4 pcs)

Outside Compressor & Condenser Unit (4 pcs) 

Modular UPS System (2 pcs)

Battery Cabinet (2 sets)

Power Distribution Panel (2 sets)

Novec1230 Based Fire Suppression Unit (1 set) 

Environmental Monitoring System (1 Set)

CCTV and Access Control system (1 set) 

Sliding System for All Cabinets 

· There shall be 10pcs 42U 600mm*1000mm rack and 1 pc 42U 800mm*1000mm rack cabinets. Cooling of the container shall be done via 4 pieces of 28 kW DX based front (in row) cooler units (N+1) which shall be placed in between rack cabinets to ensure 7 kW/rack cooling capacity. The 4 pcs compressor & condenser units shall be placed outside the container on the right panel.

	117
	TS
	12.1.5
	The container shall be at least 45 Ft and a typical dimension is W: 2438 mm x L:13716 mm x H:2896 mm with 5 % tolerance.
	The container shall be at least 40 Ft and a typical dimension is W: 2438 mm x H:2896 mm with 5 % tolerance.

	118
	TS
	12.2.2
	The cabinet shall have an aluminium frame construction based on aluminium profiles and self locking corner joint mechanism.
	The cabinet shall have an aluminium or steel frame construction based on aluminium or steel profiles and self-locking corner joint mechanism.

	119
	TS
	12.3.2
	The cabinet shall have an aluminium frame construction based on aluminium profiles and self locking corner joint mechanism.
	The cabinet shall have an aluminium or steel frame construction based on aluminium or steel profiles and self-locking corner joint mechanism.

	120
	TS
	12.4.1
	The cooling unit shall operate with refrigerant R 410A and it shall ensure up to 28 kW cooling capacity in 42U 300X1000 dimension.
	The cooling unit shall ensure up to 28 kW

	121
	TS
	12.4.3
	The fans shall be EC and they shall be easily removable & hot swappable.
	DELETED

	122
	TS
	12.4.4
	The fans shall be EC and they shall be easily removable & hot swappable. Technical specification of indoor unit shall support at least the below requirements ;
· Cooling Capacity nom. 25 kW sensible

· Cooling Capacity up to 28 kW

· Air Temperature Inlet max. 32° C

· Fans 3 pcs. EC radial
· Air Flow at least 3.800 m³/h


	Technical specification of indoor unit shall support at least the below requirements ;
· Cooling Capacity minimum 25 kW
· Fans 3 pcs. 

· Air Flow at least 3.800 m³/h

	123
	TS
	12.5.4
	UPS shall support below minimum requirements :

· High input power factor (>0.99), low input THDi (<3%).

· Double DSP controller for individual power module.

· Large screen LCD monitoring of  information.
	UPS shall support below minimum requirements :

High input power factor (>0.99), low input THDi (<3%).

Shall have DSP control

LCD monitoring of  information.

	124
	TS
	12.6.3
	Electrical distribution panel shall have capacity up to 3200A
	Electrical distribution panel shall have capacity sufficient to feed the equipment to be placed.

	125
	TS
	12.10.1
	2 input sockets of ATS shall be provided in IEC 320 standard.
	2 input sockets of ATS shall be provided.

	126
	TS
	12.10.2
	There shall be at least 4 pcs. C13 and 2 pcs. C19 sockets on the ATS.
	There shall be at least 4 pcs. C13 and 1 pcs. C19 sockets on the ATS.

	127
	TS
	12.10.3
	The ATS shall be rack type, 19 "1U high.
	The ATS shall be rack type, 19 "1U or 2U high.

	128
	App 1
	4.1
	The rise of the floor shall be at least 50 cm from the ground. Please refer to the LOT1- FIGURES for the specifications of the area where raised floor will be applied.
	Please refer to the LOT1- FIGURES for the specifications of the area where raised floor will be applied.

	 129
	App 2
	NA
	NA
	The time labels in Appendix – 2 to Annex II + III NACORAC IT SYSTEM DEVELOPMENT MODEL have been deleted. The implementation period is 900 calendar days.


All other terms and conditions of the tender dossier remain unchanged. The above alterations and /or corrections to the tender dossier are integral part of the tender dossier.

Encl: A14- Declaration on honour on exclusion criteria and selection criteria

***

Declaration on honour on
exclusion criteria and selection criteria

The undersigned [insert name of the signatory of this form], representing:
	(only for natural persons) himself or herself
	(only for legal persons) the following legal person: 



	ID or passport number: 
(‘the person’)
	Full official name:
Official legal form: 
Statutory registration number: 

Full official address: 
VAT registration number: 

(‘the person’)


The person is not required to submit the declaration on exclusion criteria if the same declaration has already been submitted for the purposes of another award procedure of the same contracting authority
, provided the situation has not changed, and that the time that has elapsed since the issuing date of the declaration does not exceed one year.
In this case, the signatory declares that the person has already provided the same declaration on exclusion criteria for a previous procedure and confirms that there has been no change in its situation: 

	Date of the declaration
	Full reference to previous procedure

	
	


I – Situation of exclusion concerning the person
	(1)  declares that the above-mentioned person is in one of the following situations:

	YES
	NO

	(a) it is bankrupt, subject to insolvency or winding up procedures, its assets are being administered by a liquidator or by a court, it is in an arrangement with creditors, its business activities are suspended or it is in any analogous situation arising from a similar procedure provided for under EU or national legislation or regulations;
	
	

	(b) it has been established by a final judgement or a final administrative decision that the person is in breach of its obligations relating to the payment of taxes or social security contributions in accordance with the applicable law;
	
	

	(c) it has been established by a final judgement or a final administrative decision that the person is guilty of grave professional misconduct by having violated applicable laws or regulations or ethical standards of the profession to which the person belongs, or by having engaged in any wrongful conduct which has an impact on its professional credibity where such conduct denotes wrongful intent or gross negligence, including, in particular, any of the following:
	

	(i) fraudulently or negligently misrepresenting information required for the verification of the absence of grounds for exclusion or the fulfilment of selection criteria or in the performance of a contract or an agreement;
	
	

	(ii) entering into agreement with other persons with the aim of distorting competition;
	
	

	(iii) violating intellectual property rights;
	
	

	(iv) attempting to influence the decision-making process of the contracting authority during the award procedure;
	
	

	(v) attempting to obtain confidential information that may confer upon it undue advantages in the award procedure; 
	
	

	(d) it has been established by a final judgement that the person is guilty of the following:
	

	(i) fraud, within the meaning of Article 3 of Directive (EU) 2017/1371 and Article 1 of the Convention on the protection of the European Communities' financial interests, drawn up by the Council Act of 26 July 1995;
	
	

	(ii) corruption, as defined in Article 4(2) of Directive (EU) 2017/1371 and Article 3 of the Convention on the fight against corruption involving officials of the European Communities or officials of Member States of the European Union, drawn up by the Council Act of 26 May 1997, and conduct referred to in Article 2(1) of Council Framework Decision 2003/568/JHA, as well as corruption as defined in the applicable law.  
	
	

	(iii) conduct related to a criminal organisation, referred to in Article 2 of Council Framework Decision 2008/841/JHA;
	
	

	(iv) money laundering or terrorist financing within the meaning of Article 1(3), (4) and (5) of Directive (EU) 2015/849 of the European Parliament and of the Council;
	
	

	(v) terrorist-related offences or offences linked to terrorist activities, as defined in Articles 1 and 3 of Council Framework Decision 2002/475/JHA, respectively, or inciting, aiding, abetting or attempting to commit such offences, as referred to in Article 4 of that Decision;
	
	

	(vi) child labour or other offences concerning trafficking in human beings as referred to in Article 2 of Directive 2011/36/EU of the European Parliament and of the Council;
	
	

	(e) it has shown significant deficiencies in complying with the main obligations in the performance of a contract or an agreement financed by the Union’s budget, which has led to its early termination or to the application of liquidated damages or other contractual penalties, or which has been discovered following checks, audits or investigations by an contracting authority, OLAF or the Court of Auditors; 
	
	

	(f) it has been established by a final judgment or final administrative decision that the person has committed an irregularity within the meaning of Article 1(2) of Council Regulation (EC, Euratom) No 2988/95;
	
	

	(g) it has been established by a final judgment or final administrative decision that the person or entity has created an entity under a different jurisdiction with the intent to circumvent fiscal, social or any other legal obligations of mandatory application in the jurisdiction of its registered office, central administration or principal place of business
	
	

	(h) it has been established by a final judgment or final administrative decision that an entity has been created with the intent provided for in point (g).
	
	

	(i) for the situations under points (c) to (h) the person is subject to:

i. facts established in the context of audits or investigations carried out by the European Public Prosecutor’s Office after its establishment, the Court of Auditors, the European Anti-Fraud Office or the internal auditor, or any other check, audit or control performed under the responsibility of an authorising officer of an EU institution, of a European office or of an EU agency or body;

ii. non-final administrative decisions which may include disciplinary measures taken by the competent supervisory body responsible for the verification of the application of standards of professional ethics;

iii. facts referred to in decisions of entities and persons being entrusted with EU budget implementation tasks;
iv. information transmitted by Member States implementing Union Funds;
v. decisions of the Commission relating to the infringement of Union competition law or of a national competent authority relating to the infringement of Union or national competition law; or
vi. decisions of exclusion by an authorising officer of an EU institution, of a European office or of an EU agency or body.

	
	


II – Situations of exclusion concerning natural or legal persons with power of representation, decision-making or control over the legal person and Beneficial owners.
Not applicable to natural persons, Member States and local authorities
	(2) declares that a natural or legal person who is a member of the administrative, management or supervisory body of the above-mentioned legal person, or who has powers of representation, decision or control with regard to the above-mentioned legal person (this covers e.g. company directors, members of management or supervisory bodies, and cases where one natural or legal person holds a majority of shares) or a beneficial owner of the person (as referred to in point 6 of article 3 of Directive (EU) N°2015/849) is in one of the following situations: 

	YES
	NO
	N/A

	Situation (c) above (grave professional misconduct)
	
	
	

	Situation (d) above (fraud, corruption or other criminal offence)
	
	
	

	Situation (e) above (significant deficiencies in performance of a contract )
	
	
	

	Situation (f) above (irregularity)
	
	
	

	Situation (g) above (creation of an entity with the intent to circumvent legal obligations)
	
	
	

	Situation (h) above (person created with the intent to circumvent legal obligations)
	
	
	


III – Situations of exclusion concerning natural or legal persons assuming unlimited liability for the debts of the [legal] person
	(3)  declares that a natural or legal person that assumes unlimited liability for the debts of the above-mentioned legal person is in one of the following situations [If yes, please indicate in annex to this declaration which situation and the name(s) of the concerned person(s) with a brief explanation]: 
	YES
	NO
	N/A

	Situation (a) above (bankruptcy)
	
	
	

	Situation (b) above (breach in payment of taxes or social security contributions)
	
	
	


IV – Grounds for rejection from this procedure 
	(4) declares that the [above-mentioned] [[the] [each] ] person: 
	YES
	NO
	N/A

	Was previously involved in the preparation of the procurement documents used in this award procedure, where this entailed a breach of the principle of equality of treatment including distortion of competition that cannot be remedied otherwise 
	
	
	


V- Remedial measures

 If the person declares one of the situations of exclusion listed above, it must indicate measures it has taken to remedy the exclusion situation, thus demonstrating its reliability. This may include e.g. technical, organisational and personnel measures to prevent further occurrence, compensation of damage or payment of fines or of any taxes or social security contributions. The relevant documentary evidence which illustrates the remedial measures taken must be provided in annex to this declaration. This does not apply for situations referred in point (d) of this declaration.

VI – Evidence upon request
Upon request and within the time limit set by the contracting authority, the person must provide information on the natural or legal persons that are members of the administrative, management or supervisory body or that have powers of representation, decision or control, including legal and natural persons within the ownership and control structure and beneficial owners.. It must also provide the following evidence concerning the person itself and the natural or legal persons on whose capacity the person intends to rely, or the subcontractor, and concerning the natural or legal persons which assume unlimited liability for the debts of the person:
For situations described in (a), (c), (d) (f), (g) and (h) production of a recent extract from the judicial record is required or, failing that, an equivalent document recently issued by a judicial or administrative authority in the country of establishment of the person showing that those requirements are satisfied. 

For the situation described in point ( (b), production of recent certificates issued by the competent authorities of the State concerned are required. These documents must provide evidence covering all taxes and social security contributions for which the person is liable, including for example, VAT, income tax (natural persons only), company tax (legal persons only) and social security contributions. Where any document described above is not issued in the country concerned, it may be replaced by a swornn statement made before a judicial authority or notary or, failing that, a solemn statement made before an administrative authority or a qualified professional body in its country of establishment.

The person is not required to submit the evidence if it has already been submitted for another award procedure of the same contracting authority
.. The documents must have been issued no more than one year before the date of their request by the contracting authority and must still be valid at that date. 
The signatory declares that the person has already provided the documentary evidence for a previous procedure and confirms that there has been no change in its situation: 

	Document
	Full reference to previous procedure

	Insert as many lines as necessary.
	


VIII – Selection criteria 

	(5) declares that the above-mentioned person complies with the selection criteria applicable to it individually as provided in the tender documents:
	YES
	NO
	N/A

	(a) It fulfills the applicable economic and financial criteria indicated in section 16.1 of the contract notice/
	
	
	

	(b) It fulfills the applicable technical and professional criteria indicated in section 16.2 and 16.3 of the contract notice
	
	
	

	(6)  if the above-mentioned person is the sole tenderer or the leader in case of a consortium, declares that:
	YES
	NO
	N/A

	(c) the tenderer, including all members of the group in case of consortium  and including subcontractors if applicable, complies with all the selection criteria for which a consolidated asseessment will be made as provided in the tender documents.
	
	
	


IX – Evidence for selection
The signatory declares that the above-mentioned person is able to provide the necessary supporting documents listed in the relevant sections of the tender documents and which are not available electronically upon request and without delay.

The person is not required to submit the evidence if it has already been submitted for another procurement procedure of the same contracting authority
. The documents must have been issued no more than one year before the date of their request by the contracting authority and must still be valid at that date. 
The signatory declares that the person has already provided the documentary evidence for a previous procedure and confirms that there has been no change in its situation: 

	Document
	Full reference to previous procedure

	Insert as many lines as necessary.
	


The above-mentioned person may be subject to rejection from this procedure and to administrative sanctions (exclusion or financial penalty) if any of the declarations or information provided as a condition for participating in this procedure prove to be false.]
Full name
Date
Signature

� The same institution or agency. 


� The same institution or agency. 


� The same institution of agency. 
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