TENDER: EuropeAid/120072/D/S/TR
Supply of IT Equipment and Software to Support the Turkish Public Internal Financial Control System
CORRIGENDUM No. 2 
The following alterations and/ or corrections are made to the Tender Dossier: 
Page 87: (Technical Specifications, Article 9)
The former text:
	Software
	Backup automation software must be proposed with appropriate licensing for tape drives, media slots and proposed servers.
Must be an automated software for all NAS backup needs.


Shall read as new text: 
	Software
	Backup automation software must be proposed with appropriate licensing for tape drives, media slots and proposed servers.
Must be an automated software for all SAN backup needs.


Page 78: (Technical Specifications, Article 1)
The former text:
	General characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux and/or Windows based OS’s.


Shall read as new text: 
	General characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux based OS’s.


Page 79: (Technical Specifications, Article 2)
The former text:
	Other characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux and/or Windows based OS’s..


Shall read as new text: 
	Other characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux based OS’s.


Page 80: (Technical Specifications, Article 3)
The former text:
	Other characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux and/or Windows based OS’s..


Shall read as new text: 
	Other characteristics 
	Must be hardware or software based. If a software based firewall is proposed it must be compatible with UNIX / Linux based OS’s.


Page 81: (Technical Specifications, Article 4)
The former text:
	Supported Protocols
	The switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT) and 802.5 (Token Ring / FDDI) standards.

	OS Update
	The switch must support at least TFTP for firmware and Operating System upgrades. 


Shall read as new text: 
	Supported Protocols
	The switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT).

	OS Update
	The switch must support at least TFTP or FTP for firmware and Operating System upgrades. 


Page 83: (Technical Specifications, Article 5)
The former text:
	Supported Protocols
	The backbone switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT), 802.3ae (10 Gbit Ethernet) and 802.5 (Token Ring / FDDI) standards.


Shall read as new text: 
	Supported Protocols
	The backbone switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT), 802.3ae (10 Gbit Ethernet).


Page 84: (Technical Specifications, Article 6)
The former text:
	Intrusion Detection System
	Proposed IDS can be hardware / appliance based or Software based.


Shall read as new text: 
	Intrusion Detection System
	Proposed IDS can be hardware / appliance based.


Page 87: (Technical Specifications, Article 9)
The former text:
	Other characteristics
	The connection between the DBMS system and the Tape Library must be done over NAS ports described for the Storage Array.


Shall read as new text: 
	Other characteristics
	The connection between the DBMS system and the Tape Library must be done over SAN ports described for the Storage Array.


Page 88: (Technical Specifications, Servers, General Requirements)
The former text:
All the necessary hardware and software components to connect the servers to the NAS must be proposed.

Shall read as new text: 
All the necessary hardware and software components to connect the servers to the SAN must be proposed.

Page 90: (Technical Specifications, Article 11)
The former text:
	Processor
	Two 64-bit CPUs. Must be upgradeable to 4 CPU’s over the system without any additional hardware or application of clustering.


Shall read as new text: 
	Processor
	Two 64-bit CPUs with a minimum 2.2 GHz clock speed. Must be upgradeable to 4 CPU’s over the system without any additional hardware or application of clustering.


Page 95: (Technical Specifications, Article 17)
The former text:
	Screen Type
	TFT screen with wide viewing angle

	Screen Size (diagonal)
	19”


Shall read as new text: 
	Screen Type
	CRT screen 

	Screen Size (diagonal)
	17”


Page 102: (Technical Specifications, Article 24)
The former text:
	Supported Protocols
	The switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT) and 802.5 (Token Ring / FDDI) standards.

	IPv6
	The switch must support IPv6 packet routing.

	OS Update
	The switch must support at least TFTP for firmware and Operating System upgrades. 

	Access Management
	The switch must be able to classify packets on L2, L3 and L4 protocols. It must support port and time based access lists.

	DHCP
	The switch must support DHCP Server and DHCP Relay functionality.


Shall read as new text: 
	Supported Protocols
	The switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT).

	IPv6
	The switch must support IPv6 packet switching.

	OS Update
	The switch must support at least TFTP of FTP for firmware and Operating System upgrades. 

	Access Management
	The switch must support port and time based access lists.


Page 104: (Technical Specifications, Article 25)
The former text:
	Processor
	Two 64-bit CPUs. Must be upgradeable to 4 CPU’s over the system without any additional hardware.

	Form Factor
	Desktop or Tower


Shall read as new text: 
	Processor
	Two 64-bit CPUs with a minimum 2.2 GHz clock speed. Must be upgradeable to 4 CPU’s over the system without any additional hardware.

	Form Factor
	Desktop, Tower or Rack Mount


Pages 115, 116: (Technical Specifications, Article 33, 34)
The former text:
	Specific requirements
	· Provision must be made to allow the server software to operate on a different, but equivalent server in the event of hardware failover.


Shall read as new text: 
	Specific requirements
	· Provision must be made to allow the server software to operate on a different, but equivalent server in the event of hardware failure.


Page 116: (Technical Specifications, Article 35)
The former text:
	General Characteristics
	The software must be a web application. 
The software must be Java Application Server based Servlet type for easy expansion. 
The software must have an API for easy interfacing.

The software must be ISO 17799 and BS 7799 based Information Security tool.


Shall read as new text: 
	General Characteristics
	The software must be a web application. 

The software must be Java Application Server based Servlet type for easy expansion. 

The software must have an API for easy interfacing.
The software must have “workflow capability”.

The software must be ISO 17799 and BS 7799 based Information Security tool.


Page 147: (Technical Specifications, Article 51)
The former text:
	Phase 1
	Contractor must present detailed CV’s, including work experiences and their roles in the project as a detailed appendix to his proposal.




Shall read as new text: 
	Phase 1
	ALL expert CV's can be provided at the time of contracting provided that all required declarations regarding qualifications and nationality of experts are given at the time of proposal.


Page 149: (Technical Specifications, Article 51, Project Team Requirements)
The former text:

Project Team Requirements
Minimum project team requirements are given below. A draft project and team schedule for the experts will be presented to the beneficiary following the signing of the contract.  After the beneficiary approves the list and the schedule the team will start the project. The draft schedule must clearly specify the number of actual experts, their duration of work and the periods in which the experts will be working. 
	Job Title/Role
	Mains Responsibilities/Functions
	Total Years of Experience
	Years of Experience in Similar Turnkey Project

	Project Manager
	Assumes overall responsibility for the implementation of this project. 

Will also be responsible for ensuring that the Tenderer’s team delivers the specification of the requirements for hardware and networking services necessary to facilitate the overall solution. 

Will thereafter liaise with client managers, and any sub-contractors, to timely provide the system requirements.
	15
	5

	Risk Assessor
	Defines risks for the execution of the project, development of system and software; and plans mitigation.

Plans for the risk management steps

Tracks risks, takes timely corrective actions and reports them.
	10
	2

	QA Manager
	Is responsible for the execution of the project as per quality requirements set forth in this Technical Specifications Document.

Plans for steps for quality, follows them, and makes the results visible to the Client.
	10
	2

	Change Manager
	Defines and tracks the changes required in the system and software and reports them to the approval of the Consultant.

Coordinates with the Problem Resolution Manager.
	10
	2

	Problem Resolution Manager
	Responsible for problems and incidents associated with the successful execution of the development, deployment and operations.

Coordinates with Help Desk/Call Center.
	10
	2

	Training Manager
	Determines training requirements, plans for, and manages delivery of training modules to the designated audience.

Reports results. Coordinates with the vendors.
	10
	2

	Chief Architect
	Knowledge and experience in system architecture, standards, system and software design, at least five years of hands on experience in hardware and software components. Knowledge in performance management. Knowledge in performance management. He/she must be experienced on fields related to public financial management and financial audit. 
	
	

	Process Management Expert
	Design the processes for the overall execution of the system. The expert must have at least 5 years of experience in process design and management. Experience in inspection and audit processes is essential. He/she must be experienced on fields related to financial audit, and case management.
	15
	5

	Workflow Management Expert
	Designs and develops workflows and forms. Must be experienced in the proposed WFM components.
	5
	3

	Configuration Manager
	Defines tracks and controls all configuration items in the system solution.
	5
	2

	Senior System Engineer
	Responsible for the system design and implementation of overall system.

Coordinates with all Experts.
	5
	2

	Senior Network Engineer
	Responsible for the network design and IP planning. 

Coordinates with the system engineer.

Network engineer is responsible for daily monitoring and management of the overall system solution through the control console at the central site.
	5
	2

	Senior Security Engineer
	Responsible for design of overall security of the system as per ISO 17799. 

Performs also the internal security audits. Must have at least five years of hands on experience in security system design and implementation of relevant hardware and software.

He/she must hold an international certificate such as CISSP, CISA and must have at least five years of experience in designing and implementing security systems including hardware and software.
	10
	5

	Senior Software Engineers
	Responsible for the software analysis, design and implementation of application software. 

At least one of the senior engineers must be experienced on fields related to public financial management, financial audit, and case management.

At least one of the senior engineers must be experienced Excel add-ins.
	10
	5

	Help Desk Support Expert
	Managing, configuration, development and support of Help Desk Solution(1man/year)
	5
	2

	Test Engineer
	Designs test cases, manages tests and documents results.
	5
	2

	Risk Management Expert
	Experience in risk management and the relevant tool are essential.
	5
	2

	CAAT Expert
	Experience in inspection/audit processes and the relevant tool are essential.
	5
	2


Shall read as new text: 

Project Team Requirements
Minimum project team requirements are given below. A draft project and team schedule for the experts will be presented to the beneficiary following the signing of the contract.  After the beneficiary approves the list and the schedule the team will start the project. The draft schedule must clearly specify the number of actual experts, their duration of work and the periods in which the experts will be working. 
	Job Title/Role
	Mains Responsibilities/Functions
	Total Years of Experience
	Years of Experience in Similar Turnkey Project
	Minimum Work

(man/days)

	Project Manager
	Assumes overall responsibility for the implementation of this project. 

Will also be responsible for ensuring that the Tenderer’s team delivers the specification of the requirements for hardware and networking services necessary to facilitate the overall solution. 

Will thereafter liaise with client managers, and any sub-contractors, to timely provide the system requirements.
	15
	5
	180

	Risk Assessor
	Defines risks for the execution of the project, development of system and software; and plans mitigation.

Plans for the risk management steps

Tracks risks, takes timely corrective actions and reports them.
	10
	2
	30

	QA Manager
	Is responsible for the execution of the project as per quality requirements set forth in this Technical Specifications Document.

Plans for steps for quality, follows them, and makes the results visible to the Client.
	10
	2
	30

	Change Manager
	Defines and tracks the changes required in the system and software and reports them to the approval of the Consultant.

Coordinates with the Problem Resolution Manager.
	10
	2
	30

	Problem Resolution Manager
	Responsible for problems and incidents associated with the successful execution of the development, deployment and operations.

Coordinates with Help Desk/Call Center.
	10
	2
	30

	Training Manager
	Determines training requirements, plans for, and manages delivery of training modules to the designated audience.

Reports results. Coordinates with the vendors.
	10
	2
	30

	Chief Architect
	Knowledge and experience in system architecture, standards, system and software design, at least five years of hands on experience in hardware and software components. Knowledge in performance management. Knowledge in performance management. He/she must be experienced on fields related to public financial management and financial audit. 
	10
	2
	30

	Process Management Expert
	Design the processes for the overall execution of the system. The expert must have at least 5 years of experience in process design and management. Experience in inspection and audit processes is essential. He/she must be experienced on fields related to financial audit, and case management.
	15
	5
	30

	Workflow Management Expert
	Designs and develops workflows and forms. Must be experienced in the proposed WFM components.
	5
	3
	30

	Configuration Manager
	Defines tracks and controls all configuration items in the system solution.
	5
	2
	30

	Senior System Engineer
	Responsible for the system design and implementation of overall system.

Coordinates with all Experts.
	5
	2
	30

	Senior Network Engineer
	Responsible for the network design and IP planning. 

Coordinates with the system engineer.

Network engineer is responsible for daily monitoring and management of the overall system solution through the control console at the central site.
	5
	2
	30

	Senior Security Engineer
	Responsible for design of overall security of the system as per ISO 17799. 

Performs also the internal security audits. Must have at least five years of hands on experience in security system design and implementation of relevant hardware and software.

He/she must hold an international certificate such as CISSP, CISA and must have at least five years of experience in designing and implementing security systems including hardware and software.
	10
	5
	30

	Senior Software Engineers
	Responsible for the software analysis, design and implementation of application software. 

At least one of the senior engineers must be experienced on fields related to public financial management, financial audit, and case management.

At least one of the senior engineers must be experienced Excel add-ins.
	10
	5
	30

	Help Desk Support Expert
	Managing, configuration, development and support of Help Desk Solution(1man/year)
	5
	2
	30

	Test Engineer
	Designs test cases, manages tests and documents results.
	5
	2
	30

	Risk Management Expert
	Experience in risk management and the relevant tool are essential.
	5
	2
	30

	CAAT Expert
	Experience in inspection/audit processes and the relevant tool are essential.
	5
	2
	30


All other terms and conditions of the Tender dossier remain unchanged. The above alterations and / or corrections to the tender dossier are an integral part of the Tender Dossier.
