ANNEX II   :
 TECHNICAL SPECIFICATIONS
Project Title:   Supply of IT Equipment for Strengthening Audit Capacity of the Board of Treasury Controllers

Publication Reference: EUROPEAID/121124/D/S/TR

	Item Number
	Specifications 
	Specifications  Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	1
	PERSONALIZED PORTAL FRONT END (AUDITOR ELECTRONIC WORKSPACE) (CUSTOMIZATION)
	
	
	

	1.1
	GENERAL DESCRIPTION
	
	
	

	1.1.1
	In order for the BoTC auditors to manage their work an application launcher combined with a multiple document interface is required. Workspace will act as the portal interface not only to applications such as news, discussions, case management, to-do lists, case assignments, etc. but also to user selected information sources such as internal knowledge base, e-library, and external textual data. 
	
	
	

	1.1.2
	The other applications described in this section are required to be integrated as plug-in components to the workspace. Some applications (such as the CAAT) shall also run standalone.
	
	
	

	1.1.3
	If browser technology is used, deep stacks (more than) of multiple browser windows must be avoided.
	
	
	

	1.1.4
	The Workspace application will facilitate a workgroup approach to audit management.
	
	
	

	1.1.5
	The Workspace will be integrated with the desktop office applications to provide the following features:

· Shared contacts (internal and external to BoTC)

· Word processing templates for the generation of correspondence and faxes

· Word processing templates for the generation of reports

· Spreadsheet templates

· A favourites list encompassing the ability to point to the aforementioned plug-in components.
	
	
	

	1.1.6
	CAAT related applications are not required to operate as plug-in components but may be launched from the workspace.
	
	
	

	1.1.7
	Licensing: Unlimited license for the BoTC
	 
	
	

	1.1.8
	Quantity: 1 sub-system
	
	
	

	2
	AUDIT PROJECT MANAGEMENT (BESPOKE DEVELOPMENT ON COTS)
	
	
	

	2.1
	AUDIT LIBRARY
	
	
	

	2.1.1
	Ability to define all audit procedures in to a library, so that all auditors will be able to work on this library.
	
	
	

	2.1.2
	Ability to relate audit procedures with risks.
	
	
	

	2.1.3
	Ability to define questionnaire as a library component.
	
	
	

	2.1.4
	Ability to define data analysis procedures as a library component.
	
	
	

	2.2
	AUDIT FRAMEWORK
	
	
	

	2.2.1
	It must be possible to establish a value space (universe) of auditable entities from which audits/tasks may be carried out. Global risk assessments shall be performed across this audit entity universe.
	
	
	

	2.2.2
	Ability to setup audit case folders and electronically group all related information (files, data, e-mails, scanned documents, etc) under the same binder
	
	
	

	2.2.3
	Ability to define different audit types and different procedures for all audit types.
	
	
	

	2.2.4
	It must be possible to define cross references between different audit and audit types.
	
	
	

	2.2.5
	It must be possible to change the audit framework, edit, remove audits or add new audits.
	
	
	

	2.3
	AUDIT PLAN
	
	
	

	2.3.1
	The software must be capable of defining audit projects that are composed of time plans for the audit actions, pool of the auditors and their assignments.
	
	
	

	2.3.2
	The audit time plans must be composed of the audit actions that contain time, duration, result, user defined attributes and dependency. The dependency data for the audit actions must in relation with the predecessor actions in terms of absolute and relative time measures, result and other audit action specific attributes.
	
	
	

	2.3.3
	The software must be capable of assigning a set of auditors to the audit actions.
	
	
	

	2.3.4
	Ability to use role, assignment and results taxonomy
	
	
	

	2.3.5
	Assignment to teams & individual auditors
	
	
	

	2.3.6
	Planning for assignments based on roles, auditor skills, workload of auditors and  audit types
	
	
	

	2.3.6
	Step by step tracking of assignments as tasks of audit projects
	
	
	

	2.3.7
	Integration with underlying Project Management system and other modules within the Audit Management
	
	
	

	2.3.8
	Ability to identify audits based on types, such as limited, conformance, and performance
	
	
	

	2.3.9
	Ability to define procedures, limitations, associated documents including checklists and guidelines, reporting templates, and business rules without hard-coding into the application software by the business user for each defined audit type
	
	
	

	2.3.10
	Ability to distribute relevant procedures to assigned auditors
	
	
	

	2.3.11
	Task delegation, redelegation by the management and the assigned auditor to other auditors on unavailability such as annual leaves.
	
	
	

	2.3.12
	Periodical planning (daily, weekly, monthly and annual)
	
	
	

	2.4
	AUDIT ACTIVITY
	
	
	

	2.4.1
	Ability to show only the related audits for auditors.
	
	
	

	2.4.2
	Auditors must be able to see the related audit plan. Time, tasks and audits.
	
	
	

	2.4.3
	Auditors must be able to add work papers, and write down findings for all audits.
	
	
	

	2.4.4
	Ability to send finished audits to approval stage.
	
	
	

	2.4.5
	Auditors must be able to run related CAATT tests, and see inside the program as work papers.
	
	
	

	2.4.6
	Audit progress must be manageable in terms of status, elapsed time spent and key dates, the solution must allow for the tracking of the progress of recommendations/actions.
	
	
	

	2.5
	AUDIT REVIEW AND APPROVE
	
	
	

	2.5.1
	It must be able to send finished audits to reviewer or approvers.
	
	
	

	2.5.2
	Reviewers or approvers must be enabled to write notes and send back auditors.
	
	
	

	2.5.3
	It must be possible to review and approval functionality at various stages through the risk assessment and audit life cycle.
	
	
	

	2.5.4
	It must be possible to apply both automatic and user-defined cross-referencing throughout the life cycle.
	
	
	

	2.6
	MANAGING THE AUDIT ACTIVITY
	
	
	

	2.6.1
	Ability to see the status of all audits for a related audit project.
	
	
	

	2.6.2
	Senior auditors must be able to assign new tasks to junior auditors and take notes.
	
	
	

	2.6.3
	Senior auditors must be able to send e-mail, or secure messages to junior auditors in order to change the audit scope.
	
	
	

	2.7
	WORK PAPERS
	
	
	

	2.7.1
	Ability to attach multiple external work papers, such as Word/Excel files, at various levels of the audit process
	
	
	

	2.7.2
	Ability to plan, perform and record the results of audit tests
	
	
	

	2.7.3
	Ability to merge findings and results into work papers, store and archive
	
	
	

	2.7.4
	Ability to receive CAATT analysis results as predefined work papers.
	
	
	

	2.8
	AUDIT ACTIVITY REPORTING 
	
	
	

	2.8.1
	Periodical activity reporting

· Weekly, monthly, annual

· Planned versus realizations

Report generation as document files
	
	
	

	2.8.2
	Reporting must be possible through the proposed query and reporting system. Although the Tenderer is encouraged to list pre-defined management reports, the solution must allow the auditors and management to create their own reports.
	
	
	

	2.9
	TEAM AND TASK MANAGEMENT

	
	
	

	2.9.1
	The team and task management application is responsible for keeping the registry of the internal auditors and helping plan and watch the auditors assignments.
	
	
	

	2.9.2
	Ability to integrate with Resource planning functions
	
	
	

	2.9.3
	Ability to integrate with e-mail
	
	
	

	2.9.4
	Full Turkish support
	
	
	

	2.9.4
	Security
	
	
	

	2.9.4.1
	Complex user access controls by user account name, module, function and type of access (read, write etc.)
	
	
	

	2.9.4.2
	Support for ‘roles’ to control access
	
	
	

	2.9.4.3
	User password rules configurable in accordance with generally accepted security best practice
	
	
	

	2.9.4.4
	Audit trail of user access to application
	
	
	

	2.9.4.5
	Internet/Intranet accessibility
	
	
	

	2.9.4.6
	Access to Audit actions to update status data
	
	
	

	2.9.4.7
	Access to Questionnaires for completion and submission
	
	
	

	2.9.4.8
	Access to Risk Objectives, Risks and Controls to view, add and update
	
	
	

	2.9.4.9
	Both thick client and Internet browser – based access 
	
	
	

	2.9.4.10
	Full function security in line with normal ‘thick’ client PC access
	
	
	

	2.9.4.11
	Out of office and collaborative working
	
	
	

	2.9.4.12
	Access to audits and related data when disconnected from the master database (out of the office)
	
	
	

	2.9.4.13
	Audits and related data may be shared by auditors when disconnected from the master database (out of the office)
	
	
	

	2.9.4.14
	Automatic reconciliation of changes to audit data by multiple auditors at multiple locations
	
	
	

	2.9.5
	Work paper support when disconnected from the master database
	
	
	

	2.9.6
	The software must be capable of the resource loads with respect to the audit projects so that resource utilization and overruns can be observed.
	
	
	

	2.9.7
	Reporting on auditor, audit teams, assignments, results
	
	
	


	2.9.8
	Access and synchronization at the individual computer level of specific procedures related to assignment, Q&A and other knowledge base information pertaining to audit
	
	
	

	2.9.9
	Ability to monitor ‘late’ or overdue audits.
	
	
	

	2.10
	RISK MANAGEMENT AND CONTROL ANALYSIS
	
	
	

	2.10.1
	It must be possible to assess specific risks and their matching controls across both auditable entities and their audits; and schedule audits, both automatically dependent on global risk assessments, and manually across audit scheduling periods.
	
	
	

	2.10.2
	It is required that a user-maintainable library of  Global Risk Factors that can be used to assess the relative risk of each audit entity, primarily for the purpose of audit scheduling can be maintained. Similarly a user-maintainable library of Audit Tests that can be used for each audit. Flexibility must be extendible to risks, and a user-maintainable library of Risk Objectives, Risks and Controls must exist in the solution. These cover

· Optional libraries of Risk Objectives, Risks, Controls and Tests (e.g. COSO)

· It Governance (CoBIT)

· Configurable field names (e.g. rename field ‘Risk Objective’ to ‘Business Objective’)

· Configurable Pick-List values

· Ability to attach work papers to auditable Entities, Audits, Risks, Controls and Tests

· Configurable Risks and Controls scoring methodology

· Additional database fields available on a customer-specific basis

· Configurable Audit Scheduling methodology

· Configurable Audit ‘milestone’ dates
	
	
	

	2.10.3
	Implementation requirements

	
	
	

	2.10.3.1
	The Tenderers must clearly explain their approach to Project Management and identify how the project team roles will be fulfilled, as per the international development life cycle standards mentioned in this TS. One professional may assume more than one role based on the proposal, provided that the roles do not conflict with each other, for example QA manager cannot be the same as the senior software engineer.
	
	
	

	2.10.3.2
	The Tenderer must assign a Project Manager for his/her project team, who will assume overall responsibility for the implementation of this project. He/she will also be responsible for ensuring that the Tenderer’s team delivers the specification of the requirements for hardware and networking services necessary to facilitate the overall solution. He/she will thereafter liaise with client managers, and any sub-Suppliers, to timely provide the system requirements.
	
	
	

	2.10.3.3
	The Tenderer must give importance to QA. The professional assigned for the management of QA will be responsible for the execution of the project as per quality requirements set forth in this TS Document. He/she will plan for steps for quality, follow them, and make the results visible to the BoTC.
	
	
	

	2.10.3.4
	The security engineer in the project team will be responsible for the design of overall security of the system as per ISO 17799. He/she will perform the internal security audits. He/she must have at least five years of hands on experience in security system design and implementation of relevant hardware and software. He/she must hold an international certificate such as CISSP, CISA and must have at least five years of experience in designing and implementing security systems including hardware and software.
	
	
	

	2.10.3.5
	The software engineers will be responsible for the software analysis, design, customization and implementation of application software. At least one of the engineers must be experienced Excel add-ins. One of the software experts must be experienced in role and object based security implementation.
	
	
	

	2.10.3.6
	Test Engineer. Designs test cases, manages tests and documents results.
	
	
	

	2.10.3.7
	All key personnel must either speak Turkish or the Supplier must provide for a technical translator at no additional cost to the BoTC.
	
	
	

	2.10.3.8
	The Tenderer must deliver a Project Management Plan draft together with his/her proposal. Detailed resource utilization of the proposed key personnel must be provided in the Draft Project Management Plan.
	
	
	

	2.10.3.9
	Licensing: Unlimited Site license for the BoTC
	
	
	

	2.10.3.10
	Quantity: 1 sub-system
	
	
	

	3
	INTELLIGENT SEARCH (CUSTOMIZATION)
	
	
	

	3.1
	The application must support Internet based public searchable catalogue for all of these above mentioned registries.
	
	
	

	3.2
	It must be possible to search on combination of any criteria and ranges. It must be possible to output (on screen, on file or to printer) the selected records from the set of found ones in one request.
	
	
	

	3.3
	The application must support index and taxonomy based search facilities.
	
	
	

	3.4
	Any irregularities such as sequestrations, objections, court rulings, etc. must be immediately visible (as well as audio warning) to the user when any certificate of owner record is accessed.
	
	
	

	3.5
	It must be possible to search on the metadata.
	
	
	

	3.6
	It must be possible to search on the previous versions of records.
	
	
	

	3.7
	It must be possible to retrieve related metadata and data associated with the found records in original stored format on the screen, and print-out the selection.
	
	
	

	3.8
	Licensing: Unlimited site license for the customized component
	
	
	

	3.9
	Quantity: 1 system
	
	
	

	4
	ARCHIVAL SYSTEM (CUSTOMIZATION)
	
	
	

	4.1
	The application must have archival, retrieve and restore functionality based on the ISO standards mentioned in this technical specifications section.
	
	
	

	4.2
	Archive data must be made readily available to both Intranet and Internet users through the Search functionality.
	
	
	

	4.3
	It must be possible to create a single compressed archive package (like ZIP, RAR, ARJ utilities) for all related documents, records and mails in their original format and/or PDF files pertaining to a particular audit case, add archive metadata and store this package in another location such as an isolated standalone PC for security purposes.
	
	
	

	4.4
	It must be possible to search this special archive on the metadata, and retrieve the package.
	
	
	

	4.5
	It must then be possible to submit the found data on electronic media (secure web, CD, DVD, USB Memory Bar) on demand of the search request submitter.
	
	
	

	4.6
	The Supplier must develop procedures in coordination with the Treasury MIS Department for moving closed case folder data/files to the stand alone system on the 19th floor, keeping in mind that the responsibility of information security is then transferred completely to the BoTC from the MIS Department. An index with relevant transfer records shall still be kept at the central database at the entry (MIS Department) floor.
	
	
	

	4.7
	Licensing: Unlimited site license for the BoTC
	
	
	

	4.8
	Quantity: 1 sub-system
	
	
	

	5
	CONTENT MANAGEMENT (CUSTOMIZATION)
	
	
	

	5.1
	The solution must provide a portal for Intranet (BoTC), Extranet (for stakeholders) and the Internet users dedicated to the IA and public at large, in order to enable interaction and disseminate all relevant information.
	
	
	

	5.2
	It must be possible to publish designated information (by the business administrator) dynamically from the database through an editorial editing and approval work flow.
	
	
	

	5.3
	The portal must be able to serve designated interactive content and applications for at least three instances, namely for Intranet, Extranet and Internet users.
	
	
	

	5.4
	The portal must have facilities for announcements, forums, and shared calendars.
	
	
	

	5.5
	Proposed solution must provide annotation functionalities including high-light, note, box, underline, mark/stamp. Proposed solution must provide zooming and rotating the documents while viewing. This feature may be satisfied through additional annotation software libraries.
	
	
	

	5.6
	Licensing: Unlimited site license
	
	
	

	5.7
	Quantity: 1 system
	
	
	

	6
	OFFICIAL DOCUMENT WORKFLOW “EVRAK” (CUSTOMIZATION & EXTENSION)
	
	
	

	6.1
	Existing software at the Treasury shall be utilized for this purpose. The software shall be extended to integrate the auditor management with the incoming and outgoing documents, and for internal circulation with digital signature support.
	
	
	

	6.2
	Existing fax server shall be integrated in the solution for sending and receiving electronic documents.
	
	
	

	6.3
	It must be possible to associate document registry with manual and online applications.
	
	
	

	6.4
	It must be possible to associate document registry with audit metadata and business transactions on related audit records.
	
	
	

	6.5
	Licensing: Unlimited site license for the BoTC
	
	
	

	6.6
	Quantity: 1 sub-system 
	
	
	

	7
	AUDITOR REGISTRY AND SKILL-BASE (BESPOKE DEVELOPMENT)
	
	
	

	7.1
	This is a knowledgebase application holding auditor registry with skill and certification log data.
	
	
	

	7.2
	The application is responsible for keeping track of the auditor registry including their skill base, supporting also the certification processes.
	
	
	

	7.3
	The software must be in complete compliance with the Turkish legislations.
	
	
	

	7.4
	Other software subsystems will utilize the stored staff data for assignments, performance measurement and certification.
	
	
	

	7.5
	Certification exams will be managed through this software.
	
	
	

	7.6
	The software must have ability to integrate with all other components of the Audit Management. 
	
	
	

	7.7
	The software shall record basic information on professional staff (auditors), tasks/investigations, and audits.
	
	
	

	7.8
	The software must allow for recording of or linking to positions, assigned and completed tasks, examinations, reports delivered, and (online) courses taken.
	
	
	

	7.9
	It must be possible to store expertise, knowledge and skills on legislation, specific types of audit and report writing. 
	
	
	

	7.9
	There must be a support for questions and answers (questionnaire ok) repository.
	
	
	

	7.10
	All stored data must be reportable through the Reporting Solution.
	
	
	

	7.11
	Licensing: Unlimited site license for the BoTC
	
	
	

	7.12
	Quantity: 1 sub-system
	
	
	

	8
	REPORTING SOLUTION (CUSTOMIZATION)
	
	
	

	8.1
	Reporting solution must be either based on the Treasury supplied SAP package and underlying RDBMS Services, or the equivalent features of a COTS product to be provided by the Supplier and will consist of 

· Ad Hoc Query

· Free format reports

· Formal reports 

· Analysis cube manipulation

· Business intelligence

The Supplier must develop customized business user interfaces for the BoTC auditors and management to report on any numerical and other type of data including textual based on the systems analysis phase.
	
	
	

	8.2
	All reporting must enable the BoTC to aggregate data on any field as selected by the manager using the system.
	
	
	

	8.3
	The application must be able to generate reports for a variety of users on a daily, weekly, monthly and annual basis. These reports must cover both management needs, at a more aggregated level, and working level reports that more directly reflect the nature and type of transactions entered into the system. The majority of these reporting requirements will be met from the standard reporting functionality incorporated within the system. 

The reports must include Audit Trail of all transactions. Please explain how this can be done.
	
	
	

	8.4
	From time to time, users have specific needs to have access to reporting that may reflect a once-only need, or may indicate an emerging requirement. As these requirements cannot be predicted in advance, the system must be provided with a user-friendly report builder or executive information system that will permit the majority of users to extract information from the database without recourse to programming.
	
	
	

	8.5
	All reports must be capable of reporting on combination of fields with AND, OR, IN, NOT and () operators.
	
	
	

	8.6
	The software must include the capability of reporting the listings of all dictionary tables, under any user-defined selection criteria.
	
	
	

	8.7
	The system must be capable of reporting on the daily, period and historical rates defined for foreign currencies, including Euro.
	
	
	

	8.8
	The application must be able to report all the system administration information that it holds, under very flexible user-defined selection criteria, including users, groups, roles, access rights, subsystems, modules, databases, tables, etc.
	
	
	

	8.9
	The application must be able to automatically generate and publish a predefined set of reports through predefined event triggers (e.g. time.)
	
	
	

	8.10
	License: Licenses for SAP suite will be supplied by the Treasury, however there should be no license restrictions on the queries, reports and analysis methods developed for the BoTC. The Supplier must provide a site license for 60 users for the BoTC if he/she opts to provide a separate solution framework which is subject to the approval by the Treasury MIS Department.
	
	
	

	9
	WORKFLOW MANAGEMENT AND FORM DESIGNER (CUSTOMIZATION)
	
	
	

	9.1
	The Supplier will customize the existing SAP suite to satisfy BoTC requirements, including development of 

· Workflows based on the business process design outputs, including alternative flows (such as when the assigned person is not available until the deadline)

· Related eForms

· Related role assignments

· Related security tags for the objects

Related templates enabling field merge through developed electronic forms depending on the document/audit type (reports and worksheets).
	
	
	

	9.2
	License: Unlimited license for BoTC (for the customized components). Alternatively, the Supplier may provide a site license for 60 users for the BoTC if he/she opts to provide a separate solution framework which is subject to the approval by the Treasury MIS Department.
	
	
	

	10
	E-LEARNING SYSTEM (COTS & CUSTOMIZATION)
	
	
	

	10.1
	In order to strengthen continuous support through training on audit management (audit, accounting), an e-Learning system must be proposed.
	
	
	

	10.2
	Training team must be empowered to develop and locally host electronic training materials through working with the Supplier on some sample courses.
	
	
	

	10.3
	The Supplier will provide all the development and hosting software required to run e-Learning courses. Specific secure e-Learning hosting hardware has been provisioned in the Server Hardware section of this Technical Specification.
	
	
	

	10.4
	E-learning system must be able to use SCORM 2004 v1.3 compatible content and packages.
	
	
	

	10.5
	Students

The eLearning component must provide for means of viewing and absorbing electronic course content and taking small assessments/quizzes that indicate their understanding of the presented material.
	
	
	

	10.6
	Administrators

The software must provide facilities for tracking student, courses and tests taken, and generate progress reports for management.

· The students must be enabled to view their own progress.

· The software must be able to track students in different organisations with confidentiality (i.e. students would not be allowed to view each other’s tracking details).

· There must be e-mail reminders for students who have not yet taken a designated course.

· The software must provide configurable system settings.
	
	
	

	10.7
	The software must provide features to develop and integrate BoTC’s own content using the proposed commercially available authoring tools which are to be proposed and supplied.
	
	
	

	10.8
	Assessments must be part of the content. An assessment is a test used to measure student progress through a course. Like other course content, it must be possible to create assessments and store sets of questions.
	
	
	

	10.9
	One real pilot course on accounting and another one on application software must be developed and deployed by the Supplier in cooperation with the BoTC. The Pilot deployment will based on the proposed content development tools and hosting server. The course material will be provided by the BoTC which will be developed through Training contract. There must be no limit imposed on the number of courses hosted by the system.
	
	
	

	10.10
	Quantity: 1 solution covering :

· 1 e-learning server software to run on 2 CPUs (or cores)

· 2 developer licenses

100 users in one course session at one time (for intranet and extranet users)
	
	
	

	11
	KNOWLEDGE BASE AND E-LIBRARY SUBSYSTEM (CUSTOMIZATION)
	
	
	

	11.1
	Knowledge Base


The purpose of this subsystem is to provide a means of accessing hard or online information (BoTC Knowledge Base), during the Audit Case, analysis or training. There must be a provision to open e-library up to the extranet whenever BoTC management finds is appropriate. e-library cover also the Archive System.
	
	
	

	11.1.1
	Knowledge base (KB) is the BoCT organizational repository of information and knowledge that will facilitate more standardized and conscious operation in any domain designated by BoTC through production and integration of knowledge.
	
	
	

	11.1.2
	The KB functionality must be provided utilizing the Portal, Report Repository and Groupware.
	
	
	

	11.1.3
	KB shall cover online access to policies and procedures (legislative database), and online forms for BoTC experts and auditors.
	
	
	

	11.1.4
	KB should cover Known Error Database (ITIL)
	
	
	

	11.1.5
	Content from e-Library must be available from the KB.
	
	
	

	11.1.6
	Content from e-Learning must be available from the KB.
	
	
	

	11.1.7
	Content from the KB may be made public through the BoTC website.
	
	
	

	11.2
	Groupware

	
	
	

	11.2.1
	The Supplier must establish moderated and non-moderated discussion lists infrastructure internal for the experts in BoTC.
	
	
	

	11.2.2
	The solution shall make available selected content from the knowledge base.
	
	
	

	11.2.3.1
	The Supplier must deliver the following set of interlinked or integrated set of application components, to satisfy the requirements:
	
	
	

	11.2.3.2
	Content Explorer (browse and upload content).
	
	
	

	11.2.3.3
	Collaboration (discussion forum, chat, LDAP compliant address book).
	
	
	

	11.2.3.4
	Calendar service (must be in accordance with delegated authorization levels open to the users and must be integrated with LDAP/AD server).
	
	
	

	11.2.3.5
	Integration with E-mail.
	
	
	

	11.2.3.6
	Integration with Report Repository.
	
	
	

	11.2.3.7
	Authentication and authorization in line with the LDAP server to assign security tags to any object stored/accesses through the above applications.
	
	
	

	11.3
	E-Library

	
	
	

	11.3.1
	The e-library must provide for registry and tracking of 

· online material in various document formats, and

· online subscriptions,

· Audit procedures,

· Sanitized reports,

· Legislation,

· Links between legislation and procedures.
	
	
	

	11.3.2
	e-library must be customized/developed as a portlet.
	
	
	

	
	The search facility must support access through the combination of any attribute stored in the system (QBE based search screens) as well as a combination of key words within the online document attached to the library (full text retrieval).
	
	
	

	11.3.3
	E-library must be integrated with the Report Repository and Auditor Registry.
	
	
	

	11.3.4
	Quantity: Unlimited site license for BoTC (for the customized components)
	
	
	

	12
	BEST PRACTICES AND TECHNIQUES LIBRARY
	
	
	

	12.1
	CAA Tool must be delivered with international best practices library.
	
	
	

	12.2
	CAA Tool must have support for addition of new libraries for CAA Techniques.
	
	
	

	12.3
	These libraries must be developed and delivered to the BoTC.
	
	
	

	12.4
	CAA Tools must be specific to auditing and must have local support both at the technical and consultancy level.
	
	
	

	12.5
	CAA Tool must supply most useful audit techniques.
	
	
	

	12.6
	Those techniques must support all common audits by the BoTC.
	
	
	

	12.7
	The Supplier must provide in his/her project team a Domain Expert, responsible from the development of taxonomy, new audit procedures as per international standards such as of IFAC, and provide advice on application of the proposed tool. Domain expert must have been involved in at least two similar centre establishment and operations consultancy. He/she must be knowledgeable and experienced in metadata standards. He/she must have degree in economics and have in dept knowledge in econometrics.
	
	
	

	12.8
	The Supplier must provide a CAAT expert in his/her project team, responsible for developing the requirements and controlling the customization for the CAAT. CAAT expert must be experienced in not only in the proposed CAA Tool but also in CAA Techniques. This must also hold an international certification to provide advanced training on CAAT.
	
	
	

	12.9
	One of the software engineer proposed in the project team must have at least 3 years of experience in the proposed CAAT, and have been actively involved in minimum 2 CAAT projects. 
	
	
	

	12.10
	One of the software engineers must be experienced in IT system auditing techniques and software.
	
	
	

	13
	DATA COLLECTION SUBSYSTEM (CAA TOOLS COMPONENT) AND DATA MANIPULATION AND ANALYSIS
	
	
	

	13.1
	As part of its core activities, BoTC will collect data from live accounting data pertaining to the audit case. This application will expedite an electronic means of enquiry, acquisition and management of government agencies. The collected data will consist of financial transactions of various types.
	
	
	

	13.2
	It must be possible to send communications of anomalies back to reporting entities as rejects and exceptions for reconsideration and resubmitting.
	
	
	

	13.3
	It must be possible to integrate data collection with other CAAT tools for the enrichment of audit.
	
	
	

	13.4
	The tool must be server based and allow users to access server based data for evaluation.
	
	
	

	13.5
	General Capabilities of Data Collection Subsystem
	
	
	

	13.5.1
	Tool should be able to collect different data types from different data sources
	
	
	

	13.5.2
	Tool should be able to reach different servers 
	
	
	

	13.5.3
	Tool should be able to most command databases via ODBC. Those databases should be minimum 
	
	
	

	13.5.4
	Tool should be able to read data from;

· ASCII format (delimited, fixed length and variable length files)

· xBASE format (DBF format, dBASE, Foxpro, and other xBase files)

· EBCDIC (fixed length and packed, variable length ANSI/IMB)

· AS/400

· DIF

· Excel

· Microsoft Access

· XML

· XBRL

· Custom define report files

· Report and spool files
	
	
	

	13.6
	This feature must be integrated with Archival sub component and must support back-up and restore. 
	
	
	

	13.7
	The application must supply import and export functionality for connection with stakeholders.
	
	
	

	13.8
	It must be possible to have XML based data interchange with other governmental bodies, local governments, CFCU, other stakeholders and users; based on XML Web Services standards; and XBRL must be supported.
	
	
	

	13.9
	XML message formats will be finalized together with the BoTC during the SRS.
	
	
	

	13.10
	Licensing: 1 Server with site license and 10 Client Licenses
	
	
	

	13.11
	Quantity: 1 system
	
	
	

	13.12
	DATA MANIPULATION AND ANALYSIS
	
	
	

	13.12.1
	GENERAL
	
	
	

	13.12.1.1
	The solution must support aging: An auditor can test the aging of accounts receivable. 
	
	
	

	13.12.1.2
	The solution must support gap identification: Gaps in information can be automatically noted.
	
	
	

	13.12.1.3
	The solution must support audit cube formation for data analysis, including trends and “what if”.
	
	
	

	13.12.1.4
	The solution must support data set manipulation. 
	
	
	

	13.12.1.5
	The solution must support audit sampling. Samples of the data can be prepared and analyzed.
	
	
	

	13.12.1.6
	The solution must support duplicate identification: Duplicate data can be organized by data field and subsequently identified.
	
	
	

	13.12.1.7
	The solution must support joining and merging: Two separate data files may be joined or merged to combine and match information. 
	
	
	

	13.12.1.8
	The solution must support sorting: Information can be sorted by any data field. Stratification: Large amounts of data can be organized by the specific factors, thereby facilitating analysis. 
	
	
	

	13.12.2
	The solution must support summarization: Data can be organized to identify patterns. 
	
	
	

	13.12.3
	The solution must support total fields: Totals for numeric fields can be quickly and accurately calculated
	
	
	

	13.13
	XML FORMATS
	
	
	

	13.13.1
	XML message formats will be finalized together with the BoTC during the SRS.
	
	
	

	13.14
	ANALYZING THE DATA
	
	
	

	13.14.1
	The tool must enable auditors analyse the data using audit oriented data analysis techniques so that if there is any problem with the data, they will be captured and corrected.
	
	
	

	13.14.2
	The tool must be able to show the record count
	
	
	

	13.14.3
	The tool must be able to show the record count of filtered data
	
	
	

	13.14.4
	The tool must be able to calculate the total of numeric fields
	
	
	

	13.14.5
	The tool must be able to calculate the total of numeric fields of  filtered data
	
	
	

	13.14.6
	The tool must be able to classify on character and data fields
	
	
	

	13.14.7
	The tool must be able to classify on character and data fields of filtered data
	
	
	

	13.14.8
	The tool must be able to calculate statistics on all fields (max, min, average, outlier, unrecognized data, errors in the data)
	
	
	

	13.14.9
	The tool must be able to classify on numeric fields to make stratification on both filtered and unfiltered 
	
	
	

	13.14.10
	The tool must be able to histogram the data and it should be shown in different graph formats
	
	
	

	13.14.11
	The tool must be able to support pivot table facilities
	
	
	

	13.14.12
	The tool must be able to perform Benford analysis
	
	
	

	13.14.13
	The tool must be able to analyse the data in terms of sequence, gaps and duplicates
	
	
	

	13.14.14
	The tool must be able to filter the data in all commands and analysis
	
	
	

	13.15
	QUERY THE DATA
	
	
	

	13.15.1
	The tool must allow queries on the data, save and reuse them.
	
	
	

	13.15.2
	It must have features for the following:
	
	
	

	13.15.2.1
	Show all the dataset.
	
	
	

	13.15.2.2
	Make simple and complex queries.
	
	
	

	13.15.2.3
	During the query, the tool should be able to use predefined filters, predefined variables, functions and related table fields.
	
	
	

	13.15.2.4
	Save the designed queries.
	
	
	

	13.15.2.5
	Simple and complex sort and indexing on the data. 
	
	
	

	13.15.2.6
	Sorting facility should be more than one fields (date, numeric, string and boolean). Sorting command should be saved and reused later. 
	
	
	

	13.15.2.7
	After sorting, original records should be covered even after save.
	
	
	

	13.15.2.8
	Rearrange the field positions.
	
	
	

	13.15.2.9
	Show different views of the data.
	
	
	

	13.15.2.10
	The data must be read-only. Program must not allow for any opportunity to change the original and defined fields. 
	
	
	

	13.15.2.11
	It must be possible to define new fields that can be simple and conditional. Those fields must also be available later analysis and commands.
	
	
	

	13.15.2.12
	Use different cells on different records when defining new fields.
	
	
	

	13.16
	DATA CONSOLIDATION
	
	
	

	13.16.1
	The tool must give opportunity to collect different types of data from different sources and merge them under one standard table.
	
	
	

	13.16.2
	It must be able to reach different tables from different source that have similar key fields, and merge them into one or more tables.
	
	
	

	13.16.3
	It must be able to define relations between different tables from different source over key fields and during this relation both table can be filtered.
	
	
	

	13.16.4
	It must be able to make these processes automatic so that auditors can use them later without having to perform extra tasks.
	
	
	

	13.17
	       DATA EXTRACTION
	
	
	

	13.17.1
	· The tool must allow for extracting data, so that the extracted data can be used as a different table.
	
	
	

	13.17.2
	· The tool must be able to extract data from one table to another table and this table should be able to used on later analysis.
	
	
	

	13.17.3
	· The tool must be able to use filters on the main table and on related tables during extraction.
	
	
	

	13.17.4
	· The tool must be able to extract computed fields as data fields or as computed fields.
	
	
	

	13.17.5
	· Sort on specified fields and resulted table should be sorted physically.
	
	
	

	13.17.6
	Filter the data during data extraction. Filters can be simple or complex.
	
	
	

	13.18
	DATA MATCHING
	
	
	

	13.18.1
	The tool must have features to match and join different tables with different result option
	
	
	

	13.18.2
	Join two different tables on key fields and show the results in another table.
	
	
	

	13.18.3
	Make filters on both primary and secondary table during join process.
	
	
	

	13.18.4
	Make join and the results should contain all matching records from primary and secondary table, all matching records and all unmatched records from primary and secondary table, all unmatched records from primary table.
	
	
	

	13.18.5
	Make many to many join between primary and secondary table.
	
	
	

	13.18.6
	Make interval join so that one field from primary table may match with an interval in the secondary table.
	
	
	

	13.18.7
	The tool must allow for relating tables on key fields and provide for lookup functionality.
	
	
	

	13.18.8
	The tool must be able to relate more than one table using key fields.
	
	
	

	13.18.9
	The tool must be able to give opportunity of using secondary fields as primary table fields.
	
	
	

	13.18.10
	The tool must be able to related tables fields should be used in all commands.
	
	
	

	13.18.11
	The tool must be able to define a computed conditional field using the information in the related tables.
	
	
	

	13.19
	AUTOMATING AND SCRIPTING
	
	
	

	13.19.1
	The tool must provide features to automate all commands and functions so that standard audit procedures can be automated and reused during later audits. 
	
	
	

	13.19.2
	The tool must include a scripting language that is designed for auditors and used internationally as an audit scripting language.
	
	
	

	13.19.3
	The scripting language must not be any lower level programming language like pascal, basic, etc.
	
	
	

	13.19.4
	Script language must include simple commands that can be learned easily by auditors.
	
	
	

	13.19.5
	The tool must be able to use log as scripts.
	
	
	

	13.19.6
	One script designed for standard analysis techniques must be usable within another script.
	
	
	

	13.19.7
	Using scripts, it must be possible to automate all audit processes from data import and audit analysis to exporting other applications and e-mailing results.
	
	
	

	13.19.8
	All functions, commands, filters and variables must be able to be used within a script.
	
	
	

	13.19.9
	Using scripts, auditors must be able to get the list of files in a specified folder with a specified extension. This list of files can be listed in a table and can be used as a table for further analysis.
	
	
	

	13.19.10
	The scripting facility must include some loop facilities so that;
	
	
	

	13.19.10.1
	For all records and for all characters in one table, the tool can compare with all records and for all characters in the other tables, so that matching, comparing and calculating character to characters will be performed. 
	
	
	

	13.19.10.2
	Using scripts, auditors must be able to schedule data import, data analysis facilities.
	
	
	

	13.19.10.3
	Using scripts, auditors can give a list of file name and their extensions, so that the tool can import all those field data and consolidate them in one table.
	
	
	

	13.19.10.4
	Using script technology, it must be possible to match records in the same table. Tool must be able compare all records from the rest of the records in the same table and use those matching for new calculations on numeric fields and comparing data types.
	
	
	

	13.19.10.5
	It must be able to perform LIFO, FIFO and average evaluation using scripts
	
	
	

	13.19.11
	Scripts must be programmable so that, it can be initialized at a desired time to run, do processes and report the results.
	
	
	

	13.19.12
	The scripts must be encryptable and redistributable.
	
	
	

	13.20
	LOGGING AND AUDIT TRIAL
	
	
	

	13.20.1
	The tool must be able collect any command, log, reuse and provide the audit trail.
	
	
	

	13.20.2
	Every audit can be saved as a different project in different folders.
	
	
	

	13.20.3
	From the beginning of the project all commands, all calculations (event processes) must be collected and recorded.
	
	
	

	13.20.4
	It must be possible to see the source table and result of any process in side program.
	
	
	

	13.20.5
	Program must record the table history, using history auditors must be able to create script.
	
	
	

	13.20.6
	It must be possible to create scripts from log records.
	
	
	

	13.20.7
	The date and time of all commands must be recorded.
	
	
	

	13.20.8
	Every source and results of the command must be recorded.
	
	
	

	13.21
	FUNCTIONS
	
	
	

	13.21.1
	The tool must support at least the following mostly used functions used in audit oriented data analysis techniques 
	
	
	

	13.21.1.2
	Conversion functions
	
	
	

	13.21.1.3
	Date and time functions.
	
	
	

	13.21.1.4
	Financial functions
	
	
	

	13.21.1.5
	Logical functions
	
	
	

	13.21.1.6
	Mathematical functions
	
	
	

	13.21.1.7
	String functions
	
	
	

	13.21.2
	The minimum capability of functions must be as follows; 
	
	
	

	13.21.2.1
	It must be able to divide a string field in to parts using separators, fixed length string sets.
	
	
	

	13.21.2.2
	It must be able count the number of characters in a string field.
	
	
	

	13.21.2.3
	It must be able to convert a string field into a numeric field, a date field into a string field, a string field in to a date field etc.
	
	
	

	13.21.2.4
	It must be able to retrieve the day of the week and day of the month from a date field
	
	
	

	13.21.2.5
	It must be able to extract the month of the year.
	
	
	

	13.21.2.6
	It must be able to get rid of all digits or all non digit characters in a field.
	
	
	

	13.21.2.7
	All of those functions must be usable inside a script.
	
	
	

	13.22
	PROFILING THE DATA
	
	
	

	13.22.1
	The tool must enable auditors to profile the audit data.
	
	
	

	13.22.2
	The tool  must be able to;
	
	
	

	13.22.3
	Frequency analysis
	
	
	

	13.22.4
	Outlier analysis
	
	
	

	13.22.5
	Metadata validations (minimum)
	
	
	

	13.22.5.1
	Data types
	
	
	

	13.22.5.2
	Field length
	
	
	

	13.22.5.3
	Missing and null values
	
	
	

	13.22.5.4
	Uniqueness
	
	
	

	13.22.6
	Pattern analysis (minimum)
	
	
	

	13.22.6.1
	Area code analysis
	
	
	

	13.22.6.2
	Data format analysis
	
	
	

	13.22.6.3
	Digit analysis
	
	
	

	13.22.6.4
	Field length analysis
	
	
	

	13.22.7
	Rule validations
	
	
	

	13.22.7.1
	Business rule validations
	
	
	

	13.22.7.2
	Recalculations
	
	
	

	13.22.8
	Statistical Analysis (minimum)
	
	
	

	13.22.8.1
	Mean, Median, Mode analysis
	
	
	

	13.22.8.2
	Minimum, maximum and range analysis
	
	
	

	13.22.9
	TAX-CODE validity analysis
	
	
	

	13.22.10
	Identity number validation analysis
	
	
	

	13.23
	SERVER SIDE FACILITIES
	
	
	

	13.23.1
	The tool must be able to operate in a client-server environment.
	
	
	

	13.23.2
	All audit works can be done on server side.
	
	
	

	13.23.3
	The data can be encrypted during transfer from server to desktop.
	
	
	

	13.23.4
	The data can be transferred from server to desktop so that off-line working is possible.
	
	
	

	13.23.5
	The processes can be programmed as batch processes.
	
	
	

	13.23.6
	There must not be a record number restriction.
	
	
	

	13.23.7
	Licensing: 1 Server with site license and 10 Client Licenses
	
	
	

	13.23.8
	Quantity: 1 system
	
	
	

	14
	AUDIT METADATA SYSTEM (CUSTOMIZATION)
	
	
	

	14.1
	The solution will be built on the Treasury supplied SAP suite. The Supplier will be responsible for developing the audit specific metadata layer and the related data management user interfaces. The Supplier must provide a site license for 60 users for the BoTC in case he/she opts to provide a separate solution framework which is subject to the approval by the Treasury MIS Department.
	
	
	

	15
	NOTEBOOKS
	
	
	

	15.1
	Passmark Score: Min. 350
	
	
	

	15.2
	Form Factor: A4 Sized Notebook PC.
	
	
	

	15.3
	Memory: Minimum 1 GB 
	
	
	

	15.4
	Video : 64MB, capable of 1024x768 32bit, shared memory acceptable
	
	
	

	15.5
	Audio: Stereo speakers
	
	
	

	15.6
	Hard Drives: At least 60 GB 4200 rpm IDE hard 
	
	
	

	15.7
	CDROM Drive: 1 DVD-Writer 
	
	
	

	15.8
	Screen: Integrated at least 15” 1024x768 XGA LCD Display
	
	
	

	15.9
	Camera: Integrated camera. This requirement is added to enable mobile controllers to establish very cheap video conferences with the BoTC and the peers on duty over IP.
	
	
	

	15.10
	Keyboard: Turkish Q-Style factory made keyboard.
	
	
	

	15.11
	Ports: 

4 x USBv2.0

1 x VGA Out

1 x RJ-11 Modem

1 x RJ-45 LAN

1 x mini IEEE 1394 FireWire Port

1 x PCMCIA Type II slot

1 x Bluetooth

1 x SD/MMC/MS/MS Pro/XD card reader
	
	
	

	15.12
	Mouse: Tap sensitive Touchpad with at least 2 keys and slidebar.

1 x USB Optical Wheel Mouse
	
	
	

	15.13
	NIC: At least 1x10/100/1000 Mbps Full-Duplex integrated Ethernet adapter

1x IEEE 802.11b/g 11 Mbps and 54 Mbps Wireless Connection.
	
	
	

	15.14
	Modem: At Least 1x 56Kbps integrated Fax/Modem adapter
	
	
	

	15.15
	Power supply: Battery capable of supplying power for at least 3.5 hours without recharge.

External Power Supply for battery charge. Automatic adaptation to 90-240V 50-60 Hz. and European Mains Connector suitable for Turkey.
	
	
	

	15.16
	Operating System: All Notebooks must be delivered with latest edition of an Operating System with a window based graphical user interface which is fully compatible with the existing environment at the BoTC.

It must be the same Operating System as the proposed 32 bit desktop computer systems.
	
	
	

	15.17
	Other technical requirements

	
	
	

	15.17.1
	All systems must be delivered with a carrying case suitable for the Notebook PC and Power Supply.
	
	
	

	15.17.2
	Treasury supplied Anti-Virus software must be installed on all systems prior to delivery.
	
	
	

	15.17.3
	All systems must be delivered with the operating system and Treasury supplied office productivity software preinstalled.
	
	
	

	15.17.4
	The uniformity of computer elements in the whole delivery is required.
	
	
	

	15.17.5
	All systems must have personal Firewall turned on.
	
	
	

	15.17.6
	All systems must come with CD-Writer and DVD display software
	
	
	

	15.17.7
	Maximum weight of notebook must be less than 2.5 kg.
	
	
	

	15.18
	The Supplier must provide a solution for BoTC to take disk image of proposed PCs.
	
	
	

	15.19
	Manuals: To be supplied in Turkish Language
	
	
	

	15.20
	Quantity: 40 identical systems 
	
	
	

	16
	PERSONAL COMPUTER SYSTEMS TYPE A
	
	
	

	16.1
	PassMark Score: Min. 400
	
	
	

	16.2
	Chassis: ATX midi tower / desktop
	
	
	

	16.3
	Memory: 1 GB
	
	
	

	16.4
	Hard Drive: 160 GB, SATA, 7200 rpm, SATA, lead free
	
	
	

	16.5
	Internal bus: PCI & PCI-e
	
	
	

	16.6
	Video card: 128MB AGP or PCI-e, must be independent of system memory

Resolution 1280x1024 (true color) with the refresh rate 85 Hz
	
	
	

	16.7
	VDU: 17" TFT 1280x1024 resolution, <25ms Response, TCO 03, same brand as the personal computer
	
	
	

	16.8
	NIC: Ethernet PCI 10/100/1000 Mb/s
	
	
	

	16.9
	Power: 350W & 220-240 volts, 50Hz, Turkish plug
	
	
	

	16.10
	Drives : EIDE/ATAPI/Dual layer/DVD+R/DVR-R&RW, 16x DVD & 32x CD speed

1,44MB, 3,5”
	
	
	

	16.11
	Keyboard: TR Win with USB connector
	
	
	

	16.12
	Mouse: USB optical mouse with scroll-wheel
	
	
	

	16.13
	BIOS: Type FLASH EPROM with inerasable loader and crash free operation 

Compliant of energy saving and plug & play
	
	
	

	16.14
	Ports


1 x parallel 1xSerial 1xIEEE 1394

4 x USB 2.0

1 x USB Optical Wheel Mouse

1 x USB Turkish Q keyboard
	
	
	

	16.15
	Audio: 16 bit Sound Card & Powered Speakers
	
	
	

	16.16
	Operating System: All PCs must be delivered with latest edition of an Operating System with a window based graphical user interface which is fully compatible with the existing environment at the BoTC. Microsoft Windows XP Professional w/SP2 Turkish or equivalent must be proposed. 

Treasury supplied Anti-Virus software must be installed on all systems prior to delivery.

All systems must be delivered with the operating system and Treasury supplied office productivity software preinstalled.
	
	
	

	16.17
	The Supplier must provide a solution for BoTC to take disk image of proposed PCs.
	
	
	

	16.18
	Other technical requirements
· All software must be integrateable with application software

· Drivers for: Mainboard, SATA, DVD-RW, Network adapter, and video adapter.

· All systems must be delivered with the operating system and office productivity software preinstalled.

· The uniformity of computer elements in the whole delivery is required.

· All systems must have personal Firewall turned on.
	
	
	

	16.19
	All systems must be supplied with CD-Writer and DVD display software.
	
	
	

	16.20
	Manuals: To be supplied in English and Turkish Languages
	
	
	

	16.21
	Quantity: 20 identical systems
	
	
	

	17
	PERSONAL COMPUTER SYSTEM TYPE B
	
	
	

	17.1
	All Personal Computer System Type A features with the following modifications :

· With DVD Writer

· Memory : 2 GB

· Disk : minimum 320 GB
	
	
	

	17.2
	Quantity: 1 (shall be installed at the BoTC 19th floor, Treasury)
	
	
	

	18
	SERVER
	
	
	

	18.1
	General
	
	
	

	18.1.1
	The proposed server system must be rack mountable with at most 3U height.  The proposed server must be installed in the rack system designated by the Treasury MIS Department.
	
	
	

	18.2
	Server System Specifications

	
	
	

	18.2.1
	 Server system must be equipped with at least 4 processor cores. The processor cores must have 64-bit memory addressing capabilities. All proposed processors must be identical. 
	
	
	

	18.2.2
	 Server system must be equipped with at least 16 GB of DDR memory with ECC protection. All proposed memory modules must be of identical capacity. 
	
	
	

	18.2.3
	 Server system must be equipped with at least 4 pieces of hot-swappable 72 GB, 10,000 RPM hard disks with Ultra320 SCSI, SAS or FC Hot-Swap architecture. All proposed disk units must be identical. 
	
	
	

	18.2.4
	Server system must be equipped with a RAID controller with 128 MB battery backed-up cache that supports RAID levels of 0, 1, 0+1 and 5. 
	
	
	

	18.2.5
	Server system must be equipped with at least 4 10/100/1000 Mbps ethernet ports. All proposed ethernet controllers, excluding any onboard controller must be identical. 
	
	
	

	18.2.6
	Server system must be equipped with redundant and hot-swappable power and cooling systems. 
	
	
	

	18.2.7
	Server system must be equipped with one DVD drive and one tape drive of 160 GB uncompressed capacity.
	
	
	

	18.3
	Management

	
	
	

	18.3.1
	  Server system must be equipped with a remote management card manufactured by the server system manufacturer and a management solution for the remote management of all the consolidated server systems must be proposed with all the necessary software and hardware components. 
	
	
	

	18.3.2
	 A graphical management station for the management of the server system (systems, inc case the BoTC decides to purchase another server system of the same type for failover configuration) from a single console must be proposed with all the necessary software and hardware components, including at least one TFT monitor, one keyboard and one mouse. 
	
	
	

	18.4
	Quantity: 1 (with the full system software) 
	
	
	


APPENDIX-A

GENERAL Requirements for the SUPPLIES to be provided by the conTRACTOR as a basis for the IMPLEMENTATION of BOTC COMPUTERISED AUDIT SYSTEm *
A.1. GENERAL INSTRUCTIONS
Being the platform for the implementation of the BoTC computerised audit system, the Contractor shall deliver, install, put into operation and shall provide warranty service of the following goods:

	Item No
	Description
	Quantity

	MANAGEMENT / AUDIT MANAGEMENT

	1
	PERSONALIZED PORTAL FRONT END (AUDITOR ELECTRONIC WORKSPACE) (CUSTOMIZATION)
	1

	2
	AUDIT PROJECT MANAGEMENT (BESPOKE DEVELOPMENT ON COTS)
	1

	3
	INTELLIGENT SEARCH (CUSTOMIZATION)
	1

	4
	ARCHIVAL SYSTEM (CUSTOMIZATION)
	1

	5
	CONTENT MANAGEMENT (CUSTOMIZATION)
	1

	6
	OFFICIAL DOCUMENT WORKFLOW “EVRAK” (CUSTOMIZATION & EXTENSION)
	1

	7
	AUDITOR REGISTRY AND SKILL-BASE (BESPOKE DEVELOPMENT)
	1

	8
	REPORTING SOLUTION (CUSTOMIZATION)
	1

	9
	WORKFLOW MANAGEMENT AND FORM DESIGNER (CUSTOMIZATION)
	1

	10
	E-LEARNING SYSTEM (COTS & CUSTOMIZATION)
	1

	11
	KNOWLEDGE BASE AND E-LIBRARY SUBSYSTEM (CUSTOMIZATION)
	1

	COMPUTER AIDED (ASSISTED) AUDIT TOOLS & TECHNIQUES

	12
	BEST PRACTICES AND TECHNIQUES LIBRARY
	1

	13
	DATA COLLECTION SUBSYSTEM (CAA TOOLS COMPONENT) AND DATA MANIPULATION AND ANALYSIS
	1 Server with site license

10 Client Licenses

	14
	AUDIT METADATA SYSTEM (CUSTOMIZATION)
	1

	HARDWARE COMPONENTS

	15
	NOTEBOOKS
	40

	16
	PERSONAL COMPUTER SYSTEMS TYPE A
	20

	17
	PERSONAL COMPUTER SYSTEM TYPE B
	1

	18
	SERVER
	1

	SERVICES

	19
	DEVELOPMENT OF TAXONOMY BASED ON INTERNATIONAL STANDARDS
	1

	20
	DEVELOPMENT OF STANDARD OPERATING PROCEDURES FOR SYSTEMS MANAGEMENT
	1

	21
	PROCESS DESIGN
	1

	22
	IMPROVED PROCEDURES
	1

	23
	REVISION OF AUDIT MANUALS
	1

	24
	REDESIGN OF REPORTS
	1

	25
	INSTALLATION
	1

	26
	SUPPORT AND MAINTENANCE
	1

	27
	SOLUTION TRAINING
	1


within the Global Contract Price, to the Undersecretariat of Treasury, Ankara, in DDP (Delivered Duty Paid)1, within the time schedule proposed by the Contractor. 

The system components should be strongly integrated software packages or modules.

It is required that the product(s) offered by the Contractor should provide as a minimum the features mentioned below. The Contractor should provide sufficient written evidence (e.g. product brochures, white papers, etc.) for the fulfillment of the required features. The tenders that offer products which don’t fulfill all of the minimum requirements given below will not be taken into Technical Evaluation. The Evaluation Committee also reserves the right to request a demo of the offered products in order to verify the fulfillment of the required features.

It is also noted, that the Contractor will be required to deliver to BoTC the source code of any additional software he will develop for the purposes of the customisation of the software components or for the custom applications required.

A.1.1 Technical Requirements
A.1.1.1
The Tenderers are required to demonstrate that specifications of the items that they offer are responsive to the requirement set out in the tender dossier and to identify model and manufacturer of each individual item in their technical offer and to provide necessary documentation such as catalogues, brochures, booklets that inform of details of technical specifications that sufficiently define the equipments being offered, and thus will enables the Contracting Authority to check the information provided in the technical offer.

A.1.1.2
All the equipment shall be provided complete with the necessary accessories and/or parts such as to ensure that the unit is capable of operating to the required technical and quality specifications. All specification details listed for each item are the minimum requirements. Any improvements on the specifications or additional features offered should be clearly identified in the Tenderer’s offer.

A.1.1.3 All proposed system hardware and software components must be fully compatible with each other. The solution must be built on the existing infrastructure of the Treasury. 

A.1.1.4 The core components of the system, or earlier versions with similar general functionality on either 32 or 64 bit platforms, must have been in production use for at least three months prior to the release date of this set of the Tender, in at least three of the installed user base reference sites. The offered versions of all of the system components must be demonstrable as at the closing date of this Tender Invitation.
A.1.1.5 The Bidder must prove that the equipment proposed is produced by a manufacturer who is accredited by ISO 9001:2000 or an equivalent.

A.1.1.6 For all proposed hardware components Supplier must assure that all necessary spare parts and consumables will be available for at least five years following the commencement of the contract.

A.1.1.7
Any hardware (including individual components like CPUs and whole systems that are announced as end-of-line by the manufacturer shall not be proposed by the Supplier.

A.1.1.8 All hardware and software delivered as part of the proposed system solution must be brand new and in their original boxes.

A.1.1.9
All proposed servers computers and personal computers must have one of FCC, CE, TUV and UL certificates.

A.1.1.10
The equipment shall be installed at the Undersecretariat of Treasury in Ankara. The supplier will evaluate the supplied current, the quality of the current and the fluctuations of the current and take the necessary precautions to avoid damages to the equipment.

A.1.1.11
Unless otherwise indicated/allowed or a specific requirement set, the main/major items provided should not be hybrids and should be a registered brand name. Because of the variety of equipment, it is impossible to put the “one producer” condition, thus for compatibility purposes it is required to follow the compatibility requirements very strictly (PC compatibility, graphics compatibility, etc).  

A.1.1.12
Equipment which allows upgrading of capacities shall be provided in such a way that upgrades can be performed by installing additional capacity without discarding the already installed capacities.

A.1.1.13
All products should be supplied with appropriate documentation of the level enough for utilisation and administration in English and/or Turkish. The Contractor should provide full information about documentation (list and contents). 


All the hardware and software manuals should be supplied in English and/or Turkish on diskette, CD or paper copy as specifically indicated in the Tender Documents.

A.1.1.14
All software shall be licensed to the “Board of Treasury Controllers”.

A.1.1.15
All hardware units must be operable in an office environment with regards to following temperature, humidity and dust conditions unless otherwise indicated:

Operating temperature:
100 C – 350 C

Relative Humidity:
20% - 80%

Dust:
0.40 gr/m3
A.1.1.16
All items supplied conforming to the necessary CE regulation/norm must carry a suitable CE batch of conformity, permanently fix to the machine where applicable.

A.1.1.17It should be noted that whenever a specific name of a product is mentioned in the Tender Documents, it has to be understood as that product or its equivalent.

A.1.1.18All equipments delivered under this Contract shall be packed, labelled and marked in accordance with the EU Visibility Guidelines as specified in the following internet address: http://europa.eu.int/comm/europeaid/visibility/index_en.htm. 

A.1.2. Warranty and Product Support Services

The Tenderer will be expected to provide a warranty for all equipment to the Contracting Authority for 12 months which must cover the following items:

- Without prejudice to warranty Article of the Special Condition, the Tenderer shall submit with his technical offer a methodology for the equipment warranty service for a period of 12 months after provisional acceptance. If the Tenderer appoints a local representative for his company, then the Contracting Authority expects this representative to provide a professional service of maintenance and to maintain an appropriate stock of spare parts based on his professional experience. The Tenderer will remain responsible for the level of service which his representative delivers and will be answerable to the Contracting Authority in the event of any complaint. 

- The Contracting Authority expects the Tenderer to ensure that his local representative is properly trained to provide comprehensive warranty service on all items supplied under the agreement.

-Service Requirements:

· Servicing within 48 hours response time, and overcome the problem within 10 working days

· Repair or replace (if preparation period is longer than 30 working days faulty parts or modules) with part or module with same or higher model.

· Spare parts should be available for at least 5 (five) years or more if specifically indicated in the Technical Specifications.

Tenderers have to demonstrate their capability to maintain the system using their dedicated staff and include into offer a detailed description of:

· “Service” organisation: number of personnel, structure, qualifications, spare parts management, etc.

· In-country presence (subsidiaries, representative offices, etc) in order to cover the nominated locations or how they will meet the requirement on warranty, especially “on site” intervention when needed.

· Support philosophy (type of contracts, level of service available, etc) must be provided.

The Tenderer support services must be available to receive reports of problems and provide immediate service to users.

Details of the Tenderer’s and its Subcontractor’s (if any) support services must be provided, including the name of the support organisation, available resources, facilities and service provided and a statement regarding the content and extent of subcontracting envisaged for product support services if any. 

- This contract shall include all related costs, including personnel costs (travel, meal, lodging, etc). The Contractor shall at his own cost replace defective or damaged equipment/parts during the warranty period. 

A.1.3. Hardware Security Requirements:
A.1.3.1 All hardware components must be labelled with a unique identifier and the labels must be visible.

A.1.3.2 This identifier must be used as the terminal number.

A.1.3.3 All terminal numbers must be recorded in the service desk solution.

A.1.3.4 The proposed solution must have mechanisms to hide the IP numbers and other information within the system. 

A.1.4.5 The proposed solution must include provisions to isolate all cabling by the proposal of the Supplier and the approval of the BoTC.

A.1.4. Technical Documents to be included in the supply:

Following documents will be required from the successful tenderers for the provisional acceptance of each item

· Certificates on standards/norms with which the contracted items are requested to be compliant in the Tender Documents such as CE, EN, ISO, IEE, , 

· Guarantee document from the manufacturer, certifying that spare parts will be available for a period of minimum 5 (five) years or more if it is specifically specified in the Tender Documents from the contract signature.

· Warranty contract of the Manufacturer for at least 1 year after final acceptance.

· Other certificates/documents indicated in the Tender Documents (manuals, licenses, etc.)

A.1.4. Asset Register

In order to assist in asset registration, and ensure the visibility, any supplies or equipment delivered under an EU-funded project must be clearly identified and must visibly carry the EU logo and the mention “Provided with the support of the EU” in English and in Turkish, and shall have a solidly fixed metallic type or similar approved label, with the lettering:


Programme Title. [……] / Contract No. [……] / Item No… / Serial No……


The final acceptance shall include the signed up to date asset registration as accepted by the Contracting Party.
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1. BACKGROUND INFORMATION

1.1 Beneficiary country

Turkey
1.2 Contracting Authority

Central Finance and Contracts Unit – CFCU
1.3 Relevant country background

The EU Regulation aligns Turkey to the other candidate countries implying that as far as possible the Decentralised Implementation System in Turkey (DIS-Turkey) will follow the DIS-Phare. In order to manage EC assistance in the pre-accession phase, Turkey has installed the necessary institutions to implement the DIS. 
Section 28.2 of NPAA under the heading “Strengthening administrative capacity in order to prevent the irregularities and corruption which may negatively affect pre-accession aid” reads as follows:

“Strengthening administrative capacity in order to prevent the irregularities and corruption, which may negatively affect the pre-accession aid, is fulfilled with the mechanisms established under the Decentralized Implementation System relevant to the utilization of pre-accession aid. Within this framework, necessary regulations regarding the new Decentralized Implementation System that enables utilization of the pre-accession aid through projects in line with the Accession Partnership Document and the National Program’s priorities were established with Prime Minister’s Circular No.2001/41 dated July 18 2001. Afterwards, the Memorandum of Understanding for the establishment of the Central Finance and Contracts Unit (CFCU) and the Memorandum of Understanding for the establishment of National Fund were signed in February 14 2002 between Turkish Government and European Commission. The approval of the said Memoranda of Understanding was endorsed with Law No.4802 in January 30 2003 and they were approved in February 24 2003 by the Council of Ministers. Based on these Memoranda of Understanding the Turkish Government established the Central Finance and Contracts Unit and the National Fund within the framework of Decentralized Implementation System. According to these Memoranda of Understanding (MoU’s) it is foreseen that procedures under these MoU’s will be audited by the Court of Accounts, Treasury Controllers or another auditor to be determined by the Commission. The Internal Audit Manual to be used in the audit of the National Fund and the Central Finance and Contracts Unit is prepared by European Commission experts and the Undersecretariat of Treasury and it was approved by National Authorising Officer (NAO). In addition, necessary measures to strengthen the administrative capacity of the Board of Treasury Controllers (training and consultancy) will be taken to ensure audit of pre-accession aid in line with EU standards. Turkey has been granted accreditaion by the Commission services for the DIS of Turkey on 8 October 2003. 
1.4 Current state of affairs in the relevant sector

The National Program for Adoption of the Acquis (NPAA) for 2003 was adopted by the Council of Ministers. The NAO, the NAC and the PAO were nominated and operation manuals for NF and CFCU, and audit manual have been prepared. The Board of Treasury Controllers has been nominated under the Memorandum of Understanding establishing the National Fund as internal auditor of National Fund and CFCU.
1.5 Related programmes and other donor activities:

A project fiche has been prepared by Ministry of Finance on internal audit and financial control and approved for the 2003 financial program. An immediate training request for CIA has been provided from EU funds for limited number of Treasury Controllers.   

2. CONTRACT OBJECTIVES & EXPECTED RESULTS

2.1 Overall objectives
The overall objective of this project is to strengthen the DIS established in Turkey by increasing the audit capacity of the Board of Treasury Controllers.  
2.2 Specific objectives
The specific objective of this assignment is to strengthen the audit capacity of the BoTC in order to carry out the audit of pre-accession funds properly. 
2.3 Results to be achieved by the Contractor
Through the activities conducted under this project the following results are expected to be achieved: 

1. Audit management software developed, installed and tested for the use of the BoTC and auditors are trained.

2. CAAT software customized, installed and tested for the use of the BoTC and auditors are trained.

3. Training programme developed and provided for the Treasury MIS technical and BoTC audit staff and for training of the trainers, to ensure the sustainability of in-house training. 

4. Revised and improved audit procedures and manuals of the BoTC 

3. ASSUMPTIONS & RISKS

3.1 Assumptions underlying the project intervention
· Continued Governmental commitment to the Accession objectives

· Continued EU support to accession of Turkey

· All of the Treasury Controllers are motivated and willing to participate in the implementation of the project.

3.2 Risks

· Disagreement between the Contractor and the Project Steering Committee on the system to be proposed by the Contractor.

· Problems in communicating the ideas, requirement or in understanding legal requirements, internal practices of BoTC, and integrate them to the project
· Sufficient stability of audit staff those are trained and recruited to implement the project.

· Adequate provision from state budget to operate and to maintain hardware and software of newly created system in the future

4. SCOPE OF THE WORK

4.1 General
4.1.1. Project description

This project covers the study and the procurement to improve BoTC’s audit capacity through supplying of hardware and development and customisation of software on audit management and computer assisted audit tools and techniques and training and warranty services for the Board of Treasury Controllers.

The Contractor is also expected to provide assistance in reviewing and improving the existing audit procedures and redesign manuals.

The project will be managed within the organizational structure explained in Section 4.2.5. 
4.1.2. Geographical area to be covered
Province of Ankara, Turkey
4.1.3. Target groups
BoTC and Treasury MIS department personnel.
4.1.4. Nature of services to be provided
Technical assistance including analysis of current situation, detailed description and modeling of a new system for the improvement of the audit manuals, procedures and audit reports, design & customisation/development of the audit management software and CAATool, training of the BoTC and Treasury MIS staff on new procedures & system, installation of proposed IT environment; to provide a turn key fully functional and operational BoTC audit system. 
4.2. Specific activities

The project will be basically dealing with the establishment of a full-fledged computerised audit system for the BoTC in the Undersecretariat of Treasury. The activities to be undertaken by the Contractor can be divided into three main categories:
· Inception Phase

· Technical Assistance for implementation of the project

· Training activities
4.2.1 Inception Phase
This phase has three sub-components.

1.Inception Phase.This phase will take 

· Technical Specifications, and 

· Draft Plans (to be submitted with the proposal) (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the inputs, and deliver

· Baselined (Approved and Finalized) Plans (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the outputs.

2. Business Analysis. This phase will take 

· Technical Specifications, and 

· Baselined Plans

as the inputs, and deliver

· Business Requirements Specification (including business processes, user interfaces, draft user manuals, constraints and assumptions)

· Business Test Plan (scenarios)

· Training Plan

as the outputs.

3. System Analysis. This phase will take 

· Business Requirements Specification

· Business Test Plan

· Training Plan

as the inputs, and deliver

· System Requirements Specification

as the output.
4.2.2 Technical Assistance 
4.2.2.1 Development of Taxonomy based on International Standards
As part of the service set, the Contractor must develop audit taxonomy based on international standards and practices. 
A domain expertise must be provided for the codification works.

Digital object store information representation and retrieval must conform to ISO 15489, ISO 15836:2003, and ISO 23950:1998 standards.

Developed taxonomies should also incorporate a data dictionary initiative.

4.2.2.2 Development of Standard Operating Procedures for Systems Management
The Contractor must deliver specific procedures required for the successful operation of the solution supplied to the Treasury MIS Department with all the required details.
4.2.2.3. Process Design

Design of the processes, which will support the business analysis, for the audit system is the very first activity of the overall process for successful implementation. The Contractor must develop process models based on process chain diagrams which will then be transferred into business requirements specification and then to system and software specifications. The models must be developed utilizing a process engineering tool (CAPE) and must include functions, rules, manual and electronic inputs and outputs and organizational units. The Contractor must have utilized a methodology for process management in at least 2 projects in the last 3 years.

The output of this task is the to-be process model, also in line with the SPO’s e-Government Interoperability Framework, that will be used as the basis for the Business Requirements Specifications document. The to-be process must be modifiable during the course of the project. The team must keep all the processes and workflows concise and self-sufficient so that it will allow modification while keeping impact on other processes at a minimum level.

4.2.2.4. Improved Procedures
BoTC Audit procedures will be revised by the Contractor, based on the process design, national legislation and international practices. New procedures may be introduced. The Contractor must also prepare a set of checklists for different types of audits. Upon approval by the BoTC, these must be made available online to auditors through the Audit Management and CAATT Knowledge Base and Library systems.
4.2.2.5. Revision of Audit Manuals
BoTC Audit manuals will be revised by the Contractor, based on improved procedures. Upon approval by the BoTC, these must be made available online to auditors through the Audit Management and CAATT Knowledge Base and Library systems.
4.2.2.6. Redesign of Reports
The Contractor must redesign the existing reports, and develop new ones, based on improved procedures. These reports must be implemented in the Audit Management system as customization/development over the existing Reporting System.
4.2.2.7. Installation
The Contrcator must install and configure all solution components at the Treasury Data Centre, in coordination with the Treasury MIS Department, over the designated system components, including the re-configuration existing active network devices based on the approved System Requirements Specification document, which may cover some justified and modifications to the draft solution topology presented in this tender dossier. Individual CAAT components must be installed at the supplied laptops and desktops.

4.2.2.8. Support and Maintenance

The warranty period must be 1 year for all software and hardware components. All new version upgrades, fixes, patches and updates (operating systems, COTS, office productivity software, firmware, etc.) must be delivered during the warranty period. There must be no additional cost for additional software components or software fixes/patches/upgrades, availability, performance and service level requirements during the Warranty period.
The Contractor must provide on-site personnel for support and mentoring purposes for hardware and software components at the site, as designated and requested by the BoTC, for a total of 50 person days after Final Acceptance at no extra charge. Effort usage will be determined prior to each incoming month by the BoTC and the Supplier will be informed according for technical support and qualifications of the support personnel required for each coming month. The total effort to be requested by the BoTC shall not exceed 50 person days.
The Bidder must provide daily unit prices for the technical staff. BoTC reserves the right to extend the services period based on the proposed unit prices.
4.2.3. Solution Training
Training is a crucial part of the project for capacity building, hence it not only covers the BoTC personnel but other stakeholders, the Treasury MIS technical staff who will be responsible from the maintenance of the audit system, designated staff from specialised stakeholders.

The Supplier shall provide the trainer, training and relevant material as detailed under this requirement, whereas the BoTC will be responsible from arranging for the announcements, official invitations and conducting physical venue management for the training.

The Contractor must supply training on all of the system solution components including the following:
	Training Module

	Type 

	Number of Trainees
	Training Hours

	System architecture
	T, S
	10
	6

	Interoperability
	T, S
	10
	6

	Project Management
	T, S, U, M
	20
	18

	Portal Management
	T, S, U, M
	20
	18

	Content Management
	T, S, U, M
	20
	18

	Archival Subsystem
	T, S, U, M
	20
	18

	WFM & Form Designer
	T, S, U, M
	20
	18

	Reporting
	T, S, U, M
	20
	18

	Business Intelligence 
	T, S, U, M
	20
	18

	Evrak extensions
	T, U, M
	70
	3

	Customized application software for Audit Management
	T, S, U, M
	70
	6

	Developed application software for Audit Management
	T, S, U, M
	70
	6

	eLearning System
	T, S, U, M
	30
	12

	CAA Tool
	T, U, M
	60
	18

	CAA Data Manipulation
	T, U, M
	60
	12

	Security awareness
	T, S, U, M
	60
	3

	Business Process Management for the management team
	T, S, M
	40
	12

	System operation procedures
	T, S, M
	20
	6


· The Bidder must supply details of the suite of training courses to be offered for each of the solution components offered in his bid. All training module as seen necessary for the successful operation and take-over of the system by the Client, must be proposed by the Contractor. 

· For each module, the Bidder must provide a formal description of the courses, to include, but not limited to:

· Course Title

· Course Objective

· Course Duration

· Standard no of students per course

· Outline of course content/curriculum

· Required qualification and experience of presenter/trainer

· The Contractor must provide the Training Plan as part of the Project Management Plan. The final Training Plan will be finalized through the approval of the BoTC.

· The trainers of the Contractor must be 

· qualified in technology areas that they are giving training in,

· at least two years experienced in the area that he/she will provide the training for, 

· at least two years experienced in training, and 

· experienced in personal communication skills.

· At the end of each course module, there will be evaluation of the trainees by the trainer and all successful completions must accompany a certificate. Similarly at the end of each course module, there will be evaluation of the trainer by the trainees. The evaluation will be reported to the BoTC. If the training is found to be unsuccessful by the BoTC, it will be repeated in a different form, such as by different trainer, changes in content, etc. Success criteria will be defined in the approved System Training Plan.

· All course material and environment (classroom, equipment, PCs, beamer, tea, coffee, etc.) must be provided by the Contractor. The Contractor must prepare a training set for each module to each trainee at the beginning of the course.

· Standard training courses must where necessary be modified to address any features added to the software as a result of customization. This will apply predominantly to functionality for end users, but may involve other audiences also.

· All training material must be in Turkish, except for the technical training.

· All training programs offered must have a documented curriculum and this must be finalized during contract negotiations. Training programs must not exceed 6 hours in length per day per person.

· The Bidders must supply unit prices for the courses. These prices shall be binding, and allow the BoTC to purchase additional courses from the Bidder at the price quoted, for delivery during the full implementation Stage of the Project. Gap training must be available for new releases of the system at the given unit prices in the proposal

· The Contractor must provide procedures and material to enable the BoTC to conduct its own training. The BoTC reserves the right to duplicate training material for this purpose at no additional cost to the BoTC. 

· The Contractor must establish at least one laboratory environment to provide hands-on training.

· All technical training will be provided in Ankara on-the-job workshop. 

· The number of trainees in one class/laboratory must not exceed 20.

· Contractor must provide training for all products proposed in his bid.

· Necessary training programs must be supplied for the key personnel of the BoTC/Treasury MIS in order to maintain the system continuity after warranty period.

· The Bidder may propose alternative forms of training such as Train-the-Trainers and Computer Based Training (CBT).

4.3 Project management

4.3.1 Responsible body
a) The Central Finance and Contracts Unit and BoTC:

The Central Finance and Contracts Unit (CFCU), as the Contracting Authority, will be responsible for the tendering, contracting, administration, accounting, payments and financial reporting, acting as Implementing Agency.
BoTC is the beneficiary of this project. It, represented by the Senior Programme Officer (SPO) will be responsible for the overall management and implementation of the contract. The BoTC will be responsible for everyday management and control of activities, specifically ensuring that 

- the staff support the Contractor especially in transferring the knowledge on the existing functions supported by IT applications in order to maximise know-how transfer about  the system, and

- work closely with the Contractor and provide inputs, documents, and information as required under this contract to both the Contractor and the CFCU upon request, 

-make available all relevant management and organisational documents, the recent versions of regulations and communiqués, as well as the full and timely delivery of the data necessary for the execution of this contract upon formal request by the Contractor, which will set out the information needed, and the dates by which the information is needed for the project to proceed according to the time table, the Contractor delivers the goods and services under this Contract as required in the contract and in a way that it will lead to the achievement of the project objectives.
b) The Contractor Team:
The Contractor Team will be responsible for:

· Project backstopping, contract administration.

· Mobilization of key and other experts to carry out tasks as described in these document.

· Participation in the management committee.

· Co-ordination with other EU funded projects, and other bilateral and multilateral donor agencies, in order to achieve synergies and to avoid overlapping.

· Reporting

· Required specifications, organisation, coordination and timely delivery of supplies under this contract
The Contractor will be fully responsible for ensuring that adequate staff and administrative support are in place at all times to permit the efficient implementation of the project according to agreed work plan.
Backstopping costs must be included in the price.

4.3.2 Management structure

The Contractor shall work in close cooperation with the staff of BoTC. The IT officials of Undersecretariat will support the Contractor in transferring their knowledge on the existing functions supported by IT applications and work closely with the Contractor in order to maximise know-how transfer about the system.

In view of the project complexity, a Steering Committee will be established. This will be the project monitoring committee, constituted by the Head of BoTC or his delegated representative, 2 Auditors of the BoTC, Senior Representative of the Contractor, the Team Leader and the representatives of the European Commission and the Central Finance and Contract Unit. The Steering Committee meets in every month to monitor the project in general.
The Senior Programming Officer (the SPO) of BoTC will guide the Contractor in achieving its tasks and to mobilise whenever needed the inputs and contributions of all Treasury departments concerned.
Steering Committee meetings will be organised by BoTC in collaboration with the Contractor. No funding is foreseen for these meetings.
A Project Implementation Unit (PIU) will be designed for the implementation of the project. The Senior Programme Officer (SPO) will be the head of all the implementation team, namely the PIU. There will be expert staff in the PIU to work as the counterparts of the technical assistance team, which will be formed through this contract. The team of the PIU will be immediately backed by the other personal in the BoTC, if need appears. The PIU will consist of the staff that is currently dealing with the project. 
The Senior Programme Officer (SPO) will be mainly responsible to ensure the good and timely implementation of projects at the technical level. He/She will be closely cooperating with the contractor and render logistical and other assistance if required. 
4.3.3 Facilities to be provided by the Beneficiary and/or other parties
BoTC will provide the Contractor with office space and telecommunications facilities in Ankara for the members of the Contractor Team including a meeting room and other facilities.  Portable PC’s, which will be used by the experts of the Contractor, shall be covered by the Contractor.

5. LOGISTICS AND TIMING

5.1 Location
Ankara, Turkey
5.2 Commencement date & Period of execution

The project is expected to have a total duration of 11 months for developing and setting in operation the system and another 12 months for warranty service.

The experts’ time allocation on site will depend absolutely on the specific needs of the tasks of the project. The Contractor should include in his proposal an estimation of experts’ time allocation in relation to the method of work he intends to follow.

Inception phase (the first three months of the work): 
The contractor should start with a inception phase. At this phase, the contractor will analyse the current state of the BoTC as regards the audit manuals and procedures and also current IT structure in the Treasury. The contractor will carry out this in close cooperation with Turkish teams involved in this area. The contractor is specifically expected to analyse the audit systems of BoTC in terms of;

· human resources capacity and training needs of the staff to work at BoTC,

· technical infrastructure,

· administrative framework of the services and structural changes of the BoTC, taking into account the foreseen functions of BoTC.

The outcome of this stage is the establishment of project office and an inception report covering the findings of the first phase. In this report the Contractor is expected to develop a fully-fledged work plan for the implementation phase. And also in this phase the Contractor should prepare;

· Baselined (Approved and Finalized) Plans (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

· Business Requirements Specification (including business processes, user interfaces, draft user manuals, constraints and assumptions)

· Business Test Plan (scenarios)

· Training Plan

· System Requirements Specification

Implementation phase (from the 4th month of the commencement of the project to the completion): 
The implementation phase of the project will comprise of all the activities specified in the tender documents. This progress will basically be about the development a computerized audit system.
To be able to set up and sustain such a system, there needs to have

· a well-trained staff (and a continued training programme for newly appointed personal),

·  the appropriate infrastructure (hardware, software, network equipment and internet equipment), 

· written and visual documents for system to operate smoothly and effectively, 

·  performance model (blueprints) for BoTC and its staff , 

· evaluation criteria of the BoTC’s performance with regard to provision of consultations.  

At the implementation phase, the above mentioned works will be carried out based on the work plan to be devised during the inception phase. 

6. REQUIREMENTS

The Bidders must clearly explain their approach to Project Management and identify how the following roles will be fulfilled as per the Minimum Project Key Team Table. The Bidders must explain how they plans to cover the below listed functionality conforming to the international standards as required within this Tender Dossier. One professional may assume more than one role based on the proposal, provided that the roles do not conflict with each other, for example QA manager cannot be the same as the senior software engineer.

6.1 Personnel
Key experts

It is expected that the Contractor will assign/deploy a Team Leader and experts, possessing the expertise as described below. The experts will work under the supervision of the Team Leader who will be responsible for maintaining the coherence of the whole project. The key experts should be available for the whole contract period and their CVs must be provided within the tender dossier of the tenderer.

· Team Leader (TL):
TL assumes overall responsibility for the implementation of this project. He/she will also be responsible for ensuring that the Bidder’s team delivers the specification of the requirements for hardware and networking services necessary to facilitate the overall solution. He/she will thereafter liaise with client managers, and any sub-Suppliers, to timely provide the system requirements.

The TL will be responsible for assisting in organising, coordinating and 

managing:

· the inputs of key and non-key experts

· the timely delivery of supplies

· all promotion and awareness raising activities

· all training activities delivered by the experts

· all follow up delivered by the experts 

· the organization, launch and implementation of project related events

In addition to the above responsibilities, the team leader will:

· Participate in the management meetings

· Participate in ad hoc meetings related to the programme called by the BoTC, and the CFCU

· Fulfill the reporting requirements as set out in section 7 of these documents

in accordance with the provision of this contract.

Qualifications and skills


· University graduate in a relevant field preferably in computer engineering.

· Have good command of written and spoken English. Turkish would be an asset

· Excellent communication and leadership skills.

· Have full computer literacy.

Professional experience

· At least 15 years of experience in IT related fields,

· Experience in administration, programme planning, monitoring and reporting,

· Political awareness and experience resolving complex organisational issues.

Specific experience

· At least 10 years of experience in system development and implementation projects,

· Minimum of 5 years professional experience of managerial responsibilities,

· Domain Expert(DE):
 DE is responsible from the development of taxonomy, new audit procedures as per international standards such as of IFAC. 

Qualifications and skills


· Must have university degree preferably in economics. Having a certificate in econometrics will be a plus.
· Have good command of written and spoken English. Turkish would be an asset

· Have proven high quality analytical drafting, as well as excellent communication skills.
· Have full computer literacy.

Professional experience

· At least 10 years of experience in accounting and auditing related fields.
Specific experience

· Must have been involved in at least two similar centre establishment and operations consultancy. 

· Must be knowledgeable and experienced in metadata standards.
· CAAT Expert :
CAAT Expert is responsible for developing the requirements and controlling the customization for the CAAT. 

Qualifications and skills


· Must have university degree preferably in accounting, economy, administration or engineering. Hold an international certification to provide advanced training on CAAT will be a plus.
· Have good command of written and spoken English. Turkish would be an asset

· Have proven high quality analytical drafting, as well as excellent communication skills

· Have full computer literacy.

Professional experience

· At least 5 years of experience in accounting and auditing related fields.
Specific experience
· At least 3 years experience in similar turnkey assignments.
· Must have experience in not only in the proposed CAA Tool but also in CAA Techniques. 
· Portal & Collaboration Solution Expert: 

Portal and Collaboration Expert designs and develops workflows and forms. 
Qualifications and skills


· Must have university degree preferably in computer engineering.
· Have good command of written and spoken English. Turkish would be an asset

· Have proven high quality analytical drafting, as well as excellent communication skills

· Have full computer literacy.

Professional experience

· At least 5 years of experience in IT related fields.
Specific experience

· Must have experience in role and object based access to content managed by the solution. 
· Must be experienced in the ETL and Business Intelligence components.
· Must be experienced in the Treasury supplied SAP NetWeaver if the contractor proposes a solution based on SAP.

More than one expert may be provided as per the Supplier’s resource utilization requirements in the system development life cycle.

· Process Management Expert. 
Design the processes for the overall execution of the system. 
Qualifications and skills


· Must have university degree preferably in industrial or computer engineering.
· Have good command of written and spoken English. Turkish would be an asset

· Have proven high quality analytical drafting, as well as excellent communication skills

· Have full computer literacy.

Professional experience

· At least 5 years of experience in IT related fields.
Specific experience
· Must have experience in process design and management in a nationwide governmental organization.

Turkish is an asset. Otherwise, interpretation should be arranged with no additional cost, etc.

The Bidder must ensure and prove in his proposal that the proposed key team members are qualified and experienced, i.e. actively developing similar technical solutions for the last two years. Detailed CVs of the proposed key personnel must be provided together with the proposals.

Detailed resource utilization of the proposed key personnel must be provided in the Draft Project Management Plan.

University degree from an internationally recognized university is required for all key positions.

All staff changes must be reported to the BoTC immediately with proper justification and explanation. Upon removal of any staff member, the Supplier must substitute another member with equivalent or higher qualifications within 10 working days. This change must be approved by the BoTC before put in action.

Other experts

It is expected that the Contractor will present a Team of non key experts with significant expertise in the individual components of the project. Experts should have a bachelor’s degree in a relevant field.
A variety of experts from several different disciplines are foreseen for the implementation of the services. Indicatively: preparing the templates, including descriptions of the structure, functions, defining responsibilities and tasks to be performed by the BoTC and its staff, assessing training needs, developing training programmes for both the BoTC staff and the system users, preparing training materials and implementing training programme, analysis, design, development/customisation of the specific components of the application software for which they are qualified, and installation, tuning & start-up of the IT platform of the system. The number of the non key experts and the extent of their involvement in the project are to be decided by the Contractor in accordance with his organisation and methodology.

The Contractor shall select and hire the short-term experts as required according to the profiles identified in the Organization & Methodology and the requirements herein. The Contractor will mobilize these experts in accordance with the approved input schedule. All experts in this category will have a minimum of 5 years of professional experience and a university degree in the relevant field or to at least 10 years of practical experience. 
Civil servants and other agents of the public administration of the beneficiary country, regardless of their administrative situation, shall not be engaged as experts in this tender with the exception of staff of universities which are not directly involved in this project. Where the staff of university is employed, the tenderer will have to demonstrate that they are exclusively available for the project at the periods when their precise inputs will be delivered. 

6.2 Office accommodation
Office accommodation of a reasonable standard and of approximately 10 square meters for each expert working on the contract will be provided by the BoTC. 
6.3 Facilities to be provided by the Contractor
The Contractor shall ensure that experts are adequately supported and equipped.  In particular it shall ensure that there is sufficient administrative, secretarial and interpreting provision to enable experts to concentrate on their primary responsibilities.  It must also transfer funds as necessary to support its activities under the contract and to ensure that its employees are paid regularly and in a timely fashion.
If the Contractor is a consortium, the arrangements should allow for the maximum flexibility in project implementation.  Arrangements offering each consortium partner a fixed percentage of the work to be undertaken under the contract should be avoided.
6.4 Equipment
The basic specifications on the hardware listed at Appendix-A, will be further developed by the Contractor in accordance with the Project needs in complacence with his experience, and it will be deemed that the cost of the said items are covered by the price of this contract, therefore, no additional payment shall be done for their purchase by the Contracting Authority. 
Except for the above mentioned hardware, no equipment is to be purchased for the Project as part of this contract or transferred to the Contracting Authority / Beneficiary Country at the end of this contract. Any other equipment related to this contract, which is to be acquired by the Beneficiary Country must be purchased by means of a separate supply tender procedure.
Finally, it should be noted, that the Contractor shall deliver to BoTC the source code of any additional software he will develop for the purposes of the customisation of the software components or for the custom processing applications required as well as the license rights of any other software delivered under this contract.
6.5 Project Budget
The maximum budget of this project will be the Contract Price, including supply of the all hardware and software to be delivered and developed to set up the Computerised Audit System under this Contract.

7. REPORTS

7.1 Reporting requirements
Reports to be submitted by the Contractor:
The Contractor will prepare the following reports and submit to the CFCU for approval and with a copy to BoTC and the EC Delegation (ECD) for information.
Inception report
At the end of inception phase, the Contractor will submit an inception report. This report will give an overview of start-up operations for the project as a whole and will summarise progress made overall and within each component. On the basis of the inception report the Team Leader will prepare a Work Plan (WP) in collaboration with the BoTC. 
Work Plan
The WP will cover the entire duration of the project and will set out the schedule of the various activities and their input and will clearly define the measurable targets to be achieved by the Contractor. It will also contain a plan for the publicity and visibility of the programme. The plan will be submitted to the CFCU for approval, and to the BoTC and to the ECD for information. The Plan is to be reviewed at the end of the second quarter and revised as necessary to provide the basis for the following period of the Project
Other Plans

The contractor will prepare other plans which are necessary for system development cycle. These are;

1-Baselined (Approved and Finalized) Plans (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

2-Business Requirements Specification (including business processes, user interfaces, draft user manuals, constraints and assumptions)

3-Business Test Plan (scenarios)

4-Training Plan

5-System Requirements Specification

Quarterly reports
The Contractor will submit quarterly progress reports until provisional acceptance. These will detail the activities of the project during the quarter and will summarise progress in each component. 
Report on starting test, verifications and provisional acceptance procedures:
Following the fully completion of establishment of the Computerised Audit System including all tasks-components, the Contractor draw up a report informing about the final status of the project, and particular completion of the establishment of the system, and submit it to the CFCU to request to start test and inspections, and which eventually lead to provisional acceptance. Please, refer to Special Conditions Articles on Inspection and Testing, Verification Operations, and Provisional Acceptance for further information about the procedures.
Draft Final and Final report
At the end of the project which will occur following the expiry of manufacturer warranty period, the Contractor will submit its final report. This will not only describe the activities and achievements of the programme and of the implementation units, but will also describe the exit strategy and methodology applied for ensuring sustainability. This report will be used as a basis and trigger point for the start of the test and inspection procedures, which will eventually lead to final acceptance.
The draft final progress report must be submitted at least one month before the end of the period of execution of the contract. Note that these interim and final progress reports are additional to any required in Section 2.3 of these Document.
7.2 Submission & approval of reports
The reports must be written in English. All reports and deliverables must be submitted to CFCU for approval and with a copy to BoTC and the EC Delegation (ECD) for information. The CFCU shall issue the final letter of approval of the report in question.

8. MONITORING AND EVALUATION

8.1 Definition of indicators

· Necessary hardware and software is installed and operational

· Treasury MIS staff authorized to applaud system-content has the capability to use directly the system facility.
· All defined procedures are modelled in the system

· All incoming queries are being processed

· All required Application are customised/developed

· The assigned IT Department personnel has been trained as administrators of the system

· The assigned BoTC personnel have been trained as trainers of the BoTC
· The system has been tested centrally and become fully operational

· The System has been become accessible to external users without any problem

· No significant problem arise out during the warranty period

8.2 Special requirements
8.2.1 SOLUTION
It is essential that the solution must be provided as turn key, including all hardware, software, network and service components. One single successful bidder shall be responsible from the integration and integrity of the overall infrastructure, and utilization of the existing technologies and staff.

Hence, the Bidder must satisfy the above-mentioned requirement in addition to the other requirements in this Tender Dossier.
8.2.2 SYSTEM DEVELOPMENT LIFE CYCLE
System Development Life Cycle must conform to following phases:

1. Inception. The Inception Phase will take 

· Technical Specifications, and 

· Draft Plans (to be submitted with the proposal) (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the inputs, and deliver

· Baselined (Approved and Finalized) Plans (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the outputs.

2. Business Analysis. This phase will take 

· Technical Specifications, and 

· Baselined Plans

as the inputs, and deliver

· Business Requirements Specification (including business processes, user interfaces, draft user manuals, constraints and assumptions)

· Business Test Plan (scenarios)

· Training Plan

as the outputs.

3. System Analysis. This phase will take 

· Business Requirements Specification

· Business Test Plan

· Training Plan

as the inputs, and deliver

· System Requirements Specification

as the output.

4. System Design. This phase will take 

· System Requirements Specification

· Test Plan

· Training Plan


as the inputs, and deliver

· System Design Description

· Test Cases

· Revised Test Plan

· Revised Training Plan

as the outputs.

5. Custom Software Development - In Spiral Model (Build Approach)



This phase will be based on Software Analysis, Software Design and Coding and Testing sub-phases.

· Software Analysis. This phase will take Technical Specifications and Baselined and Revised Plans as the inputs, and deliver Software Requirements Specification as the output.

· Software Design. This phase will take Software Requirements Specification as the input, and deliver Software Design Description and Revised Test Plan as the outputs.

· Coding and Testing. This phase will take Software Design Description and Revised Test Plan as the inputs, and deliver Code (custom software), Revised Test Cases and Test Report (results) as the outputs.
6. Software Acceptance. This phase will take 

· Code (custom software)

· Revised Test Cases

as the inputs, and deliver

· Test Report

· User and Technical Documentation

· Revised and Accepted Application Software (modular acceptance based on builds)

as the outputs.

7. System Acceptance. This phase will take 

· System Design Description

· Test Cases

· Delivery and Deployment Plan 

· Operations Plan

· All system solution components delivered, installed, and configured

· Application Software ready and accepted

· Training Plan

· Training Material


as the inputs, and deliver

· Operational application software

· System Test Report

· Trained Technical and Business Users

· Revised User and Technical Documentation (including configuration documentation)

· Revised Operations Plan

as the outputs.

8. Operational Acceptance - Entire System. In this final phase, 

· Integrated System is in place and operational,

· Business Test Plans are applied, and 

· Business Test Results are obtained,

· Internal Security Audit performed. 


This corresponds to the Operational Acceptance of the System as a complete, integrated; and the Warranty Period commences.
8.2.3 SPESIFIC CUSTOM APPLICATION SOFTWARE REQUIREMENTS

· The proposed application software solution must be a bespoke development for BoTC based on an integration of Common/Commercial Off The Shelf (COTS) software. All source code and copyright of developed application software will belong to BoTC. The overall software solution must be built as customization and additional development on the existing software infrastructure at the Treasury as explained further in this set of specifications.

· The application software user interface language must be Turkish and fully support Turkish collation such as ISO8859-9 (Latin 5), Windows 1254. The solution shall provide capability of reporting based on the daily, period and historical rates defined for foreign currencies, including Euro. 

· It must be possible to use a standard personal computer and laptop as the client-side workstation.

· The application software must track its version and must automatically start the download of the new version of client components only if there is a version change or no software exists on the local disk.

· Shared data persistence must be centralized in the server-side Data Centre systems. 

· Each authorized client must be able to operate stand alone with no connection to the central system and data/information changes on both sides must be accordingly synchronized automatically at designated intervals, on demand and/or when there is online connection as per the BoTC management settings, which may change over time.

· The application must support a multi-tier client/multiserver web architecture, and it must be operable over IP, conforming to security requirements of this technical specification.

· It must be possible to split presentation, application and data logic into several physical systems, and the presentation logic must be accessible / startable via a Web browser and/or client application program interface without having to change the application (business logic) layer.

· The solution must support for login with encrypted connection by SSL.

· System user information must be requested from the Directory Services Server.

· It must be possible to use SSL for data entry and access.

· The solution must support PKI, tokens and smartcards with biometric data for user authentication. 

· It must be possible to use digital certificates for internal operations which shall be generated through the proposed Certificate Authority Server.

· For external operations with other public agencies, it must be possible to use digital certificates obtained from TUBITAK.

· The solution must support Intranet, Extranet or Internet users conforming to security requirements of the technical specification.

· Metadata layer
· There must be a separate metadata layer that allows the solution to be built in a flexible, loosely coupled, and easily extensible model. 

· Metadata layer must be a glue between different systems enabling them working effectively.

· Metadata layer must allow business analysts, architects and developers to all collaborate, eliminate business risk related to change in IT assets and avoid the disruption of critical business processes.

· The Supplier must propose a methodology for the BoTC staff to extend/change functionality through the supplied configuration facilities without directly modifying the data model or the source code.

· Metadata data layer must be implemented in order to facilitate highly configurable application software.

· Metadata layer must support an extensible metadata model.

· Metadata should underpin the proposed applications where ever possible. This includes electronic forms and management, workflow, library, application level access control and security.

· It must be possible to store all layers, types and forms of various external data collection methods as metadata. 

· The system must be parameter driven, having support for storing data types, data structures and data rules (administrator configurable) rule base, externally in metadata layer. Metadata can be nested (meta-metadata). Please explain any scripting features.

· Meta data layer shall contain

· Definitions of application parameters (such as lookup tables)

· Definitions of lookup table entry/modification forms 

· Definitions of batch data transfer formats and data structures

· Statutory and management report structure and formats

· Work flow definitions

· Security information. A role and group based security system closely combined with the workflow component ensures that only those persons specified herein have the rights to access a particular case.

· Integration logic metadata

· Case types, associated workflows, report template definitions, and roles

· Document Structure metadata like DTDs, XML schemas

· Document style metadata like XSLT files

· Security logic metadata

· Data dictionary, business dictionary

· Data model metadata

· Web service descriptions, WSDL files  as metadata

· Record structures must conform to ISO 15489:2001 (parts 1 & 2), ISO 15836:2003, and ISO 23950:1998 standards, and must be grouped under

· Management metadata

· Descriptive metadata

· Analytical (subject based) metadata

· Audit specific metadata

· Technical metadata

· eGIF, regional, describable and modifiable n-dimensional m-level metadata including related agency/institutional codes

· Electronic and physical archival information and scanned documents

· It must be possible to use controlled dictionary usage within the application (country and language codes, media types, etc)

· All COTS and custom developed applications should be integrated with Metadata layer in order to communicate with other applications both internal to the BoTC or external to the BoTC.

· Data Validation

The solution must

· Provide automatic validation of inputs including, but not limited to, the following: value ranges, MERNIS number, TAX number, Country/ Province/ etc codes, organization identifiers, and enterprise identifiers.

· Provide validation at the time of entry on each coded value to ensure that each transaction is valid.

· Permit on‑line entry and maintenance of the dictionary tables by authorized personnel. These include, but not limited to, country and language codes, taxonomy, other metadata lookup tables, internet media types (MIME), etc.

· Use the same reference data values from data dictionaries for all validation processes within the supplied system.

· Validate all codes at the time of entry during on-line processing.

· Perform all syntactical checking of data at the time of entry. 

· Validation through external data sources must be handled by the business logic of the application.

· Provide XML schema or Document Type Definition (DTD) validation for XML data. 

· Error Handling
The application must

· Output display error messages describing the error and the action required to rectify it.

· Have possibility to continue processing if a validation error occurs. 

· Have ability to specify default options for use when a validation error occurs.

· Perform all validations on a transaction at the same time regardless of the number of errors detected.

· Logging

The application must

· Store messages in their original native format for integrity. 

· Store messages for security, analysis, reporting or for other purposes.

· Enterprise Integration

· All sub-system executables must be independently installable and operable with minimum inter-module dependencies. All inter-module dependencies and integration shall be clearly documented.

· The application must share a common instance of a database service, and share single instances of data records for concurrent retrieval (other than reporting) and update operations. This applies to sharing common functions and/or data access procedures and having common access control and common retrieval/update locking.

· The solution must allow the user to move seamlessly between functional tasks and applications via options in the user interface without having to sign off one application and log onto another.

· The Supplier must propose all system software, hardware and service components to ensure successful operation of the proposed solution. 

· The solution must have facilities for integration of the stakeholders including international donors (if and when required), CFCU, and local governments.

· Integration solution should solve both vertical and horizontal integration problems.

· To collect real time data from different parties and build real time information,  a semantic information integration method based on taxonomies should be used. 

· BoTC must be able to publish services which have open and defined interface and reusable and easily integrateable. 

· Interfaces / Interoperability
· The application must have standard interface format (such as encrypted and signed XML) for secure data exchange both into and out of the application to provide interoperability with other government systems. 

· Application must support XML web services standards like SOAP, WSDL, and UDDI.

· Application must support related industry XML schemas to interoperate. 

· The solution must have configurable interfaces through a COTS package software to the designated external systems by the BoTC, including the agency under audit, CFCU, and local governments.

· The application must maintain data integrity and audit history when importing data into the system in batch mode.

· The application must have ability to input/output from/to RTF, text, comma separated, spreadsheet formats and XML formats where appropriate.

· The applications’ data structures must be well documented and must be readily available to BoTC within Software Requirements Specification in Turkish and English.

· All database object names (tables, modules, objects, methods, etc.) must be in either English or Turkish in the entity and attribute names.

· All components of custom source code and scripts (variable names, comments) must be in English or Turkish. 

· The Supplier, during the course of project implementation, must provide convincing evidence that the delivered System is secure from unauthorized access (“hacking”), doing so, by referring to the security audit report (which will be delivered by the BoTC. This service must include, but is not limited to, security requirements assessment, recommendation of required changes and upgrades in the existing BoTC infrastructure, and certification.

· Help / User Interface
· Context sensitive on-line help facilities that are provided at function and screen level such as search facility within help and value prompting within help.

· Help messages must prompt the user what to do next after an error message.

· User interface must be based on user interface design standards, either international, de facto/industry or proprietary standards of the Supplier.

· It must be possible to 

· Access to other key functions from any screen without forcing users to back out of deep menu paths. Key functions will be defined and finalized in the Software Requirements Specification.

· Support navigation shortcuts by function keys, buttons or multi-key sequences.

· Perform data item validation (syntactical and semantic) and cross-field validation checks during data entry at the client side. The application shall return all failures to the user’s screen in the form of messages as part of the Presentation Logic. This requirement does not cover Business Logic related data integrity controls.

· Handle all error conditions by displaying an error or warning message and not by an abnormal termination of the program.

· End-user interface (menus, screens, error messages, on screen and printed reports, etc.) must be in Turkish.

· Application Performance
· The Supplier must detail performance levels in System Requirements Specification using the application software to be provided by the Supplier.

· Performance levels will be measured based on the requirements specified in the System Requirements Specification for one month commencing Provisional Acceptance of the systems. Revisions must be proposed by the Supplier, which would have to be finalized in the overall updated System Requirements Specification. Committed performance levels will be applicable based on the finalized System Requirements Specification after approval of BoTC.

· The solution must allow for the batch and on-line to be run concurrently; and scheduling and prioritization on batch applications such as report generation and data consolidation.

· The developed solution must include system utilities and/or method documentation to measure and tune the application software. During the development cycle of the application software, the Supplier shall substantiate any performance claims such as;

· write transaction (insert) involving data validation and database update

· typical enquiry involving drill-down to the transaction level

· the maintenance cycle (e.g. database reorganization, tidying, indexing)

· the batch update cycle

· the report extraction scanning database

· Technical Support Model
· The supplier must provide the full set of technical manuals for each software product supplied. 

· The supplier must create end-user manuals for instruction of end-users, and supply at least 50 copies.

· All end-user documentation must be in Turkish.

· Appropriate documentation (installation notes, technical manuals) to be provided with Application Software upgrades (new versions and releases). 

· Technical support must be provided in the Turkish language.

· A Service Level Management must be proposed by the Supplier as per the ITIL specifications and the service levels specified the Supplier’s System Requirements Specification document.

· The Supplier must ensure there is a high level of support in relation to each software component or tool or methodology proposed to be used or supplied as part of the system, or which is required for support, maintenance or enhancement of the system, both during the implementation phase and the ongoing operation of the system. This must include, but not be limited to, telephone hotline support.

· The Supplier must provide on-site personnel for support and mentoring purposes for all hardware and software in BoTC after Provisional Acceptance at no extra charge as defined under Support and Maintenance.

· The supplier shall have access to hardware/software manufacturers’ technical information and hence enable online know-how transfer to the BoTC. 8x5 access to technical centres of the manufacturers’ for assistance especially for emergency situations (network down, server down, performance problems etc.) for online expert troubleshooting, assistance, remote access, case management, solution/work around provision services provided by the Supplier must be available. The supplier shall designate manufacturer engineers to own trouble cases for quick resolution for BoTC. 

· All software releases will be made via the application release server.

· The Supplier must provide 2 copies of the master disk image of each client and server system type to return the system to its original configuration. This must be made readily available when needed with explanatory labelling and usage instructions.

8.2.4 SPESIFIC FIRMWARE AND SYSTEM SOFTWARE REQUIREMENTS


· In making performance and functionality claims the Bidders’ proposals must reference, where possible, the Manufacturer’s internal documents (e.g. product data sheets, product brochures, white papers etc.)

· The latest, commercially available version, of system software/firmware must be provided.

· All hardware device drivers for the proposed hardware components must be delivered, installed and made operational for all systems utilizing the proposed hardware.

· All required software components that are not stated explicitly in this technical specifications document but are necessary for successful solution to the specifications herein must be proposed.

· All the hardware, software and services that provide managing (including console access, cold start functionality, etc.) and monitoring hardware (i.e. CPU temperature, fan speed etc.) of all the proposed servers remotely via network must be provided.

· All relevant solution components must properly display, calculate, and transmit date information, including, but not restricted to 21st-Century date information.

· All relevant solution components must be capable of storing, formatting, displaying and printing a monetary amount up to 999 billion New Turkish Lira.

· All relevant solution components shall be capable of storing, formatting, displaying and printing New Turkish Lira and foreign currencies, including Euro.

· All proposed software components must have 100 % compatibility, interoperability and integration with each other and with the hardware systems proposed. The Supplier must solve all interoperability issues should they arise before the operational acceptance at no additional cost to the BoTC.

· The Bidder may propose more than one product to satisfy the requirements unless otherwise stated in the specifications. Similarly, a proposed product may satisfy more than one functionality.

8.2.5 SPESIFIC SECURITY REQUIREMENTS

· The application software must support digital signatures (including XML digital signatures) for electronically signing records and documents.

· The application software must support XML encryption to be able to encrypt partial of the document.

· The application software must support SAML tokens (security assertion markup language) to be able to carry user credentials between different parties.

· The application software must support recording and tracking of previous versions (history) of records for audit trail.

· The application software must store XML type data in their original native format in native XML repository to handle data integrity, non repudiation and for better performance. Composition and decomposition of data to store in a relational database is not accepted.

· The Supplier must provide solutions for data integrity, data loss, including backup, recovery and disaster recovery.

· System security must enable users of all levels to operate on the system within the restrictions imposed by the responsible system administrators through Directory Services solution. 

· The policy of determining who will operate on the system and what functions they will perform must be carried out in the Data Centre, usually on advice or request from local managers through Directory Services solution.

· The system software (operating system and related COTS) must include mechanisms that allow the system administrator to define access rights by users, groups and roles, for categories of operation, such as define/manage, insert, delete, update, read and execute. Bidder must explain all relevant Directory Services mechanisms in the proposed solution and system configuration. 

· There must be a feature in the system to enable storage of the Access Control Lists (ACL) in secure format (such as encrypted). 

· BoTC system user identification information (i.e. name, surname, department, phone, password etc) must be loaded into the Directory Services system (Active Directory) before operational acceptance. Information detail must be approved by BoTC. All Authentication Authorization Accounting (AAA) (on application, web, server logins, e-mail applications etc…) must be centrally provided through Directory Services. All applications under consideration must be Directory Services-aware. Namely, AAA must be supplied by Directory Services server. The motivation behind this approach is to provide single user/password pair (single signon) through all project application software components. 

· All security policies related to users, PCs and servers must be stored in Directory Services.

· All security management must be done through Directory Services server by appropriate Directory Services aware clients. Proposed solution and system configuration must include all necessary items and solution components for this purpose.

· The Supplier must deliver a procedure for user management related requests from the Treasury MIS Department in coordination with the MIS Department and the BoTC.
8.2.6 SUPPLIER STAFF SECURITY REQUIREMENTS

· User account and access rights of any staff removed from the project must be disabled prior to removal.

· BoTC may request removal of any staff of Supplier with a written explanation. Supplier must remove the staff, requested by the BoTC, within the day of the request from the project. 

8.2.7 INTEGRITY, BACKUP AND RECOVERY
· The proposed solution must ensure data integrity in the event of a hardware or software failure.

· The proposed solution must identify files that have been changed and those that will be saved for recovery purposes.

· The system must provide the facilities (e.g. checkpoint/ rollback/ roll forward) to support the recovery of data to just before the point of failure, or some other well-defined point in the processing history, in the event of a disastrous processing failure. 

· The procedures must conform to those utilized by the Treasury. Currently the Treasury use CommVault.

8.2.8 SECURE ACCESS TO BOTC ONLINE SERVICES
· Login operation must be performed with encrypted connection by SSL.

· System user information will be requested from the Directory Services Server.

· Remote connections will be through remote desktop, and VPN services.

· There must be a message level security check like message structure validation, content validation check before reaching online services. 

· Currently the Treasury use a separate VLAN for BoTC and CA eTrust.
8.2.9 SPESIFIC SYSTEMS MANAGEMENT REQUIREMENTS
· Systems Management must conform to existing systems and procedures supplied by the Treasury. Currently the Treasury use GFI LanGuard.

· The Supplier must develop a Graphical User Interface for IT Audit purposes, utilizing log data collected by the Treasury systems.
8.2.10 APPLICABLE STANDARDS, GUIDELINES AND LEGISLATION
· ISO/IEC 17799:2005, Information technology – Security techniques – Code of practice for information security management 

· BS 15000, Service Management Processes

· ISO/FDIS 27001, Information Security Management - Specification With Guidance for Use BS 7799, Information Security

· ISO/IEC DIS 20000, IT service management

· ISO/IEC 15288:2002, Systems engineering -- System life cycle processes

· ISO/IEC 12207:1995 & ISO/IEC 12207:1995/Amd 1:2002 & ISO/IEC 12207:1995/Amd 2:2004, Information technology -- Software life cycle processes

· ISO/IEC 8859-9:1999, Information technology -- 8-bit single-byte coded graphic character sets -- Part 9: Latin alphabet No. 5

· TS 5881-1, Bilgi İşlem - 8-Bit Tek Bayt Kodlu Grafik Karakterler Kümesi - Bölüm 1: Latin Alfabesi

· ISO 15489:2001, Information and documentation -- Records management 

· ISO 15836:2003, Information and documentation - The Dublin Core metadata element set

· ISO/IEC 11179 Metadata Repositories

· ISO 23950:1998, Information and documentation -- Information retrieval (Z30.50) -- Application service definition and protocol specification

· Turkish eGovernment Interoperability Framework (State Planning Organization) 

· Turkish Electronic Records Management (GD of State Archives and SPO) 
 

· Model Requirements for the Management of Electronic Records 

· Turkish regulation on the establishment of Board of Treasury Controllers (published in the Official Gazette dated June 10, 1995 and no.22309)

· Turkish legislation on Public Financial Management and Control – law no 5018 (published in the Official Gazette, dated December 10, 2003 and no 25326)

· IIA Internal Audit Standards 
 (Attribute Standards, Performance Standards), and Practice Advisories 

· IFAC International Standards on Auditing (ISA) 

· IFAC  International Public Sector Accounting 
Standards and Guidelines

· Audit Risk Standards

· Global Technology Audit Guide (GTAG) 



8.2.11 CUSTOM APPLICATION SOFTWARE

LOGICAL SOLUTION MAP

Logical map for the overall solution is given in the diagram below for reference.
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8.2.12 AUDIT MANAGEMENT
	General
	Audit Management set of modules must be bespoke software based on Portal & collaboration and Project Management package software.

	Personalized portal front end
	Provided by SAP NetWeaver, the Supplier must develop a customized interface for the BoTC based on the SAP solution

	Intelligent search
	Provided by SAP NetWeaver, the Supplier must develop a metadata layer/taxonomy specific to auditing

	Team and Task Management


	The Supplier must develop bespoke software for the cycle management including the whole cycle from Planning to Reporting, with Assignments, Delegation, Controls, and Performance evaluations based on the underlying software infrastructure of the Treasury, as also explained under Typical Operational Scenario.

	Evrak (Official Document Workflow)
	Existing Treasury Application. The MIS Department will extend the software for BoTC internal circulation management, however the Supplier shall 

· integrate the audit life cycle to the Evrak, 

· customize Evrak to reflect separate internal flows based on the document types,

· customize Evrak to reflect separate eForms based on the internal flow type, and 

· develop interfaces to report on the audit logs of the related flows.

	Archival System
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Content Management
	This feature is provided by the Microsoft CMS, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Auditor Registry and Skill-base
	The Supplier must develop a bespoke application component.

	eLearning System
	The Supplier must supply a COTS package.


8.2.13 COMPUTER AIDED AUDIT TOOLS & TECHNIQUES
· The Supplier must supply a COTS package. A centralized version must be provided for the BoTC, and standalone version must be provided for the laptop systems for the auditors on the move.

· BoTC specific customization and integration with the Audit Management must be developed by the Supplier.

· General characteristics are as follows:

	Library
	· Best practices and techniques library

· Report templates, field merge, report generation (additional customization as per BoTC requirements)

· Knowledge Base and E-Library subsystem (additional customization as per BoTC requirements)

· Regulations (additional customization as per BoTC requirements)

· EU Acquis

· International guidelines & best practices

	Data Manipulation Subsystem
	· Data Loader – Extractor (Data Transfer Facility). For data transfer to the other software and extraction for the exception analysis.

· Audit sampling. Samples of the data can be prepared and analyzed.

· Duplicate identification: Duplicate data can be organized by data field and subsequently identified.

· Joining and merging: Two separate data files may be joined or merged to combine and match information. 

· Sorting: Information can be sorted by any data field. 

· Stratification: Large amounts of data can be organized by the specific factors, thereby facilitating analysis. 

· Summarization: Data can be organized to identify patterns. 

· Total fields: Totals for numeric fields can be quickly and accurately calculated. 

	Data Analysis
	· Aging: An auditor can test the aging of accounts receivable. 

· Gap identification: Gaps in information can be automatically noted. 

· Audit cube formation for data analysis.


8.2.14 INTEGRATION WITH THE EXISTING TREASURY SUBSYSTEMS
	General
	The Supplier is responsible for the integration and customization to suit BoTC requirements.

	ETL
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Reporting & Business Intelligence
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Portal and Content Management
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Workflow Management and Form Designer
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Project Management
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Audit Metadata System
	This feature is provided by the SAP suite, and the Supplier must customize the software for Audit Management as identified during the Analysis Phase.

	Treasury Databases
	The Supplier must develop interfaces to extract selected operational and log data from these operational databases.

	Relational Data Base Management System
	The Treasury uses MS SQL Server. Hence the solution must be built on this RDBMS.

	Application Server and Web Server
	The Treasury uses .Net platform and IIS. Hence the solution must be developed over this platform.


8.2.14 TYPICAL OPERATIONAL SCENARIO
	Step
	Task
	Solution component

	1
	Preparation of Strategic Plan
	Audit Management

	2
	Preparation of Annual Audit Plan
	Audit Management

	3
	Audit task assigned to a team of auditors
	Audit Management

	4
	Audit Engagement Letters
	Audit Management

	5
	Opening Meeting
	Audit Management

	6
	Preliminary Audit
	Audit Management, CAATT

	7
	Preparation of Audit Engagement plan
	Audit Management

	8
	Field work
	Audit Management, CAATT

	9
	Draft report
	Audit Management

	10
	Communication of findings
	Audit Management

	11
	Closing meetings
	Audit Management

	12
	Final report
	Audit Management

	13
	Follow-up of findings
	Audit Management


All information and data gathered through this project concerning the activities of BoTC should be considered as commercially sensitive and their confidentiality must be respected. 

9. PUBLICITY AND VISIBILITY

The Contractor will draft such a plan taking into account the “EU Visibility Guidelines for External Actions” which can be accessed at: http://europa.eu.int/comm/europeaid/visibility/pdf/europaid/guidelines_en.pdf. Activities related to the publicity and visibility of this project shall follow the principles laid down in these Guidelines.
The same document will include practical guidance on publicity requirements for the recipients of the grant schemes. The Contractor shall take all necessary measures to publicise the fact that the Community has financed the programme. To that end, the Contractor shall refer to the Programme and Community financial contribution in information given to the final recipients of the project, in internal and final reports and in any dealings with the media. In addition, the Contractor shall display the logos of the EU wherever possible.
Any publication by the Contractor, in whatever form and by whatever medium, including the Internet, shall carry the following text or a similar notice: “This document has been produced with the financial assistance of the European Community”. In addition, the back cover of any publications prepared by the Contractor for this project should also contain the following disclaimer: “The contents of this publication is the sole responsibility of <name of the Contractor > and can in no way be taken to reflect the views of the European Union”.
A Publicity and Visibility Plan covering the lifetime of the project must be developed by the Contractor during the inception phase and incorporated into the Work Plan.
At the end of the project the Contractor will produce and publish at least 100 copies of a 10-20 page brochures that summarises the most successful aspects of the programme. This will involve selection of the most relevant activities of the project including good practices, drafting text (Turkish and English), ensuring photographic presentation material, selecting a contractor for designing, editing and printing the brochure and coordinate its distribution with the BoTC and the CFCU. The European Commission and the CFCU will be consulted at each step of the brochure’s preparation and the design, content layout and printing format will be submitted to the European Commission and the CFCU for approval.
Costs for information and visibility aspects shall be covered for under global price of this contract.

APPENDIX – C

DELIVERY AND INSTALLATION OF THE EQUIPMENT
	Item No
	Description
	Quantity
	Delivery Addresses

	1
	PERSONALIZED PORTAL FRONT END (AUDITOR ELECTRONIC WORKSPACE) (CUSTOMIZATION)
	1
	Hazine Müsteşarlığı

Inonu Bulvari No:36

Emek

Ankara

Turkey

	2
	AUDIT PROJECT MANAGEMENT (BESPOKE DEVELOPMENT ON COTS)
	1
	

	3
	INTELLIGENT SEARCH (CUSTOMIZATION)
	1
	

	4
	ARCHIVAL SYSTEM (CUSTOMIZATION)
	1
	

	5
	CONTENT MANAGEMENT (CUSTOMIZATION)
	1
	

	6
	OFFICIAL DOCUMENT WORKFLOW “EVRAK” (CUSTOMIZATION & EXTENSION)
	1
	

	7
	AUDITOR REGISTRY AND SKILL-BASE (BESPOKE DEVELOPMENT)
	1
	

	8
	REPORTING SOLUTION (CUSTOMIZATION)
	1
	

	9
	WORKFLOW MANAGEMENT AND FORM DESIGNER (CUSTOMIZATION)
	1
	

	10
	E-LEARNING SYSTEM (COTS & CUSTOMIZATION)
	1
	

	11
	KNOWLEDGE BASE AND E-LIBRARY SUBSYSTEM (CUSTOMIZATION)
	1
	

	12
	BEST PRACTICES AND TECHNIQUES LIBRARY
	1
	

	13
	DATA COLLECTION SUBSYSTEM (CAA TOOLS COMPONENT) AND DATA MANIPULATION AND ANALYSIS
	1 Server with site license

10 Client Licenses
	

	14
	AUDIT METADATA SYSTEM (CUSTOMIZATION)
	1
	

	15
	NOTEBOOKS
	40
	

	16
	PERSONAL COMPUTER SYSTEMS TYPE A
	20
	

	17
	PERSONAL COMPUTER SYSTEM TYPE B
	1
	

	18
	SERVER
	1
	

	19
	DEVELOPMENT OF TAXONOMY BASED ON INTERNATIONAL STANDARDS
	1
	

	20
	DEVELOPMENT OF STANDARD OPERATING PROCEDURES FOR SYSTEMS MANAGEMENT
	1
	

	21
	PROCESS DESIGN
	1
	

	22
	IMPROVED PROCEDURES
	1
	

	23
	REVISION OF AUDIT MANUALS
	1
	

	24
	REDESIGN OF REPORTS
	1
	

	25
	INSTALLATION
	1
	

	26
	SUPPORT AND MAINTENANCE
	1
	

	27
	SOLUTION TRAINING
	1
	


APPENDIX - D
Schedule of Deliverables

	Deliverable
	By Week

	Project Inception Report
	2

	Business Requirements Specification based on processes
	10

	Source Code & Customization
	31

	Test Results
	33

	Overall bespoke application and CAATT
	35

	System Technical Training
	37

	Server and client systems
	35

	e-Training Infrastructure
	35

	End-user Training
	40

	Security audit
	41

	Project Closure Report
	43


APPENDIX – E
Acronyms and Abbreviations

	AAA 
	Authentication Authorization Accounting

	ACL
	Access Control List

	AD 
	Active Directory

	AGP
	Accelerated Graphics Port

	API
	Application Programming Interface

	ATAPI
	Advanced Technology Attachment Packet Interface

	BoTC 
	Board of Treasury Controllers

	BRS
	Business Requirements Specification

	BS
	British Standards

	CAA 
	Computer Aided/Assisted Audit

	CAAT 
	Computer Aided/Assisted Tools

	CAATT 
	CAAT and Techniques

	CAPE
	Computer Aided Process Engineering

	CBT 
	Computer Based Training

	CFCU 
	Central Financial and Control Unit

	CISA 
	Certified Information Systems Auditor

	CISSP 
	Certified Information Systems Security Professional

	CoBIT 
	Control Objectives for Information and related Technology

	COM
	Component Object Model

	COSO 
	Committee of Sponsoring Organizations of the Treadway Commission 

	COTS 
	Common/Commercial Off The Shelf (software)

	CPU
	Central Processing Unit

	DB
	Database

	DIS 
	Decentralised Implementation System

	DTD 
	Document Type Definition

	ECC
	Error-Correcting Code

	Egif
	Electronic Government Interoperability Framework

	EIDE
	Enhanced Integrated Drive Electronics

	ETL 
	Extract Transform Load

	GD
	General Directorate

	GIF 
	Government Interoperability Framework

	ICAS 
	Institute of Chartered Accountants of Scotland

	IFAC 
	International Federation of Accountants

	IIA   
	Institute of Internal Audit

	IIS 
	Internet Information Server

	ISACA 
	Information Systems Audit and Control Association

	ISO
	International Standards Organisation

	IT
	Information Technology

	ITIL 
	IT Information Library

	LCD
	Liquid Crystal Display

	LDAP 
	Lightweight Directory Access Protocol 

	MIME 
	Multipurpose Internet Mail Extensions

	NPAA
	National Programme for the Adoption of the Acquis

	ODBC
	Open DataBase Connectivity

	OS
	Operating System

	PCI
	Peripheral Component Interconnect

	PCMCIA
	Personal Computer Memory Card International Association

	PKI 
	Public Key Infrastructure

	QA 
	Quality Assurance

	QBE 
	Query By Example

	RDBMS 
	Relational DataBase Management System

	RTF
	Rich Text Format

	SAML 
	Security Assertion Markup Language

	SATA
	Serial Advanced Technology Attachment

	SCORM 
	Shareable Content Object Reference Model

	SCSI
	Small Computer System Interface

	SOAP 
	Simple Object Access Protocol

	SPO (DPT) 
	State Planning Organisation

	SRS
	Software Requirements Specification

	SSL 
	Secure Socket Layer

	TS
	Technical Specifications

	TUBITAK
	Türkiye Bilimsel ve Teknik Araştırma Kurumu (Scientific and Technical Research Council of Turkey)

	UDDI 
	Universal Description, Discovery and Integration

	USB
	Universal Serial Bus

	VLAN 
	Virtual LAN

	VPN
	Virtual Private Network

	WFM
	WorkFlow Management

	WSDL
	Web Services Description Language

	XBRL 
	eXtensible Business Reporting Language

	XML 
	Extensible Markup Language


Figure 1. Logical Solution Map








1 DDP/DDU - Incoterms 2000 International Chamber of Commerce.


* Whenever a specific name of a product is mentioned in the Technical Specifications, it has to be understood as that product or its equivalent.





� T: Technical, U: User, M: Management, S: Treasury MIS and Software Development Department staff who will be responsible for the sustainability of the solution.


� http://www.bilgitoplumu.gov.tr/yayin/2005BirlikteCalisabilirlikRehberi.pdf


� http://www.bilgitoplumu.gov.tr/duyuru/EBYS_v_1_0.pdf


� http://www.cornwell.co.uk/moreqdocs/moreq.pdf


� http://www.theiia.org/


� http://www.ifac.org


� http://www.ifac.org/Store/Category.tmpl?Category=Public%20Sector%20Accounting


� http://www.theiia.org/index.cfm?doc_id=4706
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