PRIME MINISTRY

UNDERSECRETARIAT OF TREASURY 
                  
                                 CENTRAL FINANCE AND CONTRACTS UNIT –CFCU

___________________________________________________________________________


 <Place and date>
<Address of potential tenderer>

Our ref.: EuropeAid/121570/D/S/TR

Dear Sirs,
SUBJECT: INVITATION TO TENDER FOR SUPPLY OF EQUIPMENT FOR SUPPORTING TURKEY IN THE FIELD OF INTELLECTUAL PROPERTY RIGHTS WITH A FOCUS ON FIGHT AGAINST PIRACY
Further to your enquiry regarding the publication of the above-mentioned invitation to tender, please find enclosed the following documents, which constitute the tender dossier:
A. INSTRUCTIONS TO TENDERERS 
1. SUPPLIES TO BE PROVIDED

2. TIMETABLE

3. PARTICIPATION

4. ORIGIN

5. TYPE OF CONTRACT

6. CURRENCY

7. LOTS

8. PERIOD OF VALIDITY

9. LANGUAGE OF OFFERS

10. SUBMISSION OF TENDERS

11. CONTENT OF TENDERS

12. PRICING

13. ADDITIONAL INFORMATION BEFORE THE DEADLINE FOR SUBMISSION OF TENDERS

14. CLARIFICATION MEETING / SITE VISIT

15. ALTERATION OR WITHDRAWAL OF TENDERS

16. COSTS OF PREPARING TENDERS

17. OWNERSHIP OF TENDERS

18. JOINT VENTURE OR CONSORTIUM

19. OPENING OF TENDERS

20. EVALUATION OF TENDERS

21. SIGNATURE OF THE CONTRACT AND PERFORMANCE GUARANTEE

22. TENDER GUARANTEE

23. ETHICS CLAUSES

24. CANCELLATION OF THE TENDER PROCEDURE

25. APPEALS

26. DATA PROTECTION

B. DRAFT CONTRACT AND SPECIAL CONDITIONS, INCLUDING ANNEXES
DRAFT CONTRACT

SPECIAL CONDITIONS

ANNEX I
GENERAL CONDITIONS 

ANNEX II
TECHNICAL SPECIFICATIONS 

ANNEX III
TECHNICAL offer (to be tailored to the specific project)

ANNEX IV
BUDGET BREAKDOWN (model financial offer)

ANNEX V
FORMS
A. Financial identification form

B. Model performance guarantee

C. Pre-financing guarantee form

D. Private legal entity form

E. Public legal entity form

F. Grant of facilities
G. Provisional / Final Acceptance Certificate
C. FURTHER INFORMATION
GLOSSARY

ADMINISTRATIVE COMPLIANCE GRID

EVALUATION GRID

D. TENDER FORM FOR A SUPPLY CONTRACT
For full information about procurement procedures please consult the Practical Guide to contract procedures for EC external actions, which can be downloaded from the following web page: http://europa.eu.int/comm/europeaid/cgi/frame12.pl
Any request for clarification must be received by the Contracting Authority in writing at least 21 days before the deadline for submission of tenders. . The Contracting Authority will publish, on the EuropeAid website, , Delegation of the European Commission to Turkey website and CFCU website,  a reply to tenderers' questions at least 11 days before the deadline for submission of tenders. If the Contracting Authority, either on its own initiative or in response to a request from a tenderer, provides additional information on the tender dossier such information will be published on the following web sites:

http://europa.eu.int/comm/europeaid/cgi/frame12.pl
http://www.deltur.cec.eu.int
http://www.cfcu.gov.tr/tender.php?lng=en&
Costs incurred by the tenderer in preparing and submitting the tender proposals will not be reimbursed.

We look forward to receiving your tender and the accompanying tender guarantee at the address specified in the Instructions to Tenderers before 19.10.2006, at 12:00 hrs (local time, Turkey), as stated in the procurement notice. 

Yours sincerely,
Muhsin ALTUN

PAO- CFCU Director 

A. 
INSTRUCTIONS TO TENDERERS

PUBLICATION REF.: EuropeAid/121570/D/S/TR
In submitting a tender, the tenderer accepts in full and without restriction the special and general conditions governing this contract as the sole basis of this tendering procedure, whatever his own conditions of sale may be, which he hereby waives. Tenderers are expected to examine carefully and comply with all instructions, forms, contract provisions and specifications contained in this tender dossier. Failure to submit a tender containing all the required information and documentation within the deadline specified will lead to the rejection of the tender. No account can be taken of any reservation in the tender as regards the tender dossier; any reservation will result in the immediate rejection of the tender without further evaluation.
A glossary of the terms used here is included in Part C of this tender dossier.
1 Supplies to be provided

1.1 The subject of the contract is the delivery, installation, putting into operation, inspection, testing, training in the use and warranty services by the Contractor of the following goods: 
	Item No
	Description
	Quantity

	LOT 1: HARDWARE AND SOFTWARE

	1.1
	Solution Development
	1

	1.2
	Custom Application Software
	1

	Common Off-the-Shelf Software (COTS) Components

	1.3
	Reporting Solution
	1

	1.4
	Service Desk
	1

	1.5
	Relational Data Base Management System
	2

	1.6
	Application Server and Web Server
	2

	1.7
	Content Management Solution
	2

	1.8
	Portal & Collaboration Solution
	2

	1.9
	Electronic Document Management System
	1

	1.10
	Workflow Management
	1

	1.11
	Integration/Interoperability Framework
	1

	1.12
	IPR Metadata System
	1

	1.13
	Messaging Solution
	1

	1.14
	eLearning System
	1

	1.15
	Application Development Suite
	2

	Services

	1.16
	Development of taxonomy based on international standards
	1

	1.17
	Migration of Existing DB into New DB
	1

	1.18
	Development of Public Web Site (Internet Portal)
	1

	1.19
	Development of Standard Operating Procedures for Systems Management
	1

	1.20
	Process Design
	1

	1.21
	Training
	1

	1.22
	Security Policy Preparation and Testing
	1

	1.23
	Installation
	1

	1.24
	Support and Maintenance
	1

	Solution Management

	1.25
	System Management Solution
	1

	1.26
	Client Management Solution
	1

	1.27
	Log Collecting and Auditing Solution
	1

	Server Hardware & Storage Components

	1.28
	Server Type A (Database Servers)
	2

	1.29
	Server Type B
	19

	1.30
	Storage Solution
	1

	1.31
	Tape Library
	1

	Security

	1.32
	Directory Services Solution
	1

	1.33
	Vulnerability Detection
	1

	1.34
	Policy Compliance
	1

	1.35
	Anti-Virus and Client Security System
	1

	1.36
	Firewall Type A (Internet Security Solution)
	2

	1.37
	Firewall Type B (Network Security Solution)
	2

	1.38
	Secure Content Gateway
	1

	1.39
	IDS/IDP
	1

	1.40
	Security Management Software
	1

	1.41
	Certification Authority
	1

	1.42
	Backup and Recovery Software
	1

	Networking

	1.43
	Switch Type A (Backbone)
	1

	1.44
	Switch Type B
	3

	1.45
	Cabling
	1

	Data Center

	1.46
	UPS
	1

	1.47
	Data Center Specialized Room Equipment
	1

	LOT 2: CLIENT SYSTEMS

	2.1
	Personal Computer Systems Type A
	40

	2.2
	Personal Computer Systems Type B
	2

	2.3
	A4 Monochrome Laser Printer
	5

	2.4
	Scanning Solution
	2


At/to the delivery address in given quantities according to the distribution list annexed to the Technical Specifications (ATTACHMENT A ), DDP(delivered duty paid),  within 210 (two hundred ten) calendar days beginning from contract signature by both parties.
1.2 
The supplies must comply fully with the technical specifications set out in the tender dossier (technical annex) and conform in all respects with the drawings, quantities, models, samples, measurements and other instructions.
1.3 
The supplies described under all lots where necessary must be accompanied by a “lot” of spare parts and/or of consumables for information purposes. Neither the unit price nor the overall price of the spare parts will figure in the evaluation of the tender, except where the unit price or the number of parts varies substantially between the tenders received. The list of spare parts must be drawn up by the tenderer in the light of his professional experience and taking account of the places of use; it must show the unit prices of the parts, calculated on the basis of Article 11 (below). 
1.4 
Tenderers are not authorised to tender for a variant in addition to the present tender.
1.5 
The beneficiary of this contract is Ministry of Culture and Tourism, General Directorate of Cinema and Copyright.

2.
Timetable

	
	DATE
	TIME*

	Clarification meeting / site visit (if any)
	Not applicable
	Not applicable

	Deadline for request for any clarifications from the Contracting Authority
	28.09.2006
	17:00

	Last date on which clarifications are issued by the Contracting Authority
	09.10.2006
	-

	Deadline for submission of tenders
	19.10.2006
	12:00

	Tender opening session
	19.10.2006
	14:30

	Notification of award to the successful tenderer
	10.11.2006
	-

	Signature of the contract
	30.11.2006
	-


* 
All times are in the time zone of the country of the Contracting Authority.

( 
Provisional date

3.
Participation  

3.1
Participation in tendering is open on equal terms to all natural and legal persons of the Member States of the European Union, and the beneficiary countries of the pre-accession financial assistance programme for Turkey and the countries covered by the Regulations on access to Community external assistance
. All works, supplies and services must originate in one or more of these countries. 
3.2
These terms refer to all nationals of the said states and to all legal entities, companies or partnerships constituted under, and governed by, the civil, commercial or public law of such states and having their statutory office, central administration or principal place of business there. A legal entity, company or partnership having only its statutory office there must be engaged in an activity which has an effective and continuous link with the economy of the state concerned. 

3.3
These rules apply to:

a) tenderers;

b) members of a consortium; 

c) any subcontractors

3.4
Natural persons, companies or undertakings meeting the conditions set out in section 2.3.3 of the Practical Guide to contract procedures EC external actions are excluded from participation in and the award of contracts. Otherwise they risk exclusion from contracts and grants in accordance with section 2.3.5 of the Practical Guide. Tenderers or candidates who have been guilty of making false declarations will also incur financial penalties representing 10% of the total value of the contract being awarded. That rate may be increased to 20% in the event of a repeat offence within five years of the first infringement.

3.5
To be eligible for participation in this tender procedure, tenderers must prove to the satisfaction of the Contracting Authority that they comply with the necessary legal, technical and financial requirements and have the wherewithal to carry out the contract effectively. 

4.
Origin

4.1
Unless otherwise provided in the Special Conditions, supplies must originate in a Member State of the European Union, Turkey or a country covered by the Regulations on access to Community external assistance
. The origin of the goods must be determined according to the Community Customs Code or the international agreements to which the country concerned is a signatory. 

Derogation from the rule of origin is granted for 
Item 1.30 “Storage Solution” (the SAN Switch covered under “Connectivity” heading), Item 1.43 “Switch Type A (Backbone)”,   

Item 1.44 “Switch Type B”, 

Item 2.4 “Scanning Solution”.
4.2
When submitting his tender, the tenderer must state expressly that all the goods meet the requirements concerning origin and must state the respective countries of origin. He may be asked to provide additional information in this connection.

5.
Type of contract


Unit-price with itemised expenditure.

6.
Currency

Tenders must be presented in Euro.

7.
Lots
7.1
The Tenderer may submit a tender for one lot or all of the lots. 

7.2
Each lot will form a separate contract and the quantities indicated for different lots will be indivisible. The tenderer must offer the whole of the quantity or quantities indicated for each lot. Under no circumstances must tenders for part of the quantities required be taken into consideration. If the tenderer is awarded more than one lot, a single contract may be concluded covering all those lots.

7.3
A tenderer may include in his tender the overall discount he would grant in the event of some or all of the lots for which he has submitted a tender being awarded. The discount should be clearly indicated for each lot in such a way that it can be announced during the public tender opening session.

7.4
Contracts will be awarded lot by lot, but the Contracting Authority may select the most favourable overall solution after taking account of any discounts offered.
8.
Period of validity

8.1
Tenderers shall be bound by their tenders for a period of 90 days from the deadline for the submission of tenders. 

8.2
In exceptional cases and prior to the expiry of the original tender validity period, the Contracting Authority may ask tenderers in writing to extend this period by 40 days. Tenderers that agree to do so will not be permitted to modify their tenders. If they refuse, their participation in the tender procedure will be terminated.
The successful tenderer will be bound by his tender for a further period of 60 days following receipt of the notification that he has been selected. The further period is added to the initial period of 90 days irrespective of the date of notification.
9.
Language of offers
9.1
The offers, all correspondence and documents related to the tender exchanged by the tenderer and the Contracting Authority must be written in the language of the procedure which is English.
Supporting documents and printed literature furnished by the tenderer may be in another language, provided they are accompanied by a translation into the language of the procedure. For the purposes of interpretation of the tender, the language of the procedure will prevail.
10.
Submission of tenders

10.1
Tenders must be received before the deadline specified in the letter of invitation to tender. They must include all the documents specified in point 11 of these Instructions and be sent to the following address: 

Mr. Muhsin ALTUN
PAO, CFCU Director
Central Finance and Contracts Unit (CFCU)

Eskişehir Yolu 4.Km 2.Cad. 

(Halk Bankası Kampüsü) No: 63 C-Blok

06520 Söğütözü / Ankara/TURKEY


Tenders must comply with the following conditions:

10.2
All tenders must be submitted in one original, marked “original”, and 3 (three) copies signed in the same way as the original and marked “copy”. 

10.3
All tenders must be received at Central Finance and Contracts Unit, Ankara-Turkey before the deadline date and time, 19.10.2006, 12:00 hrs. (Local time), by registered letter with acknowledgement of receipt or hand-delivered against receipt signed by the Project Manager or his representative.
10.4
All tenders, including annexes and all supporting documents, must be submitted in a sealed envelope bearing only:


a)
the above address;

         b)   the reference code of this tender procedure, (i.e. EUROPEAID/121570/D/S/TR);

c)
where applicable, the number of the lot(s) tendered for;

d)
the words “Not to be opened before the tender opening session” in the language of the tender dossier and “İhale gün ve saatinden önce açılamaz” in Turkish.


e)
The name of the tenderer

The technical and financial offers must be placed together in a sealed envelope for each lot. The envelopes should then be placed in another single sealed envelope/package, unless their volume requires a separate submission for each lot.

11.
Content of tenders

All tenders submitted must comply with the requirements in the tender dossier and comprise:
Part 1: Technical offer:

· a detailed description of the supplies tendered in conformity with the technical specifications, including any documentation required, including;
· For information purposes only ,a list of the manufacturer's recommended spare parts and consumables for the use of the equipment during the warranty period;
· A training proposal for the items explained in the Technical Specifications indicating training needs according to the requirements set in the Technical Specifications.

The technical offer should be presented as per template (annex III*, the contractor’s technical offer) completed when and if necessary by separate sheets for details.

Part 2: Financial offer:

· A financial offer calculated on a basis of [DDP]
 for the supplies tendered, including:

· Financial proposal for information purposes only, unit prices of spare parts and consumables for use, of the equipment during the warranty period;

· Financial proposal the costs of training for the items explained in the Technical Specifications;

This financial offer should be presented as per template (annex IV*, budget breakdown), and if necessary completed by separate sheets for the details.

· An electronic version, in Excel, of the financial offer.

Part 3: Documentation:

To be supplied following templates in annex*:

·  The tender guarantee, for a fixed amount as indicated in the in point 11 of the Procurement Notice and Article 22 of these Instructions must be provided according to the model annexed to the tender dossier;

· The “Tender Form for a Supply Contract”, duly completed,  which includes the tenderer’s declaration, point 7, (from each member if a consortium):

· The details of the bank account into which payments should be made (financial identification form) (Where the tenderer has already signed another contract with the European Commission, he may provide instead of the financial identification form either his financial identification form number or a copy of the financial identification form provided on that occasion, unless a change occurred in the meantime)

· The legal entity file and the supporting documents (Where the tenderer has already signed another contract with the European Commission, he may provide instead of the legal entity sheet and its supporting documents either his legal entity number or a copy of the legal entity sheet provided on that occasion, unless a change in his legal status occurred in the meantime.)

To be supplied on free formats:

· A description of the organisation of the warranty tendered, which must be in accordance with the conditions laid down in Article 32 of the General Conditions. The tenderer must include in his proposal, a letter (an affidavit), in the case of being the successful tenderer that he commits himself to make the periodic maintenance of the goods that he will supply in the time of warranty period without any cost to Beneficiary and Contracting Authority.
· A statement by the tenderer attesting the origin of the supplies tendered (or other proofs of origin).

· Duly authorised signature: an official document (statutes, power of attorney, notary statement, etc.) proving that the person who signs on behalf of the company/joint venture/consortium is duly authorised to do so.

Remarks:


Tenderers are requested to follow this order of presentation.

Annex* refers to templates attached to the tender dossier. These templates are also available on http://europa.eu.int/comm/europeaid/tender/gestion/pg/index_en.htm.  
12.
Pricing

12.1
Tenderers will be deemed to have satisfied themselves, before submitting their tender(s), as to (its)(their) correctness and completeness, to have taken account of all that is required for the full and proper execution of the contract and to have included all costs in their rates and prices.

12.2
Depending on whether the supplies proposed are manufactured locally or are to be imported into the country of the Contracting Authority, Tenderers must quote by lot, unit (and overall) prices for their tenders on one of the following bases:

a)
for supplies manufactured locally, unit and overall prices must be quoted for delivery to the   place of destination and in accordance with the above conditions, excluding all domestic taxation applicable to their manufacture;

b)
for supplies to be imported into the country of the Contracting Authority, unit and 
overall prices must be quoted for delivery to the place of destination and in accordance with the above conditions, excluding all duties and taxes applicable to their importation and VAT, from which they are exempt. (see Annex V:Grant of Facilities).

12.3
Whatever the origin of the supplies, the contract is exempt from stamp and registration duties. 

12.4
The prices for the contract are fixed and not subject to revision.

13.
Additional information before the deadline for submission of tenders

The tender dossier should be clear enough to preclude the need for candidates invited to tender to request additional information during the procedure. If the Contracting Authority, either on its own initiative or in response to a request from a prospective tenderer, provides additional information on the tender dossier such information will be published on the following web sites:

http://europa.eu.int/comm/europeaid/cgi/frame12.pl
http://www.deltur.cec.eu.int
http://www.cfcu.gov.tr/tender.php?lng=en&
Tenderers may submit questions in writing to the following address up to 21 days before the deadline for submission of tenders, specifying the 

Publication Reference: EUROPEAID/121570/D/S/TR

and the 

Contact Title: Supply of Equipment for Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
Contact name:

Mr. Muhsin ALTUN, PAO, CFCU Director
Address         : 

Central Finance and Contracts Unit (CFCU)

Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY
Fax No.         : 

+90 312 472 37 44

E-mail           : 

muhsin.altun@cfcu.gov.tr

Any clarification of the tender dossier will be published at the above web-sites at the latest 11 days before the deadline for submission of tenders. No further clarification will be provided after this date. 

Any prospective tenderers seeking to arrange individual meetings with either the Contracting Authority (CFCU) and/or the European Commission during the tender period may be excluded from the tender procedure.

14.
Clarification meeting / site visit

14.1 
No clarification meeting / site visit planned.

15.
Alteration or withdrawal of tenders

15.1
Tenderers may alter or withdraw their tenders by written notification prior to the deadline for submission of tenders referred to in Article 10.1. No tender may be altered after this deadline. Withdrawals must be unconditional and will end all participation in the tender procedure.

15.2
Any such notification of alteration or withdrawal must be prepared and submitted in accordance with Article 10. The outer envelope must be marked 'Alteration' or 'Withdrawal' as appropriate.

15.3
No tender may be withdrawn in the interval between the deadline for submission of tenders referred to in Article 10.1 and the expiry of the tender validity period. Withdrawal of a tender during this interval may result in forfeiture of the tender guarantee.
16.
Costs of preparing tenders

No costs incurred by the tenderer in preparing and submitting the tender are reimbursable. All such costs will be borne by the tenderer.

17.
Ownership of tenders

The Contracting Authority retains ownership of all tenders received under this tender procedure. Consequently, tenderers have no right to have their tenders returned to them.

18.
Joint venture or consortium

18.1
If a tenderer is a joint venture or consortium of two or more persons, the tender must be single with the object of securing a single contract, each person must sign the tender and will be jointly and severally liable for the tender and any contract. Those persons must designate one of their members to act as leader with authority to bind the joint venture or consortium. The composition of the joint venture or consortium must not be altered without the prior consent in writing of the Contracting Authority.

18.2
The tender may be signed by the representative of the joint venture or consortium only if he has been expressly so authorised in writing by the members of the joint venture or consortium, and the authorising contract, notaries act or deed must be submitted to the Contracting Authority in accordance with point 11 of these Instructions to Tenderers. All signatures to the authorising instrument must be certified in accordance with the national laws and regulations of each party comprising the joint venture or consortium together with the powers of attorney establishing, in writing, that the signatories to the tender are empowered to enter into commitments on behalf of the members of the joint venture or consortium. Each member of such joint venture or consortium must provide the proof required under Article 3.5 as if it, itself, were the tenderer.

19.
Opening of tenders

19.1
The opening and examination of tenders is for the purpose of checking whether the tenders are complete, whether the requisite tender guarantees have been furnished, whether the required documents have been properly included and whether the tenders are generally in order.

19.2
The tenders will be opened in public session on 19.10.2006, at 14:30 p.m. local time at

Central Finance and Contracts Unit (CFCU)

Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) 
No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY
       
by the committee appointed for the purpose. The committee will draw up minutes of the meeting, which will be available on request.

19.3
At the tender opening, the tenderers' names, the tender prices, any discount offered, written notifications of modification and withdrawal, the presence of the requisite tender guarantee and such other information as the Contracting Authority may consider appropriate may be announced.

19.4
After the public opening of the tenders, no information relating to the examination, clarification, evaluation and comparison of tenders, or recommendations concerning the award of the contract can be disclosed.

19.5
In the interests of transparency and equal treatment and without being able to modify their tenders, tenderers may be required, at the sole written request of the evaluation committee, to provide clarifications within a reasonable timelimit to be fixed by the evaluation committee. Any such request for clarification must not seek the correction of formal errors or of major restrictions affecting execution of the contract or distorting competition.

19.6
Any attempt by a tenderer to influence the evaluation committee in the process of examination, clarification, evaluation and comparison of tenders, to obtain information on how the procedure is progressing or to influence the Contracting Authority in its decision concerning the award of the contract will result in the immediate rejection of his tender.

19.7
All tenders received after the deadline for submission specified in the procurement notice or these instructions will be kept by the Contracting Authority. The associated guarantees will be returned to the tenderers . No liability can be accepted for late delivery of tenders. Late tenders will be rejected and will not be evaluated.

20.
Evaluation of tenders

20.1
Examination of the administrative conformity of tenders


The aim at this stage is to check that tenders comply with the essential requirements of the tender dossier. A tender is deemed to comply if it satisfies all the conditions, procedures and specifications in the tender dossier without substantially departing from or attaching restrictions to them.


Substantial departures or restrictions are those which affect the scope, quality or execution of the contract, differ widely from the terms of the tender dossier, limit the rights of the Contracting Authority or the tenderer's obligations under the contract or distort competition for tenderers whose tenders do comply. Decisions to the effect that a tender is not administratively compliant must be duly justified in the evaluation minutes.


If a tender does not comply with the tender dossier, it will be rejected immediately and may not subsequently be made to comply by correcting it or withdrawing the departure or restriction.

20.2
Technical evaluation


After analysing the tenders deemed to comply in administrative terms, the evaluation committee will rule on the technical admissibility of each tender, classifying it as technically compliant or non-compliant.


The minimum qualifications required (see selection criteria in Procurement Notice point 16) are to be evaluated at the start of this stage. 


The technical quality of the services for training and warranty services during the warranty period will also be evaluated by using yes/no criteria as specified in the tender dossier.

20.3
To facilitate the examination and evaluation of tenders, the evaluation committee may ask each tenderer individually for clarification of his tender, including breakdowns of prices. The request for clarification and the response must be in writing, but no change in the price or substance of the tender may be sought, offered or permitted except as required to confirm the correction of arithmetical errors discovered during the evaluation of tenders pursuant to Article 20.4. Decisions to the effect that a tender is not technically compliant must be duly justified in the evaluation minutes.
20.4
Financial evaluation


a)
Tenders found to be technically compliant shall be checked for any arithmetical 
 errors in computation and summation. Errors will be corrected by the evaluation committee as follows: 


-
where there is a discrepancy between amounts in figures and in words, the amount in words will be the amount taken into account;


-
except for lump-sum contracts, where there is a discrepancy between a unit price and the total amount derived from the multiplication of the unit price and the quantity, the unit price as quoted will be the price taken into account.


b)
Amounts corrected in this way will be binding on the tenderer. If the tenderer 
does not accept them, his tender will be rejected.

20.5
Variant Solutions.


Variant solutions will not be taken into consideration.

20.6
Award criteria

The sole award criterion will be the price. The contract will be awarded to the cheapest technically compliant tender.

21.      Signature of the contract and performance guarantee

21.1   The successful tenderer will be informed in writing that its tender has been accepted (notification of award). Before the Contracting Authority signs the contract with the successful tenderer, the successful tenderer must provide the documentary proof or statement required under the law of the country in which the company (or each of the companies in case of a consortium) is established, to show that it does not fall into the exclusion situations listed in section 2.3.3 of the Practical Guide to contract procedures for EC external actions. This evidence or these documents or statements must carry a date, which cannot be more than 1 year before the date of notification of the award. In addition, a sworn statement shall be furnished stating that the situations described in these documents have not changed since then.
21.2 The successful tenderer shall also provide evidence of the financial and economic standing and the technical and professional capacity according to the selection criteria for this call for tender specified in the procurement notice, point 16. The documentary proof required are listed in sections 2.4.12.1.3 and 2.4.12.1.4 of the Practical Guide to contract procedures for EC external actions.

21.3 If the successful tenderer fails to provide the documentary proof or statement or the evidence of the financial and economic standing and the technical and professional capacity within 15 calendar days following the notification of award or if the successful tenderer is found to have provided false information, the award will be considered null and void. In such a case, the Contracting Authority may award the tender to another tenderer or cancel the tender procedure.
21.4 N/A.
21.5 Within 30 days of receipt of the contract already signed by the Contracting Authority, the selected tenderer must sign and date the contract and return it, with the performance guarantee, to the Contracting Authority. On signing the contract, the successful tenderer will become the Contractor and the contract will enter into force.
21.6 If he fails to sign and return the contract and any financial guarantee required within 30 days after receipt of notification, the Contracting Authority may consider the acceptance of the tender to be cancelled without prejudice to the Contracting Authority's right to seize the guarantee, claim compensation or pursue any other remedy in respect of such failure, and the successful tenderer will have no claim whatsoever on the Contracting Authority.
21.7 The performance guarantee referred to in the General Conditions is set at 10% of the amount of the contract and must be presented in the form specified in the annex to the tender dossier. It will be released within 45 days of the issue of the final acceptance certificate by the Contracting Authority, except for the proportion assigned to after-sales service.
22.
Tender guarantee


The tender guarantee referred to in Article 11.7 above is set at 2% of tender price and must be presented in the form specified in the annex to the tender dossier. It must remain valid for 45 days beyond the period of validity of the tender. Tender guarantees provided by tenderers who have not been selected shall be returned together with the information letter that the tenderer has been unsuccessful.  The tender guarantee of the successful tenderer shall be released on the signing of the contract, once the performance guarantee has been submitted.

The Tender Guarantee must be submitted in ORIGINAL, photocopies shall not be accepted. If guarantee is not issued in English, its translation in to English shall be attached to the ORIGINAL Tender Guarantee.
23.
Ethics clauses

23.1
Any attempt by a candidate or tenderer to obtain confidential information, enter into unlawful agreements with competitors or influence the committee or the Contracting Authority during the process of examining, clarifying, evaluating and comparing tenders will lead to the rejection of his candidacy or tender and may result in administrative penalties.

23.2
Without the Contracting Authority's prior written authorisation, a Contractor and his staff or any other company with which the Contractor is associated or linked may not, even on an ancillary or subcontracting basis, supply other services, carry out works or supply equipment for the project. This prohibition also applies to any other projects that could, owing to the nature of the contract, give rise to a conflict of interest on the part of the Contractor.

23.3
When putting forward a candidacy or tender, the candidate or tenderer shall declare that he is affected by no potential conflict of interest and has no equivalent relation in that respect with other tenderers or parties involved in the project. Should such a situation arise during execution of the contract, the Contractor must immediately inform the Contracting Authority.

23.4
The Contractor must at all time act impartially and as a faithful adviser in accordance with the code of conduct of his profession. He shall refrain from making public statements about the project or services without the Contracting Authority's prior approval. He may not commit the Contracting Authority in any way without its prior written consent.

23.5
For the duration of the contract the Contractor and his staff shall respect human rights and undertake not to offend the political, cultural and religious mores of the beneficiary state.

23.6
The Contractor may accept no payment connected with the contract other than that provided for therein. The Contractor and his staff must not exercise any activity or receive any advantage inconsistent with their obligations to the Contracting Authority.

23.7
The Contractor and his staff shall be obliged to maintain professional secrecy for the entire duration of the contract and after its completion. All reports and documents drawn up or received by the Contractor shall be confidential.

23.8
The contract shall govern the Contracting Parties' use of all reports and documents drawn up, received or presented by them during the implementation of the contract.

23.9
The Contractor shall refrain from any relationship likely to compromise his independence or that of his staff. If the Contractor ceases to be independent, the Contracting Authority may, regardless of injury, terminate the contract without further notice and without the Contractor having any claim to compensation.
23.10
The Commission reserves the right to suspend or cancel project financing if corrupt practices of any kind are discovered at any stage of the award process and if the Contracting Authority fails to take all appropriate measures to remedy the situation. For the purposes of this provision, "corrupt practices" are the offer of a bribe, gift, gratuity or commission to any person as an inducement or reward for performing or refraining from any act relating to the award of a contract or implementation of a contract already concluded with the Contracting Authority.

23.11
All tenders will be rejected or contracts terminated if it emerges that the award or implementation of a contract has given rise to unusual commercial expenses.

23.12
Such unusual commercial expenses are commissions not mentioned in the main contract or not stemming from a properly concluded contract referring to the main contract, commissions not paid in return for any actual and legitimate service, commissions remitted to a tax haven, commissions paid to a recipient who is not clearly identified or commissions paid to a company which has every appearance of being a front company.

23.13
The Contractor undertakes to supply the Commission on request with all supporting documents relating to the conditions of the contract's execution. The Commission may carry out whatever documentary or on-the-spot checks it deems necessary to find evidence in cases of suspected unusual commercial expenses.

23.14
Contractors found to have paid unusual commercial expenses on projects funded by the Community are liable, depending on the seriousness of the facts observed, to have their contracts terminated or to be permanently excluded from receiving Community funds.

24.
Cancellation of the tender procedure

In the event of a tender procedure's cancellation, tenderers will be notified by the Contracting Authority. If the tender procedure is cancelled before the tender opening session the sealed envelopes will be returned, unopened, to the tenderers.

Cancellation may occur where:

· the tender procedure has been unsuccessful, namely where no qualitatively or financially worthwhile tender has been received or there has been no response at all;

· the economic or technical parameters of the project have been fundamentally altered;

· exceptional circumstances or force majeure render normal implementation of the project impossible;

· all technically compliant tenders exceed the financial resources available;

· there have been irregularities in the procedure, in particular where these have prevented fair competition.

25
Appeals

Tenderers believing that they have been harmed by an error or irregularity during the award process may petition the Contracting Authority directly. The Contracting Authority must reply within 90 days of receipt of the complaint. 
Where the European Commission is not the Contracting Authority and where informed of such a complaint, it must communicate its opinion to the Contracting Authority and do all it can to facilitate an amicable solution between the complainant (tenderer) and the Contracting Authority.If this procedure fails, the tenderer may have recourse to procedures established under the recipient’s national legislation.

In no circumstances will the Contracting Authority be liable for damages, whatever their nature (in particular damages for loss of profits) or relationship to the cancellation of a tender, even if the Contracting Authority has been advised of the possibility of damages. The publication of a procurement notice does not commit the Contracting Authority to implement the programme or project announced. 

B. 
DRAFT CONTRACT AND SPECIAL CONDITIONS, INCLUDING ANNEXES

DRAFT CONTRACT
SUPPLY CONTRACT FOR EUROPEAN 

COMMUNITY EXTERNAL ACTIONS

No <Contract number>
financed from the EC General Budget
Central Finance and Contracts Unit with its office at Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY represented by Mr. Muhsin ALTUN, PAO, CFCU Director. ("The Contracting Authority"),
of the one part,

and

<Full official name of Contractor> 

[Legal status/title]

[Official registration number]

[Full official address]

[VAT number]
, (“the Contractor”)

of the other part,

have agreed as follows:

CONTRACT TITLE: 
Supply of Equipment for Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy
Identification number: EUROPEAID/121570/D/S/TR

Article 1
Subject
1.1 The subject of the contract is the delivery, installation, putting into operation, inspection, testing, training in the use and warranty services by the Contractor of the following goods:
	Item No
	Description
	Quantity

	LOT 1: HARDWARE AND SOFTWARE

	1.1
	Solution Development
	1

	1.2
	Custom Application Software
	1

	Common Off-the-Shelf Software (COTS) Components

	1.3
	Reporting Solution
	1

	1.4
	Service Desk
	1

	1.5
	Relational Data Base Management System
	2

	1.6
	Application Server and Web Server
	2

	1.7
	Content Management Solution
	2

	1.8
	Portal & Collaboration Solution
	2

	1.9
	Electronic Document Management System
	1

	1.10
	Workflow Management
	1

	1.11
	Integration/Interoperability Framework
	1

	1.12
	IPR Metadata System
	1

	1.13
	Messaging Solution
	1

	1.14
	eLearning System
	1

	1.15
	Application Development Suite
	2

	Services

	1.16
	Development of taxonomy based on international standards
	1

	1.17
	Migration of Existing DB into New DB
	1

	1.18
	Development of Public Web Site (Internet Portal)
	1

	1.19
	Development of Standard Operating Procedures for Systems Management
	1

	1.20
	Process Design
	1

	1.21
	Training
	1

	1.22
	Security Policy Preparation and Testing
	1

	1.23
	Installation
	1

	1.24
	Support and Maintenance
	1

	Solution Management

	1.25
	System Management Solution
	1

	1.26
	Client Management Solution
	1

	1.27
	Log Collecting and Auditing Solution
	1

	Server Hardware & Storage Components

	1.28
	Server Type A (Database Servers)
	2

	1.29
	Server Type B
	19

	1.30
	Storage Solution
	1

	1.31
	Tape Library
	1

	Security

	1.32
	Directory Services Solution
	1

	1.33
	Vulnerability Detection
	1

	1.34
	Policy Compliance
	1

	1.35
	Anti-Virus and Client Security System
	1

	1.36
	Firewall Type A (Internet Security Solution)
	2

	1.37
	Firewall Type B (Network Security Solution)
	2

	1.38
	Secure Content Gateway
	1

	1.39
	IDS/IDP
	1

	1.40
	Security Management Software
	1

	1.41
	Certification Authority
	1

	1.42
	Backup and Recovery Software
	1

	Networking

	1.43
	Switch Type A (Backbone)
	1

	1.44
	Switch Type B
	3

	1.45
	Cabling
	1

	Data Center

	1.46
	UPS
	1

	1.47
	Data Center Specialized Room Equipment
	1

	LOT 2: CLIENT SYSTEMS

	2.1
	Personal Computer Systems Type A
	40

	2.2
	Personal Computer Systems Type B
	2

	2.3
	A4 Monochrome Laser Printer
	5

	2.4
	Scanning Solution
	2


At/to the delivery address in given quantities according to the distribution list annexed to the Technical Specifications (ATTACHMENT A ), DDP(delivered duty paid),  within 210 (two hundred ten) calendar days beginning from contract signature by both parties.
The place of acceptance of the supplies shall be the delivered after the signature of the contract by both parties, the performance period shall be 210 (two hundred ten) calendar days for delivery, installation, putting into operation, inspection and testing together with training and 12 months for warranty services. The Incoterm
 applicable shall be DDP (Delivery Duty Paid).
 The implementation period shall run from the date of signature of the contract by both parties to the provisional acceptance that shall be considered as the date when all the supplies are installed, inspected, tested and accepted and training completed as stipulated in the Technical Specifications.

1.2
   The Contractor shall comply strictly with the terms of the Special Conditions and the technical annex.
1.3 
N/A.

Article 2
Origin

The supplies must originate in the European Community and the beneficiary countries of the pre-accession financial assistance programme for Turkey.  
A certificate of origin for the supplies must be provided by the Contractor at the latest when he requests provisional acceptance of the supplies. Failure to comply with this condition may result in the termination of the contract.
Derogation from the rule of origin is granted for 
Item 1.30 “Storage Solution” (the SAN Switch covered under “Connectivity” heading), Item 1.43 “Switch Type A (Backbone)”,   

Item 1.44 “Switch Type B”, 

Item 2.4 “Scanning Solution”.
The origin of the goods shall be determined according to the Community Customs Code or the international agreements to which the country concerned is a signatory.
For locally manufactured goods, origin certification must be made through a certificate done according to community customs code or the international agreements signed by Turkey.
Article 3 
Price

3.1
The price of the supplies shall be that shown on the financial offer (specimen in Annex IV). The total maximum contract price shall be ……… ……… EURO.
3.2
The price referred to in Article 3.1 above shall be the sole remuneration owed by the Contracting Authority to the Contractor under the contract. It shall be firm and shall not be subject to revision. 

3.3
Payments shall be made in accordance with the General and/or Special Conditions (Articles 26 to 28).

Article 4
Order of precedence of contract documents

The contract is made up of the following documents, in order of precedence:

· the contract agreement;
· the Special Conditions

· the General Conditions (Annex I); 
· the Technical Specifications (Annex II - including clarifications before the deadline for submission of tenders);
· the Technical Offer (Annex III);
· the budget breakdown (Annex IV);

· (specified forms and other relevant documents (Annex V
A. Financial identification form

B. Model performance guarantee

C. Pre-financing guarantee form

D. Private legal entity form

E. Public legal entity form

F. Grant of facilities
G. Provisional / Final Acceptance Certificate));                            

The various documents making up the contract shall be deemed to be mutually explanatory; in cases of ambiguity or divergence, they should be read in the order in which they appear above. 

Done in English in three originals, two originals being for the Contracting Authority and one original being for the Contractor.

	For the Contractor
	For the Contracting Authority

	Name:
	
	Name:
	Mr. Muhsin ALTUN

	Position:
	
	Position:
	PAO – CFCU Director

	Signature:


	
	Signature:
	

	Date:
	
	Date:
	

	Endorsed for financing by the European Community 

	Name:
	Mr. H.J.KRETSCHMER
	
	

	Position:
	Head of Delegation
	
	

	Signature:


	
	
	

	Date:
	
	
	


SPECIAL CONDITIONS
CONTENTS

These conditions amplify and supplement, if necessary, the General Conditions governing the contract. Unless the Special Conditions provide otherwise, those General Conditions remain fully applicable. The numbering of the Articles of the Special Conditions is not consecutive but follows the numbering of the Articles of the General Conditions. In exceptional cases, and with the authorisation of the competent Commission departments, other clauses may be introduced to cover specific situations.
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Article 2
Law applicable 

2.1
Turkish law shall apply in all matters not covered by the provisions of the contract.

2.2
The language used shall be English.

Article 4
Communications

Any written communication relating to this Contract between the Contracting Authority and/or the Project Manager, on the one hand, and the Contractor on the other must state the Contract title and identification number, and must be sent by post, fax, e-mail or by hand to the following addresses:

The Contracting Authority’s address and contact person: 

	Contact Name:
	Mr. Muhsin ALTUN, PAO, CFCU Director
	"the Project Manager"

	Address:
	Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY
	

	Telephone:
	+90 312 472 37 00
	

	Fax:
	+90 312 472 37 44
	

	E-mail:
	muhsin.altun@cfcu.gov.tr
	


 The Beneficiary’s address and contact person:

	Contact Name:
	

	Address:
	

	Telephone:
	

	Fax:
	

	E-mail:
	


The Contractor’s address and contact person:

	Contact Name:
	

	Address:
	

	Telephone:
	

	Fax:
	

	E-mail:
	


Article 7
Supply of documents
The documents to be supplied are defined separately for each item in the Technical Specifications.
Article 8
Assistance with local regulations
The Contractor shall, within two weeks from the signature of the contract by both parties, contact the Contracting Authority in order to receive information about the Tax exemption and the Customs procedures. The Contracting Authority will use its best endeavors to facilitate Tax, customs procedures and the freedom from clearance and taxes of luggage and experts equipment in accordance with Annex V(F) – Grants of Facilities

Article 9
The Contractor's obligations

9.6
The Contractor shall take the necessary measures to ensure the visibility of the European Union financing or co financing. These measures must comply with the rules laid down and published by the Commission on the visibility of external operations: 
http://europa.eu.int/comm/europeaid/visibility/index_en.htm or
http://www.deltur.cec.eu.int/english/e-mali-ext.html.
Article 10 Origins

Derogation from the rule of origin is granted for 
Item 1.30 “Storage Solution” (the SAN Switch covered under “Connectivity” heading), Item 1.43 “Switch Type A (Backbone)”,   

Item 1.44 “Switch Type B”, 

Item 2.4 “Scanning Solution”.
Article 11
Performance guarantee

The amount of the performance guarantee shall be 10% of the Contract Value, including any amounts stipulated in addenda to the contract.
Article 12
Insurances


All insurance costs including transportation will be borne by the contractor until the provisional acceptance without prejudice to article 29.7 of the General Conditions.

The Beneficiary shall be responsible for the provision of the storage places and the proper storage of the equipment.

Article 13
Implementation programme (timetable)
1) The supplies must be delivered, installed and put into operation, ready for acceptance at the address of the installation specified in Article 1.1 of the contract free of all taxes and duties applicable to their importation and manufacture/sales including VAT from which they are exempt.

2) The delivery, installation, putting into operation, inspection, testing together with training in the use must be completed within 210 (two hundred ten) calendar days starting from the date of signing the Contract by both parties, at the locations specified at Attachment A of the Technical Specifications.  The contractor must submit its best delivery and execution schedule within two weeks of the contract signature.

3) The contractor shall be responsible for the delivery of the goods at the locations specified at Attachment A of the Technical Specifications.

4) The contractor shall be responsible for unpacking of the goods and their installation at the locations specified at Attachment A of the Technical Specifications and shall be ready for inspection and testing after completion of the delivery of supplies according to the schedule given Attachment B of the Technical Specifications.

5) Inspection and testing shall be completed after the tendered supplies have been physically delivered, installed and put into operation.

6) Training shall be completed within the delivery period in accordance with the requirements specified in the Technical Specifications after inspection and testing of supplies are completed.  
7) Provisional acceptance shall be completed within 30 calendar days, after the delivery, installation, putting into operation, training and testing activities where applicable have been completed.

8) Final acceptance shall take place after the request of the contractor upon expiration of the Warranty period for all of the contracted items and shall be pronounced upon the condition that the supplies provided are found in full working order and are compliant with the tender specifications.
Article 14
Contractor’s Drawings


14.1 Not applicable.
Article 15
Tender Prices

Without prejudice to Article 15 of the General conditions, the goods to be supplied, as itemized and the overall prices, calculated on the basis of DDP include the full cost of delivery of the goods to the place of destination, packing, insurance, transportation, the full cost of clearance formalities, storage, unpacking, installation, putting into operation, testing and inspection including all cost of consumables to make them ready for acceptance, any copy rights, or patent rights or license, warranty and training and training materials, if any, and manuals, fees, allowances, all kind of social charges, etc. of the staff and/or expert hired and assigned to service to be provided under this contract and any expenditure that such staff and/or expert will incur for execution of their activities during the operation, and excluding taxes and customs duties as stipulated in Annex V(F) – Grant of Facilities.

Article 16
Tax and Customs Arrangements

Without prejudice to Article 16 of the General Conditions, the provisions on exemption and/or exceptions as laid down in Annex V(F) – Grant of Facilities shall also apply. 

Article 17
Patents and licences
In addition to the provision of this article in the General conditions the Contractor shall indemnify the Contracting Authority and the Project Manager against any claim resulting from the use, as specified in the contract, of patents, licenses, drawings, models or branded trade marks. Tenderers are informed that all software included pre installed, must be accompanied by the License agreement Number and original manuals. The relevant costs must be included in the prices.

Article 18
Commencement order

18.1
The commencement date for performance of the contract shall be the date on which the contract is signed by both parties. 

Article 19
Period of Implementation


19.1 
The period of execution of the tasks is 210 (two hundred ten) calendar days for the delivery, installation, putting into operation, inspection, testing, training in the use and calibration of the supply (where required) from the signature of the contact by both parties; and the following 1 (one) year for the warranty from the issuance of the provisional acceptance. Provisional acceptance shall take place within 30 (thirty) calendar days after the period of execution of tasks. 

Article 22
Variations

N/A. 
Article 24
Quality of supplies


No preliminary technical acceptance is required.

Article 25
Inspection and testing

The inspection and testing prior to the provisional acceptance will take place at the location where the supplies are delivered, installed and put into operation. The inspection and testing of all supplies will be started and completed within a maximum of 180 calendar days. 

During the inspection and testing procedure the quantities, the technical performances, the technical specifications, the technical documentation shall be verified. Maximum 2 weeks before the end of the installation works, the Contractor will inform the Contracting Authority and the Beneficiary about the possible schedule for inspection and testing procedures. During testing of the equipments the relevant Beneficiary staff shall contribute the procedure.
Article 26
 
Methods of Payment 

26.1
For Foreign Contractors:

Payments shall be made in Euro.

For Domestic Contractors: 

Payments shall be made in YTL as an equivalent to the Euro value of the contract, calculated at the exchange rate of the Central Bank from which payments are made.

Payments shall be authorised and made by Central Finance and Contracts Unit, Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY. 

The Contractor must inform the Delegation of the European Commission to Turkey – Finance Section at Uğur Mumcu Caddesi No: 88 Kat: 4, Gaziosmanpaşa, Ankara, thereof by sending a copy of the correspondence.

In order to obtain payments, the Contractor must forward to the Contracting Authority referred to in paragraph 26.1 above:

a) For the 60% pre-financing, in addition to the payment request, the performance guarantee and a photocopy of the contract. If a pre-financing is requested and this payment exceeds EUR 150.000, the Contractor must provide a financial guarantee for the full amount of the pre-financing payment. The pre-financing guarantee shall be in the format given in Annex V.


c)
For the 40% balance, the invoice(s) in triplicate following provisional acceptance of the supplies. 

26.9 Price revision
The price referred to in Article 3.1 of the contract shall be the sole remuneration owed by the Contracting Authority to the Contractor under the contract. It shall be firm and shall not be subject to revision.

Article 29
Delivery

29.1 The Contractor shall bear all risks relating to the goods until provisional acceptance at destination. The supplies shall be packaged so as to prevent their damage or deterioration in transit to their destination.

29.2
The size, weight and material of packaging case shall be taken into consideration, whether those Supplies have to be transported, handled and stored in difficult conditions, remoteness of shipment(s), final destination for the Supplies and the absence of appropriate handling facilities at all points in transit for the Supplies. 

Before packing, the appropriate anti-rust and protective measures for the Supplies such as grease, coating oil, oil paper wrapping or polyethylene film wrapping and vacuum packing are to be taken in order to protect the Supplies from damages or corrosions during the transportation and storage at the site under the known local climate conditions.

Supplies shall be securely fastened and packed to avoid damage during transportation to their destination of storage, during transportation from the manufacturer’s factory to their installation places. The contractor shall ensure the protection of Supplies for transportation by sea and handling and transport on land under the known climatic conditions. Packing shall ensure safe transportation to destination, withstanding hazards such as shocks and possible corrosion by exposure to salty seawater spray, moisture, rain, rust or other corrosion effects.


All the packing cases that exceed 3 (three) tons in weight and 1 (one) meter in height must bear the inscription with indelible paint indicating the centre of gravity position by the mark “0” and the block letter “CG”.

29.3 The packaging shall become the property of the recipient subject to respect for the environment.

29.5/6 Each package must be marked according to its final destination and must be accompanied by a delivery note showing the contract reference number ………………, the publication reference number (EUROPEAID/121570/D/S/TR(, and item number. The delivery addresses as specified in the Technical Specifications. 


The supply shall include all necessary documents as specified herein such as operating and maintenance manuals, drawings, material certificates, conformity certificates, test certificates, certificates of origin, planning, packing lists, and others as necessary.

All packages must be marked as follows:
· Publication reference
:
EUROPEAID/121570/D/S/TR
                      .   Supply Contract             :   “Supply of Equipment for Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy”
· Lot number               
: 


…..

· Case number             
: 


….

· Net weight              
:


…..

· Gross weight           
: 


…..

· Delivery address     
: …..



(The destination port of Supplies, crate identification, etc. shall be clearly indicated with indelible paint on the external surface of the adjacent faces of each case or package)

Important remark:  In case packing includes waterproof barriers, packages shall bear the mention: “DO NOT OPEN – WATERPROOF BARRIER” in red characters. 

Each case shall be conspicuously marked on the sides with “Handle With Care”, “Right Side Up”, etc. together with international symbols according to the different characteristics and requirements for transportation, loading, unloading of the Supplies if necessary.  

Article 31
Provisional Acceptance     

The Certificate of Provisional Acceptance must be issued using the template in Annex V- Provisional/Final Acceptance Certificate.
Without prejudice to Article 31 of the General Conditions, Article-25 of the Special Conditions and the Technical Specifications, provisional acceptance shall be delivered by the Beneficiary and formal requested by the contractor within 30 calendar days after delivery, installation, putting into operation, inspection and testing of all goods and training activities completed. Provisional Acceptance Certificate will be issued formally by the Contracting Authority.

Where “The product should bear a CE marking symbolising conformity with all applicable Community provisions and directives”, the Contracting Authority may request the technical dossier that proves the CE Marking from the Contractor.

Article 32
Warranty 

Without prejudice to Article 32 of the General Conditions, 

32.1 
The Contractor shall warrant that the supplies are new, unused, of the most recent models and incorporate all recent improvements in design and materials. The Contractor shall further warrant that none of the supplies have any defect arising from design, materials or workmanship. This warranty shall remain valid for one (1) year after the provisional acceptance. In addition, one (1) year manufacturer’s warranty documents should be accompanied with the documents for provisional acceptance at the cost of Beneficiary.  

32.2 
The Contractor shall submit with his technical offer a methodology for the equipment warranty service for a period of one (1) years after provisional acceptance. During the warranty period, the service of the products will be assured by the Contractor through local company(ies) authorised by him (if the Contractor is not a local company) or directly (if it is a local company). In both cases, the authorized service(s) should be authorized by the manufacturer. 

32.3 
The Contractor shall at his own cost replace defective or damaged equipment/parts during the warranty period. The Contractor has to troubleshoot the problem within 48 hours of the request, overcome the problem within 10 working days, and fully repair and re-integrate within maximum 30 working days from the call of service. If the reparation of broken equipment/part is not possible, Contractor shall replace that equipment/part with another equipment/part. No additional cost will be borne by the Contracting Authority or the Beneficiary.
Article 33
After-sales Service


33.1 Not applicable.

Article 40
Amicable settlement of disputes

40.2
The Parties may agree to request the Commission to initiate a conciliation. The Delegation of the Commission in Turkey is responsible for the conciliation.

Article 41
Dispute settlement by litigation

Any dispute between the Parties that may arise during the execution of this contract and that it has not been possible to settle otherwise between the Parties shall be submitted to Ankara Courts in accordance with the national law of the Contracting Authority.
ANNEX I :   GENERAL CONDITIONS 

FOR SUPPLY CONTRACTS FINANCED BY THE EUROPEAN COMMUNITY 
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PRELIMINARY PROVISIONS

Article 1
Definitions

1.1 
The headings and titles in these General Conditions shall not be taken as part thereof or be taken into consideration in the interpretation of the contract.

1.2
Where the context so permits, words in the singular shall be deemed to include the plural and vice versa, and words in the masculine shall be deemed to include the feminine and vice versa.

1.3
Words designating persons or parties shall include firms and companies and any organisation having legal capacity.

Article 2
Law and language of the contract

2.1
The Special Conditions shall specify the law governing all matters not covered by the contract.

2.2
The contract and all written communications between the parties will be drafted in the language of the procedure.

Article 3
Order of precedence of contract documents

3.1
Save where otherwise provided in the special conditions, the contract is made up of the following documents, in order of precedence:

a)
the contract agreement;

b)
the Special Conditions; 

c)
the General Conditions (Annex I);

d)
the Technical Specifications (Annex II) including clarifications before the deadline for submission of tenders and minutes from the information meeting/site visit;

e)
the Technical Offer (Annex III), including clarifications from the Contractor provided during tender evaluation;

f)
the budget breadown (Annex IV);

g)
specified forms and other relevant documents (Annex V)

Addenda have the order of precedence of the document they are modifying.

3.2.
The various documents making up the contract shall be deemed to be mutually explanatory; in cases of ambiguity or divergence, they should be read in the order in which they appear above.

Article 4
Communications

4.1
Communications between the Contracting Authority and/or the Project Manager on the one hand, and the Contractor on the other, shall be exclusively in writing. Unless otherwise specified in the Special Conditions, communications between the Contracting Authority and/or the Project Manager on the one hand, and the Contractor on the other hand, shall be sent by post, cable, telex, fax transmission, or delivered by hand, to the addresses designated by the Parties for that purpose.

4.2
If the person sending a communication requires acknowledgement of receipt, he shall indicate this in his communication. Whenever there is a deadline for the receipt of a written communication, the sender should ask for an acknowledgement of receipt of his communication. In any event, the sender shall take all necessary measures to ensure receipt of his communication.

4.3
Wherever the contract provides for the giving or issue of any notice, consent, approval, certificate or decision, unless otherwise specified such notice, consent, approval, certificate or decision shall be in writing and the words "notify", "certify", "approve" or "decide" shall be construed accordingly. Any such consent, approval, certificate or decision shall not unreasonably be withheld or delayed.
Article 5 
Assignment

5.1
An assignment shall be valid only if it is a written agreement by which the Contractor transfers his contract or part thereof to a third party.

5.2
The Contractor may not, without the prior written consent of the Contracting Authority, assign the contract or any part thereof, or any benefit or interest thereunder, except in the following cases:

a)
a charge, in favour of the Contractor's bankers, of any monies due or to become due under the contract; or

b)
the assignment to the Contractor's insurers of the Contractor's right to obtain relief against any other person liable in cases where the insurers have discharged the Contractor's loss or liability.

5.3
For the purpose of Article 5.2, the approval of an assignment by the Contracting Authority shall not relieve the Contractor of his obligations for the part of the contract already performed or the part not assigned.

5.4
If the Contractor has assigned his contract without authorisation, the Contracting Authority may, without giving formal notice thereof, apply as of right the sanctions for breach of contract provided for in Article 35.

5.5
Assignees must satisfy the eligibility criteria applicable for the award of the contract.

Article 6
Subcontracting

6.1
A subcontract shall be valid only if it is a written agreement by which the Contractor entrusts implementation of a part of his contract to a third party.

6.2
The Contractor shall not subcontract without the prior written authorisation of the Contracting Authority. The elements of the contract to be subcontracted and the identity of the subcontractors shall be notified to the Contracting Authority. The Contracting Authority shall notify the Contractor of its decision within 30 days of receiving the notification, stating its reasons if authorisation is withheld.

6.3
Subcontractors must satisfy the eligibility criteria applicable for the award of the contract.

6.4
The Contracting Authority recognises no contractual link between itself and the subcontractors.

6.5
The Contractor shall be responsible for the acts, defaults and negligence of his subcontractors and their agents or employees, as if they were the acts, defaults or negligence of the Contractor, his agents or employees. The approval by the Contracting Authority of the subcontracting of any part of the contract or of the subcontractor shall not relieve the Contractor of any of his obligations under the contract.

6.6
If a subcontractor has undertaken any continuing obligation extending for a period exceeding that of the warranty period under the contract towards the Contractor in respect of the supplies provided by the subcontractor, the Contractor must, at any time after the expiration of the warranty period, transfer immediately to the Contracting Authority, at the Contracting Authority's request and cost, the benefit of such obligation for the unexpired duration thereof.

6.7
If the Contractor enters into a subcontract without approval, the Contracting Authority may, without giving formal notice thereof, apply as of right the sanctions for breach of contract provided for in Article 35.
OBLIGATIONS OF THE CONTRACTING AUTHORITY

Article 7 
Supply of documents

7.1
If necessary, within 30 days of the signing of the contract, the Project Manager shall, where necessary, provide the Contractor, free of charge, with a copy of the drawings prepared for the implementation of the contract and a copy of the specifications and other contract documents. The Contractor may purchase additional copies of these drawings, specifications and other documents, in so far as they are available. Upon the issue of the warranty certificate, or upon final acceptance, the Contractor shall return to the Project Manager all drawings, specifications and other contract documents.

7.2
Unless it is necessary for the purposes of the contract, the drawings, specifications and other documents provided by the Project Manager shall not be used or communicated to a third party by the Contractor without the prior consent of the Project Manager.

7.3
The Project Manager shall have authority to issue to the Contractor administrative orders incorporating such supplementary documents and instructions as are necessary for the proper execution of the contract and the remedying of any defects therein.

7.4
The special conditions must indicate the procedure used, if necessary, by the Contracting Authority and the Project Manager to approve drawings and other documents provided by the Contractor.

Article 8 
Assistance with local regulations

8.1
The Contractor may request the assistance of the Contracting Authority in obtaining copies of laws, regulations and information on local customs, orders or bye-laws of the country where the supplies are to be delivered which may affect the Contractor in the performance of his obligations under the contract. The Contracting Authority may provide the assistance requested to the Contractor at the Contractor's cost.

8.2
If necessary, the Contractor shall duly notify the Contracting Authority of details of the supplies so that the Contracting Authority can obtain the requisite permits or import licences.

8.3
If necessary, the Contracting Authority will undertake to obtain, in accordance with the Special Conditions, the requisite permits or import licences within a reasonable period, taking account of the implementation dates for the contract.

8.4
Subject to the provisions of the laws and regulations on foreign labour of the states in which the supplies are to be delivered, the Contracting Authority shall make every effort to help the Contractor obtain all the visas and permits required for the personnel whose services the Contractor and the Contracting Authority consider necessary and residence permits for their families.
8.5
Contractors shall respect internationally agreed core labour standards, e.g. the ILO core labour standards, conventions on freedom of association and collective bargaining, elimination of forced and compulsory labour, elimination of discrimination in respect of employment and occupation, and the abolition of child labour. 
OBLIGATIONS OF THE CONTRACTOR

Article 9
General Obligations

9.1
The Contractor shall implement the contract with due care and diligence including, where specified, the design, manufacture, delivery to site, erecting, testing and commissioning of the supplies and carrying out of any other work including the remedying of any defects in the supplies. The Contractor shall also provide all necessary equipment, supervision, labour and facilities required for the execution of the contract.

9.2
The Contractor shall comply with administrative orders given by the Project Manager. Where the Contractor considers that the requirement of an administrative order goes beyond the scope of the contract, he shall, on pain of breach of contract, notify the Project Manager thereof, giving his reasons, within 30 days of receipt of the order. Execution of the administrative order shall not be suspended because of this notice.

9.3
The Contractor shall respect and abide by all laws and regulations in force in the state of the Contracting Authority and shall ensure that his personnel, their dependants, and his local employees also respect and abide by all such laws and regulations. The Contractor shall indemnify the Contracting Authority against any claims and proceedings arising from any infringement by the Contractor, his employees and their dependants of such laws and regulations.

9.4
The Contractor shall treat all documents and information received in connection with the contract as private and confidential. He shall not, save in so far as may be necessary for the purposes of the contract's execution, publish or disclose any particulars of the contract without the prior consent in writing of the Contracting Authority or the Project Manager. If any disagreement arises as to the necessity for any publication or disclosure for the purpose of the contract, the decision of the Contracting Authority shall be final.

9.5
If the Contractor is a joint venture or consortium of two or more persons, all such persons shall be jointly and severally bound to fulfil the terms of the contract according to the law of the state of the Contracting Authority and shall, at the request of the Contracting Authority, designate one of such persons to act as leader with authority to bind the joint venture or consortium. The composition of the joint venture or consortium shall not be altered without the prior consent in writing of the Contracting Authority.

9.6
Save where the European Commission requests or agrees otherwise, the Contractor shall take the necessary measures to ensure the visibility of the European Union financing or cofinancing. These measures must comply with the rules laid down and published by the Commission on the visibility of external operations.
Article 10
Origin

10.1
Save where otherwise provided for in the Special Conditions, supplies must originate in a Member State of the European Union or in one of the beneficiary countries as stated in the invitation to tender. The origin of the goods shall be determined according to the rules laid down in the Community Customs Code or the international agreements to which the country concerned is a signatory.

10.2
The Contractor must certify that the goods tendered comply with this requirement, specifying their respective countries of origin. He may be required to provide more detailed information in this respect.

10.3
The Contractor shall present an official certificate of origin on provisional acceptance. Failure to comply with this obligation shall lead, after formal notice, to termination of the contract.

Article 11
Performance guarantee

11.1
The Contractor shall, together with the return of the countersigned contract, furnish the Contracting Authority with a guarantee for the full and proper execution of the contract. The amount of the guarantee shall be specified in the Special Conditions. It shall not exceed 10% of the amount of the contract price, including any amounts stipulated in addenda to the contract.

11.2
The performance guarantee shall be held against payment to the Contracting Authority for any loss resulting from the Contractor's failure to perform his contractual obligations fully and properly.

11.3
The performance guarantee shall be in the format given in Annex V and may be provided in the form of a bank guarantee, a banker's draft, a certified cheque, a bond provided by an insurance and/or bonding company or an irrevocable letter of credit. 

11.4
The performance guarantee shall be denominated in the currency in which the contract is payable. No payments shall be made in favour of the Contractor prior to the provision of the guarantee. The guarantee shall continue to remain valid until the contract has been fully and properly performed.

11.5
During the execution of the contract, if the natural or legal person providing the guarantee is not able to abide by his commitments, the guarantee shall cease to be valid. The Contracting Authority shall give formal notice to the Contractor to provide a new guarantee on the same terms as the previous one. Should the Contractor fail to provide a new guarantee, the Contracting Authority may terminate the contract. Before so doing, the Contracting Authority shall send a registered letter with acknowledgement of receipt, which shall set a new deadline of no less than 15 days from the day of delivery of the letter.

11.6
The Contracting Authority shall demand payment from the guarantee of all sums for which the guarantor is liable under the guarantee due to the Contractor's default under the contract, in accordance with the terms of the guarantee and up to the value thereof. The guarantor shall, without delay, pay those sums upon demand from the Contracting Authority and may not raise any objection for any reason whatsoever. Before making any claim under the performance guarantee, the Contracting Authority shall notify the Contractor stating the nature of the default in respect of which the claim is to be made.

11.7
Except for such part as may be specified in the Special Conditions in respect of after-sales service, the performance guarantee shall be released within 45 days of the issue of the final acceptance certificate.
Article 12
Insurance

12.1
An insurance policy may be required to cover the carriage of supplies; the conditions of this insurance policy may be specified in Article 12 of the Special Conditions, which may also specify other types of insurance to be taken out by the Contractor.

12.2
Notwithstanding the Contractor's insurance obligations under Article 12.1, the Contractor shall bear sole liability for, and indemnify the Contracting Authority and the Project Manager against, any claims by third parties for damage to property or personal injuries arising from the execution of the contract by the Contractor, his subcontractors and their employees.

Article 13
Implementation programme

13.1
If the Special Conditions so require, the Contractor shall submit a programme of implementation of the contract for the approval of the Project Manager. The programme shall contain at least the following:



a) the order in which the Contractor proposes to perform the contract including design, manufacture, delivery to place of receipt, installation, testing and commissioning;



b) the deadlines for submission and approval of the drawings;



c) a general description of the methods which the Contractor proposes to adopt for executing the contract; and



d) such further details and information as the Project Manager may reasonably require.

13.2
The Special Conditions shall specify the time limit within which the programme of implementation must be submitted to the Project Manager for approval. They may set time limits within which the Contractor must submit all or part of the detailed drawings, documents and items. They shall also state the deadline for the Project Manager's approval or acceptance of the programme of implementation, detailed drawings, documents and items. The approval of the programme by the Project Manager shall not relieve the Contractor of any of his obligations under the contract.

13.3
No material alteration to the programme shall be made without the approval of the Project Manager. If, however, the progress of the implementation of the contract does not conform to the programme, the Project Manager may instruct the Contractor to revise the programme and submit the revised programme to him for approval.
Article 14
Contractor's drawings

14.1
If the Special Conditions so provide, the Contractor shall submit to the Project Manager for approval:



a) the drawings, documents, samples and/or models, according to the time limits and procedures laid down in the Special Conditions; 



b) such drawings as the Project Manager may reasonably require for the implementation of the contract.

14.2
If the Project Manager fails to notify his decision of approval referred to in Article 14.1 within the deadlines referred to in the contract or the approved programme of implementation, such drawings, documents, samples or models shall be deemed to be approved on expiry of the deadlines. If no deadline is specified, they shall be deemed to be approved 30 days after receipt.

14.3
Approved drawings, documents, samples and models shall be signed or otherwise identified by the Project Manager and may only be departed from on the Project Manager's instructions. Any of the Contractor's drawings, documents, samples or models which the Project Manager fails to approve shall immediately be modified to meet the requirements of the Project Manager and resubmitted by the Contractor for approval.

14.4
The Contractor shall supply additional copies of approved drawings in the form and numbers stated in the contract or in subsequent administrative orders.

14.5
The approval of the drawings, documents, samples or models by the Project Manager shall not relieve the Contractor from any of his obligations under the contract.

14.6
The Project Manager shall have the right to inspect all drawings, documents, samples or models relating to the contract at the Contractor's premises at all reasonable times.

14.7
Before provisional acceptance of the supplies, the Contractor shall supply operation and maintenance manuals together with drawings, which shall be in such detail as will enable the Project Manager to operate, maintain, adjust and repair all parts of the supplies. Unless otherwise stated in the Special Conditions, the manuals and drawings shall be in the language of the contract and in such forms and numbers as stated in the contract. The supplies shall not be considered completed for the purpose of provisional acceptance until such manuals and drawings have been supplied to the Contracting Authority.
Article 15
Sufficiency of tender prices

15.1
Subject to any provisions which may be laid down in the Special Conditions, the Contractor shall be deemed to have satisfied himself before submitting his tender as to the correctness and sufficiency of the tender and to have taken account of all that is required for the full and proper execution of the contract and to have included in his rates and prices all costs related to the supplies, in particular:





a) the costs of transport;



b) the costs of handling, packing, loading, unloading, transit, delivery, unpacking, checking, insurance and other administrative costs in connection with the supplies. The packaging shall be the property of the Contracting Authority unless otherwise provided in the Special Conditions;



c) the cost of documents relating to the supplies where such documents are required by the Contracting Authority;



d) execution and supervision of on-site assembly and/or commissioning of the delivered supplies;



e) furnishing of tools required for assembly and/or maintenance of the delivered supplies;



f) furnishing of detailed operation and maintenance manuals for each unit of the delivered supplies, as specified in the contract;



g) supervision or maintenance and/or repair of the supplies, for a period of time stated in the contract, with the stipulation that this service shall not release the Contractor from any warranty obligations under the contract;



h) training of the Contracting Authority's personnel, at the Contractor's factory and/or elsewhere as specified in the contract.

15.2
Since the Contractor is deemed to have determined his prices on the basis of his own calculations, operations and estimates, he shall, at no additional charge, carry out any work that is the subject of any item in his tender for which he indicates neither a unit price nor a lump sum.
Article 16
Tax and customs arrangements
16.1
For supplies manufactured locally, all internal fiscal charges applicable to their manufacture, including VAT, shall be excluded.

16.2
For supplies to be imported into the country of the Contracting Authority, all duties and taxes applicable to their importation, including VAT shall be excluded.

16.3
Whatever the origin of the supplies, the contract shall be exempt from stamp and registration duties.
Article 17
Patents and licences

Save where otherwise provided in the Special Conditions, the Contractor shall indemnify the Contracting Authority and the Project Manager against any claim resulting from the use as specified in the contract of patents, licences, drawings, models, or brand or trade marks, unless such infringement results from compliance with the design or specification provided by the Contracting Authority and/or the Project Manager.

COMMENCEMENT OF IMPLEMENTATION AND DELAYS


Article 18
Commencement order

18.1
The Contracting Authority shall fix the date on which implementation of the contract is to commence and advise the Contractor thereof either in the notice of award of the contract or by administrative order issued by the Project Manager.

18.2
Save where the Parties agree otherwise, implementation of the contract shall begin no later than 90 days after notification of award of contract. After that date the Contractor shall be entitled not to implement the contract and to obtain its termination or compensation for the damage he has suffered. The Contractor shall forfeit this right unless he exercises it within 30 days of the expiry of the 90-day period.

Article 19
Period of implementation 

19.1
The period of implementation of tasks shall commence on the date fixed in accordance with Article 18 and shall be as stated in the contract, without prejudice to extensions of the period which may be granted under Article 20.

19.2
If provision is made for separate periods of implementation for separate lots, such periods shall not be aggregated in cases where one Contractor is allocated more than one lot.

Article 20
Extension of period of implementation

20.1
The Contractor may request an extension to the period of implementation if his implementation of the contract is delayed, or expected to be delayed, for any of the following reasons:



a) extra or additional supplies ordered by the Contracting Authority;



b) exceptional weather conditions in the country of the Contracting Authority which may affect installation or erection of the supplies;



c) physical obstructions or conditions which may affect delivery of the supplies, which could not reasonably have been foreseen by a competent contractor;



d) administrative orders affecting the date of completion other than those arising from the Contractor's default;



e) failure of the Contracting Authority to fulfil its obligations under the contract;



f) any suspension of the delivery and/or installation of the supplies which is not due to the Contractor's default;





g) force majeure;


h) any other causes referred to in these General Conditions which are not due to the Contractor's default.

20.2
Within 15 days of realising that a delay might occur, the Contractor shall notify the Project Manager of his intention to make a request for extension of the period of implementation to which he considers himself entitled and, save where otherwise agreed between the Contractor and the Project Manager, within 30 days provide the Project Manager with comprehensive details so that the request can be examined.

20.3
Within 30 days the Project Manager shall, by written notice to the Contractor after due consultation with the Contracting Authority and, where appropriate, the Contractor, grant such extension of the period of implementation as may be justified, either prospectively or retrospectively, or inform the Contractor that he is not entitled to an extension.

Article 21
Delays in implementation

21.1
If the Contractor fails under his own responsibility to deliver any or all of the goods or perform the services within the time limit(s) specified in the contract, the Contracting Authority shall, without formal notice and without prejudice to its other remedies under the contract, be entitled, for every day which shall elapse between the expiry of the implementation period and the actual date of completion, to liquidated damages equal to 5/1000 of the value of the undelivered supplies to a maximum of 15% of the total value of the contract.

21.2
If the non-delivery of any of the goods prevents the normal use of the supplies as a whole, the liquidated damages provided for in paragraph 21.1 shall be calculated on the basis of the total contract value.

21.3
If the Contracting Authority has become entitled to claim at least 15% of the contract value it may, after giving written notice to the Contractor:


-
seize the performance guarantee;


-
terminate the contract, in which case the Contractor will have no right to compensation; and


-
enter into a contract with a third party for the provision of the balance of the supplies. The Contractor shall not be paid for this part of the contract. The Contractor shall also be liable for the additional costs and damages caused by his failure.
Article 22
Variations

22.1
Subject to the limits set in the Practical Guide to contract procedures for EC external actions, the Contracting Authority reserves the right, to vary the quantities as stated in the Special Conditions. The total value of the supplies may not rise or fall as a result of the variation in the quantities by more than 25% of the contract price. The unit prices used in the tender shall be applicable to the quantities procured under the variation. Substantial modifications to the contract, including modifications to the total contract amount, must be made by means of an addendum.
22.2
The Project Manager shall have the power to order any variation to any part of the supplies necessary for the proper completion and/or functioning of the supplies. Such variations may include additions, omissions, substitutions, changes in quality, quantity, form, character, kind, as well as drawings, designs or specifications where the supplies are to be specifically manufactured for the Contracting Authority, method of shipment or packing, place of delivery, and in the specified sequence, method or timing of implementation of the supplies. No order for a variation may result in the invalidation of the contract, but the financial effect of any such variation shall be valued in accordance with Article 22.6.

22.3
No variation shall be made except by administrative order, subject to the following provisions:


a)
if, for whatever reason, the Project Manager believes it necessary to give an order orally, he shall confirm the order by an administrative order as soon as possible;


b)
if the Contractor confirms in writing an oral order given for the purpose of Article 22.3.a and the confirmation is not contradicted in writing forthwith by the Project Manager, an administrative order shall be deemed to have been issued for the variation;


c)
an administrative order for a variation shall not be required when increasing or decreasing the quantity of any work because the estimates in the bill of quantities or budget breakdown were too high or too low.

22.4
Save where Article 22.2 provides otherwise, prior to issuing an administrative order for a variation, the Project Manager shall notify the Contractor of the nature and form of that variation. As soon as possible, after receiving such notice, the Contractor shall submit to the Project Manager a proposal containing:


-
a description of the tasks, if any, to be performed or the measures to be taken and an implementation programme;


-
any necessary modifications to the implementation programme or to any of the Contractor's obligations under the contract;


-
any adjustment to the contract price in accordance with the rules set out in Article 22.

22.5
Following the receipt of the Contractor's submission referred to in Article 22.4, the Project Manager shall, after due consultation with the Contracting Authority and, where appropriate, the Contractor, decide as soon as possible whether or not the variation should be carried out. If the Project Manager decides that the variation is to be carried out, he shall issue an administrative order stating that the variation is to be made at the prices and under the conditions given in the Contractor's submission referred to in Article 22.4 or as modified by the Project Manager in accordance with Article 22.6.

22.6
The prices for all variations ordered by the Project Manager in accordance with Articles 22.3 and 22.5 shall be ascertained by the Project Manager in accordance with the following principles:


-
where the task is of similar character and implemented under similar conditions to an item priced in the bill of quantities or budget breakdown, it shall be valued at such rates and prices contained therein;


-
where the task is not of similar character or is not implemented under similar conditions, the rates and prices in the contract shall be used as the basis for valuation in so far as is reasonable, failing which a fair valuation shall be made by the Project Manager;


-
if the nature or amount of any variation relative to the nature or amount of the whole of the contract or to any part thereof is such that, in the opinion of the Project Manager, any rate or price contained in the contract for any item of work is by reason of such variation rendered unreasonable, then the Project Manager shall fix such rate or price as he thinks reasonable and proper in the circumstances;


-
where a variation is necessitated by a default or breach of contract by the Contractor, any additional cost attributable to such variation shall be borne by the Contractor.

22.7
On receipt of the administrative order requesting the variation, the Contractor shall proceed to carry out the variation and be bound by that order in so doing as if such variation were stated in the contract. The supplies shall not be delayed pending the granting of any extension of implementation period or adjustment to the contract price. Where the order for a variation precedes the adjustment to the contract price, the Contractor shall keep records of the costs of undertaking the variation and of the time expended thereon. Such records shall be open to inspection by the Project Manager at all reasonable times.

22.8
Contractual variations not covered by an administrative order must be formalised through an addendum to the contract signed by all parties. Changes of address or bank account may simply be notified in writing by the Contractor to the Contracting Authority. Any contractual variations must respect the general principles defined in the Practical guide to contract procedures for EC external actions.

Article 23
Suspension

23.1
The Project Manager may, by administrative order, at any time, instruct the Contractor to suspend:



a)
the manufacture of the supplies; or



b)
the delivery of supplies to the place of acceptance at the time specified for delivery in the implementation programme or, if no time specified, at the time appropriate for it to be delivered; or



c)
the installation of the supplies which have been delivered to the place of acceptance.

23.2
The Contractor shall, during suspension, protect and secure the supplies affected at the Contractor's warehouse or elsewhere, against any deterioration, loss or damage to the extent possible and as instructed by the Project Manager, even if supplies have been delivered to the place of acceptance in accordance with the contract but their installation has been suspended by the Project Manager.

23.3
Additional expenses incurred in connection with such protective measure shall be added to the contract price. The Contractor shall not be paid any additional expenses if the suspension is:



a)
dealt with differently in the contract; or



b)
necessary by reason of normal climatic conditions at the place of acceptance; or



c)
necessary owing to some default of the Contractor; or



d)
necessary for the safety or the proper execution of the contract or any part thereof insofar as such necessity does not arise from any act or default by the Project Manager or the Contracting Authority.

23.4
The Contractor shall not be entitled to such additions to the contract price unless he notifies the Project Manager, within 30 days of receiving the order to suspend progress of delivery, of his intention to make a claim for them.

23.5
The Project Manager, after consultation with the Contracting Authority and the Contractor, shall determine such extra payment and/or extension of the period of implementation to be made to the Contractor in respect of such claim as shall, in the opinion of the Project Manager, be fair and reasonable.

23.6
If the period of suspension exceeds 180 days, and the suspension is not due to the Contractor's default, the Contractor may, by notice to the Project Manager, request to proceed with the supplies within 30 days, or terminate the contract.

23.7
Where the award procedure or execution of the contract is vitiated by substantial errors or irregularities or by fraud, the Contracting Authority shall suspend execution of the contract. Where such errors, irregularities or fraud are attributable to the Contractor, the Contracting Authority may also refuse to make payments or may recover monies already paid, in proportion to the seriousness of the errors, irregularities or fraud.

The purpose of suspending the contract shall be to verify whether presumed substantial errors and irregularities or fraud have actually occurred. If they are not confirmed, execution of the contract shall resume as soon as possible. A substantial error or irregularity shall be any infringement of a contract or regulatory provision resulting from an act or an omission that causes or might cause a loss to the Community budget.

MATERIALS AND WORKMANSHIP

Article 24
Quality of supplies

24.1
The supplies must in all respects satisfy the technical specifications laid down in the contract and conform in all respects to the drawings, surveys, models, samples, patterns and other requirements in the contract, which must be held at the disposal of the Contracting Authority or the Project Manager for the purposes of identification throughout the period of execution.

24.2
Any preliminary technical acceptance stipulated in the Special Conditions should be the subject of a request sent by the Contractor to the Project Manager. The request shall specify the materials, items and samples submitted for such acceptance according to the contract and indicate the lot number and the place where acceptance is to take place, as appropriate. The materials, items and samples specified in the request must be certified by the Project Manager as meeting the requirements for such acceptance prior to their incorporation in the supplies.

24.3
Even if materials or items to be incorporated in the supplies or in the manufacture of components to be supplied have been technically accepted in this way, they may still be rejected if a further examination reveals defects or faults, in which case they must immediately be replaced by the Contractor. The Contractor may be given the opportunity to repair and make good materials and items which have been rejected, but such materials and items will be accepted for incorporation in the supplies only if they have been repaired and made good to the satisfaction of the Project Manager.

Article 25
Inspection and testing

25.1
The Contractor shall ensure that the supplies are delivered to the place of acceptance in time to allow the Project Manager to proceed with acceptance of the supplies. The Contractor is deemed to have fully appreciated the difficulties which he might encounter in this respect, and he shall not be permitted to advance any grounds for delay.

25.2
The Project Manager shall be entitled, from time to time, to inspect, examine, measure and test the components, materials and workmanship, and check the progress of preparation, fabrication or manufacture of anything being prepared, fabricated or manufactured for delivery under the contract, in order to establish whether the components, materials and workmanship are of the requisite quality and quantity. This shall take place at the place of manufacture, fabrication, preparation or at the place of acceptance or at such other places as may be specified in the Special Conditions.

25.3
For the purposes of such tests and inspections, the Contractor shall:


a)
provide the Project Manager, temporarily and free of charge, with such assistance, test samples or parts, machines, equipment, tools, labour, materials, drawings and production data as are normally required for inspection and testing;


b)
agree, with the Project Manager, the time and place for tests;


c)
give the Project Manager access at all reasonable times to the place where the tests are to be carried out.

25.4
If the Project Manager is not present on the date agreed for tests, the Contractor may, unless otherwise instructed by the Project Manager, proceed with the tests, which shall be deemed to have been made in the Project Manager's presence. The Contractor shall immediately send duly certified copies of the test results to the Project Manager, who shall, if he has not attended the test, be bound by the test results.

25.5
When components and materials have passed the above-mentioned tests, the Project Manager shall notify the Contractor or endorse the Contractor's certificate to that effect.

25.6
If the Project Manager and the Contractor disagree on the test results, each shall state his views to the other within 15 days of such disagreement. The Project Manager or the Contractor may require such tests to be repeated on the same terms and conditions or, if either Party so requests, by an expert selected by common consent. All test reports shall be submitted to the Project Manager, who shall communicate the results of these tests without delay to the Contractor. The results of retesting shall be conclusive. The cost of retesting shall be borne by the Party whose views are proved wrong by the retesting.

25.7
In the performance of their duties, the Project Manager and any person authorised by him shall not disclose to unauthorised persons information concerning the undertaking's methods of manufacture and operation obtained through inspection and testing.
PAYMENTS

Article 26
General principles

26.1
Payments shall be made in euro or national currency. The Special Conditions shall lay down the administrative or technical conditions governing payments of pre-financing, interim and/or final payments made in accordance with the General Conditions. Where payment is in the national currency, it shall be converted into euro at the rate published on the Infor-Euro on the first working day of the month in which the payment is made.

26.2
Payments due by the Contracting Authority shall be made to the bank account mentioned on the financial identification form completed by the Contractor. The same form, annexed to the payment request, must be used to report changes of bank account.

26.3
Sums due shall be paid within no more than 45 calendar days from the date on which an admissible payment request is registered by the competent department specified in the Special Conditions. The date of payment shall be the date on which the institution's account is debited. The payment request shall not be admissible if one or more essential requirements are not met.

26.4
The 45-day period may be suspended by notifying the Contractor that the payment request cannot be fulfilled because the sum is not due, because appropriate substantiating documents have not been provided or because there is evidence that the expenditure might not be eligible. In the latter case, an inspection may be carried out on the spot for the purpose of further checks. The Contractor shall provide clarifications, modifications or further information within 30 days of being asked to do so. The payment period shall continue to run from the date on which a properly drawn-up payment request is registered.

26.5
The payments shall be made as follows:



a) 60% of the contract price after the signing of the contract, against provision of the performance guarantee. If the pre-financing payment exceeds EUR 150.000, the Contractor must provide a financial guarantee for the full amount of the prefinancing payment. This financial guarantee must remain valid until it is released 45 days at the latest after the provisional acceptance of the goods;



b) 40% of the contract price, as payment of the balance outstanding, following provisional acceptance of the supplies;

26.6
Where only part of the supplies have been delivered, the 40% payment due following partial provisional acceptance shall be calculated on the value of the supplies which have actually been accepted and the security shall be released accordingly.

26.7
For supplies not covered by a warranty period, the payments listed above shall be aggregated. The conditions to which the payments of pre-financing, interim and/or final payments are subject, shall be as stated in the Special Conditions.

26.8
The payment obligations of the EC under this Contract shall cease at most 18 months after the end of the period of implementation, unless the Contract is terminated in accordance with these General Conditions. 

26.9
Unless otherwise stipulated in the Special Conditions, contracts shall be at fixed prices, which shall not be revised.

26.10
The Contractor undertakes to repay any amounts paid in excess of the final amount due to the Contracting Authority within 45 days of receiving a request to do so. Should the Contractor fail to make repayment within the deadline set by the Contracting Authority, the Contracting Authority may (unless the Contractor is a government department or public body of a Member State of the Community) increase the amounts due by adding interest:

- at the rediscount rate applied by the central bank of the country of the Contracting Authority if payments are in the currency of that country;

- at the rate applied by the European Central Bank to its main refinancing transactions in euro where payments are in euro,

on the first day of the month in which the time-limit expired, plus three and a half percentage points. The default interest shall be incurred over the time which elapses between the date of the payment deadline set by the Contracting Authority (exclusive), and the date on which payment is actually made (inclusive). Any partial payments shall first cover the interest thus established.

Amounts to be repaid to the Contracting Authority may be offset against amounts of any kind due to the Contractor. This shall not affect the Parties' right to agree on payment in instalments. Bank charges incurred by the repayment of amounts due to the Contracting Authority shall be borne entirely by the Contractor. Where necessary the European Community may as a donor subrogate itself to the Contracting Authority. 

Article 27
Payment to third parties

27.1
Orders for payments to third parties may be carried out only after an assignment made in accordance with Article 5. The Contracting Authority shall be notified of the assignment.

27.2
Notification of beneficiaries of the assignment shall be the sole responsibility of the Contractor.

27.3
In the event of a legally binding attachment of the property of the Contractor affecting payments due to him under the contract, and without prejudice to the time limit laid down in the Special Conditions, the Contracting Authority shall have 30 days, starting from the day on which it receives notification of the definitive lifting of the obstacle to payment, to resume payments to the Contractor.

Article 28
Delayed payments

28.1
The Contracting Authority shall pay the Contractor sums due within 45 days of the date on which an admissible payment is registered, in accordance with Article 43 of these General Conditions. This period shall begin to run from the approval of these documents by the competent department referred to in Article 43 of the Special Conditions. These documents shall be approved either expressly or tacitly, in the absence of any written reaction in the 45 days following their receipt accompanied by the requisite documents.

28.2
Once the deadline laid down in Article 28.1 has expired, the Contractor may, within two months of late payment, claim late-payment interest:

-
at the rediscount rate applied by the issuing institution of the country of the Contracting Authority where payments are in national currency;

-
at the rate applied by the European Central Bank to its main refinancing transactions in euro, as published in the Official Journal of the European Union, where payments are in euro,

on the first day of the month in which the deadline expired, plus seven percentage points. The late-payment interest shall apply to the time which elapses between the date of the payment deadline (exclusive) and the date on which the Contracting Authority's account is debited (inclusive). 

28.3
Any default in payment of more than 90 days from the expiry of the period laid down in Article 28.1 shall entitle the Contractor either not to perform the contract or to terminate it, with 30 days' prior notice to the Contracting Authority and the Project Manager.

ACCEPTANCE AND MAINTENANCE

Article 29
Delivery

29.1
The Contractor shall deliver the supplies in accordance with the conditions of the contract. The supplies shall be at the risk of the Contractor until their provisional acceptance.

29.2
The Contractor shall provide such packaging of supplies as is required to prevent their damage or deterioration in transit to their destination as indicated in the contract. The packaging shall be sufficient to withstand, without limitation, rough handling, exposure to extreme temperatures, salt and precipitation during transit and open storage. Package size and weight shall take into consideration, where appropriate, the remoteness of the final destination of the supplies, and the possible absence of heavy handling facilities at all points in transit.

29.3
The packaging, marking and documentation inside and outside the packages shall comply with such requirements as shall be expressly provided for in the Special Conditions, subject to any variations subsequently ordered by the Project Manager.

29.4
No supplies shall be shipped or delivered to the place of acceptance until the Contractor has received a delivery order from the Project Manager. The Contractor shall be responsible for the delivery at the place of acceptance of all supplies and supplier's equipment required for the purpose of the contract. If the Project Manager fails either to issue the certificate of provisional acceptance or to reject the Contractor's application within the period of 30 days, he shall be deemed to have issued the certificate on the last day of that period.

29.5
Each delivery must be accompanied by a statement drawn up by the Contractor. This statement shall be as specified in the Special Conditions.

29.6
Each package shall be clearly marked in accordance with the Special Conditions.

29.7
Delivery shall be deemed to have been made when there is written evidence available to both Parties that delivery of the supplies has taken place in accordance with the terms of the contract, and the invoice(s) and all such other documentation specified in the Special Conditions, have been submitted to the Contracting Authority. Where the supplies are delivered to an establishment of the Contracting Authority, the latter shall bear the responsibility of bailee, in accordance with the requirements of the law applicable to the contract, during the time which elapses between delivery for storage and acceptance.

Article 30
Verification operations

30.1
The supplies shall not be accepted until the prescribed verifications and tests have been carried out at the expense of the Contractor. The inspections and tests may be conducted before shipment, at the point of delivery and/or at the final destination of the goods.

30.2
The Project Manager shall, during the progress of the delivery of the supplies and before the supplies are taken over, have the power to order or decide:


a)
the removal from the place of acceptance, within such time or times as may be specified in the order, of any supplies which, in the opinion of the Project Manager, are not in accordance with the contract;


b)
their replacement with proper and suitable supplies;


c)
the removal and proper re-installation, notwithstanding any previous test thereof or interim payment therefor, of any installation which in respect of materials, workmanship or design for which the Contractor is responsible, is not, in the opinion of the Project Manager, in accordance with the contract;


d)
that any work done or goods supplied or materials used by the Contractor is or are not in accordance with the contract, or that the supplies or any portion thereof do not fulfil the requirements of the contract.

30.3

The Contractor shall, with all speed and at his own expense, make good the defects so specified. If the Contractor does not comply with such order, the Contracting Authority shall be entitled to employ other persons to carry out the orders and all expenses consequent thereon or incidental thereto shall be deducted by the Contracting Authority from any monies due or which may become due to the Contractor.

30.4

Supplies which are not of the required quality shall be rejected. A special mark may be applied to the rejected supplies. This shall not be such as to alter them or affect their commercial value. Rejected supplies shall be removed by the Contractor from the place of acceptance, if the Project Manager so requires, within a period which the Project Manager shall specify, failing which they shall be removed as of right at the expense and risk of the Contractor. Any works incorporating rejected materials shall be rejected.

30.5

The provisions of Article 30 shall not affect the right of the Contracting Authority to claim under Article 21, nor shall it in any way release the Contractor from any warranty or other obligations under the contract.

Article 31
Provisional acceptance

31.1
The supplies shall be taken over by the Contracting Authority when they have been delivered in accordance with the contract, have satisfactorily passed the required tests, or have been commissioned as the case may be, and a certificate of provisional acceptance has been issued or is deemed to have been issued.

31.2
The Contractor may apply, by notice to the Project Manager, for a certificate of provisional acceptance when supplies are ready for provisional acceptance. The Project Manager shall within 30 days of receipt of the Contractor's application either:


-
issue the certificate of provisional acceptance to the Contractor with a copy to the Contracting Authority stating, where appropriate, his reservations, and, inter alia, the date on which, in his opinion, the supplies were completed in accordance with the contract and ready for provisional acceptance; or


-
reject the application, giving his reasons and specifying the action which, in his opinion, is required of the Contractor for the certificate to be issued.

31.3
Should exceptional circumstances make it impossible to proceed with the acceptance of the supplies during the period fixed for provisional or final acceptance, a statement certifying such impossibility shall be drawn up by the Project Manager after consultation, where possible, with the Contractor. The certificate of acceptance or rejection shall be drawn up within 30 days following the date on which such impossibility ceases to exist. The Contractor shall not invoke these circumstances in order to avoid the obligation of presenting the supplies in a state suitable for acceptance.

31.4
If the Project Manager fails either to issue the certificate of provisional acceptance or to reject the supplies within the period of 30 days, he shall be deemed to have issued the certificate on the last day of that period, except where the certificate of provisional acceptance is deemed to constitute a certificate of final acceptance. In this case, Article 34.2 below does not apply. If the supplies are divided by the contract into lots, the Contractor shall be entitled to apply for a separate certificate for each lot.

31.5
In case of partial delivery, the Contracting Authority reserves the right to give partial provisional acceptance.

31.6
Upon provisional acceptance of the supplies, the Contractor shall dismantle and remove temporary structures and materials no longer required for use in connection with the implementation of the contract. He shall also remove any litter or obstruction and redress any change in the condition of the place of acceptance as required by the contract.
Article 32
Warranty obligations

32.1
The Contractor shall warrant that the supplies are new, unused, of the most recent models and incorporate all recent improvements in design and materials, unless otherwise provided in the contract. The Contractor shall further warrant that all supplies shall have no defect arising from design, materials or workmanship, except insofar as the design or materials are required by the specifications, or from any act or omission, that may develop under use of the supplies in the conditions obtaining in the country of the Contracting Authority. This warranty shall remain valid as specified in the Special Conditions.

32.2
The Contractor shall be responsible for making good any defect in, or damage to, any part of the supplies which may appear or occur during the warranty period and which:


a)
results from the use of defective materials, faulty workmanship or design of the Contractor; or


b)
results from any act or omission of the Contractor during the warranty period; or


c)
appears in the course of an inspection made by, or on behalf of, the Contracting Authority.

32.3
The Contractor shall at his own cost make good the defect or damage as soon as practicable. The warranty period for all items replaced or repaired shall recommence from the date on which the replacement or repair was made to the satisfaction of the Project Manager. If the contract provides for partial acceptance, the warranty period shall be extended only for the part of the supplies affected by the replacement or repair.

32.4
If any such defect appears or such damage occurs during the warranty period, the Contracting Authority or the Project Manager shall notify the Contractor. If the Contractor fails to remedy a defect or damage within the time limit stipulated in the notification, the Contracting Authority may:


a)
remedy the defect or the damage itself, or employ someone else to carry out the work at the Contractor's risk and cost, in which case the costs incurred by the Contracting Authority shall be deducted from monies due to or guarantees held against the Contractor or from both; or



b) 
terminate the contract.

32.5
In emergencies, where the Contractor cannot be reached immediately or, having been reached, is unable to take the measures required, the Contracting Authority or the Project Manager may have the work carried out at the expense of the Contractor. The Contracting Authority or the Project Manager shall as soon as practicable inform the Contractor of the action taken.

32.6
The warranty obligations shall be stipulated in the Special Conditions and technical specifications. If the duration of the warranty period is not specified, it shall be 365 days. The warranty period shall commence on the date of provisional acceptance and may recommence in accordance with Article 32.3.

Article 33
After-sales service

An after-sales service, if required by the contract, shall be provided in accordance with the details stipulated in the Special Conditions. The Contractor shall undertake to carry out or have carried out the maintenance and repair of supplies and to provide a rapid supply of spare parts. The Special Conditions may specify that the Contractor must provide any or all of the following materials, notifications and documents pertaining to spare parts manufactured or distributed by the Contractor:


a) such spare parts as the Contracting Authority may choose to purchase from the Contractor, it being understood that this choice shall not release the Contractor from any warranty obligations under the contract;


b) in the event of termination of production of the spare parts, advance notification to the Contracting Authority to allow it to procure the parts required and, following such termination, provision at no cost to the Contracting Authority of the blueprints, drawings and specifications of the spare parts, if and when requested.

Article 34
Final acceptance

34.1
Upon expiry of the warranty period or, where there is more than one such period, upon expiry of the latest period, and when all defects or damage have been rectified, the Project Manager shall issue the Contractor a final acceptance certificate, with a copy to the Contracting Authority, stating the date on which the Contractor completed his obligations under the contract to the Project Manager's satisfaction. The final acceptance certificate shall be issued by the Project Manager within 30 days of the expiry of the warranty period or as soon as any repairs ordered under Article 32 have been completed to the satisfaction of the Project Manager.

34.2

The contract shall not be considered to have been performed in full until the final acceptance certificate has been signed or is deemed to have been signed by the Project Manager.

34.3
Notwithstanding the issue of the final acceptance certificate, the Contractor and the Contracting Authority shall remain liable for the fulfilment of any obligation incurred under the contract prior to the issue of the final acceptance certificate which remains unperformed at the time that final acceptance certificate is issued. The nature and extent of any such obligation shall be determined by reference to the provisions of the contract.

BREACH OF CONTRACT AND TERMINATION

Article 35
Breach of contract

35.1
A Party shall be in a breach of contract if it fails to discharge any of its obligations under the contract.

35.2
Where a breach of contract occurs, the injured Party shall be entitled to the following remedies:


a)
damages; and/or


b)
termination of the contract.

35.3

In addition to the above-mentioned measures, damages may be awarded. They may be either:

a) general damages; or

b) liquidated damages.

35.4
Recovery of damages, disbursements or expenses resulting from the application of measures provided for in this Article shall be effected by deduction from the sums due to the Contractor, from the deposit, or by payment under the guarantee.
Article 36
Termination by the Contracting Authority

36.1
The Contracting Authority may, after giving the Contractor seven days' notice, terminate the contract in any of the following cases:

a)
the Contractor substantially fails to perform his obligations under this contract; 

b)
the Contractor fails to comply within a reasonable time with a notice given by the Project Manager requiring him to make good any neglect or failure to perform his obligations under the contract which seriously affects the proper and timely implementation of the supplies;

c)
the Contractor refuses or neglects to carry out administrative orders given by the Project Manager; 

d)
the Contractor assigns the contract or subcontracts without the authorisation of the Contracting Authority; 

e)
the Contractor is bankrupt or being wound up, is having its affairs administered by the courts, has entered into an arrangement with creditors, has suspended business activities, is the subject of proceedings concerning those matters, or is in any analogous situation arising from a similar procedure provided for in national legislation or regulations; 

f)
the Contractor has been convicted of an offence concerning professional conduct by a judgment which has the force of res judicata; 

g)
the Contractor has been guilty of grave professional misconduct proven by any means which the Contracting Authority can justify; 

h)
the Contractor has been the subject of a judgment which has the force of res judicata for fraud, corruption, involvement in a criminal organisation or any other illegal activity detrimental to the Communities' financial interests; 

i)
the Contractor, following another procurement procedure or grant award procedure financed by the Community budget, has been declared to be in serious breach of contract for failure to perform its contractual obligations;

j)
any organisational modification occurs involving a change in the legal personality, nature or control of the Contractor, unless such modification is recorded in an addendum to the contract; 

k)
any other legal disability hindering execution of the contract occurs; 

l)
the Contractor fails to provide the required guarantee or insurance, or if the person providing the earlier guarantee or insurance required under the present contract is not able to abide by his commitments.

36.2
Termination shall be without prejudice to any other rights or powers of the Contracting Authority and the Contractor under the contract. The Contracting Authority may, thereafter, conclude any other contract with a third party on behalf of the Contractor. The Contractor's liability for delay in completion shall immediately cease upon termination without prejudice to any liability thereunder that may already have occurred.

36.3
The Project Manager shall, upon the issue of the notice of termination of the contract, instruct the Contractor to take immediate steps to bring the implementation of the supplies to a close in a prompt and orderly manner and to reduce expenditure to a minimum.

36.4
In the event of termination, the Project Manager shall, as soon as possible and in the presence of the Contractor or his representatives or having duly summoned them, draw up a report on the supplies delivered and the work performed and take an inventory of the materials supplied and unused. A statement shall also be drawn up of monies due to the Contractor and of monies owed by the Contractor to the Contracting Authority as at the date of termination of the contract.

36.5
The Contracting Authority shall not be obliged to make any further payments to the Contractor until the supplies are completed, whereupon the Contracting Authority shall be entitled to recover from the Contractor the extra costs, if any, of providing the supplies or shall pay any balance due to the Contractor prior to the termination of the contract.

36.6
If the Contracting Authority terminates the contract it shall be entitled to recover from the Contractor any loss it has suffered under the contractual conditions set out in Article 2 of the Special Conditions.

36.7
This contract shall be automatically terminated if it has given risen to no payment in the three years following its signing.

Article 37
Termination by the Contractor

37.1
The Contractor may, after giving 14 days notice to the Contracting Authority, terminate the contract if the Contracting Authority:


-
fails to pay the Contractor the amounts due under any certificate issued by the Project Manager after the expiry of the deadline stated in the Special Conditions;


-
consistently fails to meet its obligations after repeated reminders; or


-
suspends the delivery of the supplies, or any part thereof, for more than 180 days, for reasons not specified in the contract or not attributable to the Contractor.

37.2
Termination shall be without prejudice to any other rights or powers under the contract of the Contracting Authority and the Contractor.

37.3
In the event of such termination, the Contracting Authority shall pay the Contractor for any loss or damage the Contractor may have suffered. 

Article 38
Force majeure

38.1
Neither Party shall be considered to be in default or in breach of its obligations under the contract if the performance of such obligations is prevented by any event of force majeure arising after the date of notification of award or the date when the contract becomes effective, whichever is the earlier.

38.2
For the purposes of this Article, the term "force majeure" means acts of God, strikes, lock-outs or other industrial disturbances, acts of the public enemy, wars whether declared or not, blockades, insurrection, riots, epidemics, landslides, earthquakes, storms, lightning, floods, washouts, civil disturbances, explosions and any other similar unforeseeable events which are beyond the Parties' control and cannot be overcome by due diligence.

38.3
Notwithstanding the provisions of Articles 21 and 36, the Contractor shall not be liable to forfeiture of his performance guarantee, liquidated damages or termination for default if, and to the extent that, his delay in implementation or other failure to perform his obligations under the contract is the result of an event of force majeure. Nor, notwithstanding the provisions of Articles 28 and 37, shall the Contracting Authority be liable for the payment of interest on delayed payments, for non-implementation or for termination by the Contractor for default if, and to the extent that, the Contracting Authority's delay or other failure to perform its obligations is the result of force majeure.

38.4
If either Party considers that any circumstances of force majeure have occurred which may affect performance of its obligations, it shall promptly notify the other Party and the Project Manager, giving details of the nature, the probable duration and the likely effect of the circumstances. Unless otherwise directed by the Project Manager in writing, the Contractor shall continue to perform his obligations under the contract as far as is reasonably practicable, and shall employ every reasonable alternative means to perform any obligations that the event of force majeure does not prevent him from performing. The Contractor shall not employ such alternative means unless directed to do so by the Project Manager.

38.5
If the Contractor incurs additional costs in complying with the Project Manager's directions or using alternative means under Article 38.4, the amount thereof shall be certified by the Project Manager.

38.6
If circumstances of force majeure have occurred and continue for a period of 180 days then, notwithstanding any extension of time for completion of the contract that the Contractor may by reason thereof have been granted, either Party shall be entitled to serve the other with 30 days' notice to terminate the contract. If, on the expiry of the period of 30 days, the situation of force majeure still applies, the contract shall be terminated and, by virtue of the law governing the contract, the Parties shall be released from further execution of the contract.

Article 39
Death

39.1
Where the Contractor is a natural person, the contract shall be automatically terminated if that person dies. However, the Contracting Authority shall examine any proposal made by the heirs or beneficiaries if they have notified their wish to continue the contract. The decision of the Contracting Authority shall be notified to those concerned within 30 days of receipt of such proposal.

39.2
Where the Contractor consists of a number of natural persons and one or more of them die, a report shall be agreed between the Parties on the progress of the contract, and the Contracting Authority shall decide whether to terminate or continue the contract in accordance with the undertaking given by the survivors and by the heirs or beneficiaries, as the case may be.

39.3
In the cases provided for in Articles 39.1 and 39.2, persons offering to continue to perform the contract shall notify the Contracting Authority thereof within 15 days of the date of decease.

39.4
Such persons shall be jointly and severally liable for the proper execution of the contract to the same extent as the original Contractor. Continuation of the contract shall be subject to the rules relating to establishment of the guarantee provided for in Article 11.

DISPUTE SETTLEMENT

Article 40
Amicable dispute settlement

40.1 
The Parties shall make every effort to settle amicably any dispute which may arise between them. Once a dispute has arisen, the Parties shall notify each other in writing of their positions on the dispute and any solution which they consider possible. If either Party deems it useful, the Parties shall meet and try and settle the dispute. A Party shall respond to a request for amicable settlement within 30 days of such a request. The maximum period laid down for reaching such a settlement shall be 120 days from the commencement of the procedure. Should the attempt to reach an amicable settlement fail or a Party fail to respond in time to requests for a settlement, either Party shall be free to proceed to the next stage of the dispute-settlement procedure by notifying the other.

40.2
If the amicable dispute-settlement procedure fails, the Parties may, in the case of decentralised contracts, agree to try conciliation through the European Commission. If no settlement is reached within 120 days of the start of the conciliation procedure, each Party shall be entitled to move on to the next state of the dispute-settlement procedure.

Article 41
Dispute settlement by litigation

If no settlement is reached within 120 days of the start of the amicable dispute-settlement procedure, each Party may seek:

a)
either a ruling from a national court

b)
or an arbitration ruling

in accordance with the Special Conditions of this contract.
ETHICS CLAUSES

Article 42
Ethics clauses

42.1
Any attempt by a candidate or tenderer to obtain confidential information, enter into unlawful agreements with competitors or influence the committee or the Contracting Authority during the process of examining, clarifying, evaluating and comparing tenders shall lead to the rejection of his candidacy or tender.

42.2
Without the Contracting Authority's prior written authorisation, a Contractor and his staff or any other company with which the Contractor is associated or linked may not, even on an ancillary or subcontracting basis, supply other services, carry out works or supply equipment for the project. 

42.3
This prohibition also applies to any other programmes or projects that could, owing to the nature of the contract, give rise to a conflict of interest on the part of the Contractor.

42.4
When putting forward a candidacy or tender, the candidate or tenderer shall declare that he is affected by no potential conflict of interest and has no particular link with other tenderers or parties involved in the project. Should such a situation arise during execution of the contract, the Contractor must immediately inform the Contracting Authority.

42.5
The Contractor must at all times act impartially and as a faithful adviser in accordance with the code of conduct of his profession. He shall refrain from making public statements about the project or services without the Contracting Authority's prior approval. He may not commit the Contracting Authority in any way without its prior written consent.

42.6
For the duration of the contract the Contractor and his staff shall respect human rights and undertake not to offend the political, cultural and religious mores of the beneficiary state.

42.7
The Contractor may accept no payment connected with the contract other than that provided for therein. The Contractor and his staff must not exercise any activity or receive any advantage inconsistent with their obligations to the Contracting Authority.

42.8
The Contractor and his staff shall be obliged to maintain professional secrecy for the entire duration of the contract and after its completion. All reports and documents drawn up or received by the Contractor shall be confidential.

42.9
The contract shall govern the Parties' use of all reports and documents drawn up, received or presented by them during the execution of the contract.

42.10
The Contractor shall refrain from any relationship likely to compromise his independence or that of his staff. If the Contractor ceases to be independent, the Contracting Authority may, regardless of injury, terminate the contract without further notice and without the Contractor having any claim to compensation.

42.11
The Commission reserves the right to suspend or cancel project financing if corrupt practices of any kind are discovered at any stage of the award process and if the Contracting Authority fails to take all appropriate measures to remedy the situation. For the purposes of this provision, "corrupt practices" are the offer of a bribe, gift, gratuity or commission to any person as an inducement or reward for performing or refraining from any act relating to the award of a contract or implementation of a contract already concluded with the Contracting Authority. 

42.12
Such unusual commercial expenses are commissions not mentioned in the main contract or not stemming from a properly concluded contract referring to the main contract, commissions not paid in return for any actual and legitimate service, commissions remitted to a tax haven, commissions paid to a recipient who is not clearly identified or commissions paid to a company which has every appearance of being a front company.

42.13
The Contractor undertakes to supply the Commission on request with all supporting documents relating to the conditions of the contract's execution. The Commission may carry out whatever documentary or on-the-spot checks it deems necessary to find evidence in cases of suspected unusual commercial expenses.

Article 43
Administrative and financial penalties
43.1
Without prejudice to the application of penalties laid down in the contract, a Contractor who has been guilty of making false declarations or has been found to have seriously failed to meet his contractual obligations in an earlier procurement procedure shall be excluded from all contracts and grants financed by the Community budget for a maximum of two years from the time when the infringement is established, as confirmed after an adversarial procedure with the Contractor. The Contractor may present his arguments against this penalty within 30 days of notification of the penalty by registered letter with acknowledgement of receipt or any equivalent means. In the absence of any reaction on the part of the Contractor, or of withdrawal of the penalty by the Commission within 30 days of receipt of the Contractor's arguments against it, the decision imposing the penalty shall become enforceable. That period may be increased to three years in the event of a repeat offence within five years of the first infringement.

43.2
If the Contractor is found to have seriously failed to meet its contractual obligations, it shall incur financial penalties representing 10% of the total value of the contract in question. That rate may be increased to 20% in the event of a repeat offence within five years of the first infringement.
Article 44
Checks and audits by Community bodies

44.1
The Contractor will allow the European Commission, the European Anti-Fraud Office and the European Court of Auditors to verify, by examining the documents or by means of on-the-spot checks, the implementation of the project and conduct a full audit, if necessary, on the basis of supporting documents for the accounts, accounting documents and any other document relevant to the financing of the project.   These inspections may take place up to 7 years after the final payment.

44.2
Furthermore, the Contractor will allow the European Anti-Fraud Office to carry out checks and verification on the spot in accordance with the procedures set out in the European Community legislation for the protection of the financial interests of the European Communities against fraud and other irregularities.

44.3
To this end, the Contractor undertakes to give appropriate access to staff or agents of the European Commission, of the European Anti-Fraud Office and of the European Court of Auditors to the sites and locations at which the Contract is carried out, including its information systems, as well as all documents and databases concerning the technical and financial management of the project and to take all steps to facilitate their work.  Access given to agents of the European Commission, European Anti-Fraud Office and the European Court of Auditors shall be on the basis of confidentiality with respect to third parties, without prejudice to the obligations of public law to which they are subject.  Documents must be easily accessible and filed so as to facilitate their examination and the Consultant must inform the Contracting Authority of their precise location.

44.4
The Contractor guarantees that the rights of the European Commission, of the European Anti-Fraud Office and of the European Court of Auditors to carry out audits, checks and verification will be equally applicable, under the same conditions and according to the same rules as those set out in this Article, to any sub-contractor or any other party benefiting from EC funds.
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Introduction

Project number: TR 0402.04, twinning number: TR/2004/IB/OT/01 is aimed at supporting Turkey’s efforts in the full alignment and enforcement in the field of intellectual property rights with a focus on fight against piracy.

The EC is currently financing a technical assistance project in the area, entitled “Effective Enforcement of Intellectual Property Rights”. With the implementation of the said project, completion of the computer network infrastructure of the courts and the installation of an IT network between the courts, the Turkish Patent Institute, the Under-Secretariat for Customs and the Ankara University Intellectual Rights Research Centre will also be reached. Formal cooperation agreements (explicit Memorandum(s) of Understanding) will be concluded by the Ministry of Culture and Tourism (MoCT) and the other enforcement bodies (Ministry of Interior, the Under-Secretariat for Customs, Ministry of Justice, Konak (İzmir), Çankaya (Ankara), Beyoğlu and Kadıköy (Istanbul) municipalities), and intellectual property right holders or their representatives (Authors union, Collective societies, etc) detailing the procedures to be put in place, etc.

As per “Priority 5.2 Intellectual Property Rights” of the National Programme for the Adoption of the Acquis (NPAA) 2003; the purpose of this procurement is to improve administrative capacity of the General Directorate of Cinema and Copyright (GDCC) and monitor effective implementation of IPR through upgrading the technical infrastructure and establishing information network among the other enforcement bodies. GDCC expects the Supplier develop and implement an Information Network System through establishment of an enterprise web based application integration solution for making the data available to the specialised IPR courts and relevant sections of the Customs, the National Police, National Security bodies, Provincial Directorates and Collecting Societies.

Currently, there is no network between the GDCC and the other enforcement bodies. So, the supply component of this project foresees:

1. the development of a web-based data gathering from the right-holders and collecting societies,

2. receiving applications electronically, 

3. keeping and making available the collected data provided that the previously agreed rules obeyed and security interests ensured, 

4. a database tailored for the specific needs of the GDCC to contribute in effective collective rights management,

5. a central IT system based on the Internet technology, combining the collecting societies, the Customs and the NSufficient tapes must be proposed to make 5 full uncompressed backups of the maximum apparent data capacity of the disk storage array, which will depend on the proposed RAID option.ational Police, National Security Bodies the Courts and the GDCC,

6. a website dedicated to the IPR in order to disseminate all relevant information.

The project duration is expected as 30 weeks.

LOT 1: HARDWARE AND SOFTWARE
	Item Number
	Specifications 
	Specifications  Offered
	 Notes, remarks, 
ref to documentation
	Evaluation Committee’s notes 

	1.1
	SOLUTION DEVELOPMENT
	
	
	

	
	Integrated turnkey solution

It is essential that the solution must be provided as turn key, including all hardware, software, network and service components as shown in Figure 1 System Solution – Logical. One single successful Tenderer shall be responsible from the integration and integrity of the overall infrastructure, and utilization of the existing technologies and staff. Logical map for the overall solution is given in Figure 2 for reference.
The existing solution components at the GDCC is completely built on Microsoft platform, including MS SQL Server (with Reporting Services), Microsoft  .Net, and Microsoft IIS. The GDCC MIS Department is experienced in developing and maintaining applications in .Net platform. They also have background in the configuration and maintenance of Microsoft system software as mentioned. Hence the proposed solution must be fully compatible with the existing infrastructure.
	 
	
	

	
	System Development Life Cycle

System Development Life Cycle must conform to following phases:

1. Inception. The Inception Phase will take 

· Technical Specifications, and 

· Draft Plans (to be submitted with the proposal) (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the inputs, and deliver

· Baselined (Approved and Finalized) Plans (Project Management Plan, Quality Management Plan, Configuration Management Plan, Risk Management Plan, Delivery and Deployment Plan)

as the outputs.

2. Business Analysis. This phase will take 

· Technical Specifications, and 

· Baselined Plans

as the inputs, and deliver

· Business Requirements Specification (including business processes, user interfaces, draft user manuals, constraints and assumptions)

· Business Test Plan (scenarios) 

· Training Plan

as the outputs.

3. System Analysis. This phase will take 

· Business Requirements Specification

· Business Test Plan

· Training Plan 
as the inputs, and deliver

· System Requirements Specification

as the output.

4. System Design. This phase will take 

· System Requirements Specification

· Test Plan

· Training Plan


as the inputs, and deliver

· System Design Description

· Test Cases

· Revised Test Plan

· Revised Training Plan

as the outputs.

5. Custom Software Development - In Spiral Model (Build Approach)


This phase will be based on Software Analysis, Software Design and Coding and Testing sub-phases.

· Software Analysis. This phase will take Technical Specifications and Baselined and Revised Plans as the inputs, and deliver Software Requirements Specification as the output.

· Software Design. This phase will take Software Requirements Specification as the input, and deliver Software Design Description and Revised Test Plan as the outputs.

· Coding and Testing. This phase will take Software Design Description and Revised Test Plan as the inputs, and deliver Code (custom software), Revised Test Cases and Test Report (results) as the outputs.

6. Software Acceptance. This phase will take 

· Code (custom software) in electronic media. It has to be demonstrated that the source code can be compiled and built, and the resulting executable can be run on the delivered system. 
· Revised Test Cases

as the inputs, and deliver

· Test Report

· User and Technical Documentation

· Revised and Accepted Application Software (modular acceptance based on builds)

as the outputs.

7. System Acceptance. This phase will take 

· System Design Description

· Test Cases

· Delivery and Deployment Plan 

· Operations Plan

· All system solution components delivered, installed, and configured

· Application Software ready and accepted

· Training Plan

· Training Material


as the inputs, and deliver

· Operational application software

· System Test Report

· Trained Technical and Business Users

· Revised User and Technical Documentation (including configuration documentation)

· Revised Operations Plan

as the outputs.

8. Operational Acceptance - Entire System. In this final phase, 

· Integrated System is in place and operational,

· Business Test Plans are applied, and 

· Business Test Results are obtained,

This corresponds to the Operational Acceptance of the System as a complete, integrated system; and the Warranty Period commences.
	
	
	

	
	General Custom Application Software Requirements

The proposed application software solution must be a bespoke development for GDCC based on an integration of Common Off The Shelf (COTS) software. All source code and copyright will belong to GDCC.

· The application software user interface language must be Turkish and fully support Turkish collation such as ISO8859-9 (Latin 5), Windows 1254. The solution shall provide capability of reporting based on the daily, period and historical rates defined for foreign currencies, including Euro. 

· It must be possible to use a standard personal computer running a web browser as the client-side workstation.

· The application software must track its version and must automatically start the download of the new version of client components only if there is a version change or no software exists on the local disk.

· Client components shall be limited to COTS components such as Acrobat Reader, etc.

· Data persistence must be centralized in the server-side Data Centre systems. 

· The application must support a multi-tier client/multiserver web architecture, and it must be operable over IP, conforming to security requirements of this technical specification.

· It must be possible to split presentation, application and data logic into several physical systems, and the presentation logic must be accessible / startable via a Web browser interface without having to change the application (business logic) layer.

· The solution must support for login with encrypted connection by SSL.

· System user information must be requested from the Directory Services Server.

· It must be possible to use SSL for data entry and access.

· The solution must support PKI, tokens and smartcards with biometric data for user authentication. 

· Digital certificates to be used for internal operations shall be generated through the proposed Certificate Authority Server.

· For external operations with other public agencies, digital certificates must be obtained from TUBITAK for 10 users who are authorized to sign the outgoing official correspondence.

· The solution must support Intranet, Extranet or Internet users conforming to security requirements of the technical specification.
	
	
	

	
	Metadata layer
· There must be a separate metadata layer that allows the solution to be built in a flexible, loosely coupled, and easily extensible model. 

· This metadata layer solution will be a COTS product and it will be easy to  customize tool  and to make  developments on it. The expected tool features are explained in IPR metadata system part of COTS.

· Metadata layer must be a glue between different systems enabling them working effectively.

· Metadata layer must  allow business analysts, architects and developers to  all collaborate, eliminate business risk related to change in IT assets and avoid the disruption of critical business processes.

· The Supplier must propose a methodology for the GDCC staff to extend/change functionality through the supplied configuration facilities without directly modifying the data model or the source code.

· Metadata data layer must be implemented in order to facilitate highly configurable application software.

· Metadata layer must be implemented in order to build a semantic interoperability between different systems.

· Metadata layer must support an extensible metadata model.

· Metadata layer must have an application programming interface to the metadata system supporting Java,  Microsoft COM, .NET etc. 

· Metadata should underpin the proposed applications where ever possible. This includes electronic forms and management, workflow, library, application level access control and security.

· It must be possible to store all layers, types and forms of various external data collection methods as defined further in this TS as metadata. These will be used to collect data from the societies and will be finalized during the analysis phase.
· The system must be parameter driven, having support for storing data types, data structures and data rules (administrator configurable) rule base, externally in metadata layer. Metadata can be nested (meta-metadata). 

· Meta data layer shall contain

· Definitions of application parameters (such as lookup tables)

· Definitions of lookup table entry/modification forms 

· Definitions of batch data transfer formats and data structures (a typical application would be data transfer facility, namely the “Data Loader – extractor”, from the Collector Societies’ DB)

· Statutory and management report structure and formats

· Work flow definitions

· Security information. A role and group based security system closely combined with the workflow component ensures that only those persons specified herein have the rights to access a particular case.

· Integration logic metadata

· Document Structure metadata like DTDs, XML schemas

· Document style metadata like XSLT files

· Security logic metadata

· Data dictionary, business dictionary

· Data model metadata

· Web service descriptions, WSDL files  as metadata

· Record structures must conform to ISO 15489:2001 (parts 1 & 2), ISO 15836:2003, and ISO 23950:1998 standards, and must be grouped under

· Management metadata

· Descriptive metadata

· Analytical (subject based) metadata

· IPR metadata

· Technical metadata

· eGIF, regional, describable and modifiable n-dimensional m-level metadata including related agency/institutional codes

· Electronic and physical archival information and scanned documents

· It must be possible to use controlled dictionary usage within the application (country and language codes, media types, etc)

· All COTS and custom developed applications should be integrated with Metadata layer in order to communicate with other applications internal or external to the GDCC.
	
	
	

	
	Data Validation

The solution must

· Provide automatic validation of inputs at minimum, the following: value ranges, MERNIS number, TAX number, Country/ Province/ etc codes, organization identifiers, and enterprise identifiers. This will be finalized during the analysis phase.
· Provide validation at the time of entry on each coded value to ensure that each transaction is valid.

· Permit on‑line entry and maintenance of the dictionary tables by authorized personnel. These include, but not limited to, country and language codes, taxonomy, other metadata lookup tables, internet media types (MIME), etc.

· Use the same reference data values from data dictionaries for all validation processes within the supplied system.

· Validate all codes at the time of entry during on-line processing.

· Perform all syntactical checking of data at the time of entry. 

· Validation through external data sources must be handled by the business logic of the application.

· Provide XML schema or Document Type Definition (DTD) validation for XML data. This feature must be provided by Common Integration Framework, IPR metadata system, and IPR Native XML repository tools automatically.
	
	
	

	
	Error Handling
The application must

· Output display error messages describing the error and the action required to rectify it.

· Have possibility to continue processing if a validation error occurs. 

· Have ability to specify default options for use when a validation error occurs.

· Perform all validations on a transaction at the same time regardless of the number of errors detected.
	
	
	

	
	Logging

The application must

· Store messages in their original native format for integrity. 

· Store messages for security, analysis, reporting or for other purposes.

· Store XML messages in a native XML repository tool, which is a COTS tool, the expected tool features are described under COTS part IPR Native XML repository part.
	
	
	

	
	Interfaces / Interoperability

· The application must have standard interface format (such as encrypted and signed XML) for secure data exchange both into and out of the application to provide interoperability with other government systems. 

· Application must support XML web services standards like SOAP, WSDL, and UDDI.

· Application must support IPR and related media industry XML schemas to interoperate. 

· The solution must have interfaces to the following external systems:

User

Access type

Customs

Query, batch transfer of declarations, alternatively access from GDCC through web services

Courts

Query

Police

Query

Collector Societies

Query, Application for registration, Updates, Deletes for their own records

· The application must maintain data integrity and audit history when importing data into the system in batch mode.

· The application must have ability to input/output from/to RTF, text, comma separated, spreadsheet formats and XML formats where appropriate.

· The applications’ data structures must be well documented and must be readily available to GDCC within Software Requirements Specification in Turkish and English.

· All database object names (tables, modules, objects, methods, etc.) must be in either English or Turkish in the entity and attribute names.

· All components of custom source code and scripts (variable names, comments) must be in English or Turkish. 

· The Supplier, during the course of project implementation, must provide convincing evidence that the delivered System is secure from unauthorized access (“hacking”).
	
	
	

	
	Help / User Interface

· Context sensitive on-line help facilities that are provided at function and screen level such as search facility within help and value prompting within help.

· Help messages must prompt the user what to do next after an error message.

· User interface must be based on user interface design standards, either international, de facto/industry or proprietary standards of the Supplier.

· It must be possible to 

· Access to other key functions from any screen without forcing users to back out of deep menu paths. Key functions will be defined and finalized in the Software Requirements Specification.

· Support navigation shortcuts by function keys, buttons or multi-key sequences.

· Perform data item validation (syntactical and semantic) and cross-field validation checks during data entry. The application shall return all failures to the user’s screen in the form of messages as part of the Presentation Logic. This requirement does not cover Business Logic related data integrity controls.

· Handle all error conditions by displaying an error or warning message and not by an abnormal termination of the program.

· End-user interface (menus, screens, error messages, on screen and printed reports, etc.) must be in Turkish.
	
	
	

	
	Application Performance

· The Supplier must detail performance levels in System Requirements Specification using the application software to be provided by the Supplier.

· Performance levels will be measured based on the requirements specified in the System Requirements Specification for one month commencing Provisional Acceptance of the systems. Revisions must be proposed by the Supplier, which would have to be finalized in the overall updated System Requirements Specification. Committed performance levels will be applicable based on the finalized System Requirements Specification after approval of GDCC.

· The solution must allow for the batch and on-line be run concurrently; and scheduling and prioritization on batch applications such as report generation and data consolidation.

· The developed solution must include system utilities and/or method documentation to measure and tune the application software. During the development cycle of the application software, the Supplier shall substantiate any performance claims such as;

· write transaction (insert) involving data validation and database update

· typical enquiry involving drill-down to the transaction level

· the maintenance cycle (e.g. database reorganization, tidying, indexing)

· the batch update cycle

· the report extraction scanning database
	
	
	

	
	Enterprise Integration
· All sub-system executables must be independently installable and operable with minimum inter-module dependencies. All inter-module dependencies and integration shall be clearly documented.

· The application must share a common instance of a database service, and share single instances of data records for concurrent retrieval (other than reporting) and update operations. This applies to sharing common functions and/or data access procedures and having common access control and common retrieval/update locking.

· The solution must allow the user to move seamlessly between functional tasks and applications via options in the user interface without having to sign off one application and log onto another.

· The Supplier must propose all system software, hardware and service components to ensure successful operation of the proposed solution. 

· All software must be integrated including the existing ones. They are explicitly defined under custom application software requirements.

· The solution must have facilities for integration of societies

· EDISAM Edebiyat ve Ilim Eserleri Sahipleri Meslek Birliği, 

· BESAM Bilim ve Edebiyat Eseri Sahipleri Meslek Birliği, 

· ILESAM Türkiye Ilim ve Edebiyat Eseri Sahipleri Meslek Birliği, 

· GESAM Türkiye Güzel Sanat Eseri Sahipleri Meslek Birliği, 

· BSB Sinema Eseri Sahipleri Meslek Birliği, 

· SESAM Türkiye Sinema Eseri Sahipleri Meslek Birliği, 

· SETEM Sinema ve Televizyon Eseri Sahipleri Meslek Birliği, 

· RATEM Radyo Televizyon Yayıncıları Meslek Birliği (existing application at GDCC), 

· MESAM Türkiye Musiki Eseri Sahipleri Meslek Birliği (have their own application), 

· MSG Musiki Eseri Sahipleri Grubu Meslek Birliği (have their own application),

· TESIYAP Televizyon ve Sinema Filmi Yapımcıları Meslek Birliği, 

· MÜ-YAP Bağlantılı Hak Sahibi Fonogram Yapımcıları Meslek Birliği, 

· TOMEB Tiyatro Oyuncuları Meslek Birliği, 

· SES-BIR Seslendirme Sanatçıları Meslek Birliği

· To integrate different parties in a flexible, open and extensible model, a process and event driven service oriented architecture must be used. To realize this, a COTS based common integration framework shall be used. The expected tool features are described in Common Integration Framework part of the COTS.

· Service oriented architecture must support open standards like XML, SOAP, WSDL, UDDI, web services, etc.

· Integration solution should solve both vertical and horizontal integration problems.

· To collect real time data from different parties and build real time information,  a semantic information integration method based on ontologies should be used. To realize this, a real time information integration COTS tool shall be used. The expected tool features are described in real time information integration part of the COTS.

· GDDC must be able to publish services which have open and defined interface and reusable and easily integrateable. 
	
	
	

	
	Technical Support Model

· The supplier must provide the full set of technical manuals for each software product supplied. They must create end-user manuals for instruction of end-users, and supply at least 50 copies.

· All end-user documentation must be in Turkish.

· Appropriate documentation (installation notes, technical manuals) to be provided with Application Software upgrades (new versions and releases). 

· Technical support must be provided in the Turkish language.

· A Service Level Management must be proposed by the Supplier as per the ITIL specifications and the service levels specified the Supplier’s System Requirements Specification document.

· Standard facilities and technical support must be available to all (local or remote) users of the system that will use the application to generate and track trouble tickets.

· The Supplier must ensure there is a high level of support in relation to each software component or tool or methodology proposed to be used or supplied as part of the system, or which is required for support, maintenance or enhancement of the system, both during the implementation phase and the ongoing operation of the system. This must include, but not be limited to, telephone hotline support.

· The Supplier must provide on-site personnel for support and mentoring purposes for all hardware and software in GDCC after Provisional Acceptance at no extra charge as defined under Support and Maintenance.

· The supplier shall have access to hardware/software manufacturers’ technical information and hence enable online know-how transfer to the GDCC. 8x5 access to technical centres of the manufacturers’ for assistance especially for emergency situations (network down, server down, performance problems etc.) for online expert troubleshooting, assistance, remote access, case management, solution/work around provision services provided by the Supplier must be available. The supplier shall designate manufacturer engineers to own trouble cases for quick resolution for GDCC. 

· All software releases will be made via the application release server.

· The Supplier must provide a master disk image of each client and server system type to return the system to its original configuration. This must be made readily available when needed both at each project site with explanatory labeling and usage instructions.
	
	
	

	
	General Firmware and System Software Requirements


· In making performance and functionality claims the Tenderers’ proposals must reference, where possible, the Manufacturer’s internal documents (e.g. product data sheets, product brochures, white papers etc.)

· The latest, commercially available version, of system software/firmware must be provided.

· All hardware device drivers for the proposed hardware components must be delivered, installed and made operational for all systems utilizing the proposed hardware.

· All required software components that are not stated explicitly in this TS document but are necessary for successful solution to the specifications herein must be proposed.

· All relevant solution components must properly display, calculate, and transmit date information, including, but not restricted to 21st-Century date information.

· All relevant solution components must be capable of storing, formatting, displaying and printing a monetary amount up to 999 billion New Turkish Lira.

· All relevant solution components shall be capable of storing, formatting, displaying and printing New Turkish Lira and foreign currencies, including Euro.

· All proposed software components must have 100 % compatibility, interoperability and integration with each other and with the hardware systems proposed. The Supplier must solve all interoperability issues should they arise before the operational acceptance at no additional cost to the Beneficiary.

· The Tenderer may propose more than one product to satisfy the requirements unless otherwise stated in the specifications. Similarly, a proposed product may satisfy more than one functionality.
	
	
	

	
	General Hardware Requirements

· All proposed system hardware and software components must be fully compatible with each other.

· The core components of the system, or earlier versions with similar general functionality on either 32 or 64 bit platforms, must have been in production use for at least three months prior to the release date of this set of the Tender, in at least three of the installed user base reference sites with contact information. The offered versions of all of the system components must be demonstrable as at the closing date of this Tender Invitation.

· All active (powered) equipment shall operate on voltage range 220v +/- 20v and frequency range, 50Hz-60Hz. All active equipment must include power plugs of standard in Turkey.

· Unless otherwise specified, all equipment shall operate in environments of 15-35°C, 20-80 percent relative humidity.

· All electronic equipment that emits electro-magnetic energy must be certified as meeting the emission standard US FCC class B or EN 55022 and EN 50082-1, or equivalent, emission standards.

· All proposed server computers of the same class must use the same version of the same operating system.

· The tenderer must prove that the equipment proposed is produced by a manufacturer who is accredited by ISO 9001:2000 or an equivalent.

· For all proposed hardware components Supplier must assure that all necessary spare parts and consumables will be available for at least five years following the commencement of the contract.

· Supplier may propose either individual servers for the described functions, or a consolidated server solution using minimum number of physical units satisfying all the hardware and service level requirements described in the technical specifications for the relevant servers. If this type of solution is offered then required amount of CPUs and memory must be allocated to each server partition/blade. Each partition/blade shall be assigned its own disk space.

· Any hardware (including individual components like CPUs and whole systems that are announced as end-of-line by the manufacturer shall not be proposed by the Supplier.

· All hardware and software delivered as part of the proposed system solution must be brand new and in their original boxes.
· All proposed server computers and network hardware must be installed in rack mount systems. The Supplier shall propose rack mount systems and related rack components to ensure that the servers occupy minimum floor space. The cost of all rack mount systems, all accessories and additional hardware required for successful operation of the servers shall be included in the proposal.

· All proposed servers computers and personal computers must have one of FCC, CE, TUV and UL certificates.

· The supplier work together with the suppliers of the other Lots to resolve any compatibility issues between software and hardware supplied. The Suppliers will incur joint responsibility to any software patches required in order to meet the compliance of GDCC evaluation and acceptance standards.
	
	
	

	
	General Security Requirements

· The application software must support digital signatures (including XML digital signatures) for electronically signing records and documents.

· The application software must support XML encryption to be able to encrypt partial of the document.

· The application software must support SAML tokens (security assertion markup language) to be able to carry user credentials between different parties.

· The application software must support recording and tracking of previous versions (history) of records for audit trail.

· The application software  must store XML type data in their original native format in a IPR native XML repository to handle data integrity, non repudiation and for better performance. 

· The Supplier must provide solutions for data integrity, data loss, including backup, recovery and disaster recovery.

· System security must enable users of all levels to operate on the system within the restrictions imposed by the responsible system administrators through Directory Services solution. 

· The policy of determining who will operate on the system and what functions they will perform must be carried out in the Data Center, usually on advice or request from local managers through Directory Services solution.

· The system software (operating system and related COTS) must include mechanisms that allow the system administrator to define access rights by users, groups and roles, for categories of operation, such as define/manage, insert, delete, update, read and execute. Tenderer must explain all relevant Directory Services mechanisms in the proposed solution and system configuration.

· There must be a feature in the system to enable storage of the Access Control Lists (ACL) in secure format (such as encrypted). 

· GDCC system user identification information (i.e. name, surname, department, phone, password etc) must be loaded into the Directory Services system before operational acceptance. Information detail must be approved by Purchaser. All Authentication Authorization Accounting (AAA) (on application, web, server logins, e-mail applications etc…) must be centrally provided through Directory Services. All applications under consideration must be Directory Services-aware. Namely, AAA must be supplied by Directory Services server. The motivation behind this approach is to provide single user/password pair (single signon) through all project application software components. 
· All security policies related to users, PCs and servers must be stored in Directory Services.
· All security management must be done through Directory Services server by appropriate Directory Services aware clients. Proposed solution and system configuration must include all necessary items and solution components for this purpose.

· There must be a seperately manageable message level security software to prevent XML message level attacks, XML firewalling, to ensure message format and content conformity and managing integration security.
	
	
	

	
	Hardware Security Requirements


· All hardware components must be labeled with a unique identifier and the labels must be visible.

· This identifier must be used as the terminal number.

· All terminal numbers must be recorded in the service desk solution.

· The proposed solution must have mechanisms to hide the IP numbers and other information within the system. 
	
	
	

	
	Supplier Staff Security Requirements


· User account and access rights of any staff removed from the project must be disabled prior to removal.
	
	
	

	
	Integrity, Backup and Recovery

· The proposed solution must ensure data integrity in the event of a hardware or software failure.

· The proposed solution must identify files that have been changed and those that will be saved for recovery purposes.

· The system must provide the facilities (e.g. checkpoint/ rollback/ roll forward) to support the recovery of data to just before the point of failure, or some other well-defined point in the processing history, in the event of a disastrous processing failure. 

· The RDBMS must provide options for selective or full restore.

· The proposed solution must provide optional incremental or complete backups.

· It must be possible to prepare batch data in other environments and load them onto the database without jeopardizing the integrity of the database.

· The same piece of data must be loaded only once for the same set of tables.

· The Tenderer must propose a data protection solution that addresses Archiving and Migration.
	
	
	

	
	Secure Access to GDCC Online Services

· Login operation must be performed with encrypted connection by SSL.

· System user information will be requested from the Directory Services Server.

· There must be a message level security check like message structure validation, content validation check before reaching online services. 
	
	
	

	
	General Systems Management Requirements

· All the hardware, software and services that provide managing (including console access, cold start functionality, etc.) and monitoring hardware (i.e. CPU temperature, fan speed etc.) of all the proposed servers remotely via network must be provided.

· The Supplier must supply a Graphical User Interface for every component of the systems and network management framework. This GUI can be either web based or proprietary. In addition, a command line interface can be proposed as a supplement to the GUI, but not a replacement.

· No software in the network and systems management framework shall support the concept of virtual network consoles. Any software delivered to the customer must specifically have this option disabled or otherwise rendered inoperative.

· Non-computing IT physical assets, such as Uninterruptible Power Supplies (UPS) must support the concept of a Management Information Base (MIB-II) Version 2 to allow systems management software to query asset status and be able to generate and respond to events directly related to the asset.
	
	
	

	
	Project Team Requirements

· The Tenderers must cleary explain their approach to Project Management and identify how the following roles will be fulfilled as per the Minimum Project Key Team Table. The Tenderers must explain how they plan to cover the below listed functionality conforming to the international standards as required within this Tender Dossier. One professional may assume more than one role based on the proposal, provided that the roles do not conflict with each other, for example QA manager cannot be the same as the senior software engineer. Hence the following list of project team members will should be seen as the team providing for the functionality rather than the head count. It should also be noted that not all staff will have to work full time for the full duaton of the project.
· Project Manager. Assumes overall responsibility for the implementation of this project. He/she will also be responsible for ensuring that the Tenderer’s team delivers the specification of the requirements for hardware and networking services necessary to facilitate the overall solution. He/she will thereafter liaise with client managers, and any sub-Suppliers, to timely provide the system requirements. Experience in EU projects.
· Risk Assessor. Defines risks for the execution of the project, development of system and software; and plans mitigation. Plans for the risk management steps. Tracks risks, takes timely corrective actions and reports them.

· QA Manager. Is responsible for the execution of the project as per quality requirements set forth in this Technical Specifications Document. Plans for steps for quality, follows them, and makes the results visible to the Client.

· Change Manager. Defines and tracks the changes required in the system and software and reports them to the approval of the Consultant. Coordinates with the Problem Resolution Manager.

· Training Manager. Determines training requirements, plans for, manages delivery of training modules to the designated audience. Reports results. Coordinates with the vendors.

· Chief Architect. Knowledge and experience in system architecture, standards, system and software design, at least five years of hands on experience in hardware and software components. 
· Interoperability Architect : Assumes overall architectural responsibilities to deliver a totally interoperable and standards based solution to the problem. Coordinates different pieces of software and developments and interfaces between these components and standards to conform to. He/she must have at least 5 years of experience in integration technologies and will report to chief arcitect.

· Process Management Expert. Design the processes for the overall execution of the system. The expert must be experienced in process design and management. He/she must have at least 5 years of experience in at least 5 government agencies. 

· EDMS and Workflow Management Expert. Designs and develops workflows and forms. Must be experienced in the proposed EDMS and WFM components.

· Configuration Manager. Defines tracks and controls all configuration items in the system solution.

· Senior System Engineer. Responsible for the system design and implementation of overall system. Coordinates with all Experts.

· Senior Network Engineer. Responsible for the network design and IP planing. Coordinates with the system engineer. Network engineer is responsible for daily monitoring and management of the overall system solution through the control console at the central site.

· Senior Security Engineer. Responsible for design of overall security of the system as per ISO 17799. Must have at least five years of hands on experience in security system design and implementation of relevant hardware and software. He/she must hold an international certificate such as CISSP, CISA and must have at least five years of experience in designing and implementing security systems including hardware and software.

· Senior Software Engineers. Responsible for the software analysis, design and implementation of application software. At least one of the senior engineers must be experienced Excel add-ins.
· Service Desk Support Expert. Managing, configuration, development and support of Service Desk Solution (12 person-months).

· Test Engineer. Designs test cases, manages tests and documents results.

· Domain Expert. Responsible from the development of taxonomy of IPR material including books, audio and video, based on international standards and practices including digital object store information representation and retrieval ISO 15489, ISO 15836:2003, and ISO 23950:1998 standards. Must be involved in at least two similar center establishment and operations consultancy. Must be knowledgeable and experienced in metadata standards.
	
	
	

	
	Minimum Project Key Team Table

Job Title/Role

Min no of staff 

Total Years of Experience

Years of Experience in Similar Turnkey Assignment

Project Manager

1

10

5

Training Manager

1

5

2

Chief Architect

1

5

2

Interoperability Architect

1

5

2

Process Management Expert

1

5

3

EDMS and Workflow Management Expert

2

5

3

Senior System and Network Engineer

1

5

2

Senior Security Engineer

1

5

3

Senior Software Engineers

4

5

3

Service Desk Support Expert

1

5

2

Test Engineer

2

5

2

Domain Expert

1

5

3

· All key personnel must either speak Turkish or the Supplier must provide for a technical translator at no additional cost to the GDCC.

· The Tenderer must ensure and prove in his proposal that the proposed key team members are qualified and experienced, i.e. actively developing similar technical solutions for the last two years. Detailed CVs of the proposed key personnel must be provided during the contract negotiations phase.

· Detailed resource utilization of the proposed key personnel must be provided in the Draft Project Mangement Plan.

· University degree from an internationally recognized university is required for all key positions.

· All staff changes must be reported to the GDCC immediately with proper justification and explanation. Upon removal of any staff member, the Supplier must substitute another member with equivalent or higher qualifications within 10 working days. This change must be approved by the GDCC before put in action. 
	
	
	

	
	Applicable Standards, Guidelines and Legislation

· ISO/IEC 17799:2005, Information technology – Security techniques – Code of practice for information security management 

· BS 15000, Service Management Processes

· ISO/FDIS 27001, Information Security Management - Specification With Guidance for Use BS 7799, Information Security

· ISO/IEC DIS 20000, IT service management

· ISO/IEC 15288:2002, Systems engineering -- System life cycle processes

· ISO/IEC 12207:1995 & ISO/IEC 12207:1995/Amd 1:2002 & ISO/IEC 12207:1995/Amd 2:2004, Information technology -- Software life cycle processes

· ISO/IEC 8859-9:1999, Information technology -- 8-bit single-byte coded graphic character sets -- Part 9: Latin alphabet No. 5

· TS 5881-1, Bilgi Işlem - 8-Bit Tek Bayt Kodlu Grafik Karakterler Kümesi - Bölüm 1: Latin Alfabesi

· ISO 15489:2001, Information and documentation -- Records management 

· ISO 15836:2003, Information and documentation - The Dublin Core metadata element set

· ISO/IEC 11179 Metadata Repositories

· ISO 23950:1998, Information and documentation -- Information retrieval (Z30.50) -- Application service definition and protocol specification

· Turkish eGovernment Interoperability Framework (State Planning Organization) 

· Turkish Electronic Records Management (GD of State Archives and SPO) 
 

· Model Requirements for the Management of Electronic Records 

· Law number 5846, dated 5/12/1951, on IPR 

· Law number 5224 on the Evaluation, Classification and Support of Cinema Films 

· Law number 5101, dated 12 March 2004 on changes in existing law articles 

· Regulations on registration of intellectual property (to be provided by the GDCC if not officially published at the time of the contract), banderol applications and principles, rights 
, use and/or transmission of works 
, reproduction 
, marking of IPR material 
, certification, controls, auditing (for cinema films) 

· Application guides and rules for registrations (works, producers) 
 
, certification and banderols 
 
 

· Other legislation which are under development (to be provided by the GDCC during the development of BRS)
	
	
	

	1.2
	CUSTOM APPLICATION SOFTWARE
	
	
	

	
	Main actors of the system would be the Authors (rights owners in general), and the Collector Societies. Authors are people or organizations which take part in the creation or the interpretation of a work in general. A work can be a book, a non-periodical, music and the cinema. A Collecting Society is an organization which manages the royalties. It is a form of trade union. In general, an author is dependently contracted on one Collecting Society for a given work. The list of the Collecting Societies is given in previous section under Product Integration. By law, the Collecting Societies are obliged to provide data to the GDCC. They must be first registered with the MoCT.

Other actors include, but are not limited to, banks, Chamber of Commerce, Investigation Committee, Court, Customs, Provincial (specifically) Istanbul Directorate of Culture, Atatürk Cultural Center, National Insurance Service, Public Notary, Police, Producer, Prosecutor, Public, Retailer, GD of Revenues, and Associations.
	
	
	

	
	REGISTRATION
	
	
	

	
	Coverage 

Customization, integration and extension of the existing registration 
 functionality as per the international standards to cover the metadata as well, of which details will be finalized with the Baselined Business Requirements Specification (BRS), must cover at least the mandatory and on-demand registration of all works covered by Law no 5846 on IPR:

· scientific and literature works

· computer software works

· musical works 

· phonograms (mandatory)

· cinema works (mandatory)

· fine arts works

· adaptation and processing (transformation) of any one of these listed above to another form

Whether the existing forms used for the above-mentioned domestic and imported works can be unified will be finalized in BRS. It must be possible to record and retrieve both the registration and attached textual, visual and audio data in formats designated by standards and guidelines such as MPEG2, MPEG4/MS Window Media, etc.

Compression algorithms must be used to save disk space. The Tenderer must detail his/her implementation approach to data compression as per standards mentioned.
	
	
	

	
	Metadata 

The software must enable registry of all works. Basic registry record must be designed as digital object store; and must cover the requirements derived from ISO 15489, ISO 15836:2003, ISO 23950:1998 and ISO/IEC 11179 standards. The following metadata groups must be supported in digital object stores

· Administrative; such as recordno, record timestamp, last update, owner of record, updated by, language, notes, links with other records

· Descriptive; Dublin Core 
 metadata, set such as header, creator (author, composer, etc), date, producer, contributor, number (ISBN, ISSN, etc), origin, availability, dynamic links (URI, URL, etc), explanations/summary/notes, audience, type (content, carrier), format, physical media, dimensions, time, expression style/language, version, organizational functional links

· Analytical (subject); taxonomy controlled subject matter, header, description, keywords, summary, contents, codes related with the classification, related e-content, scope

· IPR legal and management; rights, use rules, restrictions, permits, subscription, licensing, pay per use, acknowledgement, copyright, protection/freezing/releasing plan, rating, disclaimer

· Technical; equipment used for digitizing, coding parameters, recognition hardware and software, file type, conversion software requirement, workflow metadata, integration logic metadata, security logic metadata, web services metadata (UDDI, WSDL).

· Other to be detailed during the analysis; location based/regional/ organizational requirements, national metadata/information exchange/interoperability related codes, RTÜK code, Collecting Society use code, existing record id, linked electronic record (directory/file, table/field, etc), physical storage, archive information, textual, graphical and audio data on attachments.

All metadata taxonomy must be modelled as a dimension with configurable number of breakdowns for detailed codes; and the overall metadata definition space must be able to cover definable number of such orthogonal dimensions. 

The software must allow for multiple classification schemes for a single item.

Metadata layer should allow a logical representation of all related data and process components. This logical representation should be independent of data and process layers.

Metadata layer should incorporate a semantic server to enable semantic processing.

Metadata layer should native XML storage capabilities and have built-in support for UDDI and WSDL.

Metadata layer should supply an editor for metadata input and management.

Metadata layer should be connected to data layer with ODBC, JDBC or Web Services in order to facilitate automatic metadata collection.

Metadata layer should also be used as the data dictionary for GDCC.

Metadata layer should have a detailed search facility.

Metadata layer should have a user and role management connecting to a Directory Services server.
	
	
	

	
	Lookup 

The software must enable and use as lookup of all stakeholders, including owners, distributors (rental, seller, importer; selling units and the other involved parties in distribution and selling stages of the process), reproducers (printing houses, reproduction centers), recording units (recording, production), production units and show and transmission units (for cinema).
	
	
	

	
	Quick entry 

The Tenderer must propose and develop a quick data entry for those records not in the existing RDBMS. GDCC is responsible from the data entry.
	
	
	

	
	Application recording

The software must support electronic/digital recording of application for registration. Required documentation for registry are as follows (please note that not all supporting material are used for all works):

· Application form

· Lower commission report on the audited work

· Higher commission report (if the lower commission cannot decide)

· Declaration for cinema works (given by the owners to the producer, also requires approval of SESAM)

· Permit of director, scenarist & composer as rightful owner, covering the rights given to the producer through notary

· Notary registered contract between the owner of the works and the producer

· Contract and the translation in Turkish for works which have overseas owners

· Summary of the work (information for the commission members)

· Turkish dialog text of works

· Photographs and posters

· Producer certificate given by the MoCT

· Certificate number of the importer

· Customs documentation proving the works has been imported legally (invoice, etc.)

· Power of attorney from the foreign companies should the case be

· Signature circular identifying authorized representative

· Technical commission report giving information on the year and the producer of the works from SESAM

· Official documentation from social security organization (SSK) proving that there is no SSK debts

· Exact duplicate of the material to be planned to be put in the market for the lower commission

· Binder to hold the above

It must be possible to record details of these documents as well as scan and record the electronic images with relevant links to the header record if and when required.

It must also be possible to receive these as a set of files together with the application form through the authorized extranet users (please also see “online registration”) through the defined mechanisms defined in this technical specifications section. The software must support approval of applications once the original documentation is received, or cancel the electronic application if the original application is not received within a predefined and configurable number of days (currently 20).
	
	
	

	
	Process flow

The process to be supported by the application software must cover the sequence of the following functions for each of the above-mentioned works:

1. Application

2. Recording and acceptance

3. Check and control of completeness of the required documentation through electronic and parametric checklists

4. Verify the details of the applicant and other involved stakeholders including the owners, else enter as new record 

5. Verify the details of the work, else enter as new record

6. Record and control other information required during the life cycle (some information will be fed in as updates, such as objections and sequestrations)

7. Scanning or relating the new application with the recorded images if scanned before

8. Preparation of the registry document

9. Printing out the standard registry form
	
	
	

	
	Customization, integration and extension of the existing application must cover the changes or extension of the existing registrations.
	
	
	

	
	Customization, integration and extension of the existing Code Production for producers including computer software.
	
	
	

	
	The solution must cover Customization, integration and extension of the existing functionality for 

· Works,

· Owners of the works, and

Right distribution (cinema works, musical works, scientific and literary works, fine art works)
	
	
	

	
	The solution must cover registration, update and dismantling of a Collecting Society.
	
	
	

	
	The solution must cover registration of producers (candidate and transitory) or importers of cinema/music.
	
	
	

	
	Online registration 

Producers and importers must be able to apply for the registration (cinema, music, books) online. It must be possible to receive applications electronically through the web portal interface from the authorized users with specific support for SSL and e-signature. Electronic application would speed up the certificate issuing process, however original paper based application with supporting documents must be received before the certificate is issued.
	
	
	

	
	It must be possible to gather additional and modified data, as would be detailed within the baselined BRS, from the right-holders and collecting societies through the secure browser interface of the portal.
	
	
	

	
	All changes in these records must be kept with their historical information, such as owner change, address change, etc.
	
	
	

	
	It must be possible to perform batch records transfer using Data Loader – Extractor as explained further in this technical specifications section.
	
	
	

	
	Output

It must be possible to printout the registration documentation, either for individual record, or a selected set of records, centrally from GDCC and/or locally from the provincial directorates.

It must be possible to track those works published in the registry gazette which will be published by the GDCC, and output to file, screen, printer when required. These outputs must be marked as original or copy depending on the case, and all requests for the official document outputs must be recorded with record access information (user, timestamp).
	
	
	

	
	Integration 

It must be possible to relate registry records with certificates, objections and sequestrations, and banderol restrictions.
	
	
	

	
	It must be possible to relate registry records with “Evrak” and EDMS detailed further in this technical specifications document.
	
	
	

	
	ISSUING CERTIFICATES
	
	
	

	
	This functionality, of which details will be finalized with the Baselined BRS, would be for customization, integration and extension of the existing software, and must cover the Exploitation Certificates for all participants in the life cycle of the works: 

· Distribution (rental, selling, importing) (selling units and the other involved parties in distribution and selling stages of the process)

· Reproduction (printing houses, reproduction centers)

· Recording (recording, production)

· Production

· Show & transmission (cinema)

as defined by Law no 5846 on IPR. Hence the software must cover the whole process including production, recording, reproduction, distribution, and showing.
	
	
	

	
	It must be possible to cancel electronic applications if the original application is not received within Customer determined number of days.
	
	
	

	
	It must be possible to assign business rules for issuing certificates. It must be possible for the business user to assign/change/remove these rules, such as assigning mandatory/optional for fields on the entry form, deadlines for some actions, etc.
	
	
	

	
	Application must support issuing certificates for software and computer games if and when required.
	
	
	

	
	BANDEROLS
	
	
	

	
	Customization, integration and extension of the existing banderol functionality as per the international standards to cover the metadata as well, of which details will be finalized with the Baselined Business Requirements Specification, must cover at least the banderol issuing 
 centrally and through the provincial directorate of GDCC, stock control and accounting for cinema works, musical works, and books.
	
	
	

	
	It must be possible to issue banderols classified as Normal, Promotions and Batch Banderol request (for education/training and imports).
	
	
	

	
	It must be possible to assign business rules to banderol issuing without reprogramming. 

The solution must support automatic controls and warnings (for example, an importer receives a batch of banderols from GDCC for those items that he/she has imported; and he/she has to report back to the GDCC providing a list of books in preset period of time; and the software should warn the GDCC in such cases where the reporting period expired). Similarly banderol will not be issued to unregistered works.
	
	
	

	
	This functionality shall utilize other registers (works, producers, etc) as lookup, and if the record does not exist must allow seamless link to the registry functionality.
	
	
	

	
	It must be possible to publish banderol information on the Portal with extensive search functionality.
	
	
	

	
	OBJECTIONS AND SEQUESTRATIONS
	
	
	

	
	It must be possible to record and report on any objections on issuing certificates.
	
	
	

	
	It must be possible to record and report on any sequestration information on works and owners.
	
	
	

	
	It must be possible to record and report on any court ruling information on works and owners.
	
	
	

	
	It must be possible to assign batch objections and sequestration information both on works and producers.
	
	
	

	
	There must be system warning for those records marked with such information when they are retrieved.
	
	
	

	
	CONTROL AND AUDIT
	
	
	

	
	This functionality, of which details will be finalized with the Baselined BRS, must cover at least the following:

· Assignment of Investigation Commissions 

· Investigation Commissions Report (with EDMS integration)

· Accounting

· Accounting Exploitations (Registration, banderol, stoppage, tax revenues etc.)
	
	
	

	
	It must be possible to record and search on investigation commission studies.
	
	
	

	
	
	
	
	

	
	PROJECT SUPPORT FOR PRODUCERS
	
	
	

	
	It must be possible to record, track and report on all support provided for cinema producers on project basis. 

	
	
	

	
	It must be possible to track accounting information for the supported projects.
	
	
	

	
	INTELLIGENT SEARCH
	
	
	

	
	The application must support Internet based public searchable catalogue for all of these above mentioned registries.
	
	
	

	
	It must be possible to search on combination of any criteria and ranges. It must be possible to output (on screen, on file or to printer) the selected records from the set of found ones in one request.
	
	
	

	
	The application must support index and taxonomy based search facilities.
	
	
	

	
	Any irregularities such as sequestrations, objections, court rulings, etc. must be immediately visible (as well as audio warning) to the user when any certificate of owner record is accessed.
	
	
	

	
	It must be possible to search on the previous versions of records.
	
	
	

	
	It must be possible to retrieve related metadata and data associated with the found records in original stored format on the screen, and print-out the selection
	
	
	

	
	ARCHIVAL SYSTEM
	
	
	

	
	The application must have archival, retrieve and restore functionality based on the ISO standards mentioned in this technical specifications section.
	
	
	

	
	Archive data must be made readily available to both Intranet and Internet users through the Search functionality.
	
	
	

	
	It must be possible to submit the found data on electronic media (secure web, CD, DVD) on demand of the search request submitter.
	
	
	

	
	IPR PORTAL AND CONTENT MANAGEMENT
	
	
	

	
	The solution must provide a portal for Intranet (GDCC), Extranet (collecting societies, the Customs and the National Police, National Security Bodies the Courts) and the Internet users dedicated to the IPR in order to enable interaction and disseminate all relevant information.
	
	
	

	
	It must be possible to publish designated information (by the business administrator) dynamically from the database through an editorial editing and approval work flow.
	
	
	

	
	The portal must be able to serve designated interactive content and applications for at least three instances, namely for Intranet, Extranet and Internet users.
	
	
	

	
	The portal must have facilities for announcements, forums, and shared calendars.
	
	
	

	
	DATA LOADER – EXTRACTOR (DATA TRANSFER FACILITY)
	
	
	

	
	This feature must be integrated with Archival sub component and must support back-up and restore. 
	
	
	

	
	The application must supply import and export functionality for connection with Collector societies. 
	
	
	

	
	It must be possible to have XML based data interchange with other governmental bodies (Police, Customs, etc) or Courts; based on XML Web Services standards such as WSDL, UDDI, SOAP and XML.
	
	
	

	
	It must be possible to have XML based data interchange with other stakeholders and users (such as Radio and TV companies); based on XML Web Services standards such as WSDL, UDDI, SOAP and XML.
	
	
	

	
	It must be possible to have XML based data interchange with private companies in order to update owners’ rights database; based on XML Web Services standards such as WSDL, UDDI, SOAP and XML.
	
	
	

	
	XML message formats will be finalized together with the GDCC during the SRS.
	
	
	

	
	OFFICIAL DOCUMENT WORKFLOW “EVRAK “ 

	
	
	

	
	“Evrak” software must be integrated with Directory Services, e-mail, fax, scanning solutions. It must also conform to application software general requirements.
	
	
	

	
	“Evrak” must be compliant with the legislation (as set out by the Prime Ministry of Turkey 
, of whose details will be provided by GDCC during the analysis phase). This includes automated numbering based on Prime Ministry 
 and GDCC defined rules.
	
	
	

	
	There must be ability to

· define separate flows for different document types,

· define and use separate templates for different document types (this integration must cover generation and view of MS Office application files),

· define lookup tables for organizations, personnel, document types, flows, and automated responses, distribution lists,

· integrate with organizational address books,

· receive and send faxes, e-mails, digitally signed documents,

· register and track incoming and outgoing documents,

· register and track correspondence (MoCT and other ministries), 

· register and track internal correspondence.
	
	
	

	
	“Evrak” must provide barcode and password support for secure document tracking trough Intranet, Extranet and Internet, with all audit trail and search capabilities.
	
	
	

	
	“Evrak” must be integrated with business applications (such as registration application), for generation of semi-automated responses through defined templates.
	
	
	

	
	It must be possible to associate document registry with manual and online applications.
	
	
	

	
	It must be possible to associate document registry with IPR metadata.
	
	
	

	
	It must be possible to associate document registry with all business transactions on related IPR records.
	
	
	

	
	It must be possible to associate related responses to incoming documents/requests in many-to-many relation.
	
	
	

	
	Quantity

The Custom Application Software must be delivered with source code on electronic media, with unlimited license to be used within the GDCC.
	
	
	

	1.3
	REPORTING SOLUTION
	
	
	

	
	GENERAL REQUIREMENTS
	
	
	

	
	The application must produce necessary reporting in accordance with the existing requirements set down in current Turkish Laws. Such will be determined before the SRS is baselined.
	
	
	

	
	All reporting must enable the GDCC to aggregate data on any field as selected by the manager using the system.
	
	
	

	
	The application must be able to generate reports for a variety of users on a daily, weekly, monthly and annual basis. These reports must cover both management needs, at a more aggregated level, and working level reports that more directly reflect the nature and type of transactions entered into the system. The majority of these reporting requirements will be met from the standard reporting functionality incorporated within the system. 

The reports must include Audit Trail of all transactions. 
	
	
	

	
	From time to time, users have specific needs to have access to reporting that may reflect a once-only need, or may indicate an emerging requirement. As these requirements cannot be predicted in advance, the system must be provided with a user-friendly report builder or executive information system that will permit the majority of users to extract information from the database without recourse to programming.
	
	
	

	
	All reports must be capable of reporting on combination of fields with AND, OR, IN, NOT and () operators.
	
	
	

	
	The software must include the capability of reporting the listings of all dictionary tables, under any user-defined selection criteria.
	
	
	

	
	The system must be capable of reporting on the daily, period and historical rates defined for foreign currencies, including Euro.
	
	
	

	
	The application must be able to report all the system administration information that it holds, under very flexible user-defined selection criteria, including users, groups, roles, access rights, subsystems, modules, databases, tables, etc.
	
	
	

	
	The application must be able to automatically generate and publish a predefined set of reports through predefined event triggers (e.g. time.)
	
	
	

	
	AD HOC QUERY SYSTEM
	
	
	

	
	Ad hoc query system must support the following:

· Easy to use user interface for ad hoc query, reporting, charting, drill analysis, web publishing

· Build ad hoc queries through the wizard interface

· Graphical query builder

· Define selection criteria

· Combine conditions using logical operators

· Nest conditions

· Sort rows in any order

· Group data automatically

· Use parameters with default values

· Join related data automatically 

· Create calculated items

· Support for subqueries

· Support for summary totals (avg, min, max, sum, count, std deviation, variance)

· Control the number of rows returned by a query

· Save query definition to the database

· Save query results to the file system in .XML, .PDF, .TXT, .CSV, :HTM, .HTML

· Print query results

· Use database roles to simplify security administration
	
	
	

	
	The system must work seamlessly with the proposed RDBMS.
	
	
	

	
	The solution must provide secure web query interface to the stakeholders such as the Police (registered titles, authors, attributed banderols, etc.) and the Courts (registry of Collector Societies, their agreement with the MoCT, etc.).
	
	
	

	
	Quantity: Unlimited run time (to run on the Query Server)
	
	
	

	
	REPORTING SYSTEM
	
	
	

	
	Report generation must be able to cover all data items entered into the system through the defined input forms in the new process flows. Many of the required reports will be developed as standard reports however there will be a requirement to be able to produce ad hoc reports quickly and to develop new standard reports.
	
	
	

	
	Such a flexible reporting capability will need to use the report writing tools and facilities provided with the application. This will require an easy to learn, teach, and use Reporting System (one or more integrateable tools and modules) providing the user with ability to flexibly define, manage, run and output reports using various up-to-date technologies. The Reporting System must provide analytical capabilities to allow the user to conduct ratio and comparative analyses. 
	
	
	

	
	The reporting subsystems/applications will be used by mainly two user groups, namely Intranet and Extranet

· The Intranet users will require all of the capabilities provided in the Reporting System, as the analysis and report designs are expected to be done centrally. These subsystems include, but are not limited to, analysis software, and a report designer.

· The Extranet users request for reporting in batch and will then be allowed to access the centrally generated as-of-date report.

Basic querying and report running features will be required for both user groups.
	
	
	

	
	The Reporting System must be able to consolidate subquery results and/or subreports from different data sources on the same page.
	
	
	

	
	The Reporting System must be able to

· Report on data across or within all custom application modules,

· Produce user defined reports with visual development capabilities (GUI) and without the intervention of a programmer,

· Create user defined ad hoc queries, without extensive support or involvement from IS Department,

· Create a variety of reports, including Tabular, Cross Tabular or Matrix Master-Detail

· Support simple and complex queries, crosstabs, matrices, other software objects, tables, charts, and graphs,

· Provide facilities for the user to specify selection criteria (reporting parameters) for record selection, such as row sets, column sets, field aliases, area, and date ranges.

· Use the user defined SQL functions

· Schedule reports to run in batch mode, freeing client resources

· Specify report templates, including embedding parameters in the templates (such as date, user id, etc.)

· Support drill down and drill up reports

· Area, Line, Horizontal Bar, Pie, Pareto, etc. charts

· Protect data with read-only access

· Define business areas for logically grouping information 
· Maintain default folder names, default report templates, and default schedules
	
	
	

	
	The Reporting System must provide "as of" reporting for any period.
	
	
	

	
	It must be possible to

· Publish reports on the internal or external Web to provide on-line data access via intranet Web sites,

· Output web based reports utilizing the client side printing setting,

· Provide ease of learning, using and training in short period of time (1-5 days); and easy navigation,

Provide intuitive user interface to aid memory if the Reporting System is not used for some time.
	
	
	

	
	The Reporting System must allow for scheduling and batch reporting, and background submission/processing. 
	
	
	

	
	It must be possible to determine the output type based on the user profile and/or user choice. For example, a power user may select to retrieve the report as a spreadsheet file to perform some analysis on it, whereas an ordinary user will just see a web based report or a PDF file.
	
	
	

	
	It must be possible to “save as” a web based report to local disk depending on security settings.
	
	
	

	
	The Reporting System must

· Provide query, reporting and multidimensional analysis from one single user interface.

· Provide an audit mechanism (utilizing underlying system software where applicable) to monitor activities of subscribers on the system and the network. Subscribers will be third parties to whom Purchaser grants privilege to directly access the system. 

· Be able to message appropriate user community groups with the notification of, and, optionally, content of, newly created reports.

· Allow for definition and development of agents and both event-based and scheduled alerts that can run automatically and check for changes in data.

· Run on a single machine or be distributed over multiple servers.
	
	
	

	
	The reporting system must work seamlessly with the proposed RDBMS.
	
	
	

	
	The reporting system must be deployable as a web service.
	
	
	

	
	Quantity: 2 CPU (or cores) Licenses
	
	
	

	1.4
	SERVICE DESK SOLUTION
	
	
	

	
	The Supplier will assist the customer in implementing a complete ITIL based (or equivalent BS/ISO standard) service desk solution. This includes helping the customer define and implement problem resolution procedures as defined in the systems and network monitoring section. Additionally policies and procedures for resolving day to day events listed in the policies section and integration with the other parts of the systems and network management framework.
	
	
	

	
	The Supplier will operate the Service Desk for one year on behalf of the Customer
	
	
	

	
	Service Desk must have features for

· Creation of trouble tickets.

· Ticket locking

· Ticket replies (standard auto-response)

· The ability to prioritize tickets

· Ticket time accounting

· Ability to support problem resolution and escalation workflow.

· Context-based full search capabilities

· Ability to support all major reporting tools.

· Ability to integrate with Directory Services.

· Ability to integrate with systems and network management software. System and network events shall automatically create a ticket.

· Ability to integrate with asset tracking software.

· Creation of customized reports.

· Ability to perform systems administration tasks via a GUI

· Ability to support user queries and ticket creation interface via GUI.

· Ability to support user ticket creation via e-mail.

· Integration with application software

· Support for proposed OS and COTS platforms
	
	
	

	
	Quantity: 1 solution : 5 operators licenses, unlimited call entry
	
	
	

	1.5
	RELATIONAL DATA BASE MANAGEMENT SYSTEM
	
	
	

	
	General Features
RDBMS must be an industry standard relational database management system. The RDBMS must be MS SQL Server 2005 Enterprise Edition Processor license or equivalent.
· RDBMS must have 64-bit support on the 64-bit operating system it is proposed on.

· RDBMS must be ANSI Compliant with SQL 89, SQL 92 specifications. 

· RDBMS must allow for the creation of views of data from a single or multiple tables. 

· Views must be logical and must not require the replication of any data.

· RDBMS must support Java, C or C++ in development of stored procedure or similar functionality.

· RDBMS must support declarative referential integrity.

· RDBMS must allow Row Level Locking.

· The RDBMS must support ISO 8859-9 and/or TS 5881 character sets (Turkish) for object names and data. 

· It must be possible to use Turkish collating sequences during sort and comparison operations without any programming.

· RDBMS must have ODBC support. 

· RDBMS must support on-line indexing operations and online index defragmentation.

· RDBM must support online table reorganization/ and redefinition.

· RDBMS must use dynamic locking mechanism and have option to use specific type of locking mechanism manually (row level and page level), when needed.

· RDBMS must support data partitioning.

· RDBMS must be “certified” for all proposed server operating system family proposed.

· RDBMS must support schema change (DDL) replication.

· RDBMS must support developing web services in database tier.

· RDBMS should supply linear results in terms of cost/performance according to hardware resources it uses. Related industry standard benchmark results (i.e. TPC) must be supplied.

· All existing and future patches, fixes and service packs on time without cost during the support life of the product must be offered.

· RDBMS must have automatic resource management features. 

· RDBMS must decide how to run queries (in serial or parallel) according to available system resources, automatically.

· RDBMS must have either built-in support for XML and HTTP or this feature must be proposed as a third party tool.

· RDBMS must support Xquery for XML based data queries either with built-in functions or by integrating with a third party solution.

· RDBMS must have CPU based licensing model.
	
	
	

	
	Management and Administration

· Supplier must provide tools to simplify on-going administrative costs associated with managing the RDBMS. Supplier must list, detail and be able to demonstrate these tools. These tools must cover at least the following:

· Backup/Recovery

· High Availability Fail-over.

· Loading/Unloading

· Systems Management

· Replication tools

· In the case that 3rd party tools (or optional higher feature providing modules) are required to maintain and monitor RDBMS, the Supplier must make these products inclusive in their proposal in regards to cost, licensing, maintenance, support and evaluation. 

· Offered product must be able to manage multiple RDBMSs from a single central site.

· RDBMS must have ability to manage and use system resources dynamically for best performance. 

· RDBMS must have built-in diagnostics tools. RDBMS must also have built-in tools for monitoring and tuning. All DBA related tasks like managing, maintaining, monitoring and tuning must be centralized through a built-in management console.
	
	
	

	
	· RDBMS must support high available cluster server configurations. All necessary additional products must be included in the proposal to enable cluster configuration. 

· It must be possible to perform database maintenance without an outage.

· The Supplier must provide for the tools to support Disaster/Recovery Fail-over replication to the Backup Center as proposed by the Supplier. 
	
	
	

	
	Integrity, Security
· RDBMS must provide automatic recovery in the event of a transaction or system failure.

· RDBMS must provide facilities, which allow for the rollback of transactions.

· The RDBMS must support

· incremental backup and recovery

· parallel backup and recovery

· on-line backup and on-line restore

· RDBMS must have tools to allow for restore operation to be restarted.

· RDBMS must have tools to allow for rollback and roll forward of transactions during unexpected database server outage.

· RDBMS must have ability to designate permissions to database objects and statements based on users, groups and roles.

· RDBMS must support database encryption, password policy enforcement, fine-grained permissions.

· The RDBMS must provide an audit mechanism. The successful and/or unsuccessful attempts will be audited. 

· RDBMS must support C2 level security standards and have related certificate for the current (offered) version issued by NSA, US Government National Computer Security Council.

· RDBMS must support single sign-on, Kerberos and Public Key Infrastructure (PKI) as built-in features or through proposed and integrated third party tool.

· RDBMS must support secure data flow as a built-in feature, by encrypting data packets (network packet encryption) over a data line.

· RDBMS must have native Directory Services (DS) integration as a built-in feature. Management and security related features supplied by DS and RDBMS itself can be used together or selectively. 
	
	
	

	
	Performance, Scalability and Data Management 
· The following utilities must be available:

· Parallel UPDATEs

· Parallel SELECTs

· Parallel aggregates

· Database consistency checks

· Bulk loader (import)/unloader (export)
RDBMS must support integration and replication with heterogeneous data sources.
	
	
	

	
	Desktop, Mobile User and Handheld Device Compliance 

The RDBMS must support replication to and from enterprise data asynchronous and automatically without additional third party components.
	
	
	

	
	OLAP, Data Mining 

· RDBMS must have the following as built-in or through seamlessly integrated third party tools which must be proposed:

· ETL tool,

· services and tools for developing OLAP solutions,

· services and tools for server based enterprise scale reporting applications via web,

· services and tools for developing server based enterprise scale notification applications,

· services and tools for Data Mining, 

· GUI based tools for modelling, structuring and training of data mining models.
	
	
	

	
	Quantity: 1 high available active-passive cluster configuration solution : licenses for 2 x 4 CPUs (or cores)
	
	
	

	1.6
	APPLICATION SERVER AND WEB SERVER
	
	
	

	
	General 
· The proposed application server must have security, performance and high availability features and must be fully compatible with the offered RDBMS.
· The proposed application server must support SSL/HTTPS based communication between the users and the server. 

· The proposed application server must provide ‘native’ and ODBC or JDBC communication with the proposed RDBMS.

· The proposed application server must support COM+ or EJB. 

· The proposed application server must support ISO 8859 and/or TS 5881 standards for Turkish character set support. 

· The proposed application server must have load-balancing and fail over capabilities.

· The proposed application server must support deployment of applications as explained below. This requirement applies to multiple application servers in the same solution without requiring to deploy the applications individually on each server.

· The proposed application server must have comprehensive XML support. It must provide bundled libraries for XML manipulation.

· The proposed application server must have Directory Services support and be integrated with the proposed Directory Services Server.

· The proposed application server must support Web Services. In this aspect, it must support the following standards:

· Simple Object Access Protocol (SOAP)

· Web Services Definition Language (WSDL)

· Universal Description, Discovery, and Integration (UDDI)

· It must be possible to publish web services on the proposed application server. The deployed applications may also act as web services clients.

· The proposed Application Server must have ISAPI support. 
The proposed application server must be able to work in cluster mode.

· The proposed application server must support SSL, X.509.

· It must be possible to deploy new applications (or new versions of existing applications) to the system without having to restart the application server. 

· The proposed application server must have Single Sign-On Server functionality. 
	
	
	

	
	Administration 

The proposed application server must have an administration tool, with the the following minimum capabilities:

· It must be possible to monitor every single component of the application server through a single console.

· It must be possible to create/alter/remove users.

· It must be possible to view system logs.

· It must be possible to monitor the system performance. 

· It must be possible to configure the domains and clusters through a GUI.

· It must be possible to manage the proposed application server from proposed system management products.

· It must be possible to manage the security policies and rules.

· The proposed application server must have an administration tool, with the following minimum capabilities:

· It must be possible to monitor every single component of the application server through a single console.

· It must be possible to create/alter/remove users.

· It must be possible to view system logs.

· It must be possible to monitor the system performance. 

· It must be possible to configure the domains and clusters through a GUI.

· It must be possible to manage the proposed application server from proposed system management products.

· It must be possible to manage the security policies and rules.
	
	
	

	
	Web Server 

· Web Server must support LDAP and TCP/IP, 128-bit SSL and X.509, CGI technologies, HTTP and HTTPS.

· The proposed web server must support ISO 8859 standards for Turkish character set support.

· The proposed load-balancing solution must be intelligent and hold session information. 

· The Web Server must have features to authenticate through personal certificates. In case the user certification is required, the Web Server must be able to request a certificate from the client.

· The Web Server must allow for management of static content and automated deployment of relevant content based on the application. 

· The proposed Web Server must support deployment of desired static and dynamic contents. This requirement applies to multiple Web Servers in the same presentation without requiring deployment of the content individually on each server, and for automated refreshing of cache with the original content stored in some defined location.

· The Web Server must support keeping extended log in W3C format. 

· There must be a support for the creation and deployment of dynamic web pages.

· Web Server must have load-balancing and fail over capabilities provided by software or hardware solutions. 
	
	
	

	
	Cache 
· There must be in-memory ‘caching’ capabilities of web pages served. When a dynamic module is executed for the first time, the output will be in-memory cached, and will be served from memory for consecutive accesses, as long as the content is known to be up-to-date. 

· It must be possible to generate the web content highly accessed by end users without having to execute the respective dynamic modules, resulting in better CPU utilization of the servers. 

· Web Server must make necessary manipulation to the web pages it has already cached, depending on these values. 

· There must be mechanisms for the ‘invalidation’ of cached content, once it is known that the content is no more up-to-date. 

· It must be possible for the system administrator, an event mechanism or an application code to ‘tell’ the software programmatically that a cached content is no more up-to-date. 

· The cache module must support partial caching of the pages served. Thus, it must be possible to cache different parts of a dynamic page (or not caching some parts at all) with different caching policies.
	
	
	

	
	Quantity: 1 load balanced configuration : licenses for 2 x 2 CPUs (or cores)
	
	
	

	1.7
	CONTENT MANAGEMENT SOLUTION
	
	
	

	
	Specifications 
	
	
	

	
	General 

The solution must include Content Management and Communities of Practice functionality. This includes a set of interlinked or integrated set of application components, some of which may be provided through Portal & Collaboration Solution, as described in the next section, such as: 

· Content Explorer (browse and upload content).

· Collaboration (discussion forum, chat, Directory Services compliant address book).

· Calendar service (must be in accordance with delegated authorization levels open to the users and must be integrated with Directory Services server).

· Integration with E-mail.

· Integration with EDMS.

· Authentication and authorization in line with the Directory Services server to assign security tags to any object stored/accesses through the above applications.

Provision must be made to allow the server software to operate on a different, but equivalent server in the event of hardware failure.
	
	
	

	
	Content Tool 
· A key element in driving down the cost of maintaining content, is the easy maintenance of product content without prior knowledge or experience regarding such content tool. The tool must be configurable in its functionality and appearance.

· In-context Content Preview


· In-context Content Editing


· WYSIWYG Content Editing


· Multiple-language Content Support


· Content Import


· Browser-based End-user Content Editing


· In-context floating menu bar


· "Replicants" - Automatically breaking apart a single content item into smaller editable pieces.


· The tool must support 

· time-based and scheduled deployment 


· multiple scripting languages

· browser-based administration


· The solution must make use of pre-defined templates for common document types and allow for the import of templates. It must be easy for GDCC staff to manipulate existing templates and construct further templates.

· The tool must

· be able to re-use content

· be able to create and apply templates at varying levels throughout website


· support site & page versioning


· have site & page rollback abilities

· have ability to compare pages to previous versions


· have ability to visually see changes in versions through Word-like highlighting


· have ability to perform sitewide and single page version audits for quality assurance


· have ability to compare source code to previous version


· support content Check in / Check out


· enable users to perform ad hoc audits by automatically storing content revisions and page versions

· support site logging and tracking


· provide broken link and orphan page checking capabilities within the domain

· have data exchange capabilities as provided through industry standard database connectivity protocols and XML exchange capabilities 

· Content must be stored in an RDBMS and metadata must be stored in metadata software solution which is a separate entity from RDBMS.

· The content creation process must support a devolved user environment where both workflow rules and allowable content may change with the user or user’s organizational unit.

· The solution must support role-based and task-based workflow. 

· Task e-mail notification / approval must be supported. 

· There must be a graphical interface that can be used to build workflow processes.

· There must be support for open and automated scripting for external actions.

· There must be a support for content expiration, timing, and scheduling capabilities.

· The solution must ensure content is always published on time and is never out of date by automating your publishing and archiving schedule.

· The tool must be integrated and compatible with the proposed office productivity tool, and industry standard web development and editing tools.

· There must be integration with source code management.

· There must be Web Services integration.

· There must be 

· WebDAV support for external applications


· standard, open API support


· file management views which allow contributors to maintain their documents from the desktop or through local network

User authentication must be provided through proposed Directory Services user database and role-based capabilities.
	
	
	

	
	Quantity: 2 x 2 CPU (or cores) Licenses (1 for Intranet & Extranet, 1 for internet); 10 authors, unlimited subscribers
	
	
	

	1.8
	PORTAL & COLLABORATION SOLUTION
	
	
	

	
	General 

· Portal software must include the ability to easily create separate portals for different communities within a single portal server instance, each with their own distinct look and feel and content. 

· The portal solution must support approval workflow cycle for publishing and removal of content to be defined by the GDCC.

· The solution must have a wizard to develop new web components and services.

· It must be possible to create alerts on content such as notification via e-mail, database, or file system adapters.

· Portal must allow creation of taxonomies of content at the organization and sub-organization level.

· Portal must have a functionality to index structured and unstructured content (different document types). It must be integrated with the Search functionality.

· The portal solution must support XML.

· There must be ability to embed components from other applications or other tools directly in the portal.

· It must be possible to export input from on-line forms to ODBC compliant database. 

· The portal solution must use Directory Services authentication for security access. It must provide granular security levels for both portal objects and users/groups depending on the roles in organization.

· It must support single sign-on to access all underlying applications and components.

· The portal must support all common file formats such as .doc, .ppt, .xls, .pdf, and .htm.

· The portal must provide multi-lingual capabilities.

· The portal must be certified for the server operating system that it is proposed to run on.
	
	
	

	
	Content Management in Portal 

· The solution must be tightly integrated with the proposed office productivity software.

· The must be a support for user-defined taxonomy with categories and sub-categories.

· Personalization must be enabled for each user to personalize his/her interface.

· It must allow the assignment of one document/URL/resource to multiple categories.

· There must be ability to categorizes/tags documents automatically based on keywords and concepts.

· The solution must track usage by number of hits, time spent; by user and department.

· The solution must be able to present a graphical map of key concepts/information stored.
	
	
	

	
	Search & Retrieval 

The solution must

· Provide indexing and searching of other web servers on the internet or intranet.

· Provide searching of the existing documents on GDCC network.

· Provide support for full-text, PDF, HTML, audio, video and all other file and data formats.

· Perform full-text searches; searches based on keywords, categories, and metadata such as author or subject; searches based on context.

· Integrate the taxonomy classification when defining search criteria

· Provide keywords/parameters to select when defining search criteria

· Be able to search disparate servers and data sources (structured and unstructured)

· Provide ability to save searches by individual

· Provide ability to build on previous searches

· Provide publishing of searches

· Produce search results with relevance rankings 

· Be able to index documents automatically to optimize search response times
	
	
	

	
	Document Management 

The solution must

· Provide version control, check-in/out and approval process

· Track users currently revising documents and an audit trail with revised date and user

· Provide full integration with the proposed office productivity software

· Allow viewing of a checked-out document

· Retain multiple versions of a document with differing effective dates

· Enable end-users to save a new copy of the source document “next to” the original (with same categorization and keywords)

· Enable end-users without HTML or other programming experience to easily publish content

· Present an on-line template or form for user to complete when submitting a document, according the document type, category, etc.

· Insert data captured via on-line forms into documents

· Track access/review of documents in list by person (completed reviews vs. outstanding)

· Store only one version of a document in a separate, common repository

· Provide grouping of document templates, checklists, legal forms, etc. to support a project package
	
	
	

	
	Collaboration 

The solution must

· Provide on-line discussion boards with threaded discussions

· Provide multiple discussion boards, and associates users to one or more based on level, department, function, etc.

· Support on-line streaming video

· Allow anonymous capture of feedback or comments

· Enable users to subscribe to automatically receive e-mail when there are updates to documents, pages, categories, etc. (notification services)

· Provide a calendar with scheduled events or notices (e.g. training courses, deadlines)

· Provide support for subscription-based content

· Provide subscription for searches
	
	
	

	
	Security 

· The solution must support access from inside and outside firewalls to applications seamlessly and transparently.

· The solution must support single sign-on and integrate with the Directory Services.

· The solution must support VPN's, PKI and SSL.

· The solution must provide

· session and password management - timeouts and lockouts

· role-based access to content and applications

· support for authentication and authorization of extranet users
	
	
	

	
	Presentation 

· There must be ability for the end user to customise/control the workspace/window layer and content based on their personal preferences.

· It must be possible to partition the single browser window into multiple sections to allow for the integration of separate applications into a single window interface.
	
	
	

	
	System Management 

The solution must provide

· the ability to notify users when changes are made to the portal

· support for logging of all portal resources including users, groups, applications and content

· tools for site administration

· tools and support for allocating and managing user workspace, disk quota and other resources
	
	
	

	
	Quantity: License to run on 2 servers with total 350 clients
	
	
	

	1.9
	ELECTRONIC DOCUMENT MANAGEMENT SYSTEM (EDMS)
	
	
	

	
	Supplier must propose an integrated EDMS solution to reduce paperwork, increase collaboration for GDCC. One or more products may be proposed including development to cover the requested functionalities. EDMS ma be based on one or more of the delivered software components and may be implemneted as customization.

EDMS will provide electronic storage of documents created in the GDCC or coming from external sources attached with defined criteria. Stored documents must be accessible through those defined criteria.
	
	
	

	
	EDMS must have full Turkish support. 

EDMS must have Turkish end-user interface. Administrative interfaces and functions may be in English.
	
	
	

	
	EDMS must have full text search in the entire document base. Proposed solution must have web crawler search functionality. Indexing for full text search will be scheduled to reduce the load on the servers in working hours. 
	
	
	

	
	EDMS must have a collaborated calendar service open to the use of all EDMS users. 

Calendar service must be integrated with Directory Services server.
	
	
	

	
	EDMS must provide access to the system (i.e. for document check-in/out etc.) in the proposed office applications.
	
	
	

	
	Proposed solution must have support for vendor independent document types. 
	
	
	

	
	It must be possible store incoming digital documents to GDCC via Internet, e-mail, etc. in the proposed solution.
	
	
	

	
	Proposed solution must have document check-in/out and version control functionality. System users will check-out, view, edit, check-in and publish any document with versioning. 
	
	
	

	
	Proposed solution must support defining indexing fields and qualification information on the documents as meta-information. Proposed solution will provide keeping, indexing and searching of meta-information for each document.
	
	
	

	
	Proposed solution must provide mechanisms for indexing and storage of printed official documents.

Proposed solution must provide integration with scanning applications (i.e it must must be possible to load digitized documents to the system).
	
	
	

	
	All additional hardware and software must be provided, integrated and configured in the solution.
	
	
	

	
	Integration 

· To leverage the infrastructure of the underlying application (including application servers and web servers), EDMS will be treated as another module subsystem of the application software required within this technical specifications document, supporting users running on the Intranet, Extranet or Internet. Hence EDMS must be integrated with other subsystems as proposed by the Tenderer.

· EDMS must be fully compatible and be integrated with the proposed software platforms and COTS software (RDBMS, Application Server, Web Server, Portal & CMS, etc.) in this Technical Specifications. 

· Proposed solution must provide integration with the proposed Fax Server software.
	
	
	

	
	Security 

· EDMS must conform to Security requirements of this technical specifications.

· EDMS must support digital signatures.

· Proposed solution must provide authentication for users on EDMS modules. 

· Proposed solution must be integrated with the Directory Services server software.

· Proposed solution must provide security options such as view, edit, delete, list/browse on document basis.
	
	
	

	
	Quantity: 1 solution for 2 CPUs (or cores) or license to run on 1 server with total 350 clients
	
	
	

	1.10
	WORKFLOW MANAGEMENT AND FORM DESIGNER
	
	
	

	
	General 
· The solution may be provided through customization/extension of a COTS product. 

· Proposed solution must provide collaborative work-flow solution. 

· Proposed solution must support parallel routes in the workflows. Proposed solution must provide notifications to pre-defined users in case of document expiration or other trigger events.

· Proposed solution must provide support for routing. Process progress must be traceable by the authorized users.

· The software must support GDCC workflow management as defined by BRS. 

· All workflow steps must comply with security settings.

· There must be a facility to run multiple workflow instances. Web intranet/extranet publisher of the Portal software may also utilize the WFM regarding editorial flows on approval for publishing and removal of content. Evrak flows may also utilize this workflow component.

· The solution must enable notifications to pre-defined users in case of document expiration or other trigger events (if the task is not started within the specified number of days/hours, if the task is not completed by deadline, etc.) defined by the system administrator.

· Process progress must be traceable by the authorized users.

· The solution must support the following:

· Ability to use old and new forms at the same time.

· Ability to define timeouts.

· Ability to define controls for each activity of the process or the overall process flow.

· Ability to trigger processes through APIs.

· Ability to run external executables.

· Ability to run through web browser.

· Ability to develop personalized user screens (custom web forms) such as inbox, outbox and active processes.

· Ability to simultaneously inform through browser or mails.

· Ability to receive approvals through browser or e-mails

· Ability to access reports through browser based on profiles. 

· Ability to integrate with LDAP.

· Ability to define delegations based on functions and processes; and based on time or on demand.

· Authentication on system process designer, processes, user profiles, organization/functional/process roles.

· Audit trails for approvals.

· Ability to transfer approval details to the approved documents/forms.

· Ability to integrate digital signatures.
	
	
	

	
	Designer 

There must be a Workflow Designer tool to develop new workflows.

· There must be a support for defining unlimited workflow procedures for the designated document types within the GDCC and handle the documents to be scanned follow-up the required workflows.

· There must be facilities in the solution to enable the system administrator to make the necessary updates on the workflows without cancelling /stopping the system; and view the document queues within the workflow and interfere. 

· The tool must support the following:

· Assistance in help through sample process and algorithm support.

· Object based design support.

· Ability to access data in operational system RDBMSs during design.

· Flexible access mechanisms to operational systems such as SQL, stored procedures, and XML Web Services.

· Ability to utilize form and workflow design as application development environment.

· Ability to use wizards for formulations, database connections, form triggers and approvals.

· Ability to develop additional code in script languages for complex business processes.

· Ability to define users, groups, roles, departments, and managers.

· Ability to define free flows.
	
	
	

	
	Quantity 

1 solution including : 

2 licenses for designers and

2 CPUs (or cores) runtime (unlimited license for GDCC)
	
	
	

	1.11
	INTEGRATION/INTEROPERABILITY FRAMEWORK
	
	
	

	
	General 

· In order to offload each and every application from integration responsibilities, an integration solution should be incorporated within the solution. Integration solution should be based on global integration trends and be SOA based.

· Integration solution should not favour one technology and instead must embrace all legacy and future technologies in order to facilitate internal and external application integration.

· Integration framework must handle messaging among applications and databases and should be accompanied by a logging infrastructure for these messages.

· Integration solution must be platform independent and must be compatible with UDDI, SOAP, BPEL and WSDL standards.

· Solution must supply a GUI that can be used for process orchestration.

· Integration solution must be able to handle long-running transactions among internal and external applications with persistence support.

· Integration platform must be able to supply tools for real-time data and information integration from various sources in order to support composite applications.

· Integration solution should be in bus topology in order achieve scalability.

· Integration solution must be able to handle message content/schema validation, message aggregation and built-in XSLT transformation, exception handling.

· Must be tightly integrated with metadata server.
	
	
	

	
	Message Transport 

· Request and Reply messaging model must be supported as well as publish/subscribe, synchronous and asynchronous messaging models.

· While transporting messages, it must be able to define QoS parameters depending on reply time or errors, etc.

· Platform must handle reliable message delivery.

· Message content and schema validation tools must be provided.
	
	
	

	
	Integration Security Requirements 

· Proposed integration should support WS-Security, SAML v2.0, XACML, XKMS (for communication with CA), WS-Trust, OPSEC.

· Proposed integration environment should allow for OASIS PEP/PDP security configurations.

· Platform must provide tools to detect and overcome message level threats like DoS attacks, buffer overflow attacks, SQL injection attacks, etc.

· Platform must provide tools for message encryption and decryption, message signing.
	
	
	

	
	Quantity 

1 solution including : 

2 licenses for designers and

1 CPU (or core) runtime
	
	
	

	1.12
	IPR METADATA SYSTEM
	
	
	

	
	General 

Proposed solution must 

· Support IPR metadata model.

· Enable different systems working effectively in a interoperable way.

· Support different kind of IPR metadata (IPR schemas, related media schemas, integration logic, security logic, information models, web service descriptions etc, data dictionaries) 

· Keep historical versions of metadata.

· Metadata model shall be extendible.

· Include administration tools for editing of all metadata stored in the system.

· Have a application programming interface to the metadata system supporting Microsoft.NET as well as Java.

· Have the possibility of unique referencing of all metadata entities from external sources.

· Store textual metadata in a varying number of languages including Turkish and English.

· Include user and access rights management.

· Have WEBDav (Web-based Distributed Authoring and Versioning) support to share the resources easily on web.

· Have built in XML parser for validation.

· Have a portal interface for searching, managing metadata, managing users etc.

· Have a reporting interface for metadata assets giving details about metadata and its relationships with other metadata.

· Act as a UDDI server to publish web services in build a loosely coupled client-server communication.
	
	
	

	
	Standards 

Support W3C XML, XPATH, XSLT, XQuery, HTTP, XML Schema, Namespace, BPEL (Business process execution language), XPDL (XML process definition language), WSDL (web service description language), UDDI (Universal Description and Discovery Interface).
	
	
	

	
	Management and Monitoring 

· Include a Web-based management and monitoring tool where the components of the solution will be managed and the system will be monitored.

· Support online and offline backup, restore and recovery.

· Support scalability, caching and clustering and replication.
	
	
	

	
	Quantity 

1 solution including : 

2 licenses for designers and

1 CPU (or core) runtime
	
	
	

	1.13
	MESSAGING SOLUTION
	
	
	

	
	The messaging solution

· Must have multi CPU support. All servers must be managed centrally. 

· Must support consolidation scenarios. 

· Must support web based access and the following client access protocols; POP3, IMAP4, MAPI, HTTP, WAP2.0. 

· Must support access from mobile devices without any additional software. These devices must synchronize E-mail, Calendar and Contact list information with the e-mail server automatically. 

· Must support test based e-mail access from widely used cellular phones without any additional software. 

· Must support SAN (Storage Area Network) and leverage “Snapshot” technologies. This technology must be integrated with the e-mail solution. 

· Must have a web interface. This interface must have an option to be accessible from low bandwidth locations. Web based interface must support digital signature, SSL and server side rules. Web based interface must support Smart Card authentication. 

· Must support LDAP. This solution must work together with the proposed Directory Services. 

· Must have an Anti Virus solution for both inbound and outbound messages. This covers both the e-mail solution and web based client. 

· Must be easily backed up and in case of errors, must be restored very quickly. 

· Must have support for Turkish language. This covers both the e-mail solution and web based client.

· Must be able to do SMTP routing natively. This covers both the e-mail solution and web based client.

· Must be able to do Content Checking, SPAM Filtering, Bulk Mail filtering natively. 

· Must enable users to send an e-mail to all of the users using the e-mail solution, and this option must be able to be restricted by the administrator if required.

· Must support to have a central Calendar that can be used by all users. 

· Must enabling task assignment to individual users or groups. It must be possible to put reminders to tasks assigned personnel at appropriate times. 

· Must support the drag and drop in the interface for users.

· Must enable users to access their inbox, sent items, draft, trash folders and create their own folder structures through the web interface. 

· Must enable users to prioritize the delivery of their mail messages. 

· Must enable Encryption and Digitally Signing e-mail messages.

· Must natively support technologies that allow users to restrict the copy, print, print screen and forwarding of their e-mail messages; and to allow only the approved users to read users’ e-mail messages. 

· Must support offline usage in case the client looses the connectivity with the e-mail server. 

· Must support the e-mail messages to be sent only to the members of a particular e-mail distribution list and/or only to the authenticated users. 

· Must support real time secure and restricted users lists. 

· Must support filtering the e-mail messages by the sender and junk mail filter technologies. 

· Must support user and/or group e-mail quotas. The administrator must be able to give exceptions to these quotas (increase and/or decrease) if needed to. 

· Must store a single instance of the e-mail messages.
	
	
	

	
	Quantity 

1 solution :

Dual CPU (or core) server license and 

200 clients (100 internal mails, 100 for stakeholders on the extranet)
	
	
	

	1.14
	ELEARNING SYSTEM
	
	
	

	
	In order to strengthen continuous support through training on IPR management, an e-Learning system must be proposed.

Training team must be empowered to develop and locally host electronic training materials through working with the Supplier on some sample courses.

The Supplier will provide all the development and hosting software required to run e-Learning courses. Specific secure e-Learning hosting hardware has been provisioned in the Server Hardware section of this Technical Specification.

Elearning system shall be able to use SCORM 2004 v1.3 compatible content and packages.

The eLearning System operation is given in the diagram below.
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	Students 

The eLearning component must provide for means of viewing and absorbing electronic course content and taking small assessments/quizzes that indicate their understanding of the presented material.
	
	
	

	
	Administrators 

· The software must provide facilities for tracking student, courses and tests taken, and generate progress reports for management.

· The students must be enabled to view their own progress.

· The software must be able to track students in different organisations with confidentiality (i.e. students would not be allowed to view each other’s tracking details).

· There must be e-mail reminders for students who have not yet taken a designated course.

· The software must provide configurable system settings.
	
	
	

	
	The software must provide features to develop and integrate GDCC’s own content using the proposed commercially available authoring tools which are to be proposed and supplied.
	
	
	

	
	Assessments must be part of the content. An assessment is a test used to measure student progress through a course. Like other course content, it must be possible to create assessments and store sets of questions.
	
	
	

	
	One real pilot course on IPR, and another one on application software must be developed and deployed by the Supplier in cooperation with the GDCC. The Pilot deployment will based on the proposed content development tools and hosting server. The course material will be provided by the GDCC which may be developed by the GD and twinning partner.
	
	
	

	
	Quantity 

1 solution covering :

1 e-learning server software to run on 2 CPUs (or cores)

2 developer licenses

100 users in one course session at one time (for intranet and extranet users)
	
	
	

	1.15
	APPLICATION DEVELOPMENT SUITE
	
	
	

	
	General 

The development environment for the existing application software is MS .Net, utilizing MS Visual Studio.Net. The Contractor should propose an application development suite with the following features: 

· The proposed suite must support development and deployment for the proposed Operating System platforms.

· The proposed development environment must be visual

· The proposed development environment must provide application packaging functionality.

· The proposed development environment must have the ability to create and configure XML deployment file. 

· The proposed development environment must have an object modeling functionality.

· It must be possible to develop Web Services utilizing the proposed development environment.

· The proposed development environment must support compressed deployment package formats.

· Deployment of user-defined file types must be possible.

· The proposed development environment must have the functionality to add multiple classes or packages to the deployment archive.

· The proposed development environment must provide advanced level error tracking and a pre-compilation feature before deploying to the application server engine.

· The proposed development environment must support local or remote deployment to a running Application Server.

· The proposed development environment must support debugging tools.

· The proposed development environment must support multi-user development.

· The proposed development environment must have build and deploy wizards / techniques.

· The proposed development environment must have a web application framework with visual designers, controls and framework extensions to build server-side applications with dynamic user interfaces. 

· The proposed development environment must support testing tools.
	
	
	

	
	Modeling 

· The proposed Modelling Suite must be database independent and must support reverse engineering from different RDBMSs.

· The proposed Modelling Suite must provide logical and physical database design.

· The proposed Modelling Suite must support object-oriented methodology for the proposed Application Development Suite and language(s).

· The proposed Modelling Suite must provide database creation, test data production and maintenance and documentation features.

· Documentation will be saved in both RTF format and in HTML format as preferred.

· The proposed Modelling Suite must have full support UML (Unified Modelling Language). 

· The proposed tool must support generation of XML interfaces.

· The proposed Modelling Suite must be able to check the model wholeness at any stage of modelling and suggest solutions for found errors and warnings.

· The Modelling Suite must support object-oriented languages for developing applications in mobile computing devices.

· The Modelling Suite must have multi user and team work support.
	
	
	

	
	Version Control 

· The proposed development environment must have a built-in or seamlessly integrated third party version control system.

· The proposed development environment must enable the authorized developer to access, generate and update project files remotely. The proposed suite must provide version control (check-in/check-out functionality included) for users having same authorization level.

· The proposed development environment must have a version control tool for tracking all development versions and releases of documents.

· It must allow for teamwork based on the defined security profiles.

· It must be possible to define any configuration item independent of the file type such as source and object code, executables, etc.

· It must be possible to control check-in, check-out for any configuration item.
	
	
	

	
	Quantity: 2 developer licenses
	
	
	

	1.16
	DEVELOPMENT OF TAXONOMY BASED ON INTERNATIONAL STANDARDS
	
	
	

	
	As part of the service set, the Supplier must develop taxonomy of IPR material including books, audio and video, based on international standards and practices. 
	
	
	

	
	A domain expertise must be provided for the codification works.
	
	
	

	
	Digital object store information representation and retrieval must conform to ISO 15489, ISO 15836:2003, and ISO 23950:1998 standards.
	
	
	

	
	Developed taxonomies should also incorporate a data dictionary initiative.
	
	
	

	
	Developed taxonomies should be in parallel with IPROnto (Intellectual Property Rights Ontology at www.dmag.ufs.es) and an expert should accompany the process. 
	
	
	

	1.17
	MIGRATION OF EXISTING DB INTO NEW DB
	
	
	

	
	The existing Database within the General Directorate, Istanbul Branch, Archive Department and the information made available by Collective Societies through Web Service and batch data transfer facility on electronic media will be cleansed, transformed and loaded into the new database system. This includes Registry (250,000), Works (3,000,000) Certification and Banderol Records. In some areas re-keying of data may be acceptable.

While migrating the data, at least 6 months both databases should be accessible and updatable concurrently. After 6 months of successful operation with the new system, old systems will be unplugged from the new platform.
	
	
	

	1.18
	DEVELOPMENT OF PUBLIC WEB SITE (INTERNET PORTAL)
	
	
	

	
	A dynamic public web site for providing information about the Directorate, anti-piracy, public announcements and news must be developed by the Supplier. Users must be empowered to create, publish, and manage their own web content by means the existing tools like Internet browser and word processors to increase the adoption of the solution and employee productivity. This enables users to realize the full potential of the information by using them as tools for communication and provides a simplified process for users to publish documents and Web pages by using systems they are already using, without any hassle. Web interface must be built on the Portal solution.
	
	
	

	
	The solution must be able to manage standards-based XML content and expose that content as Web services offer the interoperability. Support for XML Web services is required to achieve seamless interoperability as well as increased support for XML includes support for XML Schema and the ability to apply XML transformations. 
	
	
	

	
	The solution must provide native support for managing standards-based XML content and exposing content and functionality as XML Web services helps GDCC to be easily integrated into heterogeneous environments and connects with existing systems.
	
	
	

	
	Flexibility and interoperability with any required system, regardless of their choice of application, platform, or transport must be ensured by industry-leading support for standards XML and SOAP.
	
	
	

	
	Standards-based interoperability must be capitalized by the authentication, caching, events, multilingual support, security, XML Web services, and XML. The system must have a XML place holder to make it easy for users to incorporate XML-based services and applications into Web content.
	
	
	

	
	The infrastructure of the Web Site will be developed and integrated with the existing software infrastructure of the GDCC through the enterprise integration layer.
	
	
	

	
	Editor interfaces must be used in order to update the information by the users that do not have good computer knowledge. It must be possible to develop these interfaces without interfering the source code. 
	
	
	

	
	It must be possible to store media files such as audio and video files as attachments in resource galleries. Site images and attachments must stored in the same manner as the site content in resource galleries on the computers running database server.
	
	
	

	
	The solution must provide a security model to assign permissions and create roles and rights groups. This model must be able to restrict different users and different groups of users from accessing different parts of a site. 
	
	
	

	
	Web author must be able to provide options for content contributors to specify publishing schedules for pages. It must be possible to define these schedules with a start and expiration date for when the content is displayed such that a page is not viewable until the start date, and cannot be viewed after the expiration date.
	
	
	

	
	The version control solution for the web site must be a part of source code management system.
	
	
	

	
	There must be system controls' drag-and-drop capabilities to enable developers to quickly assemble Web sites.
	
	
	

	
	The system must take full advantage of current skill set of GDCC and lower the cost of ownership through a fully integrated and interoperable support for all of the system components proposed.
	
	
	

	
	The Web Site must be prepared in two languages (English, Turkish). The translations will be performed by the GDCC. 
	
	
	

	
	Site usage statistics must be available on the web-site.
	
	
	

	
	Quantity: 1 solution to cover 30 pages
	
	
	

	1.19
	DEVELOPMENT OF STANDARD OPERATING PROCEDURES FOR SYSTEMS MANAGEMENT
	
	
	

	
	As part of the solution, GDCC will require on-going technical and business support for the duration of the project to implement its policies and procedures using the technical capabilities provided by the Supplier. It is incumbent on the Supplier to provide such support as is required in the technical specifications in order to meet these needs. The policies and procedures will fall into the following categories:

· Systems and network monitoring. The Supplier will assist the customer in implementing a full set of network and systems monitoring tools based on the software provided. Additionally, the Supplier will assist the customer in implementing a series of policies and procedures for event handling, event escalation and software and hardware problem resolution. The Supplier will also help implement standard systems and network management policies as defined by the customer.

· Systems configuration. The Supplier will assist the customer in implementing a complete systems configuration solution for the IT organization. This includes automated update of software, patch installation, version control of releases, ability to perform roll-backs as required and ensure that the systems configuration adheres to the standard security policies defined the elsewhere in the tender.

· Service desk. The Supplier will assist the customer in implementing a complete service desk solution. This includes helping the customer define and implement problem resolution procedures as defined in the systems and network monitoring section. Additionally policies and procedures for resolving day to day events listed in the policies section and integration with the other parts of the systems and network management framework.

· Backup and recovery. The Supplier will assist customer in designing and implementing a full backup and recovery strategy with the provided tools. This will include the creation of backup schedules, creation and management of a backup archive, backup policies and procedures and recovery techniques and procedures.

· Management framework. The Supplier will assist the customer in helping implement tools and techniques for procedures which require multiple modules of the framework. An example of this the workflow which defines adding users, which will require using the service desk, asset management and recovery modules in order to define a user to the organization and build his or her workstation with the appropriate toolsets to the job definition.
	
	
	

	
	ITIL Compliance

All policies and procedures will be developed using and comply with British Standards Institution Standard for Service Management (BS15000)
 or equivalent and the IT Infrastructure Library (ITIL)
 or equivalent for best practice in service management.
	
	
	

	1.20
	PROCESS DESIGN
	
	
	

	
	Design of the processes, which will support the business analysis, for the new IPR system is the very first activity of the overall process for successful implementation. The Supplier must develop process models based on process chain diagrams which will then be transferred into business requirements specification and then to system and software specifications. The models must be developed utilizing and process engineering tool (CAPE) and must include functions, rules, manual and electronic inputs and outputs and organizational units. The Supplier must have utilized a methodology for process management in at least 2 projects in the last 3 years.

The output of this task is the to-be process model, also in line with the SPO’s e-Government Interoperability Framework, that will be used as the basis for the Business Requirements Specifications document. The to-be process must be modifiable during the course of the project. The team must keep all the processes and workflows concise and self-sufficient so that it will allow modification while keeping impact on other processes at a minimum level.
	
	
	

	1.21
	SOLUTION TRAINING
	
	
	

	
	General Training Requirements

Training is a crucial part of the project for capacity building, hence it not only covers the GDCC personnel but other stakeholders, the MoCT MIS technical staff who will be responsible from the maintenance of the IPR system, designated staff from specialised IPR courts and relevant sections of the Customs, the National Police, National Security bodies, Provincial Directorates and Collecting Societies.

· The Supplier shall provide the trainer, training and relevant material as detailed under this requirement, whereas the MoCT (and GDCC) will be responsible from arranging for the announcements, official invitations and conducting physical venue management for the training.

· The Tenderer must supply details of the suite of training courses to be offered for each of the solution components offered in his bid. All training module as seen necessary for the successful operation and take-over of the system by the Client, must be proposed by the Supplier. 

· For each module, the Tenderer must provide a formal description of the courses, to include, but not limited to:

· Course Title

· Course Objective

· Course Duration

· Standard no of students per course

· Outline of course content/curriculum

· Required qualification and experience of presenter/trainer

· The Supplier must provide the Training Plan as part of the Project Management Plan. The final Training Plan will be finalized through the approval of the GDCC.

· The trainers of the Supplier must be 

· qualified in technology areas that they are giving training in,

· at least two years experienced in the area that he/she will provide the training for, 

· at least two years experienced in training, and 

· experienced in personal communication skills.

· At the end of each course module, there will be evaluation of the trainees by the trainer and all successful completions must accompany a certificate. Similarly at the end of each course module, there will be evaluation of the trainer by the trainees. The evaluation will be reported to the GDCC. If the training is found to be unsuccessful by the GDCC, it will be repeated in a different form, such as by different trainer, changes in content, etc. Success criteria will be defined in the approved System Training Plan.

· All course material and environment (classroom, equipment, PCs, beamer, tea, coffee, etc.) must be provided by the Supplier. The Supplier must prepare a training set for each module to each trainee at the beginning of the course.

· Standard training courses must where necessary be modified to address any features added to the software as a result of customization. This will apply predominantly to functionality for end users, but may involve other audiences also.

· All training material must be in Turkish, except for the technical training.

· All training programs offered must have a documented curriculum and this must be finalized during contract negotiations. Training programs must not exceed 6 hours in length per day per person.

· The Tenderers must supply unit prices for the courses. These prices shall be binding, and allow the GDCC to purchase additional courses from the Tenderer at the price quoted, for delivery during the full implementation Stage of the Project. Gap training must be available for new releases of the system at the given unit prices in the proposal

· The Supplier must provide procedures and material to enable the GDCC to conduct its own training. The GDCC reserves the right to duplicate training material for this purpose at no additional cost to the GDCC. 

· The Supplier must establish at least one laboratory environment to provide hands-on training.

· All technical training will be provided in Ankara on-the-job workshop. 

· The number of trainees in one class/laboratory must not exceed 20.

· Supplier must provide training for all products proposed in his bid.

· Necessary training programs must be supplied for the key personnel of the Benficiary in order to maintain the system continuity after warranty period.

The Tenderer may propose alternative forms of training such as Train-the-Trainers and Computer Based Training (CBT).
	 
	
	

	
	The Supplier must supply training on all of the system solution components including the following:

Training Module

Type 

Number of Trainees
Training Hours
Solution overview

M, U, T

45

3

Analyzing Requirements and Defining Solution Architectures

T

5

30

Operational training including manual components

U, T

200

6

Custom Application Software

M, U, T, S

250

12

E-learning management

M, T

10

12

E-Learning Course Development

M, T

10

30

Installing, Configuring, and Administering the Proposed OS

T

5

30

EDMS and Workflow Management, configuration and development

T

5

18

E-Mail and Fax Server, configuration and management

T

5

6

E-Mail and Fax Server

M, U

40

3

Scanner and OCR

U, T

10

3

Portal Software configuration, development and management

T

5

24

CMS Software configuration, development and management

T

5

18

RDBMS Admin & Operation, Programming

T

5

30

Application & Web Server Admin & Operation

T

5

18

Development in Common Integration Framework 

T

5

24

Development in Real Time Information Integration 

T

5

18

IPR Metadata System Admin

T

5

12

Implementing, Managing and Maintaining Network Infrastructure

T

5

30

Network topology and systems familiarization

T

5

12

System and Network Monitoring, Management and Configuration Management

T

5

72

Service Desk

M, U, T

15

12

Application development & developed applications

T

5

72

Reporting System – Management & Design

T

5

18

Reporting System

M, U, S

250

6

Security components familiarization; Fundamentals of Network Security

T

5

24

Antivirus

T

5

6

Security awareness

M, U, T

45

3

Directory Services Admin & Operations

T

5

30

Backup Solution and SAN Management, Configuration, Administration 

T

5

6

International standards & taxonomy (overview)
T, M, U, S

250

6

Development of Standard Operating Procedures for Systems Management
T

5

18

Security Management

T

5

6

Security Policy
T, M

10

12

Process Design
T, M, U

20

18


	
	
	

	1.22
	SECURITY POLICY PREPARATION AND TESTING
	
	
	

	
	Development of Security Policy 
One of the major issues in the overall solution is the security. The Supplier must develop an Organizational Security Policy based on ISO 17799. This will cover organizational security, access security, communications security, data and operational security. As part of the Risk Management, risk assessment, risk analysis, risk avoidance and mitigation must be worked on. Security Policy must be cover of at least the following sub-policies:

· Information security policies

· Access control policies including Remote Access and Wireless access Policies

· Monitoring access and use policies (audit, log etc.)

· E-mail policies 

· Internet access policies

· Communications and operational security policies

· Business continuity policies (BCP) 

· Disaster Recovery policies (DR)

· Systems development and maintenance policies

· Classification of information and control policies

· Physical and environmental security policies

· Personnel security policies

Security policy outline must be introduced for approval of GDCC. Detailed security policy must be prepared following outline approval. Consultant must provide the methodology for designation of security policies. Each of the security policies must be introduced as a separate document and be approved by GDCC.
	
	
	

	
	Designation of Security Standards 
Security standards must cover at least these topics:

· Responsibility of Information Security Team

· Classification of information

· User rights

· Information security infrastructure

· User training 

· Precautions following a security threat or incidence

· Environmental Protection

· System access

· Disaster Recovery 

Security standards must define technical specifications for topics included by the security policies. Outline of security standards must be introduced for approval of GDCC. Detailed security standards must be prepared following outline approval. Each of the security standards must be introduced as a separate document and be approved by GDCC. The security standards are subject to change in middle term. Therefore the security standards must be adaptable and open to new technologies.
	
	
	

	
	Development of Security Procedures 
Detailed security procedures must be prepared for each business step to be performed by users. Those business steps and security procedures must be defined for the following topics:

· Information security

· Remote access

· Internet access

· Access control and authentication

· E-mail

· Monitoring access and use (audit, log etc.)

· Availability

· System management and operations

· Network management and operations

· Business continuity

· Systems development and maintenance (configuration management, change management, patch management etc.)

· Firewall and content inspection

· Intrusion detection

· Antivirus protection

· Backup

· Classification of information and control

· Encryption 

· Distribution of duties

· Directory Services solution

· Physical and environmental protection

· Operating systems for servers and clients

· Analyzing security threats and vulnerability

· Disaster recovery

Procedures to be prepared must be product and vendor independent. The wording of procedures must be clear and easy to comprehend. Outline of security procedures must be introduced for approval of GDCC. Detailed security procedures must be prepared following outline approval. Each of the security procedures must be introduced as a separate document and be approved by GDCC. The document must be composed of but not limited to subject, scope, aim, owner and user, steps, definitions, warnings, precautions.
	
	
	

	
	Time Schedule 
The Supplier must provide a detailed time schedule for each component of study. 
	
	
	

	
	Team 
The security team must have experience in developing security policies and minimum of five years of hands on experience in security projects. 
	
	
	

	
	ISMS 
The Supplier must establish an Information Security Management System together with relevant software and Information Security Forum (will be formed from within the organization. Candidates will be proposed by the administration and under the supervision of the supplier’s security team) within the GDCC. All managers and staff must be trained on security to enable them carry out their security related duties.
	
	
	

	1.23
	INSTALLATION
	
	
	

	
	The Supplier must install and configure all solution components at the GDCC Data Center, including the re-configuration existing active network devices such as the 3825 router with VPN card based on the approved System Requirements Specification document, which may cover some justified and modifications to the draft solution topology presented in this tender dossier.
	
	
	

	1.24
	SUPPORT AND MAINTENANCE
	
	
	

	
	The warranty period must be 1 year for all software and hardware components. All new version upgrades, fixes, patches and updates (operating systems, COTS, office productivity software, firmware, etc.) must be delivered during the warranty period. There must be no additional cost for additional software components or software fixes/patches/upgrades, availability, performance and service level requirements during the Warranty period.
	
	
	

	
	The Supplier must provide on-site personnel for support and mentoring purposes for all hardware and software in GDCC for 4 (four) person months after Provisional Acceptance at no extra charge. Effort usage will be determined prior to each incoming month by the Beneficiary and the Supplier will be informed according for technical support required for each coming month. The total effort to be requested by the GDCC shall not exceed 4 (four) person moths.
	
	
	

	
	The Supplier must provide on-site Service Desk Support Expert for management, configuration, development and support of Service Desk Solution GDCC for 4 (four) person months after Provisional Acceptance at no extra charge.
	
	
	

	
	The Tenderer must provide daily unit prices for the technical staff. GDCC reserves the right to extend the services period based on the proposed unit prices.
	
	
	

	1.25
	SYSTEM MANAGEMENT SOLUTION
	
	
	

	 
	· The management system must be able to capture a wide variety of system and applications events from such as Windows-based systems, SNMP devices, Unix Syslog deamons distributed throughout an enterprise IT environment.

· It must aggregate the collected events into a central event repository. 

· It must be possible for the system administrators to consolidate these events .for an overall view of server and service availability.

· It must be possible to obtain specific information from the detailed event stream all from a single view on a desktop console.

· Administrator-created rules must allow the system to react automatically to incoming message streams, either to respond to a specific fault scenario with a predefined action, or to consolidate the messages into a more meaningful or significant event. 

· These rules must allow system to react intelligently to anticipated event patterns, triggering actions or administrative alerts. 

· Rules must provide a way to link an event sequence to respectable vendor’s knowledge base articles thus instantly providing operators with guidance on probable causes, the approved response to a specific problem, and links to additional information.

· Management system must support that any rule can be configured to generate specific alerts with associated severity levels. An alert can represent a single event or multiple events from many sources. An administrator can at any time trace the history of a given alert; the events associated with it, and consult any related knowledge base articles. 

· Management system must provide a mechanism for alerts to optionally trigger e-mail messages, pages, Simple Network Management Protocol (SNMP) traps, and scripts to notify specific system operators and other management systems of emerging problems.

· Management system must provide a way to monitor key performance thresholds. It must be possible that rules may be customized and new rules added, allowing system and application performance trends to be monitored both for historical reporting purposes and capacity planning. 

· It must support local and aggregated thresholds can be set to generate alerts and actions in response to any changes in system or application performance requiring administrative intervention.

· Management system must come with pre-configured rule-sets and knowledge base articles, each pack providing rules for a specific range of applications or services. These rules must support popular operating systems, services, and applications.

· Management system must include a broad range of pre-configured reports and charts. 

· It must support that additional reports may be added to the system.

· Management system must generate Hypertext Markup Language (HTML)–based snapshots of all generated reports. 

· There must be support for these snapshots to be exported to a Web server to provide access from Web browsers.

· It must be scaleable to support any number of servers from departmental to corporate. 

· Management system must support monitoring of Directory Services and domains.

· Management system must automatically detect and report the presence of new servers and the applications and services installed on them. 

· Management system must allow deployment of agents and rules-sets automatically.

· Management system must provide a GUI based administration and management tool that will allow administrators to navigate easily through the hierarchical tree to access events, rules, reports and configuration activities.

· In addition to the main GUI based console, system must support Web-based administration consoles. 

· Management system must support integration with Microsoft Windows Management Instrumentation (WMI).

· It must also support monitoring of SNMP event data (traps) for any specified devices. 

· It must provide a way to generate SNMP trap messages as part of any defined rule. Such traps could be delivered to a third-party SNMP management console, allowing management systems’ data to feed into other management systems, including network and enterprise management frameworks.

· It must provide support for using the Syslog protocol so that it can monitor live event streams generated by UNIX-based systems as well as many network devices.
	
	
	

	
	Quantity: 1 dual CPU server license to manage all systems proposed by the Tenderer
	
	
	

	1.26
	CLIENT MANAGEMENT SOLUTION
	
	
	

	
	· The management system must be able to capture a wide variety of system and applications events from such as Windows-based systems, SNMP devices, Unix Syslog deamons distributed throughout an enterprise IT environment.

· It must aggregate the collected events into a central event repository. 

· It must be possible for the system administrators to consolidate these events .for an overall view of server and service availability.

· It must be possible to obtain specific information from the detailed event stream all from a single view on a desktop console.

· Administrator-created rules must allow the system to react automatically to incoming message streams, either to respond to a specific fault scenario with a predefined action, or to consolidate the messages into a more meaningful or significant event. 

· These rules must allow system to react intelligently to anticipated event patterns, triggering actions or administrative alerts. 

· Rules must provide a way to link an event sequence to respectable vendor’s knowledge base articles thus instantly providing operators with guidance on probable causes, the approved response to a specific problem, and links to additional information.

· Management system must support that any rule can be configured to generate specific alerts with associated severity levels. An alert can represent a single event or multiple events from many sources. An administrator can at any time trace the history of a given alert; the events associated with it, and consult any related knowledge base articles. 

· Management system must provide a mechanism for alerts to optionally trigger e-mail messages, pages, Simple Network Management Protocol (SNMP) traps, and scripts to notify specific system operators and other management systems of emerging problems.

· Management system must provide a way to monitor key performance thresholds. It must be possible that rules may be customized and new rules added, allowing system and application performance trends to be monitored both for historical reporting purposes and capacity planning. 

· It must support local and aggregated thresholds can be set to generate alerts and actions in response to any changes in system or application performance requiring administrative intervention.

· Management system must come with pre-configured rule-sets and knowledge base articles, each pack providing rules for a specific range of applications or services. These rules must support popular operating systems, services, and applications.

· Management system must include a broad range of pre-configured reports and charts. 

· It must support that additional reports may be added to the system.

· Management system must generate Hypertext Markup Language (HTML)–based snapshots of all generated reports. 

· There must be support for these snapshots to be exported to a Web server to provide access from Web browsers.

· It must be scaleable to support any number of servers from departmental to corporate. 

· Management system must support monitoring of Directory Services and domains.

· Management system must automatically detect and report the presence of new servers and the applications and services installed on them. 

· Management system must allow deployment of agents and rules-sets automatically.

· Management system must provide a GUI based administration and management tool that will allow administrators to navigate easily through the hierarchical tree to access events, rules, reports and configuration activities.

· In addition to the main GUI based console, system must support Web-based administration consoles. 

· Management system must support integration with Microsoft Windows Management Instrumentation (WMI).

· It must also support monitoring of SNMP event data (traps) for any specified devices. 

· It must provide a way to generate SNMP trap messages as part of any defined rule. Such traps could be delivered to a third-party SNMP management console, allowing management systems’ data to feed into other management systems, including network and enterprise management frameworks.

· It must provide support for using the Syslog protocol so that it can monitor live event streams generated by UNIX-based systems as well as many network devices.

· The client management software must provide a way to collect data on Common Information Model (CIM) format which provides access to sources such as Win32, SNMP and DMI.

· The client management software must be able to collect detailed information about applications on computers. It must search for version resource information on every executable.

· It must be able to track software usage by user, group, workstation or time. 

· It must be able to specify non-allowed applications and monitor compliance.

· It must have a mechanism to detect disabling of client agents.

· It must be possible to target software distribution to any combination of users, user groups, TCP/IP network segments, and machines.

· It must be possible to assess distribution targets dynamically based on policy rules and to distribute the rule set to all sites to allow software distribution automatically to new user affected by the policies. 

· It must have a snapshot mechanism for preparing software distributions.

· It must verify the currently logged-on user’s privileges, and if not appropriate, must use a more powerful account on that machine to install software. 

· It must be able to remove software from systems as well as distributing. 

· It must have a fan-out distribution mechanism to use the network topology to deliver software efficiently across slow links by using site servers as routers and fanning the software out so that a distribution crosses a WAN link only once.

· When using bandwidth by software distribution is not desired, It must be possible to send software via CD-ROM or other media. The local user must be able to install the software from the media automatically.

· It must include tools for monitoring servers’ status in real time. It must support the administrators to set critical or warning thresholds.
· It must be able to generate topology tracing, which includes a graphical display that shows the network routes between servers within a site, including the activity of the infrastructure devices (such as routers and hubs) connecting those points. The tracing tool must also display the status of services on servers between those points so that administrators can analyze the potential success or failure of an action, such as software distribution to a remote location.

· It must come with a tool or utility to capture packages from the network and also analyze and interpret the packets it captured.

· Client Management Solution must be scaleable and binaries must remain same as organization grows. 

· Client Management Solution must support remove control scenarios in slow and disconnected network environments. It must not send inventory and status in poor network conditions

· Client Management Solution must store and present information to indicate the progress of distributions, the number of managed clients, the success of installations, and other critical data about how it manages itself.

· Client Management Solution must deliver tools to manage both Windows–based desktops and servers.
· Client Management Solution must provide inventory, metering, distribution, and diagnostic facilities that work with both 16-bit and 32-bit Windows–based clients and can even manage Windows NT–based servers in a lights-out data center environment. 

· Client Management Solution must take advantage of Windows Management Instrumentation (WMI)
	
	
	

	
	Quantity: 1 solution with licenses to manage 100 client systems with 1 Server License.
	
	
	

	1.27
	LOG COLLECTING AND AUDITING SOLUTION
	
	
	

	
	General 
GDCC requires a solution to collect application, security, and system logs from client and server operating systems.
	
	
	

	
	Client Architecture 
· Proposed solution should have an agent-based architecture

· Disk footprint of the agents should not exceed 500KB

· Average CPU overhead of the agents should be less than %3 on client systems

· System administrator should be able to install / uninstall the agents remotely without requiring user intervention on the client systems

· Agents must keep on working when disconnected from the network / server and send the events to the server when connected again

· Agents must totally be invisible to normal users
	
	
	

	
	Server Architecture 
· Tenderer can present the solution as a software or appliance based system

· Server system must be able to scale-out if required

· Server system must keep the collected events in an industry standard database management system (Microsoft SQL Server, Oracle, IBM DB/2, etc)

· Necessary documentation must be provided to develop custom reports from the DBMS
	
	
	

	
	Technical Requirements 
· The solution must be able to collect and archive Windows 2000 / Windows XP / Windows Server 2003 Application, System, and Security logs

· There must be filters to enable collecting of specific events (such as Source=’security’ and Category=’Logon / Logoff Events’)

· There must be filters to disable collecting of specific events (such as ones generated by antivirus applications)

· There must be wildcard support in filter expressions

· The solution must generate (and store the corresponding event) alerts when one of the following events happen:

· USB storage device is connected to the client machines

· Modem or other network interface (bluetooth adapters, etc) card is activated. It must also provide necessary details such as new IP Address, gateway, MAC address, etc for further investigation

· User captures screenshot (PrintScreen or ALT-PrintScreen) and related screenshot must be stored on the server for further investigation

· New user account is created

· User account is modified (password, etc)

· User account is deleted

· New group is created

· Existing group is modified (such as user additions and deletions)

· Existing group is deleted

· Promiscuous mode network adapter is detected

· Specific application is launched or terminated

· It must be possible to extend / enable / disable existing rules

· There must be an integrated inventory module to collect software and hardware details of the computers.

· The system must provide Windows product keys used to detect which keys are illegal throughout the organization

· It must be possible to monitor real-time events from all systems. The solution must provide necessary means to filter / search on specific objects such as ComputerName, UserName, Date and Time, EventDetail, etc

· System must provide a mechanism to allow administrators to see which users are online.

· System must provide a mechanism to allow administrators to see which machines are online.

· System must  provide a mechanism to allow administrators to see which users are currently logged on multiple machines.

· System must  provide necessary tools to remotely manage selected computers using Remote Desktop or command line interface.

· System must be able to send an e-mail or execute an application to notify selected operators.
	
	
	

	
	Quantity: 1 solution with licenses to manage 100 client systems and all servers delivered to run on 1 control server.
	
	
	

	1.28
	SERVER TYPE A (DATABASE SERVERS)
	
	
	

	
	Processor 
Two true 64-bit CPUs (or cores having all 64 bit general purpose registers).

The number of CPUs (or cores) per system must be upgradeable to 4 internally or by chassis upgrade, without applying any means of clustering. If chassis upgrade is required, related components (like additional chassis, connection cables) must be supplied with the systems.
	
	
	

	
	Form Factor 
Rack mount
	
	
	

	
	Interface bus 
5 (five) 64 Bit PCI-X slots.
	
	
	

	
	Cache 
1MB ECC protected cache memory
	
	
	

	
	Memory
8 Gigabytes
The memory capacity must be upgradeable to 16GB internally or by chassis upgrade. If chassis upgrade is required, related components (like additional chassis, connection cables) must be supplied with the systems.
The memory modules of the server must be at least PC3200 and support ECC.
	
	
	

	
	I/O ports 
· 2 x 10/100/1000BaseT Ethernet interfaces, installed in 64bit/100MHz PCI slots or on-board. The Ethernet interface cards must be capable of load balancing and failover.
· 2 x 200MB/sec Fibre Channel interfaces, installed in 64bit/100MHz PCI slots. The fiber channel interface cards must be capable of load balancing and failover.
	
	
	

	
	Graphics Card 
1 standard VGA graphics card. On-board or installed in PCI slots
	
	
	

	
	Drive Controllers 
Built-in Ultra 320 SCSI or better drive controller for internal hard disk drives
	
	
	

	
	Hard Drives 
2 x Hot-Pluggable 72GB 10000rpm internal hard disks with at least 320MB/s transfer rate on the server. Internal disk capacity must be upgradeable to 4 disks.
The hard disk modules on the server must be mirrored by the necessary hardware /software provided.
	
	
	

	
	Removable Media 

1 x DVD-ROM
	
	
	

	
	Console 
A consolidated console system must be proposed so that the monitor, mouse and the keyboard of the system shall reside outside the rack of the proposed servers.
In addition to the proposed console solution, necessary hardware to remotely manage the server over a remote connection. This must be done over a separate LAN connection other than the proposed ethernet interface of the server.
An appropriate GUI based console system for the management of the proposed servers must be proposed.
	
	
	

	
	Ports 
1 serial port, 2 USB ports and additional keyboard/mouse ports.
	
	
	

	
	Power supply 
2 hot-swappable redundant power supplies
	
	
	

	
	Operating System 

All proposed servers must be delivered with the latest edition of Microsoft Windows 2003 Server Enterprise Edition 64-bit OLP (Open license with preactivated Volume Licensing Key required) or equivalent installed and configured. All Windows Servers must be delivered with Active Directory Server (on required AD server systems) and Windows Patch Management Server (Only on Configuration Management System).

The operating system
· Must support 64-bit architecture

· Must support up to 4 processors.

· Must support clustering, 

· Must support for public key infrastructure (PKI), and Kerberos, as well as support for smart cards and biometrics, 

· Must have built-in RADIUS server feature 

· Must be able to create policies for central management of client computers, 

· Must provide support for Internet Protocol version 6 (IPv6), Point-to-Point Protocol over Ethernet (PPoE), and Internet Protocol Security (IPSec) over network address translation (NAT),

· Must support LDAP and ADSI

· Have support for Non-Uniform Memory Access (NUMA),

· Must have built-in support for remote control

· Must have resource allocation capabilities

· Must include file and portal server add-ins

· Must hold and authenticate users and groups

· Must support RDP version 5.2 in server mode

· Must have UDDI server capabilities

· Must have media streaming server

The proposed Operating System must have native Turkish support for fonts, regional settings such as date/time, sorting, etc.

The proposed Operating System must have TCP/IP network suite to connect to remote computers; including SMB file sharing client and server software.

The Supplier must provide a solution for Purchaser to take disk image of proposed.
	
	
	

	
	Quantity 
2 servers required to be used as the database servers to operate in active-passive cluster configuration.
	
	
	

	1.29
	SERVER TYPE B
	
	
	

	
	Processor 
Two true 64-bit CPUs (or cores having all 64 bit general purpose registers).

The proposed server must support both a true 64 bit instruction set at the same time. Thus it must be possible to run this server either in X86-32 or 64 bit modes depending on the loaded Operating System.

The number of CPUs (or cores) per system must be upgradeable to twice the proposed number internally or by chassis upgrade, without applying any means of clustering. If chassis upgrade is required, related components (like additional chassis, connection cables) must be supplied with the systems.
	
	
	

	
	Form Factor 
Rack mount
	
	
	

	
	Interface bus 
5 (five) 64 Bit PCI-X slots.
	
	
	

	
	Cache 
1MB ECC protected cache memory
	
	
	

	
	Memory 
4 Gigabytes
The memory modules of the server must be at least PC3200 and support ECC.
The memory capacity must be upgradeable to 8 GB internally or by chassis upgrade. If chassis upgrade is required, related components (like additional chassis, connection cables) must be given with the systems.
	
	
	

	
	I/O ports 
2 x 10/100/1000BaseT Ethernet interfaces, installed in 64bit/100MHz PCI slots or on-board.
The Ethernet interface cards must be capable of load balancing and failover.
	
	
	

	
	Graphics Card 
1 standard VGA graphics card. On-board or installed in PCI slots.
	
	
	

	
	Drive Controllers 
Built-in Ultra 320 SCSI or better drive controller for internal hard disk drives
	
	
	

	
	Hard Drives 
2 x Hot-Pluggable 72GB 10000rpm internal hard disks with at least 320MB/s transfer rate on the server. Internal disk capacity must be upgradeable to 4 disks.

The hard disk modules on the server must be mirrored by the necessary hardware /software provided.
	
	
	

	
	Removable media 

1 x DVD-ROM
	
	
	

	
	Console 
In addition to the proposed console solution, necessary hardware to remotely manage the server over a remote connection. This must be done over a separate LAN connection other than the proposed ethernet interface of the server.
	
	
	

	
	Ports 
1 serial port, 2 USB ports and additional keyboard/mouse ports.
	
	
	

	
	Power supply 
Hot-swappable power supply with at least one additional spare hot-swappable power supply.
	
	
	

	
	Operating System 

All proposed servers, except for the Firewall Type A servers which should have x86 based Unix, must be delivered with the latest edition of Microsoft Windows 2003 Server Standard Edition OLP (Open license with preactivated Volume Licensing Key required) or equivalent installed and configured. All Windows Servers must be delivered with Active Directory Server (on required AD server systems) and Windows Patch Management Server (Only on Configuration Management System)
The operating system must 

· support 64-bit architecture
· support four-way symmetric multiprocessing (SMP)

· provide process isolation capabilities

· support for public key infrastructure (PKI) and Kerberos

· support smart cards and biometrics

· be able to create policies for central management of client computers

· provide support for Internet Protocol version 6 (IPv6), Point-to-Point Protocol over Ethernet (PPoE), and Internet Protocol Security (IPSec) over network address translation (NAT)

· support LDAP and ADSI

· have built-in support for remote control

· have resource allocation capabilities

· include file and portal server add-ins

· hold and authenticate users and groups

· support RDP version 5.2 in server mode

· have media streaming server
· have native Turkish support for fonts, regional settings such as date/time, sorting, etc.
· have TCP/IP network suite to connect to remote computers; including SMB file sharing client and server software
	
	
	

	
	Power supply 
2 hot-swappable redundant power supplies 
	
	
	

	
	Fax facility 
There must be 2 x 2-channel loop interface smart FAX adapters which are compatible with the proposed FAX server software in one of the servers.
	
	
	

	
	Quantity 
18 identical systems with Server Operating System License
· 1 Reporting Server (with fiber channel connection adapter to SAN enclosure) (reporting, ad hoc, analysis)

· 2 Application Servers in load balancing configuration (to run Application & Web Servers, Portal Servers, CMS, EDMS and WFM and Service Desk for intranet and extranet users)

· 1 eLearning Server

· 1 Server Internet Portal
· 2 Servers for Firewall Type A (with 4 x 10/1001000 NIC adapters)

· 2 Servers for Firewall Type B (with 4 x 10/1001000 NIC adapters)
· 1 Metadata Server
· 1 Communications Server with fax facility (to run Fax Server, SMTP Gateway)

· 1 Server for IDS/IDP (with 2 NIC)

· 6 Servers for the Security and Management

· Directory Services, DNS, Messaging & NTP Server

· System Monitoring & Management

· Client Management & Security Monitoring

· Secure Content Gateway

· ISMS Server

· Certificate Authority

· Client Security

· Policy Compliance

· Vulnerability Assessment

A sample topology can be seen in Figure 1. System Solution – Logical, however, the Tenderer must propose the proper utilization of the servers above based on the resource utilization and the OS platform required for the proposed system and security COTS.
	
	
	

	1.30
	STORAGE SOLUTION
	
	
	

	
	Type 
Storage Area Network (SAN) array
	
	
	

	
	Backplane 
2 Gbps redundant Fiber backplane
	
	
	

	
	Total net capacity 
1.5 Terabytes (in RAID 5 configuration)
	
	
	

	
	Drive type 
Minimum 10000 rpm hard disks
	
	
	

	
	Ports 
2000 Mb/s dual fiber port connection to included SAN switches
	
	
	

	
	Disk controllers 
2 separate disk control units with 1Gb cache memory each, battery backup and 4 * 2000 Mb/s host connection interfaces
	
	
	

	
	Connectivity 
The connection between the database servers, reporting server, ad hoc query server, backup unit and storage solution must be over redundant fiber SAN Switches, which must be provided by the Supplier as part of the solution.
	
	
	

	
	Other characteristics 
· The disk control units must be capable of load balancing and failover. All components should be hot-swappable including disks, cache battery, RAID controller, fans, PSUs, etc. Required hardware or software must be proposed.

· The proposed storage array must have disk control units with the ability of supplying RAID 0, 1, 5 levels and their combinations. It must be possible to have more than one RAID level within the storage array.

· The proposed storage array must have 2 disk control units and 4 connection ports with 2000 Mb/s host connection interfaces.

· The proposed storage array must have disk control units must communicate with the disk subsystem over an at least 2000 Mb/s. 

· The proposed storage array must provide redundant access to all attached disk drives from each controller.

· The proposed storage array must support virtualization either with built-in functionality or with third party solutions.

· The proposed storage array must have disk control units equipped with the necessary software to create clones and snap-shots of the active data.

· The proposed storage array must be certified for the operating systems of the proposed servers.

· The proposed storage array must be able to use disks of different capacities and speeds.

· The proposed storage array must have redundant power supplies and cooling fans.

· Cache memory on each control unit must be ECC protected.

· The proposed storage array must be in No Single Point of Failure architecture.

The proposed storage array must have at least 3 days battery backup for each control unit.
	
	
	

	
	Quantity: 1 system
	
	
	

	1.31
	TAPE LIBRARY
	
	
	

	
	Drive technology 
LTO2 or equivalent SATA storage technology.
	
	
	

	
	Max cartridge count 
Sufficient media slots to hold at least 1.5 Terrabytes of uncompressed data
	
	
	

	
	Max drive count 
Sufficient drives to backup 100 GB in at most 1 hour without compression
	
	
	

	
	Software 
Backup automation software must be proposed with appropriate licensing for tape drives, media slots and proposed servers.
	
	
	

	
	Other characteristics 
· The redundant connection between the DBMS and the Tape Library must be done over one of the Fiber SAN Switches described for the Storage Array.
· The proposed backup automation software must have compatible modules to perform on-line backup of the DBMS software running on the DBMS Servers.
· The backup operation of the servers which are not connected to SAN will be performed over LAN.
	
	
	

	
	Cartridge 
· Sufficient tapes must be proposed to make 5 full uncompressed backups of the maximum apparent data capacity of the disk storage array, which will depend on the proposed RAID option.
· There must be enough labelling equipment for all the tapes.
	
	
	

	
	Quantity: 1 system
	
	
	

	1.32
	DIRECTORY SERVICES
	
	
	

	
	· Directory Services must provide a central location for network administration and delegation of administrative authority; in terms of accessing to objects representing all network users, devices, and resources and the ability to group objects for ease of management and application of security and Group Policy. 

· Directory Services must be able to centrally manage existing Windows-based clients, and the proposed client systems.

· Directory Services must provide information security and single sign-on for user access to network resources; tight integration with security is required for eliminating costly tracking of accounts for authentication and authorization between systems.

· Directory Services must provide a single user name and password combination to identify each network user, and this identity must follow the user throughout the network. 

· Directory Services must provide scalability in terms of one or more domains, each with one or more domain controllers, enabling to scale the directory to meet any network requirements. 

· Directory Services must provide flexible and global searching. Users and administrators must be able to use desktop tools to search the whole directory.

· Directory Services must provide storage for application data. It must provide a central location to store data that is shared between applications and with applications that need to distribute their data across entire network.

· Directory Services must provide systematic synchronization of directory updates. Updates must be distributed automatically throughout the network through secure and cost-efficient replication between domain controllers. 

· Directory Services must support multi-master
 replication to ensure high scalability and availability in distributed network configurations. 

· Directory Services must provide remote administration, administrators must be able to connect to any domain controller remotely from any existing Windows-based computer and from any one of the proposed client system that has administrative tools installed.

· Directory Services must provide single, modifiable and extensible schema, which is a set of objects and rules that provide the structure requirements for directory objects. It must be possible to modify the schema to implement new types of objects or object properties.

· Directory Services must provide integration of object names with Domain Name System (DNS), the Internet-standard computer location system. 

· Directory Services must provide LDAPv3 and LDAPv2 support.
	
	
	

	
	The Directory Services Server must be able to retrieve (or access in real if allowed by the MoCT) to MoCT MS Active Directory Server in trusted mode to retrieve and validate user access data for the provincial MoCT users.
	
	
	

	
	Quantity: Licenses to manage 100 client systems and server licenses for Domain Controllers.
	
	
	

	1.33
	VULNERABILITY DETECTION
	
	
	

	
	Proposed solution will supply vulnerability detection functionalities. Solution must support all proposed server and PC platforms.
It is necessary to report on the vulnerabilities of the network services provided within the Data Center. Thus, a vulnerability analysis system must be supplied to test all DMZs, layers, and sites involved.
Proposed System must have network assessment module which identifies and reports on vulnerabilities without installing an agent on target network devices such as routers, switches, etc.
Proposed system must have policy compliance assessment for popular industry security standards and regulations, including ISO I7799.
A software solution may be proposed to run on one of the designated servers of type B, or the Tenderer may propose an appliance solution, in which case the software must be delivered should be installed on its appliance hardware.
	
	
	

	
	Proposed system must offer a 3 tier achitecture (software agent, manager, console) that allows the Vulnerability Analysis System run in parallel across all systems. Proposed system agent, managers and console communication must be encrypted.
	
	
	

	
	Policy compliance functionality must provide preset security policies below and it must be customizable. 

- Account Information

- Default accounts & passwords

- User/Group rights & permissions

- Password integrity

- System security configuration settings

- OS Patch levels

- Registry settings

- Antivirus Updates

- File Attributes

Tests will be made on a periodical or manually initiated basis.
	
	
	

	
	Proposed system must provide reports that show specific violations and configuration changes on host systems.
Proposed system must allow GDCC author their own reports and create ad-hoc reports. It must be possible to automatically schedule, deliver or access these reports through the intranet portal. These must include specific policy violation reports, suppression reports, and informational reports to help identify vulnerabilities and exposures.
Proposed solution must allow GDCC to identify which systems are not in compliance from a detailed message-by-message basis to an overall level of compliance.
	
	
	

	
	Vulnerability databases will be updated by the product itself over the Internet. Update service must be provided until the end of warranty period without any additional cost to the Purchaser.
Proposed system must allow storage of data in the proposed RDBMS using a secure database uplink application.
Vulnerability Analysis system must have a GUI based central management console.
Proposed Policy Compliance solution must allow administrators to remotely, locally, or silently deploy new/updated software from a central console; and view the security assessment data from a single location.
For the system backup, it must be possible to export security policies to disk and allow system managers to quickly restore them must they become corrupted or accidentally changed.
	
	
	

	
	Software should support background execution and reporting by e-mail
	
	
	

	
	System should be recognizing at least 5000 different weakness or vulnerability
	
	
	

	
	Common Management GUI Features

· Firewall A, IDS/IDP, Secure Content Gateway, Vulnerability Assessment systems of the topology should be managed through the same GUI.

· Management GUI shall be operating system application.

· Management GUI shall allow permission escalation for different users
	
	
	

	
	Quantity: 1 solution for 100 client systems and for all delivered servers
	
	
	

	1.34
	POLICY COMPLIANCE
	
	
	

	
	Proposed solution will be composed of vulnerability detection functionalities. Solution must support all proposed server and PC platforms.
Proposed system must have policy compliance assessment for popular industry security standards and regulations, including ISO I7799.
	
	
	

	
	Proposed system must offer a 3 tier achitecture (agent, manager, console) that allows the system run in parallel across all systems. Proposed system agent, managers and console communication must be encrypted.
	
	
	

	
	Policy compliance functionality must provide preset security policies below and it must be customizable. 

- Account Information

- Default accounts & passwords

- User/Group rights & permissions

- Password integrity

- System security configuration settings

- OS Patch levels

- Registry settings

- Antivirus Updates

- File Attributes

Tests will be made on a periodical or manually initiated basis.
	
	
	

	
	Proposed system must provide predefined reports that show compliance state and trends and configuration changes on host systems.
Proposed system must allow GDCC author their own reports and create ad-hoc reports. It must be possible to automatically schedule, deliver or access these reports through the intranet portal. These must include specific policy violation reports, suppression reports, and informational reports to help identify vulnerabilities and exposures.
Proposed Policy Compliance solution must allow GDCC to identify which systems are not in compliance from a detailed message-by-message basis to an overall level of compliance —per system, line-of-business, and operating system for the enterprise. Reports must include:

•
Percentage compliance

•
Percentage compliance trends

•
Agent level (red, yellow, and/or green agents)

•
Agent level trends

•
Violation counts

•
Violation count trends
	
	
	

	
	Update service must be provided until the end of warranty period without any additional cost to the Purchaser.
Proposed system must allow storage of data in the proposed RDBMS using a secure database uplink application.
System must have a GUI based central management console.
Proposed Policy Compliance solution must allow administrators to remotely, locally, or silently deploy new/updated software to agents from a central console; and view the security assessment data from a single location.
For the system backup, it must be possible to export security policies to disk and allow system managers to quickly restore them must they become corrupted or accidentally changed.
	
	
	

	
	Quantity: 1 solution for 20 agents, and 1 Manager
	
	
	

	1.35
	ANTI VIRUS AND CLIENT SECURITY SYSTEM
	
	
	

	
	Proposed system must have threat protection through integrated antivirus, personal firewall, and intrusion detection for remote, mobile, and networked client systems. 
All of the desktop and server systems must be protected against any hostile code threat. The antivirus software must be fully compatible with all of the proposed desktop and server operating systems.
The antivirus software must provide methods to control hostile code on system’s fixed, removable storage medium and network. The antivirus software must have real-time monitoring for files accessed.
Antivirus software client must be installed and configured on each proposed Server and client security software must be installed and configured on each proposed PC 
	
	
	

	
	Proposed antivirus, personal firewall and ids software must include central management and distribution system to optimize network traffic for updates and management.

Central quarantines for suspicious codes and files must be available.
	
	
	

	
	Updates for software and the hostile code definitions must be provided over Internet by automated processes on the servers. End systems must have a mechanism for update via Internet directly and also via a server located at LAN or WAN by automated processes. All necessary updates for antivirus software must be provided until the end of warranty period without any additional cost to the Purchaser.
	
	
	

	
	Antivirus client must have tamper protection.
Desktop options and configuration for the antivirus software must be locked from the management system. End users must not interfere with these setting for the antivirus software. The users must be able to start and stop virus scanning but tasks started by the network security managers over the antivirus management system must not be interfered with by the end user.
	
	
	

	
	Publisher must distribute signatures at the end of the warranty without extra cost. Signature updates must not require system startup after upgrade.
Signature updates must not require code change and must not cause the present engine to stop functioning.
	
	
	

	
	Necessary tools to set scheduled events must be provided. Missed scheduled events on individual systems must be handled to ensure that they are accomplished.
	
	
	

	
	Customized alerting and information mechanisms on important events must be provided for the network security managers.
	
	
	

	
	Logging of activities must be provided.
	
	
	

	
	Virus scan scheduling policy on a user group basis must be provided.

Virus Scan Policies must be pushed to client stations from the central management station and there must be a mechanism to lock down polices on client machine so that it is not possible to modify or disable them.
Proposed antivirus system must be able to scan files with specified extensions specified by system operator.
The anti-virus system must have Heuristic Scan function which will permit taking predefinable actions against viruses doubted but not defined in the Virus Pattern.
	
	
	

	
	Proposed antivirus system must provide SMTP and POP3 e-mail virus checking at clients.
	
	
	

	
	Proposed antivirus system must be able to stop adware and spywares.
	
	
	

	
	Antivirus software must have a mechanism to distribute signature files and firewall rules to workstations systems from central console.
Antivirus software must have a mechanism to update signatures as increments to the previous version and push a full version if it is not possible to update in increments.
	
	
	

	
	The anti-virus and client security management console work with the proposed Management Console.
	
	
	

	
	All proposed antivirus, client firewall; client IDP must be integrated solution from one producer.
	
	
	

	
	Proposed Client Security system must have a Generic Exploit Blocking feature for reduced time-to protection after vulnerability announcements
	
	
	

	
	Client Security system must have a out-of-the-box firewall configurations to simplify configuration efforts while minimizing the risk of threats
	
	
	

	
	Proposed system must have centralized network auditing feature to identify which nodes are unprotected and vulnerable to attack
	
	
	

	
	Proposed system must have location awareness which enables the client firewall to adjust policies based on the system’s location.
	
	
	

	
	Proposed system must have Client Profiling to minimizes the number of alerts that the end-user sees
	
	
	

	
	Proposed system must trace the threats to identifies the source of blended threat attacks that spread via open file shares such as Nimda
	
	
	

	
	Proposed system must block the ad-banners, java applets and active-x controls.
	
	
	

	
	Quantity 
1 solution for :

all PC clients delivered, and 

antivirus solution for servers as per proposed configuration
	
	
	

	1.36
	FIREWALL TYPE A (INTERNET SECURITY SOLUTION)
	
	
	

	
	The software must 

· be installed on Unix/Linux based operating systems. 

· provide security methods with packet-level, circuit-level, and application-level traffic screening.

· examine data crossing the firewall in the context of its protocol and the state of the connection.

· open ports only when necessary and close the opened ports when there is not user or application using them.

· work secure and transparently with major Internet applications using network address translation, predefined protocols, and application matchers and filter rules.

· provide standards-based, secure remote access with the integrated virtual private networking (VPN) services integrated with the proposed operation system.

· provide a method to lock down underlying operation system using pre-defined templates.

· identify and block common network attacks such as port scanning, WinNuke, and Ping of Death.

· analyze and control application-specific traffic with application-aware filters that inspect the actual data. Built-in intelligent filtering of Hypertext Transfer Protocol (HTTP), File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP), e-mail, H.323 conferencing, streaming media, RPC, and such.(full packet inspection)

· provide extensible, transparent firewall protection for all Internet Protocol (IP) clients using NAT, with no client software required.

· protect Web servers, e-mail servers, and e-commerce applications published behind the firewall from external attacks, allowing only authorized traffic.

· prevent unauthorized access to mail servers.

· be possible for the administrators to enforce Internet usage policy by controlling access by user, group, application, destination, schedule, and content type.

· be possible to administer the firewall with a consistent set of tools and rules, including access control, reporting, alerting, and monitoring.

· be possible to create multi level policies for centralized or local enforcement.

· record all firewall activity in standard data formats

· provide a way to set bandwidth priorities to prioritizing bandwidth by user, application.

· Firewall shall support IPMAC matching
· System shall support additional module of VPNs.

· Firewall Type A Firewall Type B must be of different brands.
	
	
	

	
	Quantity: 2 redundant systems 2 CPU’s (or cores) 
	
	
	

	1.37
	FIREWALL TYPE B (NETWORK SECURITY SOLUTION)
	
	
	

	
	The software must

· provide security methods with packet-level, circuit-level, and application-level traffic screening.

· examine data crossing the firewall in the context of its protocol and the state of the connection.

· open ports only when necessary and close the opened ports when there is not user or application using them.

· work transparently with major Internet applications using secure network address translation (SecureNAT), predefined protocols, and application filters.

· provide standards-based, secure remote access with the integrated virtual private networking (VPN) services integrated with the proposed operation system.

· provide a method to lock down underlying operation system using pre-defined templates.

· identify and respond (such as execute a script, launch a program, send a mail) to common network attacks such as port scanning, WinNuke, and Ping of Death.

· analyze and control application-specific traffic with application-aware filters that inspect the actual data. Built-in intelligent filtering of Hypertext Transfer Protocol (HTTP), File Transfer Protocol (FTP), Simple Mail Transfer Protocol (SMTP), e-mail, H.323 conferencing, streaming media, RPC, and such.

· provide extensible, transparent firewall protection for all Internet Protocol (IP) clients using Secure NAT, with no client software required.

· protect Web servers, e-mail servers, and e-commerce applications published behind the firewall from external attacks, allowing only authorized traffic.

· prevent unauthorized access to mail servers and stop unacceptable e-mail at the gateway using keywords, domain filters, SMTP commands, and such.

· provide end-to-end security with Secure Sockets Layer (SSL) bridging, inspecting the encrypted SSL traffic.

· accelerate users Web access and save network bandwidth.

· be possible to scale up the cache by grouping multiple servers in the array. 

· provide a way for administrators to configure the network to place caches closest to users or in chained configurations, with multiple and backup routes.

· optimize bandwidth usage with proactive refreshing of popular content.

· distribute content and pre-load the cache on a defined schedule, ensuring efficient use of the network, consistent mirrored servers, and offline availability.

· transparently support popular media formats. It must support live media streams on the gateway.

· be possible to load or delete cached objects programmatically with a caching application programming interface.

· be possible for the administrators to enforce Internet usage policy by controlling access by user, group, application, destination, schedule, and content type.

· be integrated with the underlying operating system’s management tools allowing administrators to manage users, configuration, and rules with the proposed Directory Services.

· be possible to administer the firewall, Web cache, and proxy services with a consistent set of tools and rules, including access control, reporting, alerting, and monitoring.

· be possible to create multi level policies for centralized or local enforcement.

· record all firewall and cache activity in standard data formats such as World Wide Web Consortium (W3C) and ODBC.

· provide graphical summary reports showing application usage, security events, and network activity.

· track real-time session and performance monitoring data. It must be possible to define alerts to notify an administrator, stop a service, or execute a script in response to important system events.

· provide a way to set bandwidth priorities to optimize resource allocation, prioritizing bandwidth by user, group, application, destination site, or content type.

It must be possible to manage an array of servers as a single logical unit providing easy management across the enterprise.
	
	
	

	
	Quantity: 2 redundant systems 2 CPU’s (or cores) 
	
	
	

	1.38
	SECURE CONTENT GATEWAY
	
	
	

	
	Secure Content Gateway software must protect E-Mail system against any hostile code threat and spams. 
	
	
	

	
	All proposed Security Content Gateway can be manageable from a single console.
	
	
	

	
	· Proposed system must have a content compliance features allow GDCC administrator to gain control over inbound e-mail content. 

· Proposed system must integrate spam and virus protection, to accurately and effectively filter mail that enters the gateway.

· Proposed system must have a spam attack prevention by examining the frequency and quality of the messages received from incoming IP addresses.

· Proposed system sender reputation service must be able to identify abusive senders and prevent abusive senders and spammers from connecting to the appliance.

· Proposed system must automatically remove the mass-mailing worm, associated spawned e-mails.

· Secure Content Gateway must have a anti fraud URL protection which seeks out spam URLs in messages.

· Secure Content Gateway must enable administrator to scan for attachments with specific size or content attributes. Administrator must be able to specify a maximum attachment size; and create filters to match against a specific MIME type, file name, or file extension.

· The proposed Secure Content Gateway must inspect SMTP traffic and filter them against hostile code.
	
	
	

	
	· The administrator must be able to configure lookups to third-party lists of allowed or blocked sender services to which the administrator subscribes.

· Secure Content Gateway must provide a constantly updated list of IP addresses from which virtually no outgoing e-mail is spam.
	
	
	

	
	· Updates for software and the hostile code definitions must be provided over Internet by automated processes on the servers. 

· All necessary updates for antivirus and spam software must be provided until the end of warranty period without any additional cost to the Purchaser.

· Signature updates must not require system startup after upgrade. 

· Signature updates must not require code change and must not cause the present engine to stop functioning.
	
	
	

	
	Logging of activities must be provided. 
	
	
	

	
	It must be possible to assign view or modify access to any or all of the following functions for the administrator: 

· Reporting

· Policies

· Appliance settings

· Administration

· Quarantine
	
	
	

	
	The proposed system must have pre-defined reports to provide insight into trends and attack statistics.
	
	
	

	
	It must have LDAP integration allows the administrator to connect to different types of LDAP servers and their configurations.
	
	
	

	
	Proposed system must provides plug-ins and tools for popular email clients that give end users customization and configuration features for managing their email like the language preference feature enables users to choose the language(s) in which they wish to receive email , personal preference options allow users to select languages, white lists, and black lists, allow/block lists allow end users to create personal lists of blocked senders, submissions forward messages flagged as “This is Spam” for review.
	
	
	

	
	It must be possible to adjust spam threshold values.
It must be possible for the system administrator to review the spam messages that Security Content Gateway has quarantined for all users in the organization and user quarantine digest sends a periodic e-mail summary to users, listing the newly quarantined spam messages.
	
	
	

	
	Proposed system must have RAID1 storage system, dual power supply and fans and 2 100/1000 gigabit network interface.
	
	
	

	
	Proposed system must be able to scan at least 250,000 messages per hour.
	
	
	

	
	Quantity: 100 users 
	
	
	

	1.39
	IDS WITH IDP
	
	
	

	
	The solution provides network signature, behavioral and use policy violation detection.
The system must support for monitoring passive segments.
The solution  must be able to identify and block known, unknown attacks and worms from spreading throughout networks.
A software solution may be proposed to run on one of the designated servers of type B, or the Tenderer may propose an appliance solution, in which case the software must be delivered pre-installed on its appliance hardware.
	
	
	

	
	· The IDS/IDP system must be able to detect all known attack types (Attacks, Vulnerability exploits, Denial of Service attacks).

· Proposed system must detect attacks at zero-day without knowledge of a known or disclosed vulnerability.

· Proposed system monitor up to 12 Fast Ethernet ports or Gigabit Ethernet ports on the same server, which can have speeds of up to 200 Mbps continuous traffic utilization.

· Proposed system must have a quality of service filters, traffic recording and handoff responses are provided to protect the most critical enterprise assets.
	
	
	

	
	Proposed system must support custom signatures.
	
	
	

	
	· The IDS must have a separate management interface.

· Proposed IDS/IDP system management console must support encrypted communication between the console and appliances/systems.

· Proposed IDS/IDP system management console must provide the ability to define administrative users and grant them varying levels of access.

· Proposed IDS/IDP system management console must have multi-level enterprise reporting from executive summaries to detailed event drill-down.
	
	
	

	
	The IDS system must be updated over Internet using automated processes to update thread database.
	
	
	

	
	Proposed system must work on the proposed OS.
	
	
	

	
	The IDS/IDP system must have sufficient number of 10/100/1000 interfaces required for the system solution.

The IDS/IDP system must have a redundant power supply and removable disk drives.
	
	
	

	
	The solution must have extensive alert facilities such as Console display, SNMP, e-mail and firewall blockage.
	
	
	

	
	Quantity: License for 2 x 100 Mbit  network (in full-duplex mode)
	
	
	

	1.40
	CENTRAL SECURITY MANAGEMENT SOFTWARE
	
	
	

	
	Functionality 
· The console software must have

· Agent – manager based monitoring capabilities.

· Management console and the ability to manage/monitor multiple systems from one management console.

· The ability to support proposed IDP/IDS, Policy Compliance and Vulnerability Detection, Security Content Gateway, Antivirus platforms.

· The ability to use https to communicate between monitored agents and management software

· Proposed system must have integrated Web and Directory Server

· All data must be monitored from one console.

· Tracking mechanisms enabling for logging events and alerts and performing visualization tasks based on log data. 

· The software must have reporting facilities including service levels.

· Allows add on software modules to integrate with the main program, in order to monitor other security products

· Proposed system administrator roles can be customizable.
	
	
	

	
	Quantity 
1 management console
Licenses for monitoring proposed integrated client security product, IDS systems and policy compliance system, proposed firewalls (if applicable).
	
	
	

	1.41
	CERTIFICATION AUTHORITY
	
	
	

	
	This is an application to create service and maintain PKI digital certificates.

This application must 

· have a facility to integrate with an LDAP repository and the proposed directory server to store certificates and authentication services.

· have support the creation of a trust hierarchy under PKI structure.

· support the creation of individual certificates.

· support CRL (Certification Revocation Lists)

· support document signing with a supplied Root Certificate

· be fully compatible with the supplied HSM for Root Certificate storage; and the supplied CMS for smartcard operations.

· Must be fully compliant to X.509, PKCS#7, PKCS#10, PKCS#11, PKCS#12

· Must support API’s for application integration.
	
	
	

	
	Quantity 
1 solution with :

1 CA software

10 USB Tokens with certified signatures from TÜBITAK (or other means permitted by TÜBITAK at the time of issuing)
	
	
	

	1.42
	BACKUP AND RECOVERY SOFTWARE
	
	
	

	
	The software must

· Support magnetic tape standards such as Digital Linear Tape (DLT) and Linear Tape Object (LTO).

· Support advanced hardware such as tape jukeboxes and stacker technology either directly or through a third party software.

· Support data compression via hardware or software.

· Have ability to run as an unattended job.

· Have ability to rerun a failed job automatically.
· Support creation of incremental backups.

· Support automatic creation of backups from a traditional full backup and any number of incremental backups without touching the backup client

· Support using disk as a temporary backup destination (backup images needs to be moved to a final destination automatically)
· Support creating more than one backup copy at the same time.
· Support multiplexing to tape.
· Support remote backups and administration via the Network Data Management Protocol (NDMP).

· Work with Storage Area Networks (SAN) as well as Network Attached Storage (NAS).

· Support proposed COTS in the solution.
	
	
	

	
	Software must support the concepts of snapshots to create on-line backups.
	
	
	

	
	Software must support tape libraries.
	
	
	

	
	Software must support bar code and scanning technologies for tape archival.
	
	
	

	
	Software must support the concept of Bare Metal Restore, i.e. being able to restore a system that has booted from a CD-ROM or network server and with one command, and to restore the entire system.  Software should support BMR for UNIX, Linux and MS Windows.
	
	
	

	
	Software must support being able to back up open files on proposed OS and application platform.
	
	
	

	
	Software must have Disaster Recovery Module enabling generation and restore of image from a single boot device. It must be able to create backup sets in a single file and after a system is replaced an agent must allow the booting and restoring the system in a single operation.
	
	
	

	
	Software must support Mobile backup facility to backup portable systems such as notebooks etc. It must support a replication based backup over slow. This replication must be performed against predefined area over the physical storage located in the center and this area must be kept updated with replication processes.  Mobile backup facility should be able to backup the changes to the .pst files on a daily basis at the file level.
	
	
	

	
	Software must provide a GUI interface.
	
	
	

	
	Quantity 

1 solution : 

1 management console and 1 backup/recovery server will be provided with licenses to be able to backup all proposed servers. 

Additionally there will be 1 module to allow backup of Storage Area Network devices. 
	
	
	

	1.43
	SWITCH TYPE A (BACKBONE)
	
	
	

	
	General


The proposed switch will utilize IEEE802.1x protocol and only defined systems will be given IP address, Intranet and Internet access. 

IEEE802.1x protocol must support the assignment of dynamic VLAN’s after authentication. 

It must not be possible to use any randomly attached PC / Notebook within the GDCC network.
	
	
	

	
	Type
The switch must be fixed configuration or chassis based.
	
	
	

	
	Ports
The switch must have at least 48 automatic rate 10/100/1000BaseT ports with auto MDI/MDIX.

The backbone switch must be upgradeable to at least 200 ports over the chassis.
	
	
	

	
	Slots
The Backbone Switch must have at least 7 slots for expansion.
	
	
	

	
	Supported Protocols
The backbone switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), 802.3ab (1000BaseT), and 802.3ae (10 Gbit Ethernet) standards, and jumbo frames.
	
	
	

	
	Power Supply

The backbone switch must be capable of supporting all units with a single power supply.

The Backbone switch must support power supply redundancy and must have at least one redundant power supply in the chassis.
	
	
	

	
	Backplane

The backplane capacity of the switch must be 64 Gbps.
	
	
	

	
	Routing
The backbone switch must be L2 switching and L3 routing capabilities.

The backbone switch must support static routing and at least RIPv2, OSPF and BGPv4 protocols.

The switch must support IPv6 packet routing.
	
	
	

	
	Port Trunking

The backbone switch must permit the combination of at least 8 10/100/1000 ports to create a one Virtual interface (trunked connection). It must support IEEE 802.3ad (Port Trunking) protocol. The Backbone switch must allow interfaces from different modules to be trunked.
	
	
	

	
	Flow Control

The backbone switch must allow all ports to be configured to run full/half duplexing in 10/100 mode. It must support IEEE 802.3x (duplexing and flow control).
	
	
	

	
	OS Update

The switch must support at least TFTP for firmware and Operating System upgrades.
	
	
	

	
	MAC

The switch must support at least 32,000 MAC addresses.
	
	
	

	
	VLANs

The backbone switch must support IEEE 802.1Q (VLAN Trunking) protocol. The backbone switch must support at least 1000 VLANs. 

It must be capable of defining VLAN’s on port basis.
	
	
	

	
	STP

The backbone switch must support IEEE 802.1d (Spanning Tree) protocol STP, to provide path redundancy while preventing routing loops. 

The backbone switch must support STP for each VLAN. It must support IEEE 802.1s (Multiple Spanning Trees) protocol.
	
	
	

	
	QoS

The backbone switch must support QoS (Quality of Service) and it must be able to prioritize L3 packets using DiffServ Code Point (DSCP) and L2 IEEE 802.1p Class of Service (COS) protocols.
	
	
	

	
	Prioritization

The switch must be able to prioritize STP accounts employing IEEE 802.1w protocol.
	
	
	

	
	Access Management

The switch must be able to classify packets on L2, L3 and L4 protocols. It must support port and time based access lists.
	
	
	

	
	Bandwidth Optimization

All ports on the switch must have Rate Limiting functionality.

The switch must support broadcast storm controls and it must keep the bandwidth continuously at an optimum performance.
	
	
	

	
	DHCP

The switch must support DHCP Server and DHCP Relay functionality.
	
	
	

	
	SPAN Support

All ports must support at least 4 RMON groups containing history, statistics, alarms and events. 

It must support SPAN (Switched Port Analyzer) and all 4 RMON groups must be supported to be delivered over the SPAN port.
	
	
	

	
	Logging

The switch must support syslog.
	
	
	

	
	Management

The switch must support at least SNMPv2, SNMPv3, SSHv2, telnet and local serial console attachment for management.
	
	
	

	
	Time Synchronization

The switch must support NTP protocol and must be able to synchronize itself over a Central NTP server.
	
	
	

	
	Status Displays

The switch must have LED displays for status/duplex/speed.
	
	
	

	
	Quantity
1 unit (GDCC)
	
	
	

	1.44
	SWITCH TYPE B
	
	
	

	
	Type

The switch must be stackable and it must be possible to stack at least 8 devices.
	
	
	

	
	Ports

Two of the switches must have at least 48, and one must have at least 24 10/100/1000BaseT ports and 4 GBIC/SFP slots.

All of the ports must be active at the same time.

It must be possible to plug in 100BaseFX, 1000BaseSX, 1000BaseLX, 1000BaseLH and CWDM GBIC/SFP into these GBIC/SFP slots.
	
	
	

	
	Supported Protocols

The switch must support at least IEEE802.3, 802.3u (Fast Ethernet), 802.3z (Gigabit Ethernet), and 802.3ab (1000BaseT).
	
	
	

	
	Backplane

The backplane capacity of the switch must be at least 32 Gbps and non-blocking.
	
	
	

	
	Routing

The switch must be L2 switching and L3 routing capabilities.

The switch must support layer 3 RIP routing.

It must support IPv6 packet routing if required.
	
	
	

	
	Flow Control

The switch must allow all ports to be configured to run full/half duplexing in 10/100 mode. It must support IEEE 802.3x (duplexing and flow control).
	
	
	

	
	MAC

The switch must support at least 12,000 MAC addresses.
	
	
	

	
	VLANs

IEEE 802.1Q VLAN trunking protocol must be supported on all ports.

The switch must support at least 64 active VLANS.
	
	
	

	
	STP and Prioritization

The switch must support IEEE 802.1s and IEEE 802.1w protocols.

Minimum number of “spanning tree” instances must be 128.
	
	
	

	
	QoS

The switch must support QoS (Quality of Service) and it must be able to prioritize L3 packets using DiffServ Code Point (DSCP) and L2 IEEE 802.1p Class of Service (COS) protocols.
	
	
	

	
	Access Management

The switch must be able to classify packets on L2, L3 and L4 protocols. It must support port and time based access lists.
	
	
	

	
	Bandwidth Optimization

All ports on the switch must have Rate Limiting functionality.

The switch must support broadcast storm controls and it must keep the bandwidth continuously at an optimum performance.
	
	
	

	
	DHCP

The switch must support DHCP Server functionality.
	
	
	

	
	Security

The switch must support anti-spoofing solutions such as DHCP-snooping, IP source guard and dynamic ARP inspection.
	
	
	

	
	TDR (Time Domain Reflectometer)

All 10/100/1000 UTP ports must support TDR in order to identify cable problems.
	
	
	

	
	Multicast

The switch must support multicast.

IGMP snooping v1, v2, v3 must be supported.
	
	
	

	
	Logging

The switch must support syslog.
	
	
	

	
	Management
The switch must support SNMP v1, v2, v3, telnet, Secure Shell (SSH) v2, HTTP (web), SSL.

It must be manageable or observable through a console.

The switch must support TFTP for firmware and Operating System upgrades.
	
	
	

	
	Time Synchronization

The switch must support NTP protocol and must be able to synchronize itself over a central NTP server.
	
	
	

	
	Status Displays

The switch must have LED displays for status/duplex/speed.
	
	
	

	
	Quantity

3 units (2 * 48 ports for for GDCC, 1 * 24 port for AKM)
	
	
	

	1.45
	CABLING
	
	
	

	
	General Cabling Requirements 
All patch panels, data sockets, conduits, cables, connectors etc. as per cabling standard must be provided by the Supplier as part of the proposal. There must be no additional cost to the Purchaser during the warranty period. All patch panels, data sockets, conduits, cables, connectors, etc., deemed necessary after the contract is signed, as per cabling standard, must be installed by the Supplier as part of the system solution at no additional cost to the Purchaser.

The Supplier must provide clear and legible cable drawings and records. Additionally, a master list must be provided listing all labeling structures. 

Port includes conduits, data sockets, RJ-45 connectors, labeling, cables and installation service. Cost calculation of each port shall be done as per this description.

All necessary cabling internal to the server rack required for installation and operation of the servers must be supplied with the proposed solution at no additional cost to the Purchaser.

All system solution components (including but not limited to hardware, software, cabling, rack mount systems, cabinets) must be fully compatible with each other. Any incompatibility problems, if occurred, must be resolved by the Supplier, before the acceptance at no additional cost to the Purchaser.
	
	
	

	
	GDCC Data Center Cabling 
· GDCC Data Center will be designated by the Beneficiary during the contract negotiations phase. 

· 2 patch panels each with at least 24 ports must be proposed. Total number of ports to be proposed is 100, over 3 floors.

· 100 UTP Cat 6 patch cords with label plates at both sides of at least 3m in length must be proposed for PC, printer, server and other device and data sockets connection.

· 100 UTP patch cords with label plates at both sides of at least 1m in length must be proposed for switch, any other device and patch panel connections.

· Labelling/numbering material for patch cords must be provided for 20% in excess of the total number of UTP patch cords delivered.
	
	
	

	
	AKM Cabling 
Cabling would be for 20 ports, on a single floor. 
	
	
	

	
	Cat 6 Cabling
· Cat6 cabling must be installed as per the EIA/TIA 568 A and B standard for 10/100/1000Mbps LAN and Server connections. EIA/TIA 568 A and B color codes must be visible from the outside of RJ-45 connectors.

· For Cat6 standard color coding on RJ-45 must be done on a different background from Cat5e standard color coding background.

· RJ-45 connector must support ISO 11801, EN 50173 and EIA / TIA 568 standards. It must be appropriate for re-cabling.

· Data Sockets must be EIA/TIA standard and RJ-45 connector type. They must support both of T568A and T568B connection types.

· All connection cables must be numbered and related on data sockets.

· Patch Panels must support ISO 11801, EN 50173 and EIA/TIA 568B standard and RJ-45 connector type. They must have at least 24 RJ-45 ports. Patch panels must be proposed as per the port needs in the locations. Detailed port needs would be identified during the analysis phase. They must support both of T568A and T568B connection types.

· Any RJ-45 port must be changeable without changing patch panel.

· On patch panels, there must be convenient place for coding and numbering. Coding and numbering will be prepared and will be sticked on cabinet.

· Patch cord between switch and Patch Panel must be 1 meter, must have two RJ-45 connectors on both sides and must be original patch cord. Patch cord between PC, printer, plotter and Data sockets must be 5 meter, must have two RJ-45 connectors on both sides and must be original patch cord.

· All the indoor and outdoor cables must be placed inside conduits. Conduits must have separate parts for data cables, telephone cables and power cables The conduits will be affixed to the inner side of the building walls such that the building exteriors are not affected. Within rooms, the conduits will be located at the base of the wall at the upper part of the baseboard. If the conduits are required to be affixed to the upper walls then the corners of the walls must be used in order not to distort the interior design of the building. The design of the conduits must protect its contents by remaining closed despite accidental impacts that may occur. The proposed conduits must have their own original accessories for connecting corners and splice covers, etc. They must be wall-mounted with removable top covers. They must withstand impact from furniture, cleaning appliances and human traffic. The proposed conduits must be designed for power, voice and data wiring management in the same location with suitable separators. The separators must be strong enough to isolate possible interference between the different types of cable signals (ie, power, voice and data). 
	
	
	

	
	Cabinets
· Cabinets must be 19inch and at least 42U in height.

· Cabinets must have at least 100 cm in depth.

· There must be at least 2 fixed and 1 retractable shelves on it.

· Cabinets must have a front lockable door and back door and side panels.

· Cabinets must have cable rails.
	
	
	

	
	UPS Connection
Any UPS wiring needed for the installation of servers, backbone switch and any other device must be provided by the Supplier within the installation of GDCC Data Center with no additional cost.

· The Supplier must install the UPS equipment and make the necessary wiring and connections from the UPS equipment to all of the locations where the hardware is installed (not just within the system room, but throughout the entire building).

· The Supplier must install UPS equipment to provide a protected supply of power to the computer equipment installed at the GDCC Data Center.

· At least two UPS outlets must be provided for each provided data node.

· The UPS outlets must be a wall mounted type and designed not to allow supply to non-computer A/C powered equipment (such as heaters, radios, etc).

· The Supplier must use suitable conduits for UPS cabling within the buildings. 

· The conduits must be fixed to wall at intervals of not more than every 60 cm.

· The conduits must be affixed to the inner side of the building walls such that the building exteriors are not affected. Within rooms, the cable canals must be located at the base of the wall at the upper part of the baseboard. If the cable canals are required to be affixed to the upper walls then the corners of the walls must be used in order not to distort the interior design of the building. 

· All cabling must be tested by the Supplier for open circuits, short circuits, crossed pairs, properly terminated connections and the ability to meet the required specifications. All test results must be fully documented and included in the installation documentation.

· The Supplier must provide clear and legible cable drawings and records. These drawings must at least show the location of cables, outlets, room and connecting computer equipment. Cable records must at least include power node location number. Additionally, a master list must be provided listing all labelling structures and their corresponding computer equipment location and the associated room number.
	
	
	

	
	UPS cable labelling
· Labelling methods must be consistent throughout the system and meet the reporting requirements of EIA/TIA 606.

· Each UPS cable must be labelled at distribution point and at wall outlet. 

· All cables must be labelled using permanent marking systems. At a conduit end point, the label must include information indicating distant end point.

· Cable shall be labelled every three (3) meters and at all transition points.

· All outlets must be clearly marked with labels.
	
	
	

	
	Grounding
Supplier must provide, for reasons of safety and power quality, a suitable ground conductor for the UPS. If a separate grounding system exists for systems and Supplier reports that earth-neutral voltage is below 3V, then no additional grounding line is needed. Supplier must be responsible for any problem, occuring due to the grounding.

Copper bars or plates, exclusively produced for grounding will should be used for this purpose. NYA or NYAF cable, with a minimum section of 6 mm2 should be used as grounding cable and a solid copper bar with a minimum length of 1.5 m or a plate with a minimum area of 0.5 m2 should be used as ground contact. Grounding voltage should be less than 3V. Grounding should be less than 1 ohm.
	
	
	

	
	Quantity 
1 solution including :

150 ports for power and network connection (100 for GDCC and 50 for AKM)

Minimum two cabinets, but sufficient to enclose all proposed rack mount systems proposed
	
	
	

	1.46
	UPS
	
	
	

	
	General 
One UPS sufficient to support all Data Center equipment (at least 10 KVA) must be proposed for GDCC Data Center.

The UPS MUST conform to ISO 9001, EN50091-1 and 73/23/EEC safety standards.
	
	
	

	
	Input
· The input voltage of the UPS equipment must be 380 VAC three-phase + neutral. The proposed UPS equipment must protect the system within a voltage range of +/- 15%.

· The input frequency of the proposed UPS equipment must be 50 Hz. The input frequency tolerance must be at least (5%.

· The input power coefficient must be at least 0.95

· The overall harmonic distortion must be %5.
	
	
	

	
	Output
· The output voltage of the proposed UPS equipment must be 380 VAC three-phase depending on the requirements of the proposed equipment. The output voltage tolerance must be 1% at static load.

· Output frequency must be 50 Hz. The output frequency tolerance of the proposed UPS must be (1 % with system synchronized and (0.2% with internal frequency. 
	
	
	

	
	Operation
The operating type of the proposed UPS equipment must be ‘On-Line’.

The proposed UPS must 

· have static inverter, static and manuel by-pass, redressor/re-charge group. 

· be full sinusoidal wave output and real on-line double conversion.

· support non-linear loads with a 3:1 crest factor.

· include a feature to by-pass the UPS when output is temporarily overloaded with an automatic termination of the by-pass when the overloads disappears. 

· protect itself from electrical peak values and sudden load changes.

· be provided with RS232 or USB interface to monitor the status of UPS. 

· be provided with software that enables the remote communication between a server or workstation and the UPS to monitor alarms, UPS conditions and system status. It must have at least the Battery Capacity, Battery in use, Over Load and System by-pass sound and/or light indicators.

· have maintenance-free batteries with at least 60 minutes capacity at full load.

· have noise level less than 60 dB.

· have efficiency of at least 90%.

In case of input failure UPS loads must not be interrupted and the same is valid when input is back. When the input is back after a failure, batteries must be re-charged automatically without any interrupt on the loads. It must be possible to make permanent by-pass automatically in case of any breakdown.
	
	
	

	
	Installation
It is under the Supplier’s responsibility to install the proposed UPS and to perform all UPS cabling in the designated site.

For the UPS, a suitable panelboard must be used. All electrical devices that are not connected to the UPS in the system room (such as air conditioner, air cleaning system etc) must be connected to a separate panelboard.

For reasons of safety and power quality, a suitable ground conductor must be installed for the UPS. Additionally, the UPS panel board must have its own separate ground conductor. The two ground conductors must not be near each other and the cables must be isolated. Grounding must be based on ANSI/TIA/EIA-607 Commercial Building Grounding and Bonding Requirements for Telecommunications Standard.
	
	
	

	
	Quantity 
1 solution with necessary cabling
	
	
	

	1.47
	DATA CENTER SPECIALIZED ROOM EQUIPMENT
	
	
	

	
	General 
Depending on the size and requirements of the designated GDCC Data Center, which will have to be identified and detailed by the Bidder after their site survey, the Bidder must propose to supply and install at least all of the following items according to the following clauses and quantities. Preparations are also needed for additional separators for system administrator, UPS, and for other services. Any reconstruction or refurbishment that is needed to the facilities at the GDCC Data Center will be accomplished within this contract, and all the work must be done by the Supplier. 

· Raised (elevated) floorings.

· Administrator, service and UPS rooms flooring. 

· Suspended ceiling and lighting.

· Access control system.

· Fire and smoke alarm system.

· Electrostatic air cleaning system.

· Insulation and skirting boards.

· Air-conditioning.

· Venetian Blinds.

· UPS (Uninterruptible Power Supplies)
	
	
	

	
	Raised (Elevated) Flooring
Raised (elevated) flooring MUST be installed by the Supplier in system room not less than 50 m2. Bidders must submit technical information (fire and water resistance, sound insulation, strength, wear and tear resistance) in their proposals based on the manufacturer’s documentation and testing. The cable outlet, skirting and other accessories are deemed to be included in the overall cost. Before the application of the raised floor, the concrete floor surface shall be vacuumed and covered by epoxy sealant. Surface cleaning and epoxy sealing are to be included in the overall cost.

· Horizontal floor tiles.

· Laminated anti-static tiles.

· Support the pressure that will be caused by the traffic and equipment in the system room. The Supplier must ensure that the floor load bearing is sufficient to support all equipment that will be provided under this contract.

· Enable the discharge of static electricity and magnetic fields by semi-conductor materials installed under the coverings.

· Moisture resistant.

· The tiles must be made of fire resistant material.

· Have steel feet to support tiles.

· Support the minimum surface resistance value of 1x107 ohm for the anti-static material coverings.

· Provide easy replacement of tiles.

· Edges of the tiles shall be covered with PVC strips and the bottom of the tiles shall be made of galvanized steel plate.

· Supply a maintenance implement to lift the tiles.

· Include one tile for every 5 m2 of tiling that has electricity outlets, and data outlets.

· The height of the raised floor shall be between 20 cm and 30 cm.

· The floor of the system room must be painted with epoxy paint.

· The raised floor system must enable the distribution of mechanical and electrical equipment under it. The raised floor system is required to conform to related Turkish or ISO standards. All the structural elements of the raised floor must be constructed from steel.

· Raised Floor must bear the rack cabinets’ and server cabinets’ weights.

· In order to increase load-bearing capacity and to provide stability, stringers must be used.

· An aluminium air conditioning panel must be installed in the room.
	
	
	

	
	Suspended Ceilings and Lighting
· Suspended ceilings with integrated fluorescent lighting must be installed by the Supplier in the GDCC Data Center, which is not less than 50 m2. 

· The system shall be based on a grid framework system with metal supporting parts and suspension components.

· Steel suspension bars and connectors are to be used.

· White panels that absorb sound and resist fire must be used.

· The panels must be suitable for installing the fire alarm detectors and lighting equipment where needed.

· Fluorescent lighting is to be installed in the suspended ceiling and connected to the mains electricity.

· The ceiling must not require special materials for cleaning and maintenance purposes. 

· Ceiling panels must not fade, split, or move over time, and are not to be affected from any external conditions such as climatic changes.
	
	
	

	
	Security Access Control System
The Supplier must install a security access control system for the main door leading into the system room at the GDCC Data Center. 

The system is to be based on the keypad with a password access control mechanism or smart cards, in which case they must be established at the most reasonable place and height, and 10 USB tokens must be prepared and distributed to the authorized personnel.

· The system must operate on a voltage level of 220± 20 Volts AC at 50± 5 Hz.

· The Access Control System must utilize rechargeable batteries and perform full functions during electricity cuts of a minimum duration of 2 hours per interruption.

· The system shall eliminate digital communication noise caused by fluctuations in electricity.

· The system must supply door control, manual open, door detector and secondary switch terminals.

· There must be an interface to connect a PC to monitor the access control system.

· The system room door is required to be a thirty-minute fire resistant door.

· The fixing frames and the mounting works are to be included in the overall cost.
	
	
	

	
	Fire and Smoke Detection and Alarm System
The Supplier must install a fire and smoke detection and alarm system in the system room and office rooms at GDCC Data Center.

· The system must operate on a voltage level of 220± 20 Volts AC at 50± 5 Hz. DC voltage must be supplied from rechargeable batteries.

· The system must include detectors and alarm buttons.

· A prominent location must be chosen for the installation of the rechargeable batteries and the charger.

· There must be at least two separate voice alarm systems and light indicators.

· All outputs MUST have separate fuses.

· A system panel MUST indicate any problems with detectors and alarm circuits.

· The system must have a locking mechanism to avoid use by unauthorized personnel.

· The system must include both smoke and heat detectors in the Data Center.

· Glass-break buttons must be used that contain internally fabricated resistance.

· The system must have ISO 900x family certification.

· The system must utilize rechargeable batteries and perform full functions during electricity outages of not less than two (2) hours per outage.

· Photoelectric type smoke detectors are to be used in ceilings and also under the raised floors.

· Temperature rise rate heat detectors are to be used in computer and operator rooms.

· Each detector above suspended ceilings and under raised floors will be connected to a remote LED alarm indicator to show that the detector has been actuated. The remote LED will be located at a conspicuous location and in close proximity to the detector.

· The control panel will be located in the operator room and the panel will provide an audible and visual alarm in a 24-hour manned duty office in the building.

· Fire alarm strobe/horns will provide a minimum sound output of 90 dBA at one (1) meter.
	
	
	

	
	Electrostatic Air Cleaning System
The Supplier must install an electrostatic air cleaning system in the system room GDCC MARA Data Center.

· Operate on a voltage level of 220 ( 20 Volts AC at 50 ( 5 Hz.

· Must be ceiling mounted.

· Capable of cleaning and filtering particles, smoke, dust, virus, bacteria, pollen, etc. as small as 0.01 micron.

· Have an electrostatic power to pull and push the air.

· Perform minimum 95 percent cleaning.

· Have easily changeable and cleanable filter modules.

· A button in easy reach of the operator to control the electrostatic air cleaner system.

· A potentiometer to adjust the speed of the electrostatic air cleaner system.

· Have a separate carbon filter for odor and carbonmonoxide.

· Be insulated against frequency interference from radio, television and all computer equipment frequencies.
	
	
	

	
	Skirting Boards
The Supplier must install skirting boards around the walls and edges of the raised floor or linoleum floor coverings.

· Skirting boards must be made of timber and painted.

· The color of the skirting board must match the color of the floor. The skirting boards installed around the ceiling must be painted in the same color as the walls.

· Windows in the system room is to be fixed and sealed and insulated from the external entry of rain and/or air circulation.

· Windows must be thin coated with film to filter glare.

· Radiator pipes must be insulated against unfavorable external conditions.
	
	
	

	
	Floor Type Air-Conditioner
Floor type air-conditioner must be provided and installed by the Supplier in the system room.

· The air conditioner must include a heat pump.

· The air conditioner must have a full automatic control with a microprocessor that must keep the room temperature at a stable level and absorb humidity.

· The air conditioner must be power fluctuation-proof.

· It must be capable of being turned on and off automatically and have a timing program up to 12 hours.

· The air conditioner must have a cleanable or changeable filter made of antibacterial material.

· The air conditioner must have air direction control through combination of up/down and right/left.

· In the event of a temporary power failure, the air conditioner must automatically restart once the power supply is restarted in the same operation mode as before.

· Wastewater from air-conditioning units is to be drained in a practical and covered manner.
	
	
	

	
	System Room Lighting
The Supplier must install lighting in the system room.

· The minimum illumination level, which must be provided for system room, is 500 Lux.

· Recessed type 4x18 W fluorescent light fixtures with prismatic Plexiglas diffusers shall be provided for locations within suspended ceiling. 

· Suspended fluorescent light fixtures shall have their own four steel hangers for mounting to the concrete slab.

· At least 25 percent of the total number of 4x18 W fluorescent fixtures must have built-in emergency power conversion kits with at least 1.5-hour Ni-Cd battery power back-up.

· All fluorescent lighting fixtures must have capacitors for power correction.

· All interior lighting must be in rigid PVC conduit concealed above suspended ceiling.

· The light switches must be rated 10 Amperes and 250 Volts. Light switches must be flush mounted on the walls. Centers of light switches must be 120 cm above the finished floor.

· All light switches and power receptacles must be of the highest quality and decorative type. Switches must be compatible with the receptacles in style, model and color.
	
	
	

	
	Electrical Equipment and Wiring
The Supplier must provide and install all electrical equipment, wiring and switches within the Data Center.

· Main power distribution panel must be 220/380 Volts, 50 Hz, 3-Phase, and 5 busbars (3 phases + 1 neutral +1 ground).

· Electric panel enclosure must have a lockable-hinged front door.

· Each item of computer equipment in the Data Center must have a dedicated receptacle branch circuit supplied from the UPS and protected by a proper miniature circuit breaker.

· For each item of computer equipment, the feeder/branch circuit conductors and the related circuit breakers must be sized in accordance with the equipment power ratings.

· Branch circuit and branch circuit outlet conductors for lighting and convenience receptacles must be a minimum 2.5 mm2.

· Dangerous components of the electric panel must be covered with Plexiglas.

· The power receptacles must be 220 Volts, 2-pole, 3-wire (phase + neutral + ground).

· Receptacles must be flush mounted on the walls. Receptacles must be positioned about 40 cm above the finished floor. The receptacles must be mounted on the walls at maximum intervals of 4 meters.

· All electrical panels, automatic circuit breakers, lighting fixtures, light switches, convenience receptacles and cables must conform to the related Turkish or ISO Standards.

· Lighting fixtures, receptacles and all non-current carrying metallic parts of any equipment must be grounded. Grounding must conform to related Turkish or ISO Standards.

· UPS switches must be different shape and color from the other ones.

· Detailed labelling must be provided by the Supplier conforming to the reporting requirements of EIA/TIA 606. The Supplier must provide clear and legible cable drawings and records. Additionally, a master list must be provided listing all labelling structures.

· All electrical wiring must be installed inside conduits. The proposed conduit must be wall-mounted with removable top covers. They must withstand impact from furniture, cleaning appliances and human traffic. The design of the conduits must protect its contents by remaining closed despite accidental impacts that may occur. The proposed conduits must be designed for power, voice and data wiring management in the same location with suitable separators. The separators must be strong enough to isolate possible interference between the different types of cable signals (i.e., power, voice, data). The proposed conduit system must have its own original accessories for connecting corners and splice covers, etc.
	
	
	

	
	Monitors for Server Systems
17” CRT screen with at least 1280x1024 resolution, 85 Hz scan rate (47-75 vertical scan), 15 pin D-type interface must be supplied (1 in each rack closet at the Data Center)
	
	
	

	
	16 Port KVM Switch for Server Management
1 in each rack closet at the Data Center must be proposed with the following features:

· Form Factor: 19” Rack Mount

· Type: OSD. OSD Keyboard and Mouse operated. Programmable keyboard hot key activated selection menu.

· Screen Labels must be customizable to display system name when switched to a port. Labels must be semi transparent for not to impede screen display.

· Supported Resolution: At Least 1900x1400

· Must be suitable for all proposed systems

· KVM Ports: 1xVGA, 1xPS/2 Keyboard, 1xPS/2 Mouse Ports on each channel

· There must be a LED indication over the front panel showing which terminal is selected.

· Interface: 15 pin D-type
	
	
	

	
	SDH Cabinet

The equivalent material or the material carries the same features with the SDH cabinet at the Ministry Data Center will be provided. All the connection settings and link equipment will be provided by the firm.
	
	
	

	
	Quantity
1 solution covering services and works
	
	
	

	LOT 2: CLIENT SYSTEMS


	2.1
	PERSONAL COMPUTER SYSTEMS TYPE A
	
	
	

	
	PassMark Score 
Min. 300
	
	
	

	
	Chassis 
ATX midi tower / desktop
	
	
	

	
	Memory 
1 GB (PC-4300)
	
	
	

	
	Hard Drive 
160 GB, SATA, 7200 rpm, SATA, lead free
	
	
	

	
	Internal bus 

PCI & PCI-e
	
	
	

	
	Video card 
128MB AGP or PCI-e, must be independent of system memory
Resolution 1280x1024 (true color) with the refresh rate 85 Hz
	
	
	

	
	VDU 
17" TFT 1280x1024 resolution, <25ms Response, TCO 03
	
	
	

	
	NIC 
Ethernet PCI 10/100/1000 Mb/s
	
	
	

	
	Power 
350W & 220-240 volts, 50Hz, Turkish plug
	
	
	

	
	Drives 
EIDE/ATAPI/Dual layer/DVD+R/DVR-R&RW, 16x DVD & 32x CD speed

1,44MB, 3,5”
	
	
	

	
	Keyboard 
Turkish Q with USB connector
	
	
	

	
	Mouse 
USB optical mouse with scroll-wheel
	
	
	

	
	BIOS 
Type FLASH EPROM with inerasable loader and crash free operation 

Compliant of energy saving and plug & play
	
	
	

	
	Ports 
1 x parallel 1xSerial 1xIEEE 1394

4 x USB 2.0

1 x USB Optical Wheel Mouse

1 x USB Turkish Q keyboard
	
	
	

	
	Audio 
AC97 sound & Powered Speakers
	
	
	

	
	Operating System 
All PCs must be delivered with latest edition of an Operating System with a window based graphical user interface which is fully compatible with the existing environment at the GDCC. Microsoft Windows XP Professional w/SP2 Turkish or equivalent must be proposed. 
	
	
	

	
	The Supplier must provide a solution for Purchaser to take disk image of proposed PCs.
	
	
	

	
	Office Productivity Software 
Microsoft Office 2003 Standard Edition Turkish OLP (Open license with preactivated Volume Licensing Key required) or equivalent must be proposed. All software must be integrateable with application software.
	
	
	

	
	Other characteristics 
· All software must be integrateable with application software
· Drivers for: Mainboard, SATA, DVD-RW, Network adapter, and video adapter.

· All systems must be delivered with Anti-Virus and Anti-Spyware client preinstalled which is integrated with appropriate Server for Signature update.

· All systems must be delivered with the operating system and office productivity software preinstalled.

· The uniformity of computer elements in the whole delivery is required.

· All systems must have personal Firewall turned on.

· All DVD equipped systems be supplied with CD-Writer and DVD display software.
	
	
	

	
	Manuals 
To be supplied in English and Turkish Languages
	
	
	

	
	Quantity: 40 identical systems, 40 with DVD Writer
	
	
	

	2.2
	PERSONAL COMPUTER SYSTEM TYPE B
	
	
	

	
	All Personal Computer System Type A features with the following modifications :

· With DVD Writer

· Memory : 2 GB

· Operating System : Server Type B Operating System
· Office productivity software : none
	
	
	

	
	Quantity
2 x systems (to be used as Domain Controllers, one for Istanbul and one for AKM, must be delivered to GDCC, installed and preconfigured)
	
	
	

	2.3
	A4 MONOCHROME LASER PRINTER
	
	
	

	
	Page Size
A4 
	
	
	

	
	Printing speed

40 pages per minute
	
	
	

	
	Duty Cycle

100,000 pages per month
	
	
	

	
	Resolution

1200 dpi
	
	
	

	
	Paper trays

50 sheets multipurpose, 500 sheets extra tray
	
	
	

	
	Memory

512 MB RAM
	
	
	

	
	Interfaces

USB
	
	
	

	
	Network

Internal, Ethernet 10/100 Mb/s, RJ-45
	
	
	

	
	Print language

PCL5, PCL6, Postscript
	
	
	

	
	Other requirements

Power supply : 230V, 50Hz, Turkish plug
Turkish display
	
	
	

	
	Quantity
5 units 
	
	
	

	2.4
	SCANNING SOLUTION
	
	
	

	
	Features
Proposed scanner must 

· support at least 60 ppm speed (at 200 dpi, mono, simplex, portrait) for A4 sized documents in black and white scanning mode.

· support A8-A3 size in documents.

· support duplex scanning.

· be flatbed.

· have an Automatic Document Feeder (ADF) with at least 50 A3 sheets capacity and no double feed property.

· be provided with necessary scanning software for uninterrupted scanning functionality.

· be provided with one USB or IEEE 1394 (Firewire) or SCSI Interface and necessary connection cable (USB or IEEE1394 or SCSI), power cable, Turkish user manual, CD and all necessary accessories, hardware and software for operation integrated with EDMS and the Custom Application Software.

· have at least 600 dpi scanning resolution.

· support TWAIN and ISIS features.

· have at least 5000 pages/day scan capacity.

· support TIFF, TIFF Group IV, JPEG types for different formats.

· have virtual rescan support that will make the brightness and contrast settings interactively without need to rescan the documents.

· be able to scan the printed documents, cards, worn out documents with indistinct prints, newspaper, fax, 2.quality (straw) paper, books and photographs in black and white with high resolution.

· have double feed detection.
	
	
	

	
	Software
The proposed scanning solution must include necessary OCR software with Turkish support. Scanned documents will be processed in an integrated OCR tool.
The proposed software must be fully compatible with the proposed EDMS and the Custom Application Software for a seamless document management.

OCR tool must support document types of office productivity suites such as Microsoft Office. Processed documents will be transferred into the document base seamlessly.
	
	
	

	
	Quantity

2
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SUPPLIES TO BE PROVIDED

Following equipment shall be supplied with given quantities

	Item No
	Description
	Quantity

	LOT 1: HARDWARE AND SOFTWARE

	1.1
	Solution Development
	1

	1.2
	Custom Application Software
	1

	Common Off-the-Shelf Software (COTS) Components

	1.3
	Reporting Solution
	1

	1.4
	Service Desk
	1

	1.5
	Relational Data Base Management System
	2

	1.6
	Application Server and Web Server
	2

	1.7
	Content Management Solution
	2

	1.8
	Portal & Collaboration Solution
	2

	1.9
	Electronic Document Management System
	1

	1.10
	Workflow Management
	1

	1.11
	Integration/Interoperability Framework
	1

	1.12
	IPR Metadata System
	1

	1.13
	Messaging Solution
	1

	1.14
	eLearning System
	1

	1.15
	Application Development Suite
	2

	Services

	1.16
	Development of taxonomy based on international standards
	1

	1.17
	Migration of Existing DB into New DB
	1

	1.18
	Development of Public Web Site (Internet Portal)
	1

	1.19
	Development of Standard Operating Procedures for Systems Management
	1

	1.20
	Process Design
	1

	1.21
	Training
	1

	1.22
	Security Policy Preparation and Testing
	1

	1.23
	Installation
	1

	1.24
	Support and Maintenance
	1

	Solution Management

	1.25
	System Management Solution
	1

	1.26
	Client Management Solution
	1

	1.27
	Log Collecting and Auditing Solution
	1

	Server Hardware & Storage Components

	1.28
	Server Type A (Database Servers)
	2

	1.29
	Server Type B
	19

	1.30
	Storage Solution
	1

	1.31
	Tape Library
	1

	Security

	1.32
	Directory Services Solution
	1

	1.33
	Vulnerability Detection
	1

	1.34
	Policy Compliance
	1

	1.35
	Anti-Virus and Client Security System
	1

	1.36
	Firewall Type A (Internet Security Solution)
	2

	1.37
	Firewall Type B (Network Security Solution)
	2

	1.38
	Secure Content Gateway
	1

	1.39
	IDS/IDP
	1

	1.40
	Security Management Software
	1

	1.41
	Certification Authority
	1

	1.42
	Backup and Recovery Software
	1

	Networking

	1.43
	Switch Type A (Backbone)
	1

	1.44
	Switch Type B
	3

	1.45
	Cabling
	1

	Data Center

	1.46
	UPS
	1

	1.47
	Data Center Specialized Room Equipment
	1

	LOT 2: CLIENT SYSTEMS

	2.1
	Personal Computer Systems Type A
	40

	2.2
	Personal Computer Systems Type B
	2

	2.3
	A4 Monochrome Laser Printer
	5

	2.4
	Scanning Solution
	2


Acronyms and Abbreviations

	3DES
	Triple DES

	ACL
	Access Control List

	AGP
	Accelerated Graphics Port

	API
	Application Programming Interface

	BRS
	Business Requirements Specification

	BS
	British Standards

	CAPE
	Computer Aided Process Engineering

	CAPI
	Crypto API

	CBT
	Computer Based Training

	CGI
	Common Gateway Interface

	CISA
	Certified Information Systems Auditor

	CISSP
	Certified Information Systems Security Professional

	COM
	Component Object Model

	COTS
	Common Off The Shelf (software)

	CPU
	Central Processing Unit

	DB
	Database

	DES
	Data Encryption Standard

	DLT
	Digital Linear Tape

	DMZ
	DeMilitarized Zone

	DNS
	Domain Name System (Berkeley Internet Name Daemon – BIND)

	DTD
	Document type definition

	ECC
	Error-Correcting Code

	EDMS
	Electronic Data Management System

	eGIF
	Electronic Government Interoperability Framework

	EIA
	Electronic Industries Alliance

	EIDE
	Enhanced Integrated Drive Electronics

	FTP
	File Transfer Protocol

	GD
	General Directorate

	GDCC
	General Directorate of Cinema and Copyright

	GPRS
	General Packet Radio Service

	GUI
	Graphical User Interface

	HTTP
	HyperText Transfer Protocol

	HTTPS
	Secure HTTP

	ICR
	Image Character Recognition

	IDDN
	International Deposit Digital Number

	IDS/IDP
	Intrusion Detection and/or Prevention

	IEEE
	Institute of Electrical and Electronics Engineers

	IMAP
	Internet Message Access Protocol

	IPR
	Intellectual Property Rights

	IS
	Information Systems

	ISAN
	International Standard Audiovisual Number

	ISBN
	International Standard Book Number

	ISMS
	Information Security Management System

	ISO
	International Standards Organisation

	ISRC
	International Standard Recording Code

	ISSN
	International Standard Serial Number

	IT
	Information Technology

	LCD
	Liquid Crystal Display

	LDAP
	Lightweight Directory Access Protocol

	LTO
	Linear Tape Object

	LVD
	Low Voltage Differential signaling

	MD5
	Message-Digest algorithm 5

	MIB
	Management Information Base

	MoCT
	Ministry of Culture and Tourism

	NAS
	Network Attached Storage

	NPAA
	National Programme for the Adoption of the Acquis

	OCR
	Optical Character Recognition

	ODBC
	Open DataBase Connectivity

	OS
	Operating System

	OSD
	On-Screen Display

	OTP
	One-Time Password

	OWL
	Web ontology language

	PCI
	Peripheral Component Interconnect

	PCMCIA
	Personal Computer Memory Card International Association

	PKI
	Public Key Infrastructure

	POP3
	Post Office Protocol

	QA
	Quality Assurance

	RAID
	Redundant Array of Independent Disks

	RAS
	Remote Access Server

	RDBMS
	Relational Database Management System

	RTF
	Rich Text Format

	SAN
	Strorage Area Network

	SATA
	Serial Advanced Technology Attachment

	SCSI
	Small Computer System Interface

	SHA1
	Secure Hash Algorithm

	SID
	Serial ID of the blank disk

	SMB
	Server Message Block

	SMS
	Short Message Service

	SMTP
	Simple Mail Transfer Protocol

	SNMP
	Simple Network Management Protocol

	SOAP
	Simple Object Access Protocol

	SRS
	Software Requirements Specification

	SSL
	Secure Socket Layers

	TAPI
	Telephony Application Programming Interface

	TAW
	Training and Awareness-Building

	TCP/IP
	Transmission Control Protocol / Internet Protocol

	TS
	Technical Specifications

	TSE
	Turkish Standards Organisation

	TUBITAK
	Türkiye Bilimsel ve Teknik Araştırma Kurumu (Scientific and Technical Research Council of Turkey)

	UDDI
	Universal Description, Discovery, and Integration

	UPS
	Uninterruptible Power Supply

	USB
	Universal Serial Bus

	VPN
	Virtual Private Network

	W3C
	World Wide Web Consortium

	WFM
	WorkFlow Management

	WSDL
	Web Services Description Language

	XML
	Extended Markup Language

	XPDL
	XML Process definition language

	XSD
	XML Schema Definition

	XSLT
	XML stylesheet language transformation


ATTACHMENT A

DELIVERY AND INSTALLATION OF THE EQUIPMENT

	Item No
	Description
	Quantity
	Delivery Address:

	LOT 1: HARDWARE AND SOFTWARE
	Ministry of Culture and Tourism

Directorate General Copyright and Cinema

Anafartalar Caddesi No:67 

06250 Ulus/ANKARA 
Tel : 0.312.310 08 11-310 00 26 - 310 07 73 
Fax : 0.312.309 07 79



	1.1
	Solution Development
	1
	

	1.2
	Custom Application Software
	1
	

	Common Off-the-Shelf Software (COTS) Components
	

	1.3
	Reporting Solution
	1
	

	1.4
	Service Desk
	1
	

	1.5
	Relational Data Base Management System
	2
	

	1.6
	Application Server and Web Server
	2
	

	1.7
	Content Management Solution
	2
	

	1.8
	Portal & Collaboration Solution
	2
	

	1.9
	Electronic Document Management System
	1
	

	1.10
	Workflow Management
	1
	

	1.11
	Integration/Interoperability Framework
	1
	

	1.12
	IPR Metadata System
	1
	

	1.13
	Messaging Solution
	1
	

	1.14
	eLearning System
	1
	

	1.15
	Application Development Suite
	2
	

	Services
	

	1.16
	Development of taxonomy based on international standards
	1
	

	1.17
	Migration of Existing DB into New DB
	1
	

	1.18
	Development of Public Web Site (Internet Portal)
	1
	

	1.19
	Development of Standard Operating Procedures for Systems Management
	1
	

	1.20
	Process Design
	1
	

	1.21
	Training
	1
	

	1.22
	Security Policy Preparation and Testing
	1
	

	1.23
	Installation
	1
	

	1.24
	Support and Maintenance
	1
	

	Solution Management
	

	1.25
	System Management Solution
	1
	

	1.26
	Client Management Solution
	1
	

	1.27
	Log Collecting and Auditing Solution
	1
	

	Server Hardware & Storage Components
	

	1.28
	Server Type A (Database Servers)
	2
	

	1.29
	Server Type B
	19
	

	1.30
	Storage Solution
	1
	

	1.31
	Tape Library
	1
	

	Security
	

	1.32
	Directory Services Solution
	1
	

	1.33
	Vulnerability Detection
	1
	

	1.34
	Policy Compliance
	1
	

	1.35
	Anti-Virus and Client Security System
	1
	

	1.36
	Firewall Type A (Internet Security Solution)
	2
	

	1.37
	Firewall Type B (Network Security Solution)
	2
	

	1.38
	Secure Content Gateway
	1
	

	1.39
	IDS/IDP
	1
	

	1.40
	Security Management Software
	1
	

	1.41
	Certification Authority
	1
	

	1.42
	Backup and Recovery Software
	1
	

	Networking
	

	1.43
	Switch Type A (Backbone)
	1
	

	1.44
	Switch Type B
	3
	

	1.45
	Cabling
	1
	

	Data Center
	

	1.46
	UPS
	1
	

	1.47
	Data Center Specialized Room Equipment
	1
	

	LOT 2: CLIENT SYSTEMS
	

	2.1
	Personal Computer Systems Type A
	40
	

	2.2
	Personal Computer Systems Type B
	2
	

	2.3
	A4 Monochrome Laser Printer
	5
	

	2.4
	Scanning Solution
	2
	


ATTACHMENT B

Schedule of Deliverables

	Deliverable
	By Week

	Project Inception Report
	2

	Business Requirements Specification based on processes
	6

	Source Code
	24

	Test Results
	26

	Overall application
	28

	System Technical Training
	26

	Server and storage systems
	20

	Security systems
	24

	Cabling
	20

	Data Center preparation
	20

	Service Desk System
	24

	e-Training Infrastructure
	24

	E-Training Course
	28

	End-user Training
	28

	Project Closure Report
	30


ANNEX III   :
  TECHNICAL OFFER

Annex III - the Contractor's technical offer

The tenderers are requested to complete the template on the next pages: 

· the column “Specifications” shows the required specifications, 

· the column “Specifications offered” is to be filled in by the tenderer and must detail what is offered (for example the words “compliant” or “yes” are not sufficient)   

· the column “Notes, remarks, ref to documentation” allows the tenderer to make comments on his proposed supply and to make eventual references to the documentation

· the column “ Evaluation Committee’s notes” is to be left empty for the evaluators. 

The eventual documentation supplied should clearly indicate (highlight, mark) the models offered and the options included, if any, so that the evaluators can see the exact configuration. Offers that do not permit to identify precisely the models and the specifications may be rejected by the evaluation committee.

The offer must be clear enough to allow the evaluators to make an easy comparison between the requested specifications and the offered specifications.
Contract title : Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
Publication reference : EUROPEAID/121570/D/S/TR
NAME OF TENDERER:………………………………………….
p 1 /…

	Item Number
	Specifications 
	Specifications  Offered (incl brand/model)
	 Notes, remarks, ref to documentation
	Evaluation Committee’s notes 

	1
	[……………………………]
	
	
	

	
	[……………………………]
	 
	
	

	
	[……………………………]
	 
	
	

	
	[……………………………]
	
	
	

	
	[……………………………]

	
	
	

	
	[……………………………]
	
	
	

	
	[……………………………]
	
	
	


ANNEX IV: Budget breakdown (Model financial offer)














Page No […of…]
PUBLICATION REFERENCE: EUROPEAID/121570/D/S/TR

            NAME OF TENDERER: [……………………………]

LOT 1: HARDWARE AND SOFTWARE 
	A
	B
	C
	D
	E

	Item  number
	Quantity
	specifications offered (incl brand/model)
	Unit Costs with delivery [DDP/DDU]  INSTALLATION, PUTTING INTO OPERATION AND WARRANTY AT DELIVERY PLACES in Turkey EURO
	total

EURO

	1.1
	1
	Solution Development
	Unit price
	

	1.2
	1
	Custom Application Software
	
	

	Common Off-the Shelf Software (COTS) Components

	1.3
	1
	Reporting Solution
	Unit price
	

	1.4
	1
	Service Desk
	Unit price
	

	1.5
	2
	Relational Data Base Management System
	Unit price
	

	1.6
	2
	Application Server and Web Server
	Unit price
	

	1.7
	2
	Content Management Solution
	Unit price
	

	1.8
	2
	Portal & Collaboration Solution
	Unit price
	

	1.9
	1
	Electronic Document Management System
	Unit price
	

	1.10
	1
	Workflow Management
	Unit price
	

	1.11
	1
	Integration/Interoperability Framework
	Unit price
	

	1.12
	1
	IPR Metadata System
	Unit price
	

	1.13
	1
	Messaging Solution
	Unit price
	

	1.14
	1
	eLearning System
	Unit price
	

	1.15
	2
	Application Development Suite
	Unit price
	

	Services

	1.16
	1
	Development of taxonomy based on international standards
	Unit price
	

	1.17
	1
	Migration of Existing DB into New DB
	Unit price
	

	1.18
	1
	Development of Public Web Site (Internet Portal)
	Unit price
	

	1.19
	1
	Development of Standard Operating Procedures for Systems Management
	Unit price
	

	1.20
	1
	Process Design
	Unit price
	

	1.21
	
	Training
	Lump Sump
	

	1.22
	1
	Security Policy Preparation and Testing
	Unit price
	

	1.23
	1
	Installation
	Unit price
	

	1.24
	1
	Support and Maintenance
	Unit price
	

	Solution Management

	1.25
	1
	System Management Solution
	Unit price
	

	1.26
	1
	Client Management Solution
	Unit price
	

	1.27
	1
	Log Collecting and Auditing Solution
	Unit price
	

	Server Hardware & Storage Components

	1.28
	2
	Server Type A (Database Servers)
	Unit price
	

	1.29
	19
	Server Type B
	Unit price
	

	1.30
	1
	Storage Solution
	Unit price
	

	1.31
	1
	Tape Library
	Unit price
	

	Security

	1.32
	1
	Directory Services Solution
	Unit price
	

	1.33
	1
	Vulnerability Detection
	Unit price
	

	1.34
	1
	Policy Compliance
	Unit price
	

	1.35
	1
	Anti-Virus and Client Security System
	Unit price
	

	1.36
	2
	Firewall Type A (Internet Security Solution)
	Unit price
	

	1.37
	2
	Firewall Type B (Network Security Solution)
	Unit price
	

	1.38
	1
	Secure Content Gateway
	Unit price
	

	1.39
	1
	IDS/IDP
	Unit price
	

	1.40
	1
	Security Management Software
	Unit price
	

	1.41
	1
	Certification Authority
	Unit price
	

	1.42
	1
	Backup and Recovery Software
	Unit price
	

	Networking

	1.43
	1
	Switch Type A (Backbone)
	Unit price
	

	1.44
	3
	Switch Type B
	Unit price
	

	1.45
	1
	Cabling
	Unit price
	

	Data Center

	1.46
	1
	UPS
	Unit price
	

	1.47
	1
	Data Center Specialized Room Equipment
	Unit price
	

	
	
	TOTAL
	
	


Done at: [………………………], [../../..]



by [name]
On behalf of […………………………]



[tenderer's stamp and signature]














Page No […of…]
PUBLICATION REFERENCE: EUROPEAID/121570/D/S/TR

            NAME OF TENDERER: [……………………………]

LOT 2: CLIENT SYSTEMS  

	A
	B
	C
	D
	E

	Item  number
	Quantity
	specifications offered (incl brand/model)
	Unit Costs with delivery [DDP/DDU]  INSTALLATION, PUTTING INTO OPERATION AND WARRANTY AT DELIVERY PLACES in Turkey EURO
	total

EURO

	2.1
	40
	Personal Computer Systems Type A
	Unit price
	

	2.2
	2
	Personal Computer Systems Type B
	Unit price
	

	2.3
	5
	A4 Monochrome Laser Printer
	Unit price
	

	2.4
	2
	Scanning Solution
	Unit price
	

	
	
	TOTAL
	
	


Done at: [………………………], [../../..]



by [name]
On behalf of […………………………]



[tenderer's stamp and signature]
ANNEX IV-B: For Information Purposes Only       

Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 



 
















Page No […of…]
PUBLICATION REFERENCE: EUROPEAID/121570/D/S/TR


NAME OF TENDERER: [……………………………]
RECOMMENDED SPARE PARTS AND CONSUMABLES FOR ALL LOTS  BY THE CONTRACTOR FOR  5 YEARS
List of Spare Parts and Consumables According to Articles 1.3, 11 of the Instructions to Tenderers

	A
	B
	C
	D
	E

	Item  number
	Quantity
	specifications offered (incl brand/model)
	Unit costs  with delivery DDP/DDU
EUR
	total

EUR

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	Total cost
	


Done at:[………………………], [../../..]



by [name]
On behalf of […………………………]



[tenderer's stamp and signature
ANNEX  V(A):  [image: image8.emf]GDCC
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FINANCIAL IDENTIFICATION FORM

ACCOUNT HOLDER

 NAME





ADDRESS






TOWN/CITY

      POST CODE

 COUNTRY 

 CONTACT NAME

     TELEPHONE


                  FAX

 E-MAIL   

   VAT NUMBER


BANK

NAME





ADDRESS






TOWN/CITY

      POST CODE

 COUNTRY  

 BANK ACCOUNT 


   IBAN (optional)    



REMARKS:

	BANK STAMP+SIGNATURE of BANK REPRESENTATIVE (Both Obligatory)


	
	DATE + SIGNATURE of ACCOUNT HOLDER: (Obligatory)


ANNEX  V(B):  MODEL PERFORMANCE GUARANTEE

<To be completed on paper bearing the letterhead of the financial institution >

For the attention of
Central Finance and Contracts Unit (CFCU), 

Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü)

No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY

referred to below as the “Contracting Authority”
Subject: Guarantee No…

Performance Guarantee for the full and proper execution of contract <Contract number and title> (please quote number and title in all correspondence)
Identification number: EUROPEAID/121570/D/S/TR

Contract title: 
Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
We the undersigned, <name and address of financial institution>, hereby irrevocably declare that we  guarantee as primary obligor, and not merely as a surety  on behalf of <Contractor's name and address>, hereinafter referred to as “the Contractor”,  payment to the Contracting Authority of <amount of the performance guarantee>, representing the performance guarantee mentioned in Article 11 of the Special Conditions of the contract <contract number and title> concluded between the Contractor and the Contracting Authority, hereinafter referred to as “the Contract”.

Payment shall be made without objection or legal proceedings of any kind, upon receipt of your first written claim (sent by registered letter with confirmation of receipt) stating that the Contractor has failed to perform his contractual obligations fully and properly or that the Contract has been terminated for any reason whatsoever. We shall not delay the payment, nor shall we oppose it for any reason whatsoever. We shall inform you in writing as soon as payment has been made.

We accept notably that no amendment to the terms of the Contract can release us from our obligation under this guarantee. We waive the right to be informed of any change, addition or amendment to the Contract.

We note that the guarantee will be released within 45 days of the issue of the final acceptance certificate (except for such part as may be specified in the Special Conditions in respect of after sales service). [and in any case at the latest on (at the expiry of 18 months after the implementation period of the Contract)]
.

The law applicable to this guarantee shall be that of country in which the financial institution issuing the guarantee is established. Any dispute arising out of or in connection with this guarantee shall be referred to the courts of Turkey. 

This guarantee shall enter into force and take effect upon its signature. 

Name: …………………………… Position: …………………


 Signature: ……………..
     Date: <Date>
ANNEX  V(C):  PRE-FINANCING GUARANTEE FORM

<To be completed on paper bearing the letterhead of the financial institution >

For the attention of
Central Finance and Contracts Unit (CFCU), 

 Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü)

No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY

referred to below as the “Contracting Authority”

Subject: Guarantee No…

Financing Guarantee for the repayment of pre-financing payable under contract <Contract number and title> (please quote number and title in all correspondence)

Identification number: EUROPEAID/121570/D/S/TR

Contract title: 
Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
We, the undersigned, <name, and address of financial institution>, hereby irrevocably declare that we guarantee as primary obligor, and not merely as surety on behalf of <Contractor's name and address>, hereinafter referred to as “the Contractor”, the payment to the Contracting Authority of <indicate the amount of the pre-financing>, corresponding to the pre-financing as mentioned in Article 26.1 of the Special Conditions of the contract <Contract number and title>concluded between the Contractor and the Contracting Authority, hereinafter referred to as “the Contract”. 

Payment shall be made without objection or legal proceedings of any kind, upon receipt of your first written claim (sent by registered letter with confirmation or receipt) stating that the Contractor has not repaid the pre-financing on request or that the Contract has been terminated for any reason whatsoever. We shall not delay the payment, nor shall we oppose it for any reason whatsoever. We shall inform you in writing as soon as payment has been made. 

We accept notably that no amendment to the terms of the Contract can release us from our obligation under this guarantee. We waive the right to be informed of any change, addition or amendment of the Contract. 

We note that the guarantee will be released 45 days at the latest after the provisional acceptance of the goods. [and in any case at the latest on (at the expiry of 18 months after the implementation period of the Contract)]
.

The law applicable to this guarantee shall be that of country in which the financial institution issuing the guarantee is established. Any dispute arising out of or in connection with this guarantee shall be referred to the courts of Turkey.
The guarantee will enter into force and take effect on receipt of the pre-financing payment in the account designated by the Contractor to receive payments.

Name: …………………………… Position: …………………


Signature: ……………..
      Date: <Date>
	ANNEX  V(D):  LEGAL ENTITIES

	PRIVACY STATEMENT  
	http://europa.eu.int/comm/budget/execution/legal_entities_fr.htm

	PRIVATE COMPANIES


TYPE OF COMPANY





         NGO
  YES          NO     (Non Govermental Organisation) 
       NAME(S)










  ABBREVIATION
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     VAT

 

PLACE OF REGISTRATION

DATE OF REGISTRATION
      



                DD    MM    YYYY

REGISTRATION NR

PHONE
   FAX  
E-MAIL

	THIS "LEGAL ENTITY" FORM SHOULD BE FILLED IN AND RETURNED TOGETHER WITH:
* A COPY OF ANY OFFICIAL DOCUMENT (E.G. OFFICIAL GAZETTE, REGISTER OF COMPANIES, ETC.) SHOWING THE CONTRACTOR'S NAME AND ADDRESS AND THE REGISTRATION NUMBER GIVEN TO IT BY THE NATIONAL AUTHORITIES;                                                                                                                                           * A COPY OF THE VAT REGISTRATION DOCUMENT IF APPLICABLE AND IF THE VAT NUMBER DOES NOT APPEAR ON THE OFFICIAL DOCUMENT REFERRED TO ABOVE.


DATE AND SIGNATURE
	ANNEX  V(E):  LEGAL ENTITIES

	PRIVACY STATEMENT  
	http://europa.eu.int/comm/budget/execution/legal_entities_fr.htm

	PUBLIC ENTITIES


TYPE OF COMPANY





         NGO
  YES          NO     (Non Govermental Organisation) 
       NAME(S)










  ABBREVIATION

OFFICIAL ADDRESS  

   

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
COUNTRY 


     VAT

 

PLACE OF REGISTRATION

DATE OF REGISTRATION
      



                DD    MM    YYYY

REGISTRATION NR

PHONE
   FAX  
E-MAIL

This "Legal entity" form should be filled in and returned together with:  
* a copy of the resolution, law, decree or decision establishing the entity in question;

* or, failing that, any other official document attesting to the establishment of the entity

	DATE:

	STAMP

	NAME AND FUNCTION OF THE AUTHORISED REPRESENTATIVE

	

	SIGNATURE

	


ANNEX V(F): GRANT OF FACILITIES

Establishment, Installation, Entry and Residence Facilities
1. In the case of works, supply, service and grant contracts, natural or legal persons eligible to participate in tendering procedures shall be entitled to temporary installation and residence where the needs of the contract so require. This right shall be acquired only after the invitation to tender has been issued and shall be enjoyed by the technical staff needed to carry out studies preparatory to the drawing up of tenders; it shall elapse one month after the contractor is designed.

2. The Government of Turkey shall permit personnel taking part in works, supplies, services and/or grant contracts financed by the Community, and members of their immediate family, to enter Turkey, to establish themselves in the State, to work there and to leave the said State, as the nature of the contract so justifies.

Import and re-export of Equipment
1. The Government of Turkey shall grant the permits necessary for the importation of professional equipment including motor vehicles required to execute the Project, subject to existing laws, rules and regulations of Turkey.

2. The Government of Turkey shall further grant natural and legal persons who have executed works, supplies, services and/or grant contracts the permits required to re-export the said equipment.

Imports and Exchange Control
1. For the execution of Project, the Government of Turkey undertakes to grant import authorizations and authorizations for the acquisition of the foreign exchange without discrimination between:

· for Project approved under the MEDA Regulation, the countries of the European Union, and the MEDA partner territories and countries eligible under the MEDA Regulation.

· for Project approved under the Pre-accession Regulation, the countries of the European Union, the MEDA partner territories and countries eligible under the MEDA Regulation, the countries of Central and Eastern Europe eligible under the PHARE Regulation
 and the countries eligible under the CARDS Regulation
. 

2. The Government of Turkey shall grant the permits necessary to repatriate funds received in respect of The Project in accordance with the foreign exchange control regulations in force in Turkey.

3. The Government of Turkey shall exempt EC financed projects from procedures requiring the transfer of the price of goods and/or services to EC contractors abroad through banks or financial institutions operating in Turkey.

Taxation and Customs
1. Taxes, customs and import duties and levies and/or taxes of equivalent effect shall be charged neither to the grant nor to the co-financing contribution provided by Turkey.

2. All imports by EC contractors shall be allowed to enter Turkey without being subject to customs or import duties, charges, VAT and the Special Consumption Tax or to any other similar tax, duties or charges. Such exemption shall only be applied to the imports in connection with the goods supplied and/or services rendered and/or works executed by the EC contractor under the EC contract. Turkey shall ensure that the imports concerned will be released from the point of entry for delivery to the EC contractors as required by the provisions of the contract and for immediate use as required for the normal implementation of the contract, without regard to any delays or disputes over the settlement of the above-mentioned duties, taxes or charges.

3. EC contractors shall be exempted from VAT for any service rendered or goods supplied or works executed under the EC contract. Goods supplied or services rendered or works executed by a contractor to the EC contractor shall also be exempted from VAT. Such exemption shall only be applied to the goods supplied or services rendered or works executed which are connected with the goods supplied or services rendered or works executed by the EC contractor under the EC contract.

Any EC contractor or contractor supplying goods and/or rendering services and/or executing works for an EC contractor who is entitled to the exemption, as provided in this Agreement, shall be entitled to offset or deduct any VAT paid in connection with the goods supplied and/or services rendered and/or works executed which are exempted from VAT, as provided in this Agreement, against any VAT collected by them for any of their other transactions. Should the EC contractor or contractor not be able to make use of this possibility, they shall be able to obtain a VAT refund directly from the tax administration in a maximum period of ten (10) days upon submission of a written request to the tax administration attaching the necessary documentation required under Turkish law for the refund of VAT.

Exemption from VAT shall also apply to any similar tax which may be instituted after the date of signature of this Agreement in addition to, or in replacement of, existing VAT.

The relevant tax authority shall provide EC contractors who are entitled to the exemption within this Agreement with a certificate confirming such exemption upon submission by the relevant EC contractor of a written request; the request should include documentation to confirm the identity and status of the requesting EC contractor. The tax authority shall deliver the certificate or refuse it upon justification within 30 calendar days maximum.

4. EC contracts shall not be subject in Turkey to stamp or registration duties, or to any other charge having an equivalent effect thereto, whether such charges exist or are to be instituted.

5. Expenditures of EC contractors shall be relieved from the Special Consumption Tax. This relief shall only be applied to the expenditure in connection with the goods supplied and/or services rendered and/or works executed by that EC contractor under the EC contract.

6. Natural persons not nationals and not residents of Turkey carrying out service and/or works and/or grant and/or twinning contracts financed by the Community and the eventual co-financing contribution provided by Turkey shall not be subject to income tax in Turkey for the income generated by this type of contract.

Legal persons will be subject to the same above provision provided that they do not have their permanent establishment or fixed base in Turkey.

Profit and/or income arising from EC contracts shall be taxable in Turkey in accordance with its tax system if the natural and/or legal persons making such profit and/or income have their permanent establishment or fixed base in Turkey according to the provisions of the applicable double taxation agreements as ratified by Turkey.

7. Personal and household effects imported for personal use by natural persons (and members of their immediate families) other than those recruited locally, carrying out tasks defined in service and/or works and/or grant contracts and/or twinning contracts or covenants shall be exempted from customs duties, import duties, taxes and other fiscal charges having equivalent effect, the said personal and household effects being either re-exported or disposed of in the state in accordance with the regulations in force in Turkey after termination of the contract.

8. Natural and legal persons importing professional equipment shall, if they so request, benefit from the system of temporary importation as defined by the national legislation of Turkey in respect of the said equipment.

9. Those benefiting from the Project shall be exempted from “Inheritance and Transfer Tax” resulting from goods transferred to them without consideration in any way under the Project. 

10. In the implementation of these exemptions, Article 9 about the origin of materials and supplies will be applied.

11. Turkey shall issue the necessary secondary legislation to make the tax provisions established in this Agreement effectively applicable soon after this Agreement comes into force. Tax exemptions to be provided under this Agreement shall be on an ex-ante basis.

12. For the purposes of this Agreement, the term “EC contractors” shall be construed as natural and legal persons, supplying goods and/or rendering service and/or executing works and/or executing a grand contract under EC contract. The term “EC contractor” also covers pre-accession advisors, also known as resident twinning advisers, and experts included in a twinning covenant or contract. 

The term “EC contract” means any legally binding instrument financed out of the grant and possible co-financing and signed by the EC or the CFCU or an Implementing Agency or a grant beneficiary.

ANNEX V(G): PROVISIONAL / FINAL ACCEPTANCE CERTIFICATE

Contract No °………………Title : Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
Contractor: …………………………
Beneficiary: ………………………………


……………………..
……………………

	Item 
	qty
	Description
	Delivery
	[Installation]
	[Spare Parts]
	[Consumables]
	[(Manuals]
	[Training]
	Remarks

	1

2

3

4
	[…]

[…]

[…]

[…]
	[……………………]

[……………………]

[……………………]

[……………………]

	
	
	
	
	
	
	


Provisional: All of the above mentioned items have been delivered, installed, tested and found compliant with the Technical Specifications of the supply contract. 

Final: The Supplier has remedied any defect or damage occurred during the warranty period, as specified in the contract.

(delete not applicable)





Date of acceptance:………………….

C. FURTHER INFORMATION

GLOSSARY


Successful tenderer: The tenderer selected at the end of the procedure for the award of the contract.

Contracting Authority: The party which concludes the contract as provided in the Financing Agreement, be it the Commission for and on behalf of the beneficiary, a country or a legal person governed by public or private law, as mentioned in the financing agreement.

Project Manager: The legal or natural person responsible for monitoring the execution of the contract on behalf of the Contracting Authority and/or the Commission, where the latter is not the Contracting Authority.
Supplies: All items which the Contractor is required to supply to the Contracting Authority, including, where necessary, services such as installation, testing, commissioning, provision of expertise, supervision, maintenance, repair, training and other such obligations connected with the items to be provided under the contract.

Hybrid contract: A contract between the contracting authority and a service provider, supplier or construction firm covering two or more of the following: works, supplies and services.

General conditions: The general contractual provisions setting out the administrative, financial, legal and technical clauses governing the execution of contracts.

Special conditions: The special conditions laid down by the Contracting Authority as an integral part of the tender dossier, including modifications to the general conditions, clauses specific to the contract and the terms of reference (for a service contract) or technical specifications (for a supply or works contract).

Evaluation committee: A committee made up of an odd number of voting members (at least three) appointed by the Contracting Authority and possessing the technical, linguistic and administrative capacities necessary to give an informed opinion on tenders. 
Written communications: Certificates, notices, orders and instructions issued in writing under the contract.

Administrative order: Any instruction or order issued by the Project Manager to the Contractor in writing regarding the provision of the supplies.

Conflict of interest: Any event influencing the capacity of a candidate, tenderer or contractor to give an objective and impartial professional opinion, or preventing him, at any moment, from giving priority to the interests of the Contracting Authority. Any consideration relating to possible contracts in the future or conflict with other commitments, past or present, of a candidate, tenderer or contractor, or any conflict with his own interests. These restrictions also apply to subcontractors and employees of the candidate, tenderer or contractor.
There is a conflict of interests within the meaning of Article 52 of the Financial Regulation where the impartial and objective exercise of the functions of a player in the implementation of the budget or an internal auditor is compromised for reasons involving family, emotional life, political or national affinity, economic interest or any other shared interest with the beneficiary.

Breakdown of the overall price: A heading-by-heading list of the rates and costs making up the price for a lump-sum contract.

Period: A period begins the day after the act or event chosen as its starting point. Where the last day of a period is not a working day in the country of the Contracting Authority, the period expires at the end of the next working day.

Implementation period. The period from contract signature, or alternative date if specified in the Special Conditions, until the provisional acceptance of the supply.

Execution period. The period from contract signature until 18 months after the provisional acceptance of the supply. This period includes the warranty and the final acceptance of the supply.

Day: Calendar day.

In writing: This includes any hand-written, typed or printed communication, including telex, cable, e-mail and fax transmissions.

Supply contract: Supply contracts cover the purchase, leasing, rental or hire purchase, with or without option to buy, of products. A contract for the supply of products and, incidentally, for siting and installation shall be considered a supply contract. 
Foreign currency: Any currency, other than the euro, which is permissible under the applicable provisions and regulations and has been indicated in the tender.

National currency: The currency of the country of the Contracting Authority.

Tender price: The sum stated by the tenderer in its tender for carrying out the contract.

Contract value: The sum stated in the contract representing the initial estimate payable for carrying out the supplies, or such other sum as ascertained at the end of the contract as due under the contract.

Most economically advantageous tender: The tender deemed to be best in terms of the specific criteria laid down for the contract in question, e.g. quality, technical properties, aesthetic and functional qualities, after-sales service and technical assistance and the price or lowest price. These criteria must be published in the procurement notice or stated in the tender dossier.
Tenderer: Any natural or legal person or consortium thereof submitting a tender with a view to concluding a contract. The terms "supplier", "contractor" and "service provider" refer to three categories of economic operators, natural or legal persons, who supply products, execute works and provide services respectively.
Open procedure: Calls for tender are open where all interested economic operators may submit a tender.

Liquidated damages: The sum stated in the contract as compensation payable by the Contractor to the Contracting Authority for failure to complete the contract or part thereof within the periods under the contract, or as payable by either party to the other for any specific breach identified in the contract.

General damages: The sum not stated beforehand in the contract, which is awarded by a court or an arbitration tribunal, or agreed between the parties, as compensation payable to an injured party for a breach of the contract by the other party.

Warranty obligations: The warranty of the Contractor that the supplies are new, unused, without defects, of the most recent models and incorporate all recent improvements in design and materials. This warranty must remain valid for a maximum of 1 year after provisional acceptance. See article 32 of the General Conditions.

Commercial warranty: The warranty the manufacturer provides for a defined period that the supply will be free from structural defects due to substandard material or workmanship, under conditions of normal commercial use and service. The Commercial warranty should not be confused with - and might go beyond - the warranty period of the contract.

ADMINISTRATIVE COMPLIANCE GRID

	Contract title:
	Supply of Equipment For Supporting Turkey in the Field of Intellectual  Property Rights with a Focus on Fight Against Piracy 

	Publication reference:
	EuropeAid/121570/D/S/TR


	
	Tenderer No

	No
	Checked Item 
	Grounds 
	
	1
	2
	3
	4
	5
	6

	1. 
	Document certifying Tenderer’s nationality including one from each consortium partner, in the case of consortium (e.g. extract from Commercial Register) 
	ITT Art.11
	Yes/No
	
	
	
	
	
	

	2. 
	Nationality of the subcontractor is eligible
	ITT Art. 3


	Yes/No
	
	
	
	
	
	

	3. 
	Eligible origin and proper statement attesting the origin of the supplies tendered
	Instr. Art. 4.1 & 11

	Yes/No
	
	
	
	
	
	

	4. 
	Price in Euro
	Instr. Art. 6
	Yes/No
	
	
	
	
	
	

	5. 
	Period of validity of the offer
	Instr. Art. 8

Tender submission form p. 7.5
	Yes/No
	
	
	
	
	
	

	6. 
	Language as required
	Instr. Art. 9


	Yes/No
	
	
	
	
	
	

	7. 
	Required number of copies (original and 3 copies) 
	Instr. Art. 10.2
	Yes/No
	
	
	
	
	
	

	8. 
	A training proposal as defined in Annex II‑ Technical Specifications
	Instr. Art. 11
	Yes/No
	
	
	
	
	
	

	9. 
	A list of spare parts and consumables with itemized unit prices necessary for the use of the equipment.
	Instr. Art. 1.3 & 11
	Yes/No
	
	
	
	
	
	

	10. 
	Financial offer
	Instr. Art. 11(Part 2)
	Yes/No
	
	
	
	
	
	

	11. 
	The details of the bank account (duly completed Financial Identification form)
	Instr. Art. 11(Part 3)
Annex to the Tender Form for a Supply Contract
	Yes/No
	
	
	
	
	
	

	12. 
	The details of the legal entity (Duly completed legal entity form)
	Annex VI
	Yes/No
	
	
	
	
	
	

	13. 
	Duly authorised signature (Power of attorney of the person and/or circular of signatures who is authorised to sign the tender)
	Instr. Art. 11
Tender submission form, p. 7
	Yes/No
	
	
	
	
	
	

	14. 
	A description of the commercial warranty tendered in corformity with The Technical specifications. 
	Instr. Art. 11(Part 3)

	Yes/No
	
	
	
	
	
	

	15. 
	Tender guarantee for the required amount in required form.
	Instr. Art. 11(Part 3)
	Yes/No
	
	
	
	
	
	

	16. 
	A statement to the effect that tenderer is not in any of the situations listed in section 2.3.3 of the Practical Guide to contracts procedures EC external actions.
	Instr. Art. 3.4
	Yes/No
	
	
	
	
	
	

	17. 
	Duly completed Tender Form for a Supply Contract 
	Inst. Art. 11
	Yes/No
	
	
	
	
	
	

	18. 
	Tenderer’s Declaration signed and stamped (by all consortium partners, for a consortium)
	Tender Form for a Supply Contract Art. p. 7.

Instr. Art. 18
	
	
	
	
	
	
	

	19. 
	Leader of a consortium designated. 


	Instr. Art. 18.1

Tender submission form p. 1
	Yes/No
	
	
	
	
	
	

	20. 
	No variant solution is provided


	Inst. Art. 20.5
	Yes/No
	
	
	
	
	
	

	
	Overall decision: Tender accepted for further evaluation (P) or rejected (F)   
	
	Pass/Fail
	
	
	
	
	
	


Legend:

Y
Yes

N
No

C
Clarification Requested

N/A      Not Applicable 

P
Pass

F
Fail
                                                                                             (Initials of each of the Evaluation Committee members) 
EVALUATION GRID 

	Contract title :
	Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 

	Publication reference :
	EuropeAid/121570/D/S/TR       


	Tender envelope No
	





Name of Tenderer
	


Rules of origin respected?

(Y/N)
	Economic & financial capacity? (OK/a/b/…)
	Professional capacity? (OK/a/b/…)
	Technical capacity? (OK/a/b/…)
	Compliance with technical specifications? (OK/a/b/…) (*)
	Ancillary services as required? (OK/a/b/…/NA)
	
 Subcontracting statement in accordance with art 6 of the General Conditions?


(Y/N)
	Technically compliant? (Y/N)
	




Notes:

	1
	
	
	
	
	
	
	
	
	
	

	2
	
	
	
	
	
	
	
	
	
	

	3
	
	
	
	
	
	
	
	
	
	

	4
	
	
	
	
	
	
	
	
	
	


	Evaluator's name & signature
	

	Evaluator's name & signature
	

	Evaluator's name & signature
	

	Date
	


(*)The “compliance with technical specifications” column will be evaluated according to the Technical Specifications Table given at Annex II - Technical Specifications. 

D.  TENDER FORM FOR A SUPPLY CONTRACT

Publication reference: EUROPEAID/121570/D/S/TR

Contract title: 
Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 








<Place and date>
A: 
Central Finance and Contracts Unit (CFCU)

Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü) No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY

One signed original form must be supplied (for each lot, if the tender procedure is divided into lots), together with the number of copies specified in the Instruction to Tenderers.  The form must include a signed declaration using the annexed format from each legal entity making the application.  Any additional documentation (brochure, letter, etc) sent with the form will not be taken into consideration. Applications being submitted by a consortium (ie, either a permanent, legally-established grouping or a grouping which has been constituted informally for a specific tender procedure) must follow the instructions applicable to the consortium leader and its members.

An economic operator may, where appropriate and for a particular contract, rely on the capacities of other entities, regardless of the legal nature of the links which it has with them. It must in that case prove to the contracting authority that it will have at its disposal the resources necessary for performance of the contract, for example by producing an undertaking on the part of those entities to place those resources at its disposal. Such entities, for instance the parent company of the economic operator, must respect the same rules of eligibility and notably that of nationality, as the economic operator.

1
SUBMITTED BY
	
	Name(s) of tenderer(s)
	Nationality2

	Leader
	
	

	Member
	
	

	Etc …1  
	
	


1 add/delete additional lines for members as appropriate. Note that a subcontractor is not considered to be a member for the purposes of this tender procedure. Subsequently, the data of the subcontractor must not appear in the data related to the economic, financial and professional capacity. If this tender is being submitted by an individual tenderer, the name of the tenderer should be entered as 'leader' (and all other lines should be deleted)

2Country in which the legal entity is registered
2
CONTACT PERSON (for this tender)

	Name
	

	Address
	

	Telephone
	

	Fax
	

	E-mail
	


3
ECONOMIC AND FINANCIAL CAPACITY

Please complete the following table of financial data3 based on your annual accounts and your latest projections. If annual accounts are not yet available for this year or last year, please provide your latest estimates, clearly identifying estimated figures in italics.  Figures in all columns must be on the same basis to allow a direct, year-on-year comparison to be made (or, if the basis has changed, an explanation of the change must be provided as a footnote to the table). Any clarification or explanation which is judged necessary may also be provided.
	Financial data
	Year before last

€
	Last year


€
	This year


€
	Next year


€
	Average 4


€

	Annual turnover 5, excluding this contract
	
	
	
	
	

	Cash and cash equivalents6 at beginning of year
	
	
	
	
	

	Net cash from / (used in) operating, investing & financing activities7 excluding future contracts
	
	
	
	
	

	Net forecast cash from/ (used in) future contracts, excluding this contract
	
	
	
	
	

	Cash and cash equivalents6 at end of year [ie, the sum of the above three rows]
	
	
	
	
	


3 if this application is being submitted by a consortium, the data in the table above must be the sum of the data in the corresponding tables in the declarations provided by the consortium members – see point 7 of this tender form for a supply contract.   

4 Amounts entered in the 'Average' column must be the mathematical average of the amounts entered in the four preceding columns of the same row.

5 The gross inflow of economic benefits (cash, receivables, other assets) arising from the ordinary operating activities of the enterprise (such as sales of goods, sales of services, interest, royalties, and dividends) during the year. 

6 Cash and cash equivalents comprise cash on hand and demand deposits, together with short-term, highly liquid investments that are readily convertible to a known amount of cash, and that are subject to an insignificant risk of changes in value. An investment normally meets the definition of a cash equivalent when it has a maturity of three months or less from the date of acquisition. Equity investments are normally excluded, unless they are in substance a cash equivalent (e.g. preferred shares acquired within three months of their specified redemption date). Bank overdrafts which are repayable on demand and which form an integral part of an enterprise's cash management are also included as a component of cash and cash equivalents.

7 Operating activities are the main revenue-producing activities of the enterprise that are not investing or financing activities, so operating cash flows include cash received from customers and cash paid to suppliers and employees.  Investing activities are the acquisition and disposal of long-term assets and other investments that are not considered to be cash equivalents. Financing activities are activities that alter the equity capital and borrowing structure of the enterprise. Interest and dividends received and paid may be classified as operating, investing, or financing cash flows, provided that they are classified consistently from period to period. Cash flows arising from taxes on income are normally classified as operating, unless they can be specifically identified with financing or investing activities.

4
STAFF RESOURCES

Please provide the following personnel statistics8 for the current year and the two previous years.
	Average manpower
	Year before last
	Last year
	This year

	
	Overall
	Total for fields related to this contract 9
	Overall
	Total for fields related to this contract 9
	Overall
	Total for fields related to this contract 9

	Permanent staff 10
	
	
	
	
	
	

	Other staff 11
	
	
	
	
	
	

	Total
	
	
	
	
	
	

	Permanent staff as a proportion of total staff (%)
	%
	%
	%
	%
	%
	%


8 if this tender is being submitted by a consortium, the data in the table above must be the sum of the data in the corresponding tables in the declarations provided by the consortium members – see point 7 of this tender form for a supply contract. 

9  corresponding to the relevant specialisms identified in point 5 below

10  staff directly employed by the Tenderer on a permanent basis (ie, under indefinite contracts)

11  other staff not directly employed by theTenderer on a permanent basis (ie, under fixed-term contracts)

5
FIELDS OF SPECIALISATION

Please use the table below whose objective is to indicate the relevant specialisms related to this contract of each legal entity making this tender, by using the names of these specialisms as the row headings and the name of the legal entity as the column headings.  Show the relevant specialism(s) of each legal entity by placing a tick (() in the box corresponding to those specialisms in which the legal entity has significant experience. [Maximum 10 specialisms]
	
	Leader
	Member 2
	Member 3
	Etc …(

	Relevant specialism 1
	
	
	
	

	Relevant specialism 2
	
	
	
	

	Etc …12
	
	
	
	


12  add / delete additional lines and/or rows as appropriate.  If this tender is being submitted by an individual legal entity, the name of the legal entity should be entered as 'Leader' (and all other columns should be deleted)

6
EXPERIENCE

Please complete a table using the format below to summarise the major relevant supplies carried out in the course of the past 3 years by the legal entity or entities making this tender.  The number of references to be provided must not exceed 15 for the entire tender

	Ref # (maximum 15)
	Project title
	…

	Name of legal entity
	Country
	Overall supply value (EUR)
	Proportion supplied by legal entity (%)
	No of staff provided
	Name of client
	Origin of funding
	Dates 
	Name of members if any

	…
	…
	…
	…
	…
	…
	…
	…
	…

	Detailed description of supply
	Related services provided

	…
	…


7
TENDERER'S DECLARATION(S)

To be completed and signed by the tenderer (including one from each member in a consortium).

In response to your letter of invitation to tender for the above contract,

We, the undersigned, hereby declare that:

1
We have examined and accept in full the content of the dossier for invitation to tender No [EUROPEAID/121570/D/S/TR] of Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy. We hereby accept its provisions in their entirety, without reservation or restriction.

2
We offer to deliver, in accordance with the terms of the tender dossier and the conditions and time limits laid down, without reserve or restriction:

Lot no [….]: [description of supplies with indication of quantities and origin]
Lot no [….]: [description of supplies with indication of quantities and origin]
      3
The price of our tender excluding spareparts and consumables, if applicable [excluding the   discounts described under point 4] is:

         Lot No 1: [……………………………………………..]
Lot No 2: [……………………………………………..]

4
We will grant a discount of [%], or […………..] [in the event of our being awarded Lot No ………].

5
This tender is valid for a period of 90 days from the final date for submission of tenders.
6 
If our tender is accepted, we undertake to provide a performance guarantee of 10% of the contract value, as required by Article 11 of the General Conditions.

7
Our firm/company [and our subcontractors] has/have the following nationality:

[……………………………………………………………………]

8
We are making this tender in our own right [as member in the consortium led by < name of the leader / ourselves >]*. We confirm that we are not tendering for the same contract in any other form. [We confirm, as a member in the consortium, that all members are jointly and severally liable by law for the execution of the contract, that the lead member is authorised to bind, and receive instructions for and on behalf of, each member, that the execution of the contract, including payments, is the responsibility of the lead member, and that all members in the joint venture/consortium are bound to remain in the joint venture/consortium for the entire period of the contract's execution].

9
We are not in any of the situations excluding us from participating in contracts which are listed in Article 3 of the instructions to tenderers. In the event that our tender is successful, we undertake, if required, to provide the proof usual under the law of the country in which we are established that we do not fall into the exclusion situations listed in section 2.3.3 of the Practical Guide to contract procedures for EC external actions.  The date on the evidence or documents provided will be no earlier than 1 year before the date of the notification of award, in addition, we will provide a sworn statement that our situation has not altered in the period which has elapsed since the evidence in question was drawn up.

We also understand that if we fail to provide this proof or evidence of the financial and economic capacity and the technical and professional capacity according to the selection criteria within 15 calendar days after receiving the notification of award, or if the information provided is proved false, the award will be considered null and void.

10
We agree to abide by the ethics clauses in Clause 23 of the instructions to tenderers and, in particular, have no potential conflict of interests or any equivalent relation in that respect with other candidates or other parties in the tender procedure at the time of the submission of this application. 

11
We will inform the Contracting Authority immediately if there is any change in the above circumstances at any stage during the implementation of the contract. We also fully recognise and accept that any inaccurate or incomplete information deliberately provided in this application may result in our exclusion from this and other contracts funded by the European Communities.

12 
We note that the Contracting Authority is not bound to proceed with this invitation to tender and that it reserves the right to award only part of the contract. It will incur no liability towards us should it do so.

Name and first name: […………………………………………………………………]

Duly authorised to sign this tender on behalf of:

[……………………………………………………………………………………  …]
Place and date: […………………………………………………………….………….]

Stamp of the firm/company:

This tender includes the following annexes:

[Numbered list of annexes with titles]

TENDER GUARANTEE FORM
Specimen tender guarantee

< To be completed on paper bearing the letterhead of the financial institution >

For the attention of Central Finance and Contracts Unit (CFCU)
Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü)

No: 63 C-Blok 06520 Söğütözü  Ankara/TURKEY

referred to below as the “Contracting Authority”

<Date>

          Title of contract: Supply of Equipment For Supporting Turkey in the Field of Intellectual Property Rights with a Focus on Fight Against Piracy 
Identification number: EUROPEAID/121570/D/S/TR

We, the undersigned, <name and address of financial institution>, hereby irrevocably declare that we will guarantee as primary obligor, and not merely as a surety on behalf of <Tenderer's name and address> the payment to the Contracting Authority of <amount of the tender guarantee>, this amount representing the guarantee referred to in article 11 of the Procurement Notice.

Payment shall be made without objection or legal proceedings of any kind, upon receipt of your first written claim (sent by registered letter with confirmation of receipt) if the Tenderer does not fulfil all obligations stated in its tender. We shall not delay the payment, nor shall we oppose it for any reason whatsoever. We shall inform you in writing as soon as payment has been made.

We note that the guarantee will be released at the latest within 45 days of the expiry of the tender validity period, including any extensions, in accordance with Article 8 of the Instructions to Tenderers.

The law applicable to this guarantee shall be that of the country in which the financial institution issuing the guarantee is established. Any dispute arising out of or in connection with this guarantee shall be referred to the Ankara courts of Turkey.
The guarantee will enter into force and take effect from the submission deadline of the tender.

Name: …………………………… Position: …………………

Signature: ……………..

Date:






















Chairperson	………………………….	


Signature	…………………………


Date		…………………………











Figure 1. System Solution - Logical





Existing applications need to be updated for the new system based on the analysis





� EMBED PowerPoint.Slide.8  ���





Figure 2. Logical Solution Map
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� HYPERLINK "http://europa.eu.int/comm/europeaid/tender/practical_guide_2006/documents/annexes_general/en/a2_ecprogrammes_en.doc" \o "http://europa.eu.int/comm/europeaid/tender/practical_guide_2006/documents/annexes_general/en/a2_ecprogrammes_en.doc" �http://europa.eu.int/comm/europeaid/tender/practical_guide_2006/documents/annexes_general/en/a2_ecprogrammes_en.doc�





� Member States (Austria, Belgium, Cyprus, Czech Republic, Denmark, Estonia, Finland, France, Germany, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, Netherlands, Poland, Portugal, Slovakia, Slovenia, Spain, Sweden, United Kingdom), Acceding Countries (Bulgaia and Romania) Candidate Countries (Croatia, Former Yugoslav Republic of Macedonia, Turkey), MEDA Countries (Algeria, Cyprus, Egypt, Gaza and West Bank, Israel, Jordan, Lebanon, Malta, Morocco, Syria, Tunisia), CARDS Countries (Albania, Bosnia and Herzegovina, Serbia and Montenegro) and Norway, Iceland, Liechtenstein  


� DDP (delivered duty paid)


� Where the contracting party is an individual.


� Where applicable. For individuals, mention their ID card or passport or equivalent document - number


� Except where the contracting party is not VAT registered.


� Incoterms 2000 published by the International Chamber of Commerce


� DDP - Incoterms 2000 International Chamber of Commerce


� As one professional may assume more than one role based on the proposal, provided that the roles do not conflict with each other, the summation of the number of staff column will not necessarily reflect the total team size. 


� http://www.bilgitoplumu.gov.tr/yayin/2005BirlikteCalisabilirlikRehberi.pdf


� http://www.bilgitoplumu.gov.tr/duyuru/EBYS_v_1_0.pdf


� http://www.cornwell.co.uk/moreqdocs/moreq.pdf


� http://www.sinema.gov.tr/mevzuat.asp?belgeno=6701


� http://www.sinema.gov.tr/mevzuat.asp?belgeno=52227


� http://www.sinema.gov.tr/mevzuat.asp?belgeno=51126


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=53590


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52735


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52705


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=53592


� http://www.sinema.gov.tr/mevzuat.asp?belgeno=52667


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=57158


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52709


� http://www.sinema.gov.tr/basvurular.asp?belgeno=52674


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52707


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52702


� Screenshots from the existing application 


� EMBED Package  ���


� EMBED Package  ���


� EMBED Package  ���


� DC: Dublin Core Metamodel. ISO 15836:2003(E) - Information and documentation — The Dublin Core metadata element set





� http://www.sinema.gov.tr/basvurular.asp?belgeno=52677


� http://www.kulturturizm.gov.tr/telifsinema/mevzuat.asp?belgeno=52920


� According to Article 4 of the Regulation by the Prime Ministry, “Evrak” means “electronic or hardcopy forms of official documents issued/sent/kept by the public bodies in order to communication with each or other natural or legal persons.”


� http://www.turkiye.gov.tr/docs/basbakanlik/formlar/yonetmelik.doc


� http://www.turkiye.gov.tr/docs/basbakanlik/formlar/kodgenelge.doc


� http://www.bs15000.org.uk/


� http://www.ogc.gov.uk/index.asp?id=2261


� T: Technical, U: User, M: Management, S: Stakeholders (Collecting Societies, Judicial, Police & Customs)


� "Multi-master" means that each directory replica in the network is a peer of all other replicas; changes can be made to any replica and will be reflected across all of them.


� This mention has to be inserted only where the law applicable to the guarantee imposes a precise expiry date


� The name(s) and position(s) of the persons signing on behalf of the guarantor must be shown in printed characters.


� This mention has to be inserted only where the law applicable to the guarantee imposes a precise expiry date


� The name(s) and position(s) of the persons signing on behalf of the guarantor must be shown in printed characters.


� This is an extract of Article 5-8 of Annex A of the Framework Agreement signed between Turkey and the EC in 2004, and adopted as law by Turkish Parliament (no: 5303) on 22 February 2005 and published in the Turkish Official Gazette on 26 March 2005, no: 25739.


� Council Regulation (EC) No 3906/1989 of 18 December 1989 on economic aid for certain countries of central and Eastern Europe. OJ L 375, 23.12.1989, p. 11.


� Council Regulation (EC) No 2666/2000 of 5 December 2000. OJ L 306, 7.12.2000, p. 1.





___________________________________________________________________________
OFFICE: Eskişehir Yolu 4.Km 2.Cad. (Halk Bankası Kampüsü)

               No: 63 C-Blok 06580 Söğütözü  Ankara/TURKEY                                                        Page 1              TEL: 0 312 295 4900  
FAX: 0 312 286 7072  e-mail: muhsin.altun@cfcu.gov.tr
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                			[image: ] Raporlar  

              











        

          			  Arama Kriterleri 




        

          			




        

          			Verildiği İl   

          			 
 Adana
 Adıyaman
 Afyonkarahisar
 Ağrı
 

              Aksaray
 Amasya
 

              Ankara
 Antalya
 

              Ardahan
 Artvin
 

              Aydın
 Balıkesir
 Bartın
 

              Batman
 Bayburt
 

              Bilecik
 Bingöl
 

              Bitlis
 Bolu
 

              Burdur
 Bursa
 

              Çanakkale
 Çankırı
 Çorum
 Denizli
 Diyarbakir
 

              Düzce
 Edirne
 

              Elazığ
 Erzincan
 Erzurum
 

              Eskişehir
 Gaziantep
 Giresun
 

              Gümüşhane
 Hakkari
 Hatay
 Iğdır
 İsparta
 İstanbul
 İzmir
 KahramanMaraş
 Karabük
 

              Karaman
 Kars
 

              Kastamonu
 Kayseri
 Kırıkkale
 

              Kırklareli
 Kırşehir
 Kilis
 Kocaeli
 Konya
 Kütahya
 Malatya
 

              Manisa
 Mardin
 

              Mersin
 Muğla
 

              Muş
 Nevşehir
 

              Niğde
 Ordu
 

              Osmaniye
 Rize
 

              Sakarya
 Samsun
 

              Siirt
 Sinop
 

              Sivas
 Şanlıurfa
 Şirnak
 

              Tekirdağ
 Tokat
 

              Trabzon
 Tunceli
 Uşak
 Van
 Yalova
 Yozgat
 Zonguldak






        

          			Firma Adı   

          			




        

          			Başvuru Tarihi   

          			

            

              

              

                			Başlangıç Tarihi

                			Bitiş 

                  Tarihi




              

                			 Gün
 01
 02
 03
 04
 05
 06
 07
 08
 09
 10
 11
 12
 13
 14
 15
 16
 17
 18
 19
 20
 21
 22
 23
 24
 25
 26
 27
 28
 29
 30
 31

 Ay
 Ocak
 Şubat
 Mart
 

                    Nisan
 Mayıs
 Haziran
 

                    Temmuz
 Ağustos
 Eylül
 

                    Ekim
 Kasım
 Aralık

 Yıl
 

                    1984
 1985
 1986
 

                    1987
 1988
 1989
 

                    1990
 1991
 1992
 

                    1993
 1994
 1995
 

                    1996
 1997
 1998
 

                    1999
 2000
 2001
 

                    2002
 2003
 2004
 

                    2005



                			 

                    Gün
 01
 02
 03
 04
 05
 06
 07
 08
 09
 10
 11
 12
 13
 14
 15
 16
 17
 18
 19
 20
 21
 22
 23
 24
 25
 26
 27
 28
 29
 30
 31

 Ay
 Ocak
 Şubat
 Mart
 

                    Nisan
 Mayıs
 Haziran
 

                    Temmuz
 Ağustos
 Eylül
 

                    Ekim
 Kasım
 Aralık

 Yıl
 

                    1984
 1985
 1986
 

                    1987
 1988
 1989
 

                    1990
 1991
 1992
 

                    1993
 1994
 1995
 

                    1996
 1997
 1998
 

                    1999
 2000
 2001
 

                    2002
 2003
 2004
 

                    2005












        

          			Sertifika Veriliş Tarihi   

          

          			

            

              

              

                			Başlangıç Tarihi

                			Bitiş 

                  Tarihi




              

                			 Gün
 01
 02
 03
 04
 05
 06
 07
 08
 09
 10
 11
 12
 13
 14
 15
 16
 17
 18
 19
 20
 21
 22
 23
 24
 25
 26
 27
 28
 29
 30
 31

 Ay
 Ocak
 Şubat
 Mart
 

                    Nisan
 Mayıs
 Haziran
 

                    Temmuz
 Ağustos
 Eylül
 

                    Ekim
 Kasım
 Aralık

 Yıl
 

                    1984
 1985
 1986
 

                    1987
 1988
 1989
 

                    1990
 1991
 1992
 

                    1993
 1994
 1995
 

                    1996
 1997
 1998
 

                    1999
 2000
 2001
 

                    2002
 2003
 2004
 

                    2005



                			 

                    Gün
 01
 02
 03
 04
 05
 06
 07
 08
 09
 10
 11
 12
 13
 14
 15
 16
 17
 18
 19
 20
 21
 22
 23
 24
 25
 26
 27
 28
 29
 30
 31

 Ay
 Ocak
 Şubat
 Mart
 

                    Nisan
 Mayıs
 Haziran
 

                    Temmuz
 Ağustos
 Eylül
 

                    Ekim
 Kasım
 Aralık

 Yıl
 

                    1984
 1985
 1986
 

                    1987
 1988
 1989
 

                    1990
 1991
 1992
 

                    1993
 1994
 1995
 

                    1996
 1997
 1998
 

                    1999
 2000
 2001
 

                    2002
 2003
 2004
 

                    2005












        

          			Başvuru Numarası   

          			




        

          			   Sertifika Numarası   

            

          			




        

          			Firma Tipi   

          			

            

            

              

              

                			Tüzel 

                  Kişi
Gerçek Kişi
Kamu Kurum 

                  Kuruluşu
Eğitim Öğretim Kurumu

                			Vakıf
Dernek
Kooperatif








            


          




        

          			Faaliyet Alanı   

          			

            

            

              

              

                			Dolum (Tespit)

                			Çoğaltma




              

                			Satış

                			Kiralama




              

                			Üretim

                			İthalat




              

                			Gösterim & İletim

                			








            


          




        

          			Sertifika Türü   

          			

            

            

              

              

                			Dolum 

                  Tesisi

                			Dağıtım 

                  Yeri




              

                			Satış Noktası

                			Yayın 

                  Evi




              

                			Matbaa

                			Üretim 

                  Yeri




              

                			Sinema Salonu

                			Kiralama




              

                			İthalat

                			








            


          




        

          			Faaliyete Konu Eser  

          			

            

            

              

              

                			Müzik 

                  Eseri

                			Sinema 

                  Eseri




              

                			Süreli / 

                  Süreli
     Olmayan 

                Yayın

                			Bilgisayar Programı




              

                			Bilgisayar 

                  Oyunu

                			








            


          




        

          			Faaliyete Konu Materyal   

          

          			

            

            

              

              

                			Yayın

                			




              

                			Boş Ses Kaseti

                			Dolu Ses Kaseti




              

                			Boş 

                  CD

                			Dolu 

                  CD




              

                			Boş CD-R/RW

                			Dolu CD-R/RW




              

                			Boş DVD

                			Dolu DVD




              

                			Boş DVD-R/RW

                			Dolu DVD-R/RW




              

                			Boş Bilgisayar Disketi

                			Dolu Bilgisayar Disketi




              

                			Diğer

                			Diğer








            


          




        

          			Başvurulduğu Yer   

          			

            

            

              

              

                			İnternet

                			Müdürlük








            


          




        

          			Denetim Sonucu   

          			

            

              

              

                			Olumlu
Süresi Geçmiş

                			Sertifika 

            Yok







            


          




        

          			Denetim Kararı   

          			

            

              

              

                			Olumlu
Belgesi İptal Edildi

                			Uyarı Aldı
Para Cezası







            


          




        

          			

          			




        

          			

          			      







      

        

        

          			


            

            

              

              

                			Başvuru No

                			Başvuru Tarihi

                			Firma Adı

                			Firma Tipi

                			Faaliyet Alanı

                			Şehir

                			 




              

                			 

                			1/1/1

                			 

                			 

                			Yayma Satış Kiralama İthalat Çoğaltma Tespit Dağıtım

                			 

                			Görüntüle




              

                			1
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          			 Sertifika Ay 

            Bilgisi




        

          			




        

          			 Sistemdeki Ay Süresi  
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                			[image: ]  Yeni Başvuru  

                  










        

          			




        

          			





        

          			  Firma Bilgileri




        

          			

            

              

              

                			Firma Adı  

                			 * 

                  Firma Adı Boş 

              Kalamaz




              

                			Firma Tipi  

                			 

                    
 Tüzel Kişi
 Gerçek Kişi
 Kamu Kurum Kuruluşu
 

                    Eğitim Öğretim 

                    Kurumu
 Vakıf
 Dernek
 Kooperatif

 *  Boş 

                  Kalamaz




              

                			Yetkilisi 

                			 * 

                  Yetkili Adı Boş 

              Kalamaz





 







      

        

        

          			  Firma İletişim 

            Bilgileri




        

          			

            

              

              

                			Cadde 

                			




              

                			Sokak 

                			




              

                			Bina No 

                			




              

                			Daire No 

                			




              

                			İl 

                			 
 Adana
 Adıyaman
 Afyonkarahisar
 Ağrı
 Aksaray
 

                    Amasya
 Ankara
 Antalya
 

                    Ardahan
 Artvin
 Aydın
 

                    Balıkesir
 Bartın
 Batman
 

                    Bayburt
 Bilecik
 Bingöl
 

                    Bitlis
 Bolu
 Burdur
 

                    Bursa
 Çanakkale
 Çankırı
 Çorum
 

                    Denizli
 Diyarbakir
 Düzce
 

                    Edirne
 Elazığ
 Erzincan
 

                    Erzurum
 Eskişehir
 Gaziantep
 Giresun
 Gümüşhane
 Hakkari
 Hatay
 

                    Iğdır
 İsparta
 İstanbul
 

                    İzmir
 KahramanMaraş
 Karabük
 Karaman
 

                    Kars
 Kastamonu
 Kayseri
 Kırıkkale
 Kırklareli
 Kırşehir
 Kilis
 

                    Kocaeli
 Konya
 Kütahya
 

                    Malatya
 Manisa
 Mardin
 

                    Mersin
 Muğla
 Muş
 

                    Nevşehir
 Niğde
 Ordu
 

                    Osmaniye
 Rize
 Sakarya
 

                    Samsun
 Siirt
 Sinop
 

                    Sivas
 Şanlıurfa
 Şirnak
 

                    Tekirdağ
 Tokat
 Trabzon
 

                    Tunceli
 Uşak
 Van
 Yalova
 Yozgat
 

                    Zonguldak

* 

                  İl Boş Kalamaz




              

                			İlçe 

                			 * 

                  İlçe Boş Kalamaz




              

                			Telefon 

                			 * 

                  Telefon Boş Kalamaz




              

                			Fax 

                			




              

                			Email 

                			




              

                			Diğer  

                			




              

                			

                			 




              

                			  Faaliyet Alanı




              

                			Faaliyet 

                  Alanı  

                			

                    Aşağıdaki alanlardan en az bir tanesi 

                  seçilmesi zorunludur.


                  


                  

                    

                    

                      			

                        

                          

                          

                            			Çoğaltma

                            			Dolum 

                              (Tespit)

                            			Üretim

                            			Gösterim & 

                              İletim











YAYMA


                  

                    

                    

                      			Kiralama




                    

                      			Satış




                    

                      			İthalat




                    

                      			Dağıtım











              

                			Sid Kodu  

                			




              

                			

                			 




              

                			  Firma Ticari Bilgileri




              

                			Vergi Dairesi  

                

                			    

                  Vergi Dairesi 

                  Boş Kalamaz




              

                			Vergi No  

                			    

                  Vergi No. Boş 

                  Kalamaz




              

                			Kayıtlı Olduğu Oda  

                  

                			 
 Esnaf Odası
 Ticaret Odası
 Sanayii Odası

    Kayıtlı Olduğunuz 

                  Oda Boş Kalamaz




              

                			Oda No  

                			




              

                			T.C. Kimlik No  

                

                			   T.C. Kimlik No 

                  Boş Kalamaz




              

                			İşyeri Açma/İşletme  

                   Ruhsat No  

                			  

                  İşletme 

                  Açma/Ruhsat No. Boş 

        Kalamaz





 







      

        

        

          			  Sertifika Bilgisi




        

          			      Türü  

          

          			

               Aşağıdaki alanlardan 

            en az bir tanesi seçilmesi zorunludur.
   Sertifika Bilgisi Türünden en az birini 

            seçiniz


            

              

                			Dolum Tesisi

                			Yayın Evi




              

                			Dağıtım Yeri

                			Matbaa




              

                			Satış Noktası

                			Üretim Yeri




              

                			Sinema Salonu

                			İthalat




              

                			Kiralama






  

        




        

          			
Faaliyete Konu Eser veya Yayın  

          

          			

               Aşağıdaki alanlardan en az bir tanesi 

            seçilmesi zorunludur.
   Faaliyete Konu Eser veya Yayın'dan en az 

            birini seçiniz.


            

              

                			Müzik Eser

                			Bilgisayar Programı




              

                			Sinema Eseri

                			Bilgisayar Oyunu




              

                			Süreli/Süreli Olmayan Yayın

                			Diğer






  Diğer 




        

          			
Faaliyete Konu Materyal 

          			    

            Aşağıdaki alanlardan en az bir tanesi seçilmesi 

            zorunludur.
   Faaliyete Konu Boş 

            Materyal'dan en az birini seçiniz.
   Faaliyete Konu Dolu 

            Materyal'dan en az birini seçiniz.
Yayın


            

              

              

                			Boş 

                  Materyal

                			Dolu 

                  Materyal




              

                			

                  

                    

                    

                      			Kaset




                    

                      			CD




                    

                      			CD-R/RW




                    

                      			DVD




                    

                      			DVD-R/RW




                    

                      			Bilgisayar Disketi




                    

                      			Diğer





  

                  

                			

                  

                    

                    

                      			Kaset




                    

                      			CD




                    

                      			CD-R/RW




                    

                      			DVD




                    

                      			DVD-R/RW




                    

                      			Bilgisayar Disketi




                    

                      			Diğer





  

                  







               








      

        

        

          			  Sunulacak Belgelerin 

            Listesi




        

          			  

            Aşağıdaki seçili bulunan belgelerin hepsi sunulması 

            gerekmektedir.




        

          			

              Sunulacak Belgeler Seçilmek 

            Zorundadır


            




              

                			İş Yeri Açma Ruhsatı Tasdikli Örneği




              

                			Banka Dekontu




              

                			SİD Kodu Belgesi (CD, VCD, DVD ve benzeri 

                  materyallerin üretim veya dolumunu yapan yerler 

                için)




              

                			Kiralama Hakları Devir Aldığını Gösterir Yetki 

                  Belgesi (Kiralama Yapan Yerler)




              

                			Diğer





  


  







        

          			Lütfen yapmak istediğiniz seçimi 

            seçiniz.
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var Page_ValidationVer = "125";

var Page_IsValid = true;

var Page_BlockSubmit = false;

function ValidatorUpdateDisplay(val) {

    if (typeof(val.display) == "string") {    

        if (val.display == "None") {

            return;

        }

        if (val.display == "Dynamic") {

            val.style.display = val.isvalid ? "none" : "inline";

            return;

        }

    }

    val.style.visibility = val.isvalid ? "hidden" : "visible";

}

function ValidatorUpdateIsValid() {

    var i;

    for (i = 0; i < Page_Validators.length; i++) {

        if (!Page_Validators[i].isvalid) {

            Page_IsValid = false;

            return;

        }

   }

   Page_IsValid = true;

}

function ValidatorHookupControlID(controlID, val) {

    if (typeof(controlID) != "string") {

        return;

    }

    var ctrl = document.all[controlID];

    if (typeof(ctrl) != "undefined") {

        ValidatorHookupControl(ctrl, val);

    }

    else {

        val.isvalid = true;

        val.enabled = false;

    }

}

function ValidatorHookupControl(control, val) {

    if (typeof(control.tagName) == "undefined" && typeof(control.length) == "number") {

        var i;

        for (i = 0; i < control.length; i++) {

            var inner = control[i];

            if (typeof(inner.value) == "string") {

                ValidatorHookupControl(inner, val);

            } 

        }

        return;

    }

    else if (control.tagName != "INPUT" && control.tagName != "TEXTAREA" && control.tagName != "SELECT") {

        var i;

        for (i = 0; i < control.children.length; i++) {

            ValidatorHookupControl(control.children[i], val);

        }

        return;

    }

    else {

        if (typeof(control.Validators) == "undefined") {

            control.Validators = new Array;

            var ev;

            if (control.type == "radio") {

                ev = control.onclick;

            } else {

                ev = control.onchange;

            }

            if (typeof(ev) == "function" ) {            

                ev = ev.toString();

                ev = ev.substring(ev.indexOf("{") + 1, ev.lastIndexOf("}"));

            }

            else {

                ev = "";

            }

            var func = new Function("ValidatorOnChange(); " + ev);

            if (control.type == "radio") {

                control.onclick = func;

            } else {            

                control.onchange = func;

            }

        }

        control.Validators[control.Validators.length] = val;

    }    

}

function ValidatorGetValue(id) {

    var control;

    control = document.all[id];

    if (typeof(control.value) == "string") {

        return control.value;

    }

    if (typeof(control.tagName) == "undefined" && typeof(control.length) == "number") {

        var j;

        for (j=0; j < control.length; j++) {

            var inner = control[j];

            if (typeof(inner.value) == "string" && (inner.type != "radio" || inner.status == true)) {

                return inner.value;

            }

        }

    }

    else {

        return ValidatorGetValueRecursive(control);

    }

    return "";

}

function ValidatorGetValueRecursive(control)

{

    if (typeof(control.value) == "string" && (control.type != "radio" || control.status == true)) {

        return control.value;

    }

    var i, val;

    for (i = 0; i<control.children.length; i++) {

        val = ValidatorGetValueRecursive(control.children[i]);

        if (val != "") return val;

    }

    return "";

}

function Page_ClientValidate() {

    var i;

    for (i = 0; i < Page_Validators.length; i++) {

        ValidatorValidate(Page_Validators[i]);

    }

    ValidatorUpdateIsValid();    

    ValidationSummaryOnSubmit();

    Page_BlockSubmit = !Page_IsValid;

    return Page_IsValid;

}

function ValidatorCommonOnSubmit() {

    var result = !Page_BlockSubmit;

    Page_BlockSubmit = false;

    event.returnValue = result;

    return result;

}

function ValidatorEnable(val, enable) {

    val.enabled = (enable != false);

    ValidatorValidate(val);

    ValidatorUpdateIsValid();

}

function ValidatorOnChange() {

    var vals = event.srcElement.Validators;

    var i;

    for (i = 0; i < vals.length; i++) {

        ValidatorValidate(vals[i]);

    }

    ValidatorUpdateIsValid();    

}

function ValidatorValidate(val) {    

    val.isvalid = true;

    if (val.enabled != false) {

        if (typeof(val.evaluationfunction) == "function") {

            val.isvalid = val.evaluationfunction(val); 

        }

    }

    ValidatorUpdateDisplay(val);

}

function ValidatorOnLoad() {

    if (typeof(Page_Validators) == "undefined")

        return;

    var i, val;

    for (i = 0; i < Page_Validators.length; i++) {

        val = Page_Validators[i];

        if (typeof(val.evaluationfunction) == "string") {

            eval("val.evaluationfunction = " + val.evaluationfunction + ";");

        }

        if (typeof(val.isvalid) == "string") {

            if (val.isvalid == "False") {

                val.isvalid = false;                                

                Page_IsValid = false;

            } 

            else {

                val.isvalid = true;

            }

        } else {

            val.isvalid = true;

        }

        if (typeof(val.enabled) == "string") {

            val.enabled = (val.enabled != "False");

        }

        ValidatorHookupControlID(val.controltovalidate, val);

        ValidatorHookupControlID(val.controlhookup, val);

    }

    Page_ValidationActive = true;

}

function ValidatorConvert(op, dataType, val) {

    function GetFullYear(year) {

        return (year + parseInt(val.century)) - ((year < val.cutoffyear) ? 0 : 100);

    }

    var num, cleanInput, m, exp;

    if (dataType == "Integer") {

        exp = /^\s*[-\+]?\d+\s*$/;

        if (op.match(exp) == null) 

            return null;

        num = parseInt(op, 10);

        return (isNaN(num) ? null : num);

    }

    else if(dataType == "Double") {

        exp = new RegExp("^\\s*([-\\+])?(\\d+)?(\\" + val.decimalchar + "(\\d+))?\\s*$");

        m = op.match(exp);

        if (m == null)

            return null;

        cleanInput = m[1] + (m[2].length>0 ? m[2] : "0") + "." + m[4];

        num = parseFloat(cleanInput);

        return (isNaN(num) ? null : num);            

    } 

    else if (dataType == "Currency") {

        exp = new RegExp("^\\s*([-\\+])?(((\\d+)\\" + val.groupchar + ")*)(\\d+)"

                        + ((val.digits > 0) ? "(\\" + val.decimalchar + "(\\d{1," + val.digits + "}))?" : "")

                        + "\\s*$");

        m = op.match(exp);

        if (m == null)

            return null;

        var intermed = m[2] + m[5] ;

        cleanInput = m[1] + intermed.replace(new RegExp("(\\" + val.groupchar + ")", "g"), "") + ((val.digits > 0) ? "." + m[7] : 0);

        num = parseFloat(cleanInput);

        return (isNaN(num) ? null : num);            

    }

    else if (dataType == "Date") {

        var yearFirstExp = new RegExp("^\\s*((\\d{4})|(\\d{2}))([-/]|\\. ?)(\\d{1,2})\\4(\\d{1,2})\\s*$");

        m = op.match(yearFirstExp);

        var day, month, year;

        if (m != null && (m[2].length == 4 || val.dateorder == "ymd")) {

            day = m[6];

            month = m[5];

            year = (m[2].length == 4) ? m[2] : GetFullYear(parseInt(m[3], 10))

        }

        else {

            if (val.dateorder == "ymd"){

                return null;		

            }						

            var yearLastExp = new RegExp("^\\s*(\\d{1,2})([-/]|\\. ?)(\\d{1,2})\\2((\\d{4})|(\\d{2}))\\s*$");

            m = op.match(yearLastExp);

            if (m == null) {

                return null;

            }

            if (val.dateorder == "mdy") {

                day = m[3];

                month = m[1];

            }

            else {

                day = m[1];

                month = m[3];

            }

            year = (m[5].length == 4) ? m[5] : GetFullYear(parseInt(m[6], 10))

        }

        month -= 1;

        var date = new Date(year, month, day);

        return (typeof(date) == "object" && year == date.getFullYear() && month == date.getMonth() && day == date.getDate()) ? date.valueOf() : null;

    }

    else {

        return op.toString();

    }

}

function ValidatorCompare(operand1, operand2, operator, val) {

    var dataType = val.type;

    var op1, op2;

    if ((op1 = ValidatorConvert(operand1, dataType, val)) == null)

        return false;    

    if (operator == "DataTypeCheck")

        return true;

    if ((op2 = ValidatorConvert(operand2, dataType, val)) == null)

        return true;

    switch (operator) {

        case "NotEqual":

            return (op1 != op2);

        case "GreaterThan":

            return (op1 > op2);

        case "GreaterThanEqual":

            return (op1 >= op2);

        case "LessThan":

            return (op1 < op2);

        case "LessThanEqual":

            return (op1 <= op2);

        default:

            return (op1 == op2);            

    }

}

function CompareValidatorEvaluateIsValid(val) {

    var value = ValidatorGetValue(val.controltovalidate);

    if (ValidatorTrim(value).length == 0)

        return true;

    var compareTo = "";

    if (null == document.all[val.controltocompare]) {

        if (typeof(val.valuetocompare) == "string") {

            compareTo = val.valuetocompare;

        }

    }

    else {

        compareTo = ValidatorGetValue(val.controltocompare);

    }

    return ValidatorCompare(value, compareTo, val.operator, val);

}

function CustomValidatorEvaluateIsValid(val) {

    var value = "";

    if (typeof(val.controltovalidate) == "string") {

        value = ValidatorGetValue(val.controltovalidate);

        if (ValidatorTrim(value).length == 0)

            return true;

    }

    var args = { Value:value, IsValid:true };

    if (typeof(val.clientvalidationfunction) == "string") {

        eval(val.clientvalidationfunction + "(val, args) ;");

    }        

    return args.IsValid;

}

function RegularExpressionValidatorEvaluateIsValid(val) {

    var value = ValidatorGetValue(val.controltovalidate);

    if (ValidatorTrim(value).length == 0)

        return true;        

    var rx = new RegExp(val.validationexpression);

    var matches = rx.exec(value);

    return (matches != null && value == matches[0]);

}

function ValidatorTrim(s) {

    var m = s.match(/^\s*(\S+(\s+\S+)*)\s*$/);

    return (m == null) ? "" : m[1];

}

function RequiredFieldValidatorEvaluateIsValid(val) {

    return (ValidatorTrim(ValidatorGetValue(val.controltovalidate)) != ValidatorTrim(val.initialvalue))

}

function RangeValidatorEvaluateIsValid(val) {

    var value = ValidatorGetValue(val.controltovalidate);

    if (ValidatorTrim(value).length == 0) 

        return true;

    return (ValidatorCompare(value, val.minimumvalue, "GreaterThanEqual", val) &&

            ValidatorCompare(value, val.maximumvalue, "LessThanEqual", val));

}

function ValidationSummaryOnSubmit() {

    if (typeof(Page_ValidationSummaries) == "undefined") 

        return;

    var summary, sums, s;

    for (sums = 0; sums < Page_ValidationSummaries.length; sums++) {

        summary = Page_ValidationSummaries[sums];

        summary.style.display = "none";

        if (!Page_IsValid) {

            if (summary.showsummary != "False") {

                summary.style.display = "";

                if (typeof(summary.displaymode) != "string") {

                    summary.displaymode = "BulletList";

                }

                switch (summary.displaymode) {

                    case "List":

                        headerSep = "<br>";

                        first = "";

                        pre = "";

                        post = "<br>";

                        final = "";

                        break;

                    case "BulletList":

                    default: 

                        headerSep = "";

                        first = "<ul>";

                        pre = "<li>";

                        post = "</li>";

                        final = "</ul>";

                        break;

                    case "SingleParagraph":

                        headerSep = " ";

                        first = "";

                        pre = "";

                        post = " ";

                        final = "<br>";

                        break;

                }

                s = "";

                if (typeof(summary.headertext) == "string") {

                    s += summary.headertext + headerSep;

                }

                s += first;

                for (i=0; i<Page_Validators.length; i++) {

                    if (!Page_Validators[i].isvalid && typeof(Page_Validators[i].errormessage) == "string") {

                        s += pre + Page_Validators[i].errormessage + post;

                    }

                }   

                s += final;

                summary.innerHTML = s; 

                window.scrollTo(0,0);

            }

            if (summary.showmessagebox == "True") {

                s = "";

                if (typeof(summary.headertext) == "string") {

                    s += summary.headertext + "<BR>";

                }

                for (i=0; i<Page_Validators.length; i++) {

                    if (!Page_Validators[i].isvalid && typeof(Page_Validators[i].errormessage) == "string") {

                        switch (summary.displaymode) {

                            case "List":

                                s += Page_Validators[i].errormessage + "<BR>";

                                break;

                            case "BulletList":

                            default: 

                                s += "  - " + Page_Validators[i].errormessage + "<BR>";

                                break;

                            case "SingleParagraph":

                                s += Page_Validators[i].errormessage + " ";

                                break;

                        }

                    }

                }

                span = document.createElement("SPAN");

                span.innerHTML = s;

                s = span.innerText;

                alert(s);

            }

        }

    }

}
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