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	#
	Question
	Answer

	1
	Is there a need to apply for the tender via a special form or attending the mandatory meeting is sufficient?
	Attending the site visit which was held on 16 August 2004 at Dikmen Premises of the Ministry of Finance is a pre-condition for the application of this tendering.

Offers should be submitted according to the terms and conditions specified in the tender dossier and corrigendum.

Additionally, any company who has not attended site visit can not submit a tender by itself if it forms a consortium with a company who participated in the site visit it can submit a tender either as the leader or as a consortium partner.

	2
	Is there a pre-defined format for the tender reply?
	Offers should be submitted according to the terms and conditions specified in the tender dossier and corrigendum.



	3
	Would it consider a substantial departure or restriction if we base our solution on the Microsoft .Net Platform (Application Server, Portal, and 64 Bit Operating System will be based on Microsoft Windows 2003 Servers), Given that all the requirements regarding performance, high availability, scope, quality and execution of the contract will be satisfied?

This question also refers to the requirement: "The server components of the proposed solution must be portable all major hardware and software platforms (including Operating System, RDBMS and Application Server)".  (pg 123 first bullet ) – i.e. it would be Windows based.
	Please refer to pp 160 and 161 for RDBMS and AS requirements (37.4.3; and 37.4.4). The portability and open systems requirements are clear:

RDBMS must have 64-bit support at least three current operating systems from three different manufacturers.

The proposed application server must support at least three operating systems from three different manufacturers.

Whilst .net clearly has appropriate capabilities, the Technical Specification has been designed to ensure that MASAK acquires a more portable product stack on the server side.

	4
	Which users will use the OTP (One Time Password) tokens and which will use the PKI biometric smartcards for logon?
	All the External users will be using OTP tokens and MASAK Internal users will be using PKI biometric “mice” for logon. Please read the specifications carefully the purpose of these tokens are explained in specific router and software combination.

	5
	Is the Turkish Language should be a must in all COTS SW (e.g. System Management SW which will be used by technical personnel)?
	37.1.1 on page 119 states that “The application software user interface language must be Turkish and fully support Turkish collation such as ISO8859-9 (Latin 5), Windows 1254.”

p 126. All end-user documentation must be in Turkish.
Similarly for DWH/BI (37.4.12) DWH DB Server shall have full support for Turkish collation (combination of a character set and a sort order for characters in the database) such as ISO8859-9 (Latin 5), Windows 1254.

Thus the Turkish requirements must be provided for application software to be used by the end-users.

System management software, to be used by the technical staff can be provided with English user interface.

	6
	Is visual Link analysis function described in LOT 1 is the Visual Link Analysis of LOT 3 (that should be integrated with the supplier to LOT 3) or should be referred as different, additional tool.
	Yes, the Visual Link Analysis of LOT 3 is referred to in LOT 1. The intension is that there are capabilities to store link analysis files within the case folder like other relevant file types. The case snapshot viewer should also cover these files as well.

	7
	Is the supplier required to implement a fail over solution like 'Oracle fail safe' or 'Oracle RAC' for example using an existing node or just verify that the RDBMS compatible with this functionality?

This question applies also to the application, e-mail, fax, portal, work-flow, EDMS, Data Warehouse  systems/servers
	There is no requirement for any specific brand provided that the requirements are fulfilled. 
The current MASAK requirement is not to set up a cluster system. Instead the requirement is to be able to handle failover.

As a minimum, automatic failover configurations are to be implemented such that online services can be continued after a reboot in an alternative configuration that excludes the faulty hardware/software. There is sufficient specified hardware redundancy to allow for this.

The Tenderer must clearly explain how they intend to satisfy the requirements such as load balancing/fail over; and provision to allow the server software to operate on a different, but equivalent server in the event of failover. 
This provision must exist within the proposed solution and plans must be made to demonstrate/verify the defined failover scenarios during implementation by MASAK.


	8
	The software requirement in Lot3 is described only is statistical package on the other hand on page 237 in predictive modeling the requirement of “nevral Networks” is also mentioned. 

Should we assume a data mining solution is also required  together with the statistical package
	Data mining functionality is expected as part of BI Query and Reporting. 37.4.2 (page 160) is intended to provide a front end to the BI functionality, hence the web enabled enterprise versions of the mentioned or equivalent products must be proposed in Lot 1.

Whilst it is understood that sophisticated data mining may well make use of various techniques including neural networks. However within Lot 3, ‘statistics’ includes predictive modeling concepts and the requirement is for analysis such as pattern recognition techniques using amongst other things, neural networks.

	9
	“Data Mining” training is required in Lot1. However Lot1 seems to be including only reporting systems. Would it be more suitable to take “Data Mining” training to Lot3 section 3(tree) “SASP”
	See (8) for the reason why training on query & reporting system, DWH/BI, Data Mining and ETL must be proposed in Lot 1.

	10
	In Page 271, section 4.6.8 “investigate and assess trends and macro indicators” ia stated. Does “trends” here includes “time seres analysis”.
	Applicable analysis techniques will be determined accordingly after the assessment.

	11
	In Lot 3 the predictive modelling capability of statistical analysis software package was required to be benefitting of techniques based on Neural Networks beside regression analysis. Neural Networks are part of Data Mining applications.

We would like you to clarify why there is no clear requirement of a data mining solution although Neural Networks requirement was clearly defined?  Will there be another tender in the near future to entegrate data mining applications into the established systems as the following step of the statistical analysis procedures. As it is well known fraud analysis can be done by statistics to a certain level, meanwhile the most successful results in this field have been taken by data mining applications. 
	“Data Mining applications” is not the only class of applications benefiting the neural networks. The pattern recognition techniques, as one of the primary application area of neural networks (and as they can be marketed out of Data Mining packages), can be utilized to capture certain patterns on account logs, which may help Financial Intelligence Unit set a quick focus for preliminary investigation. Details can be found in the literature.

Whilst it is understood that data mining should yield good results, MASAK needs to ensure that it has in its armory the full spread of possible tools and that is why statistical software (Lot 3) has been specified. MASAK possesses unstructured and poorly formatted data feeds from external sources that will benefit from LOT 3.

There is no intention to indicate an additional future tender; all current and envisaged requirements are covered in this specification.

Also please refer to the question 8.

	12
	There are some contradictions in the technical specification. Is it possible to make any change in the technical specification? If this change is carried out, can the deadline for the submission of the tender which is 30 September 2004 be postponed any later date?  
Is it possible to make any change in Tender Dossier related to any subject?
	Every company should submit their question related to tender dossier to the CFCU by e-mail, fax or post at the latest until 10 September 2004. As a result of these questions If reasonable amendments related to tender dossier carry out, a corrigendum may be necessary. If this corrigendum is so comprehensive the deadline can be postponed. 



	13
	Analysis on ‘’SASP’’ requires a certain amount of time of consultancy service that has not been included in the tender. Why?
	Consultancy and training for criminal analysis will be provided through Technical Assistance Tender.

	14
	Is it possible to act as a subcontractor to provide hardware and software to the prime contractor for lot1 as well as acting in the Lot3 as a prime contractor?
	Subcontracting is only allowed for warranty service and training (see 3.3.c). When a company acts as a subcontractor in Lot1 as well as acting in the lot 3 as a prime contractor, a ‘disconnect’ between elements of Lot1 and Lot3, namely statistical vs. reporting software and integration of files generated by the software in Lot3 (i.e visual link analysis files) into the software specified in Lot1 satisfies the primary reason for the conditionality between Lot1 and Lot3. 
It is possible for a company to provide hardware/software and training services to the contractor (single tenderer or a consortium) of Lot1.



	15
	After site visit any firm can do it individually again?
	It is written that on page 15 of tender dossier under part 14.2 of the instruction to tenderers visits by individual prospective tenderers during the tender period other than this site visit for all prospective tenderers can not be permitted. 



	16
	It is necessary to have the drawing of rooms for the firms who are interested in especially for Lot1 to examine the cabling etc. Is it possible to give drawing of rooms with equipment to the potential tenderers? 
	The layouts have been sent to the tenderers at the attendance list of the site visit by courier on 20 September 2004. 

	17
	When we examine the requirements of Lot 1 and Lot 3, we have noticed that the reporting systems of the whole process are placed in Lot. However the predictive analyses software were required in Lot 3 although these analytical applications are actually the next and inseparable part of reporting systems. In addition to that we also noticed that a data mining training was also required in Lot 1. On the other hand there was no data mining software applications required in Lot 1. Another important point was that in Lot 3 the predictive modeling capability of statistical analysis software package was required to be benefiting of techniques based on Neural Networks beside regression analysis.

We would like you to clarify

1) Why the predictive analysis (SASP) is separated from the reporting systems that are taking place in Lot 1? 

2) Although Neural Networks are clearly part of Data Mining Applications  why data mining training and neural network applications are required in different lots;Lot 1 and Lot 3 where  tenderers are not permitted to  apply for both Lot 1 and Lot3 ?

3) Why there is no clear requirement of a data mining solution although the Networks are clearly required? Can it be clearly defined and required?

4) Is that possible to remove the SASP and Data mining applications from Lot3 and place them in Lot 1?
	The predictive analysis is separated because not all of the reporting tools support predictive analysis by default but most of them have extension capabilities that enable them to perform predictive analysis.

The statement “Although Neural Networks are clearly part of Data Mining Applications” may be correct for the applications you are marketing. 

It should be noted that ‘Data Mining applications’ is not the only class of applications benefiting the neural networks. The pattern recognition techniques, as one of the primary application area of neural networks (and as they can be marketed out of Data Mining packages), can be utilized to capture certain patterns on account logs, which may help Financial Intelligence Unit set a quick focus for preliminary investigation. 
The intension is that ‘Data Mining’ is encompassed in the ‘Query’ component of Query and Reporting. Appropriate data mining meta-data can be created within the Query and Reporting COTS.

Please refer to the question 8 and 11.

It is not possible to change the Lot compositions.

	18
	33.2.1 (93) 33.2.2 (94)

Can we provide a router that supports 1M packets per second, instead of 2M?
	This is a misprint. Please read it as 1 M pps. Based on expected and projected load calculations a 1M pps router is suitable as well as a 2M pps router.
See Corrigendum No:1

	19
	36.1 (113)

Can we assume room space of 8x3 instead of 5x5, this allow more efficient use of the space.
	This space is based on assumptions and simple observation of the computer room at the time that the Technical Specification was authored. The actual size will be determined according to your site survey.

	20
	29.1 (68) [2, 12]

In the last couple of months Intel has released a new server technology called EM64T for its 32-bit servers. Following this release all the major hardware vendors (IBM, HP & Dell) have released new versions of their servers while stating that the previous versions will be announced as end-of-life in a couple of months. Can we provide 32-bit servers which are based on the new technology even though it has not been in production for the last 6 months as we don't want to provide servers which are to be announced as end-of-life probably before the ARO?
	As you can see from the general statements these are the “preferred minimum characteristics” you can propose any improvements you deem necessary. 

The tenderer is encouraged to exceed the minimum specifications wherever it may advantage MASAK’s capabilities.

	21
	31.2 (76)

31.3.1 (78)

31.3.2 (80)

31.3.3 (82)

Please elaborate what does "configured as high availability system" mean.
	This is a misprint. You should omit these lines stating “high availability” because there’s no system to configure as stand-by / backup, which is necessary for a high available environment. 
See Corrigendum No:1

	22
	34.1 (96)

There are 3 firewall clusters defined in the dossier, do we need to provide 3 different firewall brands?
	Please refer to articles “Unique Branding” as present in articles 34.1, 34.2, 34.3. It clearly specifies that to enhance “penetration security” all three firewall clusters must be from different manufactures.


	23
	36.6 (116)

Can we provide dual 24 ports patch panels instead of a single 48 ports panel?
	As you can see from the general statements these are the “preferred minimum characteristics” you can propose any improvements that may advantage MASAK’s capabilities.

You should also bear in mind that you must do it in minimum space. If two patch panels of 24 ports will take up about as much as 48 port patch panel you can propose 24 port ones instead.


	24
	37.1.1 (123) [5]

Please elaborate what does the last sentence mean: "... and certification (e.g. VeriSign or equivalent)" .

Would we be required to buy a certification process by VeriSign?
	All the required communication should be encrypted using SSL and SSL certificates should be issued by a recognized CA such as Tübitak, VeriSign or equivalent i.e., these certificates must not be self-signed.

You should keep in mind the highly sensitive nature of MASAK’s work and this is the driver behind the specification of the pervasive security requirements.

	25
	37.4.10 (168) [1]

The requirement calls for inclusion of scanning hardware but scanning hardware is defined as part of Lot 2. Should we provide a scanner under this requirement or just provide generic support for scanners that are supplied as part of Lot 2?
	It is sufficient to ensure that support for TWAIN or similar protocol is available through proposed software to attach scanning hardware.

	26
	37.5.7 (177)

Where should the certificates be stored, since no lot has a requirement to supply smartcards and readers?
	These are the “Minimum Desired Characteristics” as you can see from general conditions you may propose any improvement to the benefit of MASAK.

	27
	37.5.7 (177)

Does authorized digital certificate provider means commercially certified digital certificate provider (e.g. Verisign)
	Authorized Digital Certificate provider an accredited digital certificate provider such as Tübitak, VeriSign etc.

	28
	36.2 (114)

According to our understanding, the tenderer should commit in his technical bid, to perform site survey and determine than, all requirements specified in sections 36.2, 36.9, 36.10. This is in contradiction to the Technical Evaluation Grid, page 366, where it is supposedly required to submit a site survey report already as part of the bid.

Please confirm such a report should not be submitted at this stage.
	Site survey is necessary for any tenderer to estimate the costs for the required construction work but the submission of report officially is only required for the awarded tenderer. Please notice that article 36.2 is mentioning “contractor” versus “tenderer” meaning the awarded tenderer.

	29
	37.1.4 (141)

In the Automated Data extraction function it is required to develop and install up to 5 different automated data extraction implementations. However, in the Agents function, it could be understood that the requirement is to develop and install automated data extractions to all agencies MASAK has MoUs.

We assume that we will have to develop and install no more than 5 automated data extraction implementations.

Please confirm.
	The solution must provide a facility for MASAK technical staff to develop new data extraction agents if and when found appropriate; however the successful tenderer shall develop up to 5 implementations utilizing the provided facility.

The intention is that MASAK create internal capacity to build their own data extraction agents with the agent/extraction tools provided, using the 5 implementations as good working reference examples.

	30
	38.4 (185)

We understand that all technical documents can be in English.

Please confirm.
	All the IT Specific Documents solely for IT personnel can be in English while all systems must be able to correctly input and output of full Turkish character set and all the end user documents must be in Turkish.

	31
	37.1.4(142[1])

Can you show in the HW diagram, where is the staging DB?

Can you elaborate on the Matching algorithm that should be initiated?
	Both Production and staging DB will be over the SAN. DB server will access two instances of the Database over the SAN. One instance is “production” and other is “staging.”

With reference to the conceptual hardware topology diagram, it is envisaged that Data Warehouse/Cleansing node (item 20) would perform staging into the Database Server (item 21). Of course all data is, in fact, held on the SAN.


For matching algorithms refer to Lot 3 (44.1.2)

	32
	37.2.1 +37.2.3 + 37.2.2

The sections numbering points on a connection between the Internet Website (section 37.2) and the "child" sections (37.2.1, 37.2.2, 37.2.3) – E-Library, Evrak and Snapshot Viewer. Please explain if there is indeed a connection.
	There is an indentation error with numbering, subsections seen as “child” should be at the same level as 37.2; hence please correct numbering as suggested, ie. 37.3, 37.4, 37.5 instead of  37.2.1, 37.2.2, 37.2.3.
See Corrigendum No:1

	33
	34.2 (98), 34.3 (100)

It seems that except for the Main Firewall Cluster, the other firewall clusters (Database and Application) do not need such a high number of segments as required in the tender. We would recommend considering to lower the number of Database and Application Servers Segment Firewall Cluster segments.

If the requirement stays as is, we would recommend stating it again to all other tenderers, as it impact cost substantially.
	These articles clearly indicate desired characteristics for firewall clusters. Since the Characteristics are quite clear.

MASAK’s digital and physical security, resilience and future capacity for growth are core requirements due to the nature of it’s work. Thus the specifications stand as stated.

	34
	34.1 (96), 34.2 (98), 34.3 (100)

According to our understanding, the proxy is required for deep inspection of HTTP packets and not for cashing.

Please confirm.
	As you would know a “transparent proxy” is also called a “transparent cache.” They simply intercept web traffic and cache transparently. Software capable of doing “deep inspection” into HTTP packets would be called as “Content Inspection Server.” 

	35
	37.1.3.3 (137)[3]

According to our understanding, the import of data is done from the MASAK Data Warehouse into the case.

There is no requirement for external sources to retrieve data from MASAK Data Warehouse.

Please confirm.
	Currently there will be no external connection to MASAK DWH; however the Technical Specified allows for connection of authorized users to MASAK intranet. As specified clearly in the TD, the external data will first be fed into the staging DB, then to operational DB, and finally to DWH for analysis.

	36
	41.2 (205)

How the biometric devices are being integrated with the system? Are they central or local managed? Is it protecting the local certificate or workstation?
	Biometric mice or keyboards must be integrated into LDAP system via their software driver. They are managed centrally. They are solely for authentication purposes thus ensuring authorized access to workstations and any critical data / certificate they might be hosting. 

	37
	37.1.3.1(132)[6]

What is the customization that is required according paragraph “Investigation Case Management solution ….must be customised to reflect Turkish AML legislation.”?

Can we assume this work will be carried out as part of the 30 men months required under the Warranty chapter?
	The proposed/customized software must also satisfy AML requirements specific to Turkish legislation including existing and proposed legislation and regulation. A copy of the legislation is available from MASAK. The legislation embodies MASAK’s operations and procedures and detailed descriptions of MASAK’s workflows (see annexes) have been included in the Technical Specification.

In addition some aspects (as understood at the time) of draft AML legislation, such as the possible inclusion of internal comptrollers into MASAK have been taken into account.

Thus appropriate engineering person-days both during the customization and during warranty have been specified.

	38
	38.1

What is the time period required to deliver all courses? Can we assume 2 years period?
	On page 180, the TD clearly states that “The Supplier must provide a draft Training Plan as part of the tender. The final Training Plan will be finalized through the approval of MASAK.”

	39
	37.6 (178)[10]

This question is applicable for Antivirus and the Secure Content Gateway products:

Please explain the meaning of "…Publisher should distribute signatures lifetime without extra cost."

It seems that this requirement contradicts other requirement in this section: "All necessary updates for antivirus software must be provided until the end of warranty period…"
	This is not a contradiction. Virus signatures to be supplied lifetime without extra cost while necessary updates mentioned here refers to the Anti-Virus engine itself. They must be updated during the warranty period.

	40
	(Item 37.1.1) Data Validation: “The solution must Provide automatic validation of inputs including, but not limited to, the following: value ranges, MERNIS number, Country/Province/etc codes, organization identifiers, and enterprise identifiers.”

Regarding the item above, will the Beneficiary supply or guarantee the existance of necessary software/system interfaces which should be ready and be running in MERNIS system at MERNIS site, in order to do the validation of inputs with MERNIS? (We consider that there will be some request/response messaging mechanism, like web services, message queues, etc… with MERNIS and other systems for data validation, and the application software that will handle the requests from MASAK should be ready and running at MERNIS site.)
	There are a couple of approaches to MERNIS number validation, one through a DLL provided by the agency owning the census data, namely NVIGM (this however only validates that the entered number is in fact in the correct format); the other one is on line (web services) which will be provided by NVIGM after the relevant law is passed through the parliament. Until then, the tenderer must develop and deliver a stub to respond to the id validation requests. 

	41
	(Item 37.1.1) Product Integration: “It is the responsibility of the Supplier to propose a single database technology that is consistent across the entire system framework. Multiple RDMBS technologies must not be used to facilitate different applications or systems management software.”

Regarding the item above, can two RDBMS technologies with different brands (e.g Microsoft SQL and Oracle) using the same Ansi-SQL standards be used with full data integration and consistency between each other, one of them to be used in the main application software packages and one to be used by some of the COTS tools like EDMS and Workflow Management Engine and Designer?
	There is a stated requirement for a single database technology to be used for all COTS that depend on a relational database technology.

The only possible exception may be in the area of systems management COTS where items such as LDAP may well have their own database technologies.

	42
	(Item 37.1.1) Data Migration: “The Supplier shall migrate existing relational and document databases, Central Bank, STR and asset investigation data into the proposed system without loss of any data.”

Regarding the item above, what is the format of the data to migrated into the new system? Is the data in electronic format or paper based? Will there be a cleansing before migration and what will be the content of the data to be migrated from Central Bank?
	All the sources are digital and of relatively small volume. Cleansing may be needed on some sources. Central Bank data covers (overseas) foreign exchange transactions above a predetermined dollar threshold.

	43
	(Item 37.1.2) General Description: “Forensic Analysis applications are not required to operate as plug-in components but should be launched from the workspace.”

Regarding the item above, we request clarification about in which Lot are Forensic Analysis applications involved?
	Forensic analysis will be carried out using multiple strategies.

Data mining will be carried out using the Query and Reporting software (Lot 1). Statistical analysis will be carried out using SASP (Lot 3). There may be overlap in provided functionality based on marketed solutions (see Questions 8 & 11).

With respect to Item 37.1.2, the Workspace Application Container must be able to hold (pointers to) digital files generated from the SASP components as a consistent portfolio of items for a given Investigation Case. In addition, it is expected that the appropriate viewer or application would be launched when the SASP files are opened, i.e. opening a Visual Link analysis would launch the visual link analysis viewer.

	44
	(Item 37.1.3.1) Case Workflow Management: “Signoff and handoff to the next step will be performed through electronic means, either through the application itself and/or through emails that hyperlink to the appropriate case.”

Regarding the item above, will the case workflow(s) be dynamic and customizable by the MASAK staff where appropriate, or just static designed once and run?
	The fluid nature of MASAK’s operations due to the continued drafting of new legislation which will affect the composition and organisation of MASAK has been taken into account.

Thus, it is expected that the workflow is dynamic (including multiple business flows, or multiple versions of the same business flow) and customisable by MASAK staff where appropriate.

	45
	(Item 37.1.3.1) Investigation Case Container: “The Investigation Case Management application must employ the proposed COTS infrastructure such as Forensic Analysis software, RDBMS, EDMS, WFM, Fax Server, e-mail and office applications seamlessly.”  

Regarding the item above, we request clarification about in which Lot is the to be proposed Forensic Analysis COTS involved?
	Please refer to question 8, 11 and 43

	46
	(Item 37.1.3.3) Case Management Operations: “Visual link analysis: Visual link analysis is to an integral function of the investigation case. Visual link analysis documents will allow MASAK staff to assemble intelligence held within the Investigation Case container for complex cases. The symbols created in such an analysis document must be able to link with data held within the Investigation Case container, web references and other Investigation Case instances”

Regarding the item above, which is a Lot-1 specification, we request clarification about in which Lot Visual Link Analysis will be involved.
	Please refer to question 43.



	47
	(Item 37.1.4.) Automated Data Extraction: “The supplier must develop and install up to 5 different automated data extraction implementations. Examples of potential data extraction candidates are ASBS, KİHBİ, Traffic Registry, MERNİS, BİDDEP, VEDOP, GİMOP, BİLGE, TAKBİS and TAKASBANK.”

Regarding the item above, what will be the financing method for the Supplier if more than 5 different automated data extraction implementations should be required by the Beneficiary in the future?
	Please refer to question 29.

	48
	(Item 37.2.3) Investigation Case Snapshot Viewer, General Characteristics. “All elements (documents, emails, structured data etc.) within the snapshot should be viewable through viewer software. The Investigation Case Snapshot Viewer will be capable of running standalone on the client-side platform and as an integrated component of the AML Case Investigation Management Software.”

Regarding the item above, will the Investigation Case Snapshot Viewer contain internal viewer components for all the document types and formats (word, excel, powerpoint, pdf, jpeg, giff, etc…) that may be included as a part of investigation case?
	Yes, the viewer application should be capable of displaying and printing all used formats. It is intended that the viewer allows MASAK staff to

· Provide day-to-day reader for investigation cases.

· distribute cases to comptrollers or other officials for inspection

· print off cases as a paper-based disaster recovery tactic



	49
	(Item 37.4.10) Electronic Document Management System, Scanning & OCR: “As part of or integrated with the EDMS solution. Scanning solution covering scan software, scanner  hardware, OCR software to digitize printed documents, forms with hand-writing, press documents etc.”

Regarding the item above, will hand-writing support be handled with ICR support, or is ICR not included in the technical solution?
	This is a misprint. Please omit the phrase “forms with hand-writing”.
See Corrigendum No:1

	50
	(Item 38.3) Warranty Services: “The supplier work together with the suppliers of the other Lots to resolve any compatibility issues between software and hardware supplied. The Suppliers will incur joint responsibility to any software patches required in order to meet the compliance of MASAK evaluation and acceptance standards.”

Regarding the item above, during the warranty service period, will the supplier of the specific Lot(s) be held responsible for the possible failures/problems caused by any software patch done by the supplier of other Lot(s)?
	There are EU procedures for the resolution of conflicts during implementation. Generally it is expected the amicable resolutions will be found between suppliers and beneficiary to any technical issues that involve different lots.

Indeed it is not unusual, for example, to find that a hardware provider blames the software supplier and vice versa for a technical problem. It is expected that there will be a highly professional and amicable joint approach to the resolution of problems during the warranty period to the benefit of MASAK. Procedures should be set up between providers of Lots to ensure that patches/updates/service packs are tested for compatibility. A development server has been specified and a training laboratory/domain that can be used for precisely this sort of testing. 

	51
	Item (37.4.2) Query and Reporting System

Does Query and Reporting system supports to connect to a WEB site and produce ad-hoc reports?
	Yes. Also please refer to question 8.

	52
	Item (37.4.2) Query and Reporting System

Regarding item above, is it required that a produced report will be used as an input for another report?
	It is possible that a result dataset from a query may provide the input to a further refined query. See also question 8.

	53
	Item (37.4.2) Query and Reporting System

Regarding item above, which report format Query and Reporting system support? Excel, HTML, PDF. 
	Preferably multiple output formats should be supported. Please see also question 8.

	54
	Item (37.4.2) Query and Reporting System

Regarding item above, is scheculed reporting required?  
	Yes. Also please see question 8.

	55
	Item (37.4.2) Query and Reporting System

Is there any requirement for auditing about the usage of the Query and Reporting system?
	Audit trail (who, when, what) is required for the overall system. Also please see question 8.

	56
	Item 33.1.2 Intranet Backbone Switch
Regarding item above, there is country of origin problem for the appropriate products. We need clarification for this item.
	See corrigendum NO:1.

	57
	Is it possible to get floor plans for cabling and infrasturucter as mentioned in mandotory visit?
	See question 16.

	58
	Technical Specifications Item 31.2 – 64 Bit Servers

Our Company has both RISC based and Itanium based 64-bit server systems in its product portfolio. With the current specifications, no IBM server may be proposed for this item.

Option 1: Proposing a RISC based server

Our company’s closest suitable product for this server is POWER4+ RISC based “IBM pSeries Model p650.” The following specifications prevent Model p650 to be proposed:

· Processor

Two 64-bit CPUs with a minimum clock speed of 1500 MHz are requested.

IBM p650 has 1450 MHz CPUs.

Our company suggestion:

Two 64-bit CPUs with a minimum clock speed of 1450 MHz are requested.

· CD-ROM Drive

1 DVD+RW/R, CD-RW/R shared drive is requested.

IBM p650 can have either a DVD-ROM drive or DVD-RAM drive. DVD-RAM drive can read and write DVD disks and is intended for system backup purposes.

Our company suggestion:

1 DVD+RW/R or CD-RW/R or DVD-RAM drive should be proposed.

· Power Supply 

2 hot-swappable power supplies with at least one additional spare hot-swappable power supply are requested.

IBM p650 has 2-hot-swappable power supplies. Only one of these power supplies is capable of running the system in case of failure of the other one, therefore IBM p650 does not need an additional spare hot-swappable power supply.

Our company suggestion:

2 hot-swappable and redundant power supplies should be proposed.

· Other Characteristics

The proposed servers must have at least 6 64 Bit/100 MHz PCI slots connected to dedicated PCI busses.

IBM p650 has 6 64 Bit/133 MHz PCI-X Slots connected to 2 PCI-X busses. This provides more than enough capacity to support all available PCI-X adapters. Dedicating a PCI-X to each PCI-X slot is not necessary as throughput of PCI-X adapters is much less than the full capacity of the buses.

Our company suggestion:

The proposed servers must have at least 6 64 Bit/133 MHz PCI-X slots.

Option 2: Proposing an Itanium based server

The Itanium based server which fits the RFP specifications “as much as possible” is IBM xSeries Model x455. The following specifications prevent Model x455 to be proposed:

· Operating System

Latest version of real 64-bit UNIX is requested.

IBM x455 can run Linux but not other versions of UNIX, yet.

Our company suggestion:

Latest version of real 64-bit UNIX and/or Linux.

· Other Characteristics

The memory capacity must be upgradeable to 64 GB internally or by chassis upgrade.
IBM x455 comes in boxes which may grow up to 4 processors and 56GB memory capacity. In order to grow beyond 56GB, another extension box, which corresponds to physically and financially doubling the configuration. In order to propose 64GB system, we will have to propose an 8-way machine that will have a memory capacity up to 112GB, which will be far beyond the configurations of possible competitors.

Our company suggestion:

The memory capacity must be upgradeable to 56 GB internally or by chassis upgrade.


	It is the tenderer’s task to identify and propose an appropriate solution to satisfy all the requirements of the Technical Specification based on their product lines.

The specifications in the Technical Specification are the “preferred minimum” and you are encouraged to exceed these specifications to the benefit of MASAK. 

This includes “consolidated” solutions which, as you can see, from the section on General Characteristics are also acceptable.

	59
	Page 174

Clause 37.5.3. System Management Console Software

Under the specifications for System Management Console Software it is required that:

The ability to use RMON I and II to gather network information.

Clarification Request : As RMON protocol is used for collecting data from network devices, our System Management Console Solution uses RMON I and II protocol only for collecting data from network equipment, which is considered as an sub part of the term referred as System. We ask for clarification on the subject that RMON support for network management system meets the requirements.
	The article requires the system management console to have RMON I and RMON II capability. If any software support RMON I and RMON II then it meets the requirements.  

	60
	Page 174

Clause 37.5.5 Help Desk Software

Under the specifications for Help Desk Software it is required that:

Ability to perform systems administration tasks via a web-based interface

Clarification Request : We need clarification on whether an IP based GUI solution meets the requirements described by this term.
	An IP based GUI serves as well as a web-based system. But it must meet security criteria. A web-based interface would be preferable but not essential.  

	61
	Page 127

Clause 37.1.1 Application Software General Requirements

Under the specifications for Application Software General Requirements, sub item Data Migration, it is stated that:

The Supplier shall migrate existing relational and document databases, Central Bank, STR and asset investigation data into the proposed system without loss of any data.

Clarification Request : We ask for further clarification regarding these data sources (size, content, etc.).
	See Q 42.
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	Page 184

Clause 38.3. Warranty Services

Under the specifications for Warranty Services it is stated that:

The Supplier shall provide a 30 person months of professional engineering services during the warranty period.

Clarification Request : There is no line indicating in the pricing table (Annex III. Model financial offer table) for this item. We need clarification on how the cost of this item shall be shown in the financial offer table.
	 It is clear that on page 184 the supplier shall provide a 30 person months of professional engineering services during the warranty period. In Annex III there is no line indicating in the pricing table because there is no cost during warranty period. In Annex III-B there is a table that shows model financial offer for proposed spare parts just for information purposes. Furthermore please see 11.1.e in instructions to tenderers.  

	63
	Page 163

Clause 37.4.6 E-mail Server

Under the specifications for E-mail Server it is stated that:

Licensing 
Dual 64-bit CPU server

Clarification Request : Under the technical specifications for e-mail servers at page 78, Clause 31.3.1, the processors for the e-mail servers are required as 32 Bit Dual-Processor Systems. The requirement for 64-bit CPU server conflicts with the hardware specifications for the e-mail server. We ask clarification on this topic.
	This is a misprint. It is confirmed that this system is designated as a 32-bit system in the system drawing and listed among 32-bit servers. 
See Corrigendum No:1

	64
	Pages 87 – 95

Clause 33 Network

Clarification Request : We are unable to propose solutions for some of the items described under the clause Network which both meets the technical specifications and Origin requirements described on page 10, clause 4 Origin. We need clarification on this topic.
	Please see question 56

	65
	Page 76

Clause 31.2 64 bit servers

Under the specifications for 64 bit servers it is required that:

Interface Bus 

6 (six) 64 Bit/100 MHz PCI slots

Clarification Request : The servers we intend to propose for this item are equipped with 2 (two) 64 Bit/133 MHz PCI slots and 4 (four) 64 Bit/66 MHz PCI slots. We require clarification on whether these specifications will meet the requested criteria.
	This is a misprint. As you could see the interface card requests are for 66 MHz. adapters (including equivalent on board adapters). But the article reads 100 MHz. You should consider the minimum speed for the PCI bus is 66 MHz. 
See Corrigendum No:1
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	Pages 78 - 80

Clause 31.3.1 32 Bit Dual-Processor Systems

Clause 31.3.2 32 Bit Uniprocessor Systems

Under the specifications for 34 bit servers it is required that:

2, 200Mbit/sec Fibre Channel interfaces, installed in 64 bit/66 MHz PCI slots

Clarification Request : The servers we intend to propose for this item are of blade structure and does not utilize industry standard PCI slots. These servers, however are equipped with Fibre Channel interfaces connected to 64 bit/66 MHz busses via propriety connectors. We require clarification on whether these specifications will meet the requested criteria.
	Please see question 65

	67
	Draft Conditions and Special Conditions

It says that “(For Domestic Contractors) Payments shall be made in TL as an equivalent to the EUR value of the contract, calculated at the exchange rate of the bank from which payments are made". 

However, the exchange rate to be used is not described in the article. We understand that the payments shall be made as described in the article, at the exchange rate announced by the bank at the payment date. Would you please clarify the issue?
	 The exchange rate which will be used is the exchange rate announced by the bank at the date of payment.


	68
	INSTRUCTIONS TO TENDERERS

4. ORIGINS

4.1
Unless otherwise provided in the Special Conditions, supplies must originate in a Member State of the European Union, Turkey and countries beneficiary of MEDA ,PHARE or and CARDS programmes.

There may be some free of charge/public software. Is Country of Origin document also required for these kinds of software?

LOT-1 

There is no any product which has ‘’country of origin’’ certificate from European or MEDA countries for the following equipments. Could you give the derogation list for the following equipments ?

1- 32.2. Tape Library for SAN System

2- 33.1.1. SAN Switch
3- 33.1.2
Intranet Backbone Switch

4- 33.1.3
DMZ Intranet Backbone

5- 33.1.4
Ethernet Switches for MASAK Data Centre

6- 33.2.1
Main Internet Router
7- 33.2.2
 Router for Access To and From External Organizations

8- 34.3 Application Server Segment Firewall Cluster

9- 35.4.1
IDS Systems

10- 35.4.2
IDS with Web Blocker
	Please see question 56 and corrigendum No:1.

	69
	For some items (i.e. 35.1, 35.2, 35.3, and 35.5, etc) it says “minimum hardware configuration summarized below. These might be software, please confirm the mistyping?
	As you have noticed this is a misprint and please note that they are under the heading of “Security Software”
See Corrigendum No:1

	70
	29.1 General Hardware Requirements

Unless otherwise specified, all equipment shall operate in environments of 15-35°C, 20-90 percent relative humidity.

Is it acceptable that all equipment could operate in environments of 20-80 percent relative humidity?
	This is a misprint. It should normally read 20 - 80 non-condensing relative humidity which is an accepted common industrial specification. 
See Corrigendum No:1

	71
	29.1 General Hardware Requirements


All proposed server computers of the same class must be of the same brand and must use the same version of the same operating system.


What does the “same class” mean ? 

Does the same class mean same type ?

Would 64-bit servers or 32-bit servers be proposed in different brand?
	The same class refers to the hardware characteristic. They must be identical among same kind of server whether 64-bit or 32-bit one and having identical system architecture and components. 

	72
	31.2 64 Bit Servers

Operating System : Latest version of real 64-bit UNIX with C and C++ compilers
Is it acceptable that, 64-bit Linux version could be offered as an operating system in 64-bit servers?
	Linux and FreeBSD are UNIX operating systems. 

	
	31.2 64 Bit Servers

Raid Controllers : Built-in LVD SCSI

Is it acceptable that SE or DE SCSI connections could be offered?
	These are the “minimum configuration” and you can propose improvements. However as you might have known SE SCSI is an obsolete technology and nowadays it is not easy to find any contemporary RAID controller with SCSI SE. Furthermore they are very prone to noise thus not suitable for such an application. By SCSI DE perhaps you mean differential SCSI which is also called HVD SCSI HV stands for High Voltage and it is already superseded by LVD SCSI for nearly a decade. In fact these would really be a “downgrade” rather than an improvement thus your suggestions are not acceptable. 


The tenderer is encouraged to exceed the “preferred minimum” specifications of the Technical Specification to the benefit of MASAK.


	73
	31.2 64 Bit Servers
CDROM Drive: DVD+RW/R, DVD-RW/R, CD-RW/R shared drive

Is it acceptable to offer an external DVD+RW/R, DVD-RW/R, CD-RW/R shared drive for these servers?
	There’s no provision limiting those drives as “internal”. However if a consolidated server is proposed there will be problems to use this drive as a shared resource among systems. 



	74
	31.2 64 Bit Servers


The memory capacity must be upgradeable to 64 GB internally or by chassis upgrade.

Generally for 4-way servers, max memory capacity is sufficient 4 times bigger than required memory capacity. The 4-way (max. 4 CPU) server family usually can be upgradeable to 32 GB. In this RFP 64GB max memory is required. For this reason the group that is determined due to other specs mentioned in the system is required to get to the upper level. This prevents the competition. And also for the system memory ‘’ by chassis upgrade’’ is not possible for all brands. Is it acceptable that the memory capacity can be upgradeable to 32 GB?
	What is the “required” memory capacity for a uni-processor server? There does not appear to be such a capacity accepted through market. According to the market research performed for this Technical Specification there are several servers meeting this criteria on the market.


Please refer to technical specifications. The “preferred minimum” characteristics are clearly defined and you are encouraged to exceed them to the benefit of MASAK. 
 

	75
	31.3.1&31.3.2&31.3. 32 Bit Servers

Raid Controllers : Built-in LVD SCSI

Is it acceptable that SE or DE SCSI connections could be offered?
	Please see question 72

	76
	31.3.1 32 Bit Dual-Processor Systems

37.4.6 E-mail Server


Purpose : 1 e-Mail Server

Licensing: Dual 64-bit CPU server

There is a conflict that which kind of server would be the e-mail server? 64-bit or 32-bit? Can you clarify? 
	Please see question 63

	77
	32.1 Storage Area Network Enclosure and Disks

Disk controllers: 2 separate disk control units with 1 GB cache memory each, battery backup and 2, 200 MBit/s host connection interfaces


As far as it is understood there will be 2 disk controller units which are 200 MB/s host connection interface not 2.200MB/s? Could you confirm?
	As you have already understood “,” stands for a comma but not a decimal point. 

	78
	32.1 Storage Area Network Enclosure Disks 

The proposed storage array must have disk control units with the ability of supplying RAID 0, 1, 5 levels and their combinations.


Given that the storage system provides at least same level of reliability and performance of RAID 5 with RAID 4,will it be accepted to propose a Storage Area Network Array which supports RAID 0,1,4 levels?
	Since RAID-4 is considered the slowest of all RAID types, if RAID-4 is proposed it must be offered alongside with RAID 0,1 and 5 or there should be enough material to convince the beneficiary that there will be no compromise using RAID-4 instead of RAID-5.

	79
	32.1 Storage Area Network Enclosure and Disks

The proposed storage array must have disk control units with 2, 200 MB/s host connection interfaces.
as far as we understand there will be 2 disk controller units which are 200 MB/s host connection interface not 2.200MB/s? Could you confirm?
	Please see question 77

	80
	32.2. Tape Library for SAN System

country of origin
There is no Tape Library for SAN System which has ‘’country of origin’’ certificate from European or MEDA countries.
	Please see question 56

	81
	33.1.1. SAN Switch

country of origin

There is no SAN switch which has ‘’country of origin’’ certificate from European or MEDA countries.
	Please see question 56

	82
	33.1.2 Intranet Backbone Switch

country of origin

There is a product satisfying the EU/MEDA countries but not the technical specs.
	Please see question 56

	83
	33.1.3 DMZ Intranet Backbone Switch

country of origin

There is a product satisfying the EU/MEDA countries but not the technical specs.
	Please see question 56

	84
	33.1.4 Ethernet Switches for MASAK Data Centre

country of origin

There is a product satisfying the EU/MEDA countries but not the technical specs.
	Please see question 56

	85
	33.1.2&33.1.3& 33.1.4 Switches

Channels : At least four 10/100BaseTX or 1000BaseX ports must be bundled as a channel.

Does 10/100/1000BaseX means 10/100/1000BaseTX?

Does the product need a extra empty slot after installation?  
	Please refer to the technical specifications. Please see question 56

	86
	33.2.1 Main Internet Router

country of origin

There is no Main Internet Router which has ‘’country of origin’’ certificate from European or MEDA countries.
	Please see question 56

	87
	33.2.2 Router for Access To and From External Organizations

country of origin

There is no Router for Access To and From External Organizations which has ‘’country of origin’’ certificate from European or MEDA countries.
	Please see question 56

	88
	34.3 Application Server Segment Firewall Cluster

country of origin

There is a product satisfying the EU/MEDA countries but not technical specs.
	Please see question 56

	89
	34.4. Application Firewall Appliance

Availability :Must have a mechanism for load distribution and high availability for the web servers.


Is it acceptable to use a third party load balancer and traffic redirector to have a mechanism for load distribution among web servers or is it mandatory to have a built-in load distribution function?
	Please refer to the technical specifications.

	90
	34.5. One Time Password (OTP) Tokens for authentication

Password expiry : Facility to display remaining password life time
Is it acceptable not to display remaining password life time.
	This is a requirement but if you can propose different alternatives they will be considered as well.

	91
	35.2 Kerberos Authentication Software

Software must include an SDK which allows programmatic access to the Generic Security Service Application Programming Interface (GSSAPI).

Can Microsoft Security Support Provider Interface (SSPI) be an alternative for GSSAPI ?
	Please refer to technical specifications.

	92
	35.4.1 IDS Systems

35.4.2 IDS with Web Blocker

country of origin

There is a product satisfying the technical specs, but not originated EU/MEDA countries.        

There is a product satisfying the EU/MEDA countries but not the technical specs.

Can we deliver 2 seperate products running together to satisfy the technical specs?
	Please see question 56

If you have enough evidence that these two systems will work over a single system without compromising each other it is acceptable to use 2 separate software for the task. 

	93
	36.6 Patch Panels

Ports :48 ports

Is it acceptable to offer 2x24 port patch panels instead of 48 ports?
	Please see question 23

	94
	36.7.1 Fiber-optic patch cords

Mode :
Multi-mode

Quantity :40 Single mode fiber-optic patch cords

Are fiber cables Multi-Mode or Single-Mode?
	This is a misprint. As a rule cables must be at least Multi-mode. 
See Corrigendum No:1

	95
	37.1.2 “MASAK Workspace Application Container”

Shared contacts (internal and external to MASAK)

Is it possible to get the contacts from mail server or developing an address book application which would be integration with “Shared Contacts”?
	It is up to the SRS and follow-on design, however whatever the source is, a single unified list of contacts must be provided for the user container. It is essential to avoid/minimise the (not unusual) scenario of various software subsystems having their own personnel/user lists, all of which have to be kept up to date and synchronised.

	96
	37.1.5. Anti Money Laundering Knowledge Base

Communities of Practice

What do you want to describe with Communities of Practice? 
	Page 144 covering the reference and the section on CoP should be self explanatory. CoP does not refer to a brand name of a particular product. Solutions that employee Communities of Practice concepts must be proposed. References have been provided in the Technical Specification and there are plenty of reference sources on the web.



	97
	37.3.1 “e-Learning System for Compliance Officers and MASAK Staff”

Is it acceptable to offer common off-the-shelf (COTS) products for e-Learning system or develop this application by supplier?
	pp 150-151 clearly mention a COTS product “Lotus Learning Space or equivalent”

	98
	37.3.1.2 e-Learning Content Development Tools

Content : MASAK must have facilities to develop and integrate their own content using the proposed commercially available authoring tools which are to be proposed and supplied.

Is it acceptable to offer the common off-the-shelf (COTS) products for “authoring tool” including Content Management? 

Does “Authoring tool” covert the documents to SCORM 1.2 run time format like Lotus Learning Space or mention about the others format?
	pp 150-151 clearly mention a COTS product “Lotus Learning Space or equivalent”

	99
	37.3.2 E-Vault Application

The purpose of e-Vault is to serve as a secure electronic information and data exchange mechanism between MASAK and other stakeholders including reporting institutions, inspectors, mobile MASAK comptrollers, etc.

How to make this electronic information exchange contingent on the rules?

What's the intention of loading architecture? 
	Rules will be managed manually through the Case Management and automatically through the external rule base mentioned in the TD.

Please search through the TD for integration of e-Vault with other software components.

Perhaps you are referring to “Has the Supplier defined a standard loading architecture for the overall data collection?”. It is expected that you will clearly explain how you want to deliver a unified data collection structure in your solution architecture. 



	100
	37.3.4 Personnel Registry and Skill-base application

The software must have ability to integrate with all major reporting tools, including the one proposed by the Bidder as the Reporting System.

what’s kind of reporting system would be suggested or understanding?
	Please refer to 37.4.2. Query and Reporting System

	101
	37.4.6 E-mail Server

Mail files and shared data must be stored encrypted over the disk and must have access control list protection thus must not allow unauthorized access.

” To alternate product selection is there a possibility to change the statement as “mail files and shared data must be stored encrypted over the disk or must have access control list protection thus must not allow unauthorized access.”
	If it is possible to use a common ACL mechanism for both mail and shaded data then it is possible to store them in different encrypted files. 

	102
	37.4.9, 37.4.10 “Official Documents Database and Workflow (“Evrak”)”,Workflow, EDMS
Can we develop the work flow system application instead of  COTS products?

Does it include digital signature functionality in documents?
	No. EDMS and WFM are COTS products, and Evrak must be built on the delivered COTS components, as explained on pp 146-147.

The overall system must support digital signatures.

	103
	37.5.2 Development of Standard Operating Procedures for Systems Management

All policies and procedures will be developed using and comply with British Standards Institution Standard for Service Management (BS15000) or equivalent and the IT Infrastructure Library (ITIL) or equivalent for best practice in service management.

Will ITIL be observed for all policies and procedures to be developed for Operating procedures section or is it required to apply whole ITIL process ?
	Due to the corporate structure it might not be possible to apply whole ITL process but the tenderer must ensure that ITIL, BS15000 or equivalent standards are applied for all the polices and procedures in service management.

	104
	37.5.4 System Configuration Software

Provides for signed digital keys in order to ensure integrity of new software versions.

Is it acceptable to provide integrity and security of distributed software versions in other ways than signed digital keys.
	It is acceptable if the software provided ensures integrity and security in other means than digitally signed keys.

	105
	37.5.5 Help Desk Software

What’s the meaning of ticket locking?
	This is a Standard Help Desk / CRM terminology. Thus the trouble/job ticket can be held as ‘locked’ or frozen by a particular system manager such no one else can update it.

	106
	37.5.6
Backup and Recovery Software
One (1) management console and one (1) backup/recovery server will be provided with licenses to be able to backup all proposed servers.

To offer the licenses to be able to backup all proposed servers, we need information of which servers will be backed-up via SAN, which others via Network? 

When database is open, from which servers will be backed-up?
	Please see the system diagram. As you could see all the servers are connected to SAN via dedicated fiber-channel attachment adapters. You should ensure the seamless operation when database and data warehouse servers are running all the time. 

Also please refer to question 31.

	107
	37.5.6 Backup and Recovery Software

Support advanced hardware such as tape jukeboxes and stacker technology.
a tape library is required, but in this article software must support tape jukeboxes and stacker technology which are old fashioned. Could you give us detailed information?
	Minimum characteristics have been specified and the tenderer is encouraged to propose better strategies to the benefit of MASAK.

At the time of research (March 2004) MASAK did not have a remote facility to house nearline/farline backup storage and this has been taken into account in the Technical Specification.

	108
	37.5.6 Backup and Recovery Software

Internal backup database shall be XML compliant.

Is it a must that internal backup database shall be XML compliant database? Could you give us detailed information?
	The article clearly specifies that backup database will be over XML i.e., what backup or what snapshot is taken, when, what are the contents etc.

The internal backup database should be XML compliant. Previously, most major backup/recovery companies, like, for instance, Legato used a proprietary internal database to keep track of backups and restores.  If the backup software does not meet the needs of the customer, they should be able to switch to a different manufactuerer with a minimum of difficulty. 


	109
	37.5.6 Backup and Recovery Software

Must have automated recovery mode.

Could you give us more detail about “automated recovery”?
	Automated Recovery, as widely accepted in the market, means to restore a system including operating system, application and data to the point where system has been failed with only one command this technology could involve data snapshots and system snapshots. Please check available literature on the subject. 



	110
	37.5.7 Digital Certificate
Must be personal digital certificate issued by an authorized digital certificate provider.

Who will distribute the digital certificates? MASAK or a global certificate provider.

How many licenses are necessary? 

How many users will be using  it? 
	Please refer to question 24 and question 27. Please see the article about quantity. It clearly specifies that need 560 certificates are required.

	111
	Article #32.1 Storage Area Network Enclosure and Disks

           Please clarify paragraph #8 ‘’Enclosure capacity –the storage array must be able to accommodate 240 disks.


Should we understand ‘storage array must be UPGRADEABLE to 240 disks (by adding HDD extension cabinets in the future) or delivered System Array should provide 240 disks bays physically available with delivered system, without need for additional HDD cabinets’?


	Delivered Enclosure box must be upgradeable to 240 disks without using any extra storage box. A single physical enclosure is preferable.

	112
	Article #31.2 – 64-bit Servers

Concerning the paragraph 8, “Operating System – latest version of real 64-bit Unix ….”, please clarify if 64-bit version of Enterprise LINUX is accepted as Operating System, as:

· For systems built around 64-bit Itanium2 processors, only  a certain company developped computer servers with proprietary UNIX operating systems. All other manufacturers (IBM, BULL, UNISYS, Fujitsu Siemens, etc) choosed to use for Itanium2-based servers either Enterprise Versions of Linux, or Windows Server operating systems; therefore, if Linux Enterprise 64-bit operating system is not accepted, than, that specifications  create a competitive advantage for the company.

· As the last European-based high-end server manufacturer (doing in Europe not only assembly of servers, but also all related Engineering and Research and Development activities), Our company is  promoting actively usage of Enterprise Linux OS for its 64-bit Server range. This inititative is supported by the European Union, in its efforts to promote usage of cost-effective computer platforms based on open-standards.  


We consider that creating a competitive advantage for an US-based server manufacturer, in addition with locking the customer with a proprietary Unix operating system against usage of cost-effective open standards, is not in line with the strategy of European Union, mainly when considering the request to provide also Certificate of European Origin for these systems. How  a manufacturer using Itanium2 CPUs (manufactured in US) and  engineered in US can benefit from European Origin Certificate?


On this specific point, we express also our concern about informations in Ankara that the certain company representatives have influenced the tender specifications, therefore giving a competitive advantage to  specific technologies of this certain company.
	Please refer you to question 58 and question 72.


To state once again, free BSD and Linux are UNIX operating systems. Systems with Itanium processors are not the only real 64-bit systems. You may choose to any propose RISC based systems which may exist in your product range.



The necessary market research has been carried out following standard procedures and Technical Assistance Team has worked very closely and openly to ensure that MASAK have the best possible system for their operations.


In the technical specifications, there is no indication that any flavour of UNIX is excluded or included so long as the overall system requirements are met at all levels.

See also corrigendum No:1 

	113
	Paragraph 9, “Availability – configured as a high-availability system….”, please  clarify the meaning of this paragraph, should we understand that the 64-bit servers have to be configured as a cluster? Should there be load balancing, failover, file sharing between these servers?


	Please refer to question 7 and question 21

	114
	Article #31.3.1, #31.3.2, #31.3.3 – 32-bit Servers, Fax Servers

For all those items, please clarify the paragraph  “Availability – configured as a high-availability system….”, should we understand that these servers have to be configured as a cluster? Should there be load balancing, failover, file sharing between these servers?


	Please refer to question 7 and question 21


(The typos in questions are left as in original text)

ANNEX- II











